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Høringsuttalelse - EU-kommisjonens forslag til
kommunikasjonsvernforordning

PST viser til Samferdselsdepartementets høringsbrev av 2. mars 2017 med forslaget fra
EU-kommisjonen til ny kommunikasjonsvernforordning (COM(2017) 10 final) som skal
erstatte kommunikasjonsverndirektivet (2002/58/EC). Forslaget er nå til behandling i
Rådet og Europaparlamentet. Departementet ber i den forbindelse om å få belyst
konsekvensene av å gjennomføre forslaget i norsk rett, og innspill til hvilke endringer som
det eventuelt er ønskelig at norske myndigheter arbeider for i den videre prosessen.

Datalagring
PST registrerer at forslaget ikke tar stilling til datalagring for formålet med
kriminalitetsbeskjempelse, men at det åpnes for at den enkelte medlemsstat kan lage
egne nasjonale bestemmelser for bevaring av innholds- og metadata for dette formålet
med hjemmel i forslagets artikkel 11 nr. 1. PST mener at det er viktig at norske
myndigheter forsikrer seg om at forordningen ikke etablerer et rettslig hinder for
etablering av slik nasjonal lovgivning slik det gis uttrykk for i Kommisjonenes
høringsnotatets punkt 1.3. Hva gjelder politiets behov for datalagring, vises det til
tidligere høringsuttalelser.

Forordningsutkastet stiller dessuten tydelige slettekrav og krav til samtykke for annen
bruk enn tjeneste- og faktureringsformål. Dette innebærer at trafikkdata, i betydningen
både innholds- og metadata, vil kunne måtte slettes på et mye tidligere tidspunkt enn per
i dag. PST mener derfor at det er viktig at Norge benytter seg av en eventuell mulighet til
selv å lovregulere egne bestemmelser for datalagring for formålet
kriminalitetsbeskjempelse innenfor rammene av EU-domstolens avgjørelse om
datalagringsdirektivet.
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Forordningens virkeområde
Den nye kommunikasjonsvernforordningen krever at borgernes informasjon, både
metadata og innholdsdata, nyter samme beskyttelsesnivå uavhengig av tjenestetype.
Forordningens virkeområde utvides sammenlignet med gjeldende rett nedfelt i
kommunikasjonsverndirektivet slik at også OTT-tjenester som Skype, WhatsApp,
Facebook Messenger omfattes. I den grad det vedtas nasjonale bestemmelser med
hjemmel i artikkel 11 nr. 1 knyttet til f.eks. datalagring, vil også slike tjenester omfattes.
Dette er viktig sett ut i fra et kriminalitetsbekjempende perspektiv.
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