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Ot.prp. nr. 108

(2008-2009)

Om lov om behandling av opplysninger i politiet og
patalemyndigheten (politiregisterloven)

Tilrading fra Justis- og politidepartementet av 21. august 2009,
godkjent i statsrdd samme dag.
(Regjeringen Stoltenberg 1I)

1 Proposisjonens hovedinnhold

1.1 En ny og moderne lov om politiets
og patalemyndighetens behand-
ling av opplysninger

Regjeringen foreslar at dagens lov om strafferegis-
trering, som er fra 1971, avlgses av en ny og
moderne lov om behandling av opplysninger i poli-
tiet og patalemyndigheten (politiregisterloven).
Lovforslaget regulerer politiets, herunder Politiets
sikkerhetstjenestes og  patalemyndighetens,
behandling av opplysninger. Det 4 samle inn, vur-
dere, systematisere, lagre og utlevere opplysnin-
ger er en vesentlig og nedvendig side ved moderne
politiarbeid for & oppklare eller forebygge krimina-
litet. Samtidig kan slik bruk gi uheldige person-
vernmessige konsekvenser.

De internasjonale krav til personvern, som i
stor grad ma sies a vaere foranlediget av den tekno-
logiske utviklingen, har gjort det dels nedvendig
og dels enskelig a foreta betydelige endringer i
dagens regler. Hensikten med lovforslaget er &
sikre at personvernet ivaretas samtidig som det
skal bidra til at politiet og patalemyndigheten kan
lose sine oppgaver pa en effektiv mate.

Lovforslaget vil i mindre grad endre politiets og
patalemyndighetens daglige arbeid og arbeidsmé-
ter, men det vil pa alle nivaer kreves tydelighet i for-

hold til hvorfor man samler inn og hvordan man
bruker opplysninger. Samtidig ivaretar politiregis-
terloven de serlige behov som gjeor seg gjeldende
ved politiets behandling av opplysninger, og gjor
den dermed til et bedre verktey for politiet enn per-
sonopplysningsloven.

Reglene om taushetsplikt og utlevering av opp-
lysninger er en sentral del av lovforslaget. Nytt er
at regelverkene om taushetsplikt og utlevering
samles i en lov, noe som sikrer bade ensartethet og
bedre brukervennlighet. Nytt er ogsad at regule-
ring av blant annet DNA- og fingeravtrykksregis-
trene foreslas flyttet fra straffeprosessloven til poli-
tiregisterloven. Samlet sett forer disse og enkelte
andre forslag til at man etablerer et klarere skille
mellom behandling av opplysninger, som vil bli
regulert av politiregisterloven, og prosessuelle for-
hold, som fortsatt vil bli regulert av straffeprosess-
loven.

Lovforslaget inneholder videre dels betydelig
omarbeidete regler om vandelskontroll og politiat-
tester. Nytt er blant annet at det foreslas serlige
regler om utstedelse av politiattest nar straffbare
handlinger ble begatt av unge lovbrytere.

Ikraftsetting av enkelte bestemmelser i den nye
politiregisterloven vil medfere betydelige okono-
miske og administrative konsekvenser. Blant annet
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vil ikraftsetting kreve ressurser til tilpasning av
datasystemer. Behovet for bevilgningsendringer
knyttet til ikrafttredelse av disse bestemmelsene
vil matte vurderes i forhold til og tilpasses det gko-
nomiske opplegget i statsbudsjettet for det enkelte
ar. Det er derfor ikke ni mulig & angi et tidspunkt
for nar disse bestemmelsene vil kunne tre i kraft.

1.2 Nasjonale og internasjonale
rammer for lovforslaget

I kapittel 4 i proposisjonen gis det en oversikt over
hvilke nasjonale og internasjonale regelverk som
har dannet rammen for utformingen av lovforsla-
get.

Personopplysningsloven gir generelle regler
om behandling av personopplysninger og er der-
med ogsa retningsgivende for politiregisterloven. I
tillegg finnes det internasjonale regelsett som er av
betydning for utformingen av regler om behand-
ling av personopplysninger i politiet og patalemyn-
digheten. Noen av disse er konvensjoner som er
folkerettslig bindende for Norge, mens andre er
anbefalinger som ikke er rettslig bindende, som for
eksempel Europaridets rekommandasjon om
behandling av personopplysninger i politiet (politi-
rekommandasjonen).

Av serlig betydning i denne sammenheng er
Den europeiske menneskerettskonvensjonen av 4.
november 1950 (EMK), som gjennom menneske-
rettsloven av 21. mai 1999 nr. 30 er gjort til norsk
lov, og som i felge dens § 3 ved motstrid gar foran
annen norsk lovgivning. Den europeiske mennes-
kerettighetsdomstol (EMD) har kompetanse til 4
avsi dommer som binder konvensjonslandene, her-
under Norge. Domstolens avgjerelser har fort til at
konvensjonsrettighetenes innhold har blitt naer-
mere klarlagt. Det er derfor padkrevd 4 ta hensyn til
EMDs tolking av bestemmelsene i EMK ved utfor-
mingen av politiregisterloven.

Av sentral betydning for utformingen av lovfor-
slaget var ogsd rammebeslutningen om person-
vern i tredje seyle, som ble vedtatt pd Ridsmetet
27. november 2008.

Rammebeslutningen regulerer behandling av
personopplysninger innenfor rammene av politi-
samarbeid og annet rettslig samarbeid i straffesa-
ker, jf. neermere om dette i punkt 4.4. Instrumentet
er hjemlet i EU-traktaten, hvor det fremgar at
Réadet pa initiativ fra en medlemsstat eller Kommi-
sjonen, kan vedta rammebeslutninger om tilnser-
ming av medlemsstatenes lover og forskrifter.

Norge er tilknyttet Schengen-samarbeidet
gjennom avtale av 18. mai 1999 om Norge og

Islands tilknytning til gjennomferingen, anvendel-
sen og videreutviklingen av Schengen-regelverket.
Rammebeslutningen ble ansett for & veere Schen-
gen-relevant og Norge vil derfor bli bundet av ram-
mebeslutningen forutsatt Stortingets samtykke.

Departementet har tatt sikte pa 4 implementere
rammebeslutningens bestemmelser i lovforslaget,
slik at det i forbindelse med ratifiseringen ikke vil
vaere nodvendig med ytterligere endringer i norsk
lov.

I omtalen av de ulike forslagene er det pa bak-
grunn av det ovennevnte regelmessig gjort rede
for hva som pé angjeldende omréde folger av de
nasjonale og internasjonale regelsett som danner
rammen for lovforslaget.

1.3 Sentrale prinsipper og hensyn

I kapittel 6 gis det en fremstilling av de sentrale
prinsipper og hensyn som gjor seg gjeldende ved
utformingen av lovforslaget.

De prinsippene som ligger til grunn for den
alminnelige personvernlovgivningen er formaéls-
bestemthet, nedvendighet og at opplysningene er
relevante og tilstrekkelige. I tillegg tilsier godt per-
sonvern at den registrerte har visse grunnleg-
gende rettigheter, som for eksempel rett til innsyn,
informasjon og rett til & kunne kreve at uriktige
opplysninger blir rettet eller slettet. Endelig er
gode kontrollordninger og datasikkerhet et vesent-
lig element i & sikre godt personvern.

Ved utformingen av lovforslaget har man sekt &
ivareta disse prinsippene og den registrertes ret-
tigheter i sterst mulig grad, herunder har man saer-
lig sekt & finne forholdsmessigheten mellom den
kriminalitet som skal bekjempes og det inngrep
som skal gjores i den enkeltes personvern. Det er
likevel pa det rene at politiets behandling av opp-
lysninger pa flere mater skiller seg fra andre offent-
lige organers behandling av opplysninger. Siden
politiets hovedoppgave er bekjempelse av krimina-
litet, ligger det i sakens natur at flere av prinsip-
pene som ligger til grunn for den alminnelige per-
sonvernlovgivningen ikke fullt ut kan komme til
anvendelse i politiregisterloven. Denne forskjellen
er det ogsa tatt heyde for i de internasjonale regel-
settene som danner rammene for lovforslaget.

Den storste utfordringen er derfor & finne frem
til en god balansegang mellom hensynet til person-
vernet pd den ene siden og hensynet til kriminali-
tetsbekjempelsen pa den andre siden. Det er like-
vel bare relativt fi omrader der de nevnte prinsip-
pene ikke kan gjennomferes fullt ut. Dette gjor seg
seerlig gjeldende med hensyn til reglene om innsyn
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og informasjonsplikt, der man av hensyn til krimi-
nalitetsbekjempelsen ma legge opp til flere unntak
enn hva som gjelder ellers.

1.4 Lovens formal, definisjoner og
virkeomrade

Proposisjonens kapittel 7 behandler lovens formal
og definisjoner.

Lovens formal gjenspeiler de hensyn som er
nevnt i punkt 1.3 ved at loven bade skal sikre at den
enkeltes personvern blir ivaretatt samtidig som
politiet skal fa mulighet til & bekjempe kriminalitet
pa en effektiv mate. I punkt 7.2 gis det en naermere
beskrivelse av de definisjonene som legges til
grunn i lovforslaget. Disse er i det alt vesentlige
sammenfallende med den begrepsbruken som er
lagt til grunn i personopplysningsloven, og i tillegg
er enkelte begreper definert som gjor seg seerlig
gjeldende i politiregisterloven. Som eksempel kan
nevnes at man definerer hva som menes med en
straffesak og politimessige formal, jf. § 2 nr. 11 og
13 i lovforslaget.

Lovens virkeomrade er naermere omtalt i kapit-
tel 8 i proposisjonen. Loven gjelder for all behand-
ling av opplysninger i politiet og patalemyndighe-
ten, med unntak av behandling av opplysninger
som er del av politiets forvaltningsvirksomhet eller
sivile gjeremal, eller som reguleres av SIS-loven.
Loven gjelder ogsd Politiets sikkerhetstjeneste
(PST), inkludert behandling av opplysninger i tje-
nestens forvaltningsvirksomhet. Begrunnelsen for
denne avgrensningen ma ses i sammenheng med
personverndirektivets virkeomridde og rammebe-
slutning om personvern i tredje soyle, jf. neermere
om dette i punkt 8.4.4.

Loven gjelder videre for elektronisk behand-
ling av opplysninger om bade fysiske, juridiske og
dede personer og delvis om gjenstander, noe som
innebearer et utvidet virkeomrade i forhold til per-
sonopplysningsloven. Begrunnelsen for dette er
at man anser det hensiktsmessige 4 ha et samlet
regelverk for behandling av samtlige opplysnin-
ger. Politiets behandling av opplysninger kan
veere like inngripende for bedrifter som for perso-
ner, og i tillegg vil det ofte veere vanskelig a trekke
grensen mellom personopplysninger og opplys-
ninger om juridiske personer og gjenstander, se
ogsa pkt. 8.2.2 og 8.4.3. Manuell behandling
omfattes bare av loven dersom opplysningene
inngér eller skal inngd i et register, jf. 3 tredje ledd
i lovforslaget.

1.4.1 Sczerlig om lovens anvendelse for
behandling av opplysninger i straffe-

saker

I motsetning til politiregisterlovutvalget foreslar
departementet at politiregisterloven ogsa fullt ut
skal gjelde for behandling av opplysninger i straffe-
saker. Begrunnelsen for dette er dels at rammebe-
slutningen om personvern i tredje seyle omfatter
behandling av opplysninger i straffesaker og dels
en erkjennelse av at man ikke kan unnta store
deler av behandlingen av opplysninger i politiet og
patalemyndigheten fra generell personvernlovgiv-
ning. Det ma ogsa papekes at heller ikke utvalgets
utkast gikk ut pd 4 avgrense lovens virkeomréde
mot all behandling av opplysninger i straffesaker.
Utvalget gjorde det saledes Kklart at behandling av
opplysninger i straffesakssystemer i sin helhet
skulle omfattes av politiregisterloven. Videre frem-
gar det av utvalgets utkast til § 3 nr. 1 at store deler
av loven ogsa skulle gjelde for behandling av opp-
lysninger i straffesaker utenfor straffesakssyste-
mene. Den reelle forskjellen mellom utvalgets lov-
forslag og departementets forslag er saledes at de
bestemmelsene som ikke er nevnt i utvalgets
utkast til § 3 nr. 1 bokstav a og b nd ogsa gjelder for
behandling som nevnt.

Utvalgets begrunnelse for den foreslatte
avgrensningen var at den behandlingen som ikke
reguleres av politiregisterloven, fortsatt skulle
reguleres av straffeprosessloven, slik at straffepro-
sessloven er & anse som lex specialis i forhold til
politiregisterloven. Problemet med denne tilneer-
mingen er imidlertid at straffeprosessloven ikke
dekker samtlige av de bestemmelsene utvalget
foreslo 4 avgrense mot.

Selv om departementet foreslar a la politiregis-
terloven gjelde fullt ut for behandling av opplysnin-
ger i straffesaker, er man likevel enig i utvalgets
grunnleggende forutsetning om at man ikke innfe-
rer vesentlige endringer i forhold til denne behand-
lingen. For & sikre dette har man valgt ulike frem-
gangsmater. Delvis har man foreslatt saerskilte
regler for straffesaksbehandling, som for eksem-
pelilovforslaget til § 8 om tidsbegrenset unntak fra
kvalitetskravene, og delvis har man foreslatt en
henvisning til straffeprosesslovens regler, som for
eksempel i lovforslaget til § 49 om innsyn. Pa
enkelte omrader er imidlertid en slik fremgangs-
méte verken mulig eller hensiktsmessig, fordi det
enten ikke finnes tilsvarende bestemmelser i straf-
feprosessloven eller fordi en serskilt regulering
ville avvike fra prinsippet om & unnga detaljregule-
ring i loven. I disse tilfeller tas det sikte pa & til-
passe slike bestemmelser til behandling av opplys-
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ninger i straffesaker i forskriften, idet denne
behandlingen pad mange mater skiller seg fra for
eksempel behandlingen av opplysninger i politiets
tradisjonelle registre.

Departementet tar derfor sikte pa at det i for-
skriften gis et eget kapittel om behandling av opp-
lysninger i straffesaker, der man dels tilpasser
lovens bestemmelser for straffesaksbehandling og
dels presiserer hvordan for eksempel bestemmel-
ser med henvisning til straffeprosessloven skal
anvendes. Det er pa denne bakgrunn departemen-
tet foreslar at det gis en egen bestemmelse i lovfor-
slaget til § 69 forste ledd nr. 2 om at det kan gis for-
skrifter om lovens anvendelse pa behandling av
opplysninger i straffesaker.

1.5 Krav til behandling av opplys-
ninger

1 kapittel 91 proposisjonen omtales hvilke krav som
stilles til politiets behandling av opplysninger, og
hvilke vilkar som ma veere oppfylt for at slik
behandling kan finne sted. Dernest omtales i punkt
9.7 behovet for serskilt regulering av enkelte av
politiets registre.

1.5.1 Generelle krav til behandlingen av
opplysninger

Departementet foreslar at de grunnleggende per-
sonvernrettslige prinsippene om formalsbestemt-
het, nedvendighet og opplysningens kvalitet (rele-
vans, tilstrekkelighet og korrekthet) ogsa kommer
til anvendelse for politiets behandling av opplysnin-
ger.

Nar det gjelder kravet til forméalsbestemthet
foreslas det at opplysninger kan behandles til det
formalet de er innhentet for eller til andre politi-
messige formél, med mindre det i lov eller i med-
hold av lov er bestemt at opplysningene kan bru-
kes til andre formal, jf. lovforslaget til § 4. Dette
innebeerer at politiet fritt kan bruke opplysningene
til de ulike politimessige formalene, slik de er defi-
nert i lovforslaget til § 2 nr. 13. For eksempel kan
opplysninger som er innhentet under etterfors-
kning brukes til kriminaletterretning og omvendyt,
med mindre retten til behandling er begrenset i lov
eller forskrift. Bruk av opplysninger til andre for-
mal enn de politimessige, herunder politiets for-
valtningsvirksomhet, anses som utlevering og mé
saledes veere serskilt hjemlet, jf. neermere om
dette i punkt 1.7.

Et annet generelt personvernrettslig krav er at
behandlingen av opplysninger ma vaere nadvendig

for & oppna formalet med behandlingen. Departe-
mentet har sett det som viktig & innarbeide ned-
vendighetskravet i forhold til opplysninger som
behandles utenfor den konkrete straffesaksbe-
handlingen, men som like fullt skjer i kriminali-
tetsbekjempende syemed. For behandlingen av
opplysninger under etterforskning ser departe-
mentet ikke behov for serskilt regulering ut over
det som folger av straffeprosessloven §§ 224 og
226. Pa et rent forebyggende stadium vil det deri-
mot veere av betydning 4 fa frem at det ma vaere en
viss tilknytning mellom en kriminell virksomhet
og de personer som det mé anses nedvendig &
behandle opplysninger om. Departementet fore-
slar derfor i lovforslaget til § 5 hva nedvendighets-
kravet innebeerer for de ulike politimessige formé-
lene. For Politiets sikkerhetstjeneste (PST) fore-
slas seerskilte regler om nedvendighetskravet, se
punkt 1.13.

Hvorvidt en behandling er nedvendig i det
enkelte tilfelle, vil alltid matte bero péa en konkret
og ofte skjgnnsmessig vurdering. Det alminnelige
forholdsmessighetsprinsippet, som ellers er vel-
kjent i politiet, jf. politiloven § 6 annet ledd, vil ogsa
her ha stor betydning. Man maé for eksempel tillate
politiet 4 ga lenger i & innsamle og bruke person-
opplysninger nar det dreier seg om & forebygge
eller etterforske et drap, enn nar det dreier seg om
en forseelse.

Hvilke krav som stilles til opplysningenes kvali-
tet foreslas regulert i lovforslaget til § 6. Med opp-
lysningens kvalitet menes i denne sammenheng at
opplysningene skal vaere relevante og tilstrekke-
lige for formélet med behandlingen. I tillegg skal
opplysningene vere korrekte og oppdaterte, og
ikke lagres lenger enn hva som er nedvendig ut fra
formalet med behandlingen.

Kravet til relevans relaterer seg til spersmalet
om hvor mange opplysninger det er nedvendig a
ha om de personer det er nedvendig & behandle
opplysninger om. Dersom det for eksempel kan
anses nedvendig i forebyggende oyemed &
behandle opplysninger om en bestemt person, kan
det etter omstendighetene likevel veere irrelevant &
innhente opplysninger om alle mulige personlige
forhold som ikke har saklig sammenheng med for-
maélet med a registrere vedkommende. Motsatt vil
det kanskje i en innledende fase, for man vet hvil-
ken rolle de ulike akterer spiller i forhold til straff-
bar virksomhet, anses relevant & innhente flere
opplysninger om en person enn etter at politiet har
plassert vedkommende i forhold til den kriminelle
virksomhet man forseker & bekjempe. I realiteten
vil felgelig relevanskravet veere en variant av ned-
vendighetskravet.
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I en viss motsetning til kravet om relevans star
kravet om at opplysningene méa veere tilstrekkelige
for formaélet. I dette ligger at opplysningene ma
veere sd fullstendige som nedvendig for formaélet,
slik at de ikke gir et misvisende eller uriktig bilde
av en person.

Det er videre krav om at opplysningene skal
veere korrekte og oppdaterte. Kravet om korrekte
opplysninger er ikke uproblematisk for politiet,
som mottar en rekke ikke-verifiserte opplysninger,
eksempelvis fra kilder og informanter og i form av
tips fra publikum. Safremt det er nedvendig for a
oppna et lovbestemt formal, ma politiet utvilsomt
tillates i stor grad & innhente usikre, eller ikke-veri-
fiserte, opplysninger. Departementet anser det
imidlertid som viktig at det skjer en kvalitetssik-
ring av slike ikke-verifiserte opplysninger i den
videre behandlingen av dem. Kravet til korrekthet
innebeerer i utgangspunktet at opplysningene skal
vaere riktige. P4 den annen side vil kravet til kor-
rekthet ogsa veere oppfylt dersom opplysningene
er riktig gjengitt. For eksempel kan nevnes vitne-
avher i en straffesak. Dersom vitnets utsagn er rik-
tig gjengitt vil opplysningene vaere korrekte, selv
om de etter sitt innhold ikke medferer riktighet.

Departementet foreslar videre seerskilte regler
om behandling av sarlig sensitive opplysninger,
som for eksempel religios overbevisning og helse-
messige eller seksuelle forhold, jf. lovforslaget til §
7. For denne kategori opplysninger gjeldet et skjer-
pet nedvendighetskrav ved at slike opplysninger
bare skal kunne behandles dersom dette er strengt
nedvendig for formalet med behandlingen.

Selv om de grunnleggende kravene om for-
malsbestemthet, nedvendighet og opplysningens
kvalitet gjelder for politiets behandling av opplys-
ninger, er det behov for 4 gjore unntak fra disse
kravene dersom det er nedvendig for a bekjempe
kriminalitet. Politiet har uten tvil et behov for a
kunne innhente opplysninger som man pa innhen-
tingstidspunktet vet lite om betydningen av, men
som det er et behov for 4 kunne sjekke ut. Under
etterforsking har politiet i kraft av straffeprosesslo-
ven forholdsvis vide rammer for innhenting av opp-
lysninger, og der méa slike opplysninger kunne
behandles sé lenge det er nedvendig for etterfors-
kningen. Behovet for en sarskilt regulering opp-
star séledes forst og fremst utenfor den konkrete
straffesaksbehandlingen, enten det gjelder opplys-
ninger som tilflyter politiet uavhengig av opprettet
sak, eller det gjelder opplysninger fra straffesak
som vurderes brukt i forebyggende oyemed.
Departementet foreslar pd denne bakgrunn en
regel om at politiet i en periode pé inntil 4 maneder
skal ha anledning til 4 behandle opplysninger til

kriminalitetsbekjempelse selv om kravene til for-
maélsbestemthet, nedvendighet og relevans ikke er
oppfylt, jf. lovforslaget til § 8. Formaélet med
bestemmelsen er at politiet i dette tidsrom kan
avklare om opplysningene kan behandles i hen-
hold til §§ 4, 5 og 6 i lovforslaget. Det forutsettes at
politiet innenfor denne fristen bringer pa det rene
om opplysningene oppfyller de nevnte kravene. I
sa fall kan de behandles pa vanlig méte. I motsatt
fall ma opplysningene slettes nér tidsfristen er
utlept. Opplysninger som er registrert i henhold til
4-manedersregelen skal ikke utleveres, med min-
dre det er strengt nedvendig for & avklare om de
grunnleggende kravene er oppfylt. Det er ogsa vik-
tig 4 understreke at opplysninger som kan behand-
les etter 4-manedersregelen ikke ma forveksles
med behandling av ikke-verifiserte opplysninger,
jf. neermere om dette i punkt 9.6.

1.5.2 Sezerskilt regulering av politiets registre

Selv om lovens virkeomrade er knyttet til all
behandling av opplysninger, og ikke bare til opp-
lysninger i registre, er det et faktum at store deler
av politiets opplysninger fortsatt er lagret i regis-
tre. Departementet foreslar et eget kapittel i lovfor-
slaget som regulerer reaksjonsregister, vaktjour-
nal, kriminaletterretningsregister, DNA-register
og fingeravtrykk- og fotoregister, jf. kapittel 3 i lov-
forslaget.

Begrunnelsen for behovet for lovfesting er noe
forskjellig for de ulike registrene. Dersom politiet
skal palegges & fare et reaksjonsregister og en vakt-
journal krever dette i seg selv en sarskilt hjemmel,
idet loven ellers er utformet slik at den gir politiet
adgang, men ingen plikt, til & behandle opplysnin-
ger.

Reaksjonsregisteret spiller en sentral rolle for
kriminalstatistikken, og dernest hentes opplysnin-
ger som anmerkes pa politiattester for alle prak-
tiske formal fra dette registeret. Foring av et regis-
ter med opplysninger om personer som har veert
gjenstand for straff, strafferettslige reaksjoner
eller andre tiltak i anledning straffbare handlinger,
er med andre ord av betydning i flere relasjoner.

Plikten til & fore vaktjournal fremgar i dag av
politiinstruksen § 7-1, hvoretter det skal fores vakt-
journal ved hvert enkelt tjenestested og som skal
gi en fortlepende og degnkontinuerlig oversikt
over alle vesentlige forhold og opplysninger vedro-
rende ordning og utferelse av polititjenesten pa
vedkommende sted. Departementet foreslar at
palegget om a fere vaktjournaler na nedfelles i
loven. Begrunnelsen for dette er forst og fremst at
vaktjournalene har flere saeregne trekk. Opplys-
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ningene som registreres i vaktjournalene er sveert
sammensatte, de registreres fortlopende uten
noen form for kontroll, og de er heller ikke gjen-
stand for sletting. Dernest vil ogsa palegget om
detaljerte forskrifter, jf. neermere om dette neden-
for, gjelde for vaktjournalene, med den folge at
foringen av journalene ikke lenger vil bli regulert
av retningslinjer slik som det er i dag.

Nar det gjelder kriminaletterretningsregistre fol-
ger det i prinsippet av de alminnelige reglene at
slike registre kan fores, slik at deti utgangspunktet
ikke synes a vare nedvendig med en seerskilt
hjemmel. Departementet mener imidlertid at
denne typen registre anses som sé inngripende at
de ber serskilt lovfestes, og dernest anser man det
som en fordel 4 synliggjore at behandling av opp-
lysninger 1 Kkriminaletterretningsregistre er
begrenset av de rammene som er gitt i lovforslaget
til § 5 nr. 2. I tillegg kommer at de strenge bestem-
melsene om plikten til 4 lage detaljerte forskrifter
for hvert av disse registrene eller systemene vil
representere en ytterligere garanti for at person-
vernet blir ivaretatt pa en god mate.

I tillegg foreslar departementet at politiets
registre, som inneholder opplysninger om biolo-
giske identifikasjonsegenskaper, det vil si DNA-regis-
teret og fingeravirykk- og fotoregisteret, forankres i
politiregisterloven. Disse registrene er i dag hjem-
let i straffeprosessloven og pataleinstruksen, og
overforingen av hjemlene til politiregisterloven
innebaerer ingen realitetsendringer i forhold til
gjeldende rett eller etablert praksis.

Bakgrunnen for departementets forslag pa
dette punkt er dels begrunnet i et enske om § eta-
blere et klarere skille mellom straffeprosessloven
og politiregisterloven hva gjelder behandling av
opplysninger, og dels en oppfelging av DNA-utval-
gets innstilling NOU 2005: 19 Lov om DNA-regis-
ter til bruk i strafferettspleien. Siden politiregister-
loven regulerer all behandling av opplysninger
innenfor politiet og patalemyndigheten, er det ikke
naturlig at behandling av opplysninger i form av
biologiske identifikasjonsegenskaper reguleres av
andre lover eller forskrifter.

Konsekvensen av dette er at straffeprosesslo-
ven bare vil inneholde bestemmelser som er ned-
vendige for & innhente biologisk materiale eller fin-
geravtrykk, mens den videre behandlingen av
disse opplysningene reguleres av politiregisterlo-
ven. Dette innebaerer ogsé at lovforslagets ovrige
regler om blant annet behandlingsansvaret, kla-
geadgang, tilsynsordninger og informasjonssik-
kerhet, gjelder tilsvarende for DNA-registeret mv.
I tillegg vil det bli gitt neermere regler om behand-

lingen av DNA-opplysninger i forskrift til politire-
gisterloven.
Som nevnt tidligere foreslas det et pidlegg om at
det gis egne forskrifter til hvert register eller sys-
tem, jf. lovforslaget til § 14. Det er viktig 4 under-
streke at palegget om forskriftsregulering ikke
bare gjelder for de registre som er serskilt regu-
lert i lovforslaget til §§ 9 — 13, men at det ogséa gjel-
der for alle andre registre og systemer som fores
av politiet eller patalemyndigheten.
For behandling i slike registre kan finne sted,
ma det saledes gis forskrifter om
— hvilket rettslig grunnlag som hjemler behand-
lingen
— formalet med behandlingen
— hvem som er behandlingsansvarlig
— hvilke opplysningskategorier som kan registre-
res

— hvem i politiet og patalemyndigheten som har
tilgang til opplysningene

— adgangen til & utlevere opplysningene

— innsyn, retting, sperring og sletting av opplys-
ninger

— informasjonssikkerhet og internkontroll.

Det understrekes at opplistingen representerer
minimumskrav, og det er siledes ikke noe til hin-
der for at det gis ytterligere regler i forskriften.

1.6 Informasjonssikkerhet, intern-
kontroll og sporbarhet

Proposisjonens kapittel 10 behandler prinsippene
for informasjonssikkerhet, internkontroll og spor-
barhet. Informasjonssikkerhet og internkontroll er
to grunnleggende elementer i behandlingen av alle
de personemfintlige opplysninger som behandles i
politiet, savel av hensyn til personvernet som av
hensyn til politiets eget behov for at sensitive opp-
lysninger holdes skjermet for uvedkommende.
Internkontroll dreier seg om planlagte og systema-
tiske tiltak for & sikre implementering av et gitt
regelverk, mens informasjonssikkerhet dreier seg
om tekniske og organisatoriske tiltak for & fremme
en tilfredsstillende beskyttelse av personopplys-
ninger med hensyn til konfidensialitet, integritet
og tilgjengelighet. Det er helt nedvendig a sikre at
personopplysninger og annen relevant informa-
sjon behandles med nedvendig konfidensialitet.
Dersom opplysninger kommer pa avveie, kan det
vanskeliggjore kriminalitetsbekjempende virk-
somhet, skade operasjoner eller sette tredjeperso-
ners sikkerhet i fare.
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Departementet foreslar at det i loven gis over-
ordnete bestemmelser om informasjonsplikt og
internkontroll, se lovforslaget til §§ 15 og 16, og at
de naermere reguleringer gis i form av forskrift.

Departementet foreslar videre som noe nytt at
politiets informasjonssystemer skal veere spor-
bare, se lovforslaget til § 17. Dette vil vaere et viktig
kontrollerende tiltak i forhold til at reglene i politi-
registerloven overholdes. Formaélet med slik spor-
barhet, som i praksis kan skje ved loggfering, vil
blant annet vaere etterprevbarhet i forhold til uau-
torisert bruk, hvilket m4 antas 4 kunne ha en viss
forebyggende effekt i forhold til lekkasjer. Opplys-
ningene som genereres ved slik sporbarhet méa
ogsd generelt kunne benyttes til & administrere
systemet, og avdekke og oppklare sikkerhets-
brudd, uavhengig av om det er en ansatt som er
arsak til bruddet.

1.7 Taushetsplikt og utlevering av opp-
lysninger

Kapittel 11 i proposisjonen omhandler taushets-
plikt og utlevering av opplysninger. I lovforslaget
sondres det mellom utlevering og tilgang til opp-
lysninger, jf. kapittel 5 i lovforslaget, og politiets og
patalemyndighetens taushetsplikt, jf. kapittel 6 i
lovforslaget. Det er imidlertid en ner sammen-
heng mellom reglene om utlevering og taushets-
plikt, idet adgangen til & utlevere opplysninger
knyttes direkte til bestemmelsene om taushets-
plikt, jf. § 19 i lovforslaget. Det innebaerer at politiet
og patalemyndigheten kan utlevere opplysninger
dersom det er adgang til dette etter reglene om
taushetsplikt. I tillegg foreslas det en egen bestem-
melse for utlevering av opplysninger til utlandet, jf.
§ 22 i lovforslaget, der det &dpnes for at opplysnin-
ger kan utleveres eller pad annen mate gjores til-
gjengelig dersom det folger av rettsakter eller avta-
ler som er bindende for Norge.

Nar det gjelder bruk eller utlevering av infor-
masjon skiller forslaget mellom intern bruk, utle-
vering og bruk til politimessige gjeremal, og utle-
vering 1 mottakers interesse, jf. neermere om dette
i punkt 1.7.3.

1.7.1 Reglene om taushetsplikt samlesien

lov

Departementet foreslar, i motsetning til hva som er
gjort i den alminnelige personopplysningsloven, &
regulere politiets og patalemyndighetens taushets-
plikt i politiregisterloven, jf. kapittel 6 i lovforslaget.
Begrunnelsen for dette er tredelt.

For det forste gjelder personopplysningsloven
for naer sagt all privat og offentlig virksomhet, og
for en betydelig del av denne virksomhet gjelder
ingen taushetsplikt. For politiregisterlovens virke-
omrade stiller det seg annerledes. For virksomhe-
ten gjelder det taushetsplikt som omfatter en bety-
delig del av den informasjon som politiet og patale-
myndigheten behandler. En politiregisterlov som
bare ville regulere bruk og utlevering av opplysnin-
ger ville derfor neer sagt alltid métte suppleres med
taushetspliktsreglene.

For det annet er gjeldende regler om politiets
taushetsplikt i dag nedfelt i bade straffeprosess-
loven, politiloven og strafferegistreringsloven.
Dagens system skiller mellom opplysninger som
har politiets saksbehandling som Kkilde (straffe-
prosessloven §§ 61a flg. og politiloven § 24) pa
den ene siden og opplysninger som hentes fra
registre (strafferegistreringsloven § 8) pa den
andre siden. Nar lovgivningen na beveger seg
bort fra registerbegrepet og over til et behand-
lingsbegrep, blir gjeldende skille umulig & opp-
rettholde. I tillegg vil en ensartet regulering av
taushetsplikten i en lov bli mer oversiktlig og
skape bedre forutsigbarhet.

En tredje grunn til 4 innarbeide taushetsplikts-
reglene i politiregisterloven er at taushetsplikten i
straffesaker er inntatt i straffeprosessloven. Plas-
seringen kan gi inntrykk av at taushetsplikten er
saksbehandlingsregler, mens det i realiteten er
atferdsnormer som gjelder for enhver tjeneste-
mann. Etter sin art herer derfor taushetspliktsre-
glene hjemme i en lov som regulerer bruk av den
informasjon politi og patalemyndighet har tilgang
til, snarere enn i en lov om saksbehandlingen.

For det omrédet av politiets og patalemyndig-
hetens virksomhet som loven regulerer — alt unn-
tatt forvaltningsvirksomhet og sivile gjeremal —
erstatter kapittel 5 og 6 i lovforslaget taushets-
pliktsreglene i straffeprosessloven §§ 61 flg., politi-
loven § 24 jf. forvaltningsloven §§ 13 flg. og naturlig
nok strafferegistreringsloven § 8.

1.7.2 Bruk av opplysninger internt i politiet

Etter gjeldende rett er det utelukkende taushets-
pliktreglene som danner utgangspunktet for politi-
ets interne bruk av opplysninger. Departementet
finner en slik tilneerming ikke lenger treffende i en
tid der elektroniske saksbehandlingssystemer gjor
det mulig at alle ansatte i etaten kan fa tilgang til de
opplysninger som er lagret i disse systemene.
Skjerming av opplysninger ivaretas séledes i dag i
sterre grad av tilgangsbegrensninger enn av taus-
hetspliktsbestemmelser.
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Departementet har tatt heyde for denne utvik-
lingen og foreslar at politiets bruk av opplysninger
internt ogsa knyttes til adgangen til 4 fa tilgang
(rett til direkte sek), jf. § 21 i lovforslaget. Etter
gjeldende rett er unntaket fra taushetsplikt hva
gjelder intern bruk av opplysninger meget vidt.
Foruten at opplysninger selvsagt kan brukes til det
formal de er innhentet for, folger det av straffepro-
sessloven § 61c nr. 3 at taushetsplikten ikke er til
hinder for at opplysninger innhentet i forbindelse
med en straffesak er tilgjengelige for andre tjenes-
temenn i politiet og patalemyndigheten i den
utstrekning opplysningene vil vaere av betydning
for deres arbeid. Utenfor straffesaksbehandlingen
folger det av politiloven § 24 fijerde ledd nr. 1 at
taushetsplikten ikke er til hinder for at opplysnin-
ger blir gjort kjent for andre tjenestemenn i politiet
og patalemyndigheten i den utstrekning tjeneste-
messige behov tilsier det. I prinsippet finnes det
folgelig ingen begrensninger i adgangen til &
utveksle informasjon innad i politi- og patalemyn-
dighet, slik at opplysninger ogsa kan benyttes til
andre formal enn det de er innhentet for.

Departementet ensker i utgangspunktet 4 vide-
refore denne praksis, og man kan heller ikke se at
den strider mot det personvernrettslige prinsipp
om at innhentede opplysninger mé& benyttes til
uttrykkelig angitte formal som er saklig begrunnet
i den behandlingsansvarliges virksomhet, og at de
ikke méa brukes til formal som er uforenlig med det
opprinnelige formalet med innsamlingen. Departe-
mentet foreslar derfor at opplysninger i politiet
fortsatt i det alt vesentlige kan brukes fritt internt
til de formal som omfattes av politiregisterloven,
noe som innebarer at opplysningene kan brukes
til de ulike politimessige formdl sa sant tjenestemes-
sig behov tilsier det.

Som nevnt i punkt 1.4 ovenfor faller politiets
forvaltningsvirksomhet, med unntak av PSTs for-
valtningsvirksomhet, utenfor det saklige virkeom-
radet for politiregisterloven, noe som innebzerer at
bruk av opplysninger til politiets forvaltningsvirk-
somhet blir 4 anse som utlevering og derfor krever
en searskilt hjemmel, jf. neermere om dette neden-
for.

1.7.3 Neermere om utlevering av opplys-
ninger

Ved utformingen av de gjeldende taushetspliktsbe-
stemmelsene for politiet og patalemyndigheten i
henholdsvis straffeprosessloven, politiloven og
strafferegistreringslovene har man tatt utgangs-
punktihvilket formadl opplysningene er innhentet for,
og sekundarbruken er regulert deretter.

Departementets lovforslag er bygget opp pa en
annen mate. Her vil det veere styrende hvilke for-
mal opplysningene utleveres til, uavhengig av hvor
de kommer fra, sa lenge de kommer fra annet poli-
timessig arbeid. Reelt blir forskjellen ikke s stor,
men oppbyggingen er annerledes. Ved 4 ta
utgangspunkt i formélet med utleveringen, har
departementet ogsa forsgkt & ta opp i taushets-
pliktsreglene de personvernhensyn som gjor seg
gjeldende ved utleveringen, jf. omtalen i punkt
11.2.

Det mest sentrale skille gar mellom utlevering
av opplysninger til politimessige formal, det vil si at
utlevering skjer i politiets egen interesse, og utle-
vering til andre formal, herunder til politiets for-
valtningsvirksomhet og til offentlige og private
mottakere i deres interesse. Nar det gjelder realite-
ten innebeerer lovforslaget imidlertid ingen bety-
delige endringer i forhold til gjeldende rett.

For sa vidt gjelder flyten av opplysninger til
politiets forvaltningsvirksomhet, foreslar departe-
mentet i motsetning til politiregisterlovutvalget at
hjemmelen for utlevering fremgér av politiregister-
loven, jf. lovforslag til § 29, og forslaget innebzerer
ingen endring i forhold til gjeldende rett. Det
samme gjelder for utlevering av opplysninger til
offentlige organer eller private i deres interesse, jf.
lovforslaget til §§ 30 og 31. Her vil det imidlertid
vaere nedvendig & gi utfyllende forskrifter, der man
vil sondre mellom opplysninger som kommer fra
henholdsvis registre, straffesaker og politiets
ovrige politimessige virksomhet.

Nar det gjelder utlevering av opplysninger i
politiets interesse foreslas det ingen nevneverdige
endringer i forhold til gjeldende rett. Saledes fore-
slas det ingen begrensninger i adgangen til &
bruke opplysningene til behandling av den enkelte
straffesak, jf. lovforslaget til § 26. Den generelle
adgang for politiet til & formidle opplysninger til
andre offentlige organer i forebyggende syemed
viderefores ogsé, og til andre mottakere kan opp-
lysninger ogsd utleveres i forebyggende eller
avvergende syemed hvis det fremstar som nedven-
dig, jf. lovforslaget til § 27. Bruken av opplysnin-
gene til straffesaksbehandling eller forebygging,
gjelder i vid utstrekning ogsa ved utlevering til
utlandet, jf. lovforslaget til § 22. Til andre politimes-
sige oppgaver kan utlevering av opplysninger skje
nar det er nedvendig for 4 lese en politimessig opp-
gave, jf. lovforslaget til § 28.

Adgangen til i straffesak a utlevere opplysnin-
ger til allmennheten reguleres i lovforslaget til §
34. Etter forslaget foreslads denne form for utleve-
ring gitt en vesentlig mer konkret lovmessig for-
ankring enn i gjeldende straffeprosessloven § 61c
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forste ledd nr. 9. Det forutsettes ogsa at den mer
konkrete regulering skal gis ved forskrift og ikke
ved rundskriv fra riksadvokaten, slik tilfellet er i
dag.

I utkastet § 29 viderefores adgangen til &
palegge de som mottar opplysninger fra politi og
patalemyndighet taushetsplikt, jf. gjeldende regler
i straffeprosessloven § 61c annet ledd og politilo-
ven § 24 femte ledd. En sardeles viktig form for
utlevering av opplysninger er bruk av politiattester
og annen vandelskontroll, jf. neermere om dette i
punkt 1.8.

Politiet behandler i stor grad personopplysnin-
ger som ikke er verifiserte. Det foreslas ikke noe
forbud mot & utlevere slike opplysninger, men i §
20 i lovforslaget foreslis nzermere regler om hvor-
dan dette ber skje, blant annet at det skal opplyses
at opplysningene er forbundet med usikkerhet.

Unntakene fra taushetsplikten ved samtykke,
anonymisering, alminnelig kjente opplysninger, til
bruk for statistiske eller forskningsmessige formal
viderefores naer sagt uendretilovforslaget til §§ 24,
25, 32 og 33.

1.8 Vandelskontroll

Kapittel 12 i proposisjonen omtaler vandelskon-
troll, og kapittelet inneholder en rekke forslag som
dels er nye og som dels innebaerer endringer i for-
hold til gjeldende rett. Vandelskontroll, og da seer-
lig utstedelse av politiattester til ulike formal, har
okt betydelig i de senere arene. Det er nd ogsa fast
praksis at hjemmelen for vandelskontroll foran-
kres i seerlovgivningen, som regulerer angjel-
dende omrade. Det er derfor viktig at det gis over-
ordnete og generelle regler, der det blant annet gis
anvisning pa til hvilke formal vandelskontroll kan
foretas og hvilke opplysninger som kan utleveres.

1.8.1 Ulike former for vandelskontroll

Departementet benytter begrepet «vandelskon-
troll» som en felles betegnelse for de ulike kontrol-
ler av hvorvidt en person er egnet for en stilling,
virksomhet, aktivitet eller annen funksjon, eller om
han har hatt befatning med straffbare handlinger
som gjor ham uegnet. Det dreier seg om folgende:
— politiattest

— vandelsvurdering

— straffattest

Politiet har i dag adgang til 4 utstede straffattester
inneholdende opplysninger fra strafferegisteret til
bruk i strafferettspleien. Dette foreslas viderefort.

Til bruk utenfor strafferettspleien utstedes politiat-
test etter strafferegistreringsloven § 5. I sin almin-
nelighet er hensynet bak ordningen a forhindre at
en person far en stilling med videre som han eller
hun ikke er egnet for pa grunn av ilagte reaksjoner
som en folge av straffbare handlinger.

Felles for vandelskontrollene er at de ma karak-
teriseres som en sarlig form for unntak fra taus-
hetspliktreglene, der det gis ut opplysninger om en
persons vandel. Hovedhensikten med vandelskon-
troll er dels & forebygge straffbar virksomhet og
dels a forebygge andre farer ved a utelukke perso-
ner som pa grunn av sin vandel kan representere
en sikkerhetsrisiko, som for eksempel i luftfarten,
til sjgs og liknende. Ogsd pa omrader hvor den
alminnelig tillit til vedkommende yrkesgruppe til-
sier et plettfritt rulleblad, vil politiattest kreves,
eksempelvis ved tilsetting av dommere.

Det har de senere ér veert en tendens til stadig
& utvide bruksomradet for politiattester, og depar-
tementet finner det derfor nedvendig at det foretas
en prinsipiell vurdering av nér det ber veere adgang
til & utstede politiattest. Hensynet til samfunnsbe-
skyttelse ma i denne forbindelse veies opp mot
alminnelige personvernhensyn, samt hensynet til
rehabilitering av tidligere straffedemte.

Likeledes méa det tas hensyn til personvernret-
tens alminnelige nedvendighets- og relevansprin-
sipp ved avveiningen av bruken av politiattester,
béde i forhold til vurderingen av om det skal gis
hjemmel for utstedelse av politiattest pa et omrade,
og i forhold til spersmalet om hvor omfattende opp-
lysninger som skal utleveres.

Departementet ser at det ikke er mulig & regu-
lere uttemmende hvilke formal det skal kunne
utstedes politiattest for, idet en slik regulering
antas 4 gripe for sterkt inn i det behov det apenbart
er for 4 kunne bestemme dette gjennom spesiallov-
givning. P4 den annen side mener departementet
at det er et sterkt behov for harmonisering, idet
spesiallovgivningen i stor grad spriker med hensyn
til hvilke formal attester utstedes for. Departemen-
tet foreslar at det gis en bestemmelse som generelt
angir hvilke formal som ber berettige bruk av van-
delskontroll, jf. lovforslaget til § 37.

Departementet foreslar videre at bestemmel-
ser om utstedelse av politiattest mé gis ved lov eller
forskrift. I de tilfellene der det ikke finnes en spesi-
allov som regulerer angjeldende omrade, vil hjem-
mel for utstedelse av politiattest matte reguleres i
politiregisterloven eller i forskriften til denne
loven, jf. lovforslaget til § 38.

Departementet foreslar ikke & viderefore politi-
registerutvalgets forslag om at vandelskontroll
ogsé kan skje i form av skikkethetsvurdering. Ved
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skikkethetsvurdering kan det ogsa utleveres opp-
lysninger om for eksempel anmeldelse av straff-
bare forhold eller ikke-verifiserte opplysninger.
Begrunnelsen for departementets holdning er at
det ut fra et personvernmessig perspektiv er uak-
septabel at slike opplysninger utleveres til for
eksempel arbeidsgivere, jf. neermere om dette i
punkt 12.11.

Vandelskontroll i form av en vandelsvurdering
er aktuell i de tilfellene der kravet om vandelskon-
troll felger av en lovpalagt plikt, som for eksempel
for militeere mannskaper eller lekdommere. I disse
tilfellene kan det med andre ord, i motsetning til
vandelskontroll i form av politiattest, foretas en
vandelskontroll uten at den det gjelder samtykker.

1.8.2 Naermere om de ulike typer politi-
attester

Hvilke opplysninger som anmerkes pa en politiat-
test er i utgangspunktet avhengig av hva som er
bestemt i hjemmelsgrunnlaget. Departementet
foreslar likevel at det i politiregisterloven fastsettes
visse faste rammer for hvilken utforming politiat-
tester kan fa, slik at hjemler for utstedelse av politi-
attest i spesiallovgivningen mé holde seg innenfor
de rammene som er fastsatt i politiregisterloven.

I lovforslaget skilles det mellom ordineer politi-
attest og uttemmende politiattest. I tillegg kan
begge typer politiattester veere utvidet eller
avgrenset.

Med ordincer politiattest menes attester, der
anmerkningen av de ulike strafferettslige reaksjo-
ner med videre regelmessig vil veere tidsbegren-
set, jf. lovforslaget til § 40. I motsetning til systemet
i dagens strafferegistreringslov, der det negativt
avgrenses hva politiattest ordinaert skke skal inne-
holde, foreslas at man positivt angir hva en ordineer
politiattest skal inneholde. Forslagene innebaerer i
det alt vesentlige en videreforing av gjeldende rett.
Imidlertid foreslas at pataleunnlatelser ikke tas
med i de ordinaere politiattester.

Videre foreslads som den alminnelige regel at
alle reaksjoner innenfor de siste 3 &r anmerkes i
politiattest. Dette innebarer en ekning i perioden
hvor beter anmerkes, fra 2 til 3 ar. For de mer alvor-
lige forbrytelser hvor det idemmes ubetinget feng-
sel over 6 maneder, eventuelt forvaring, samfunns-
straff med subsidizer fengselsstraff pa over 6 méne-
der, tidsbestemt rettighetstap og overforing til psy-
kisk helsevern, foreslar departementet at det som
i dag ber gjelde en 10 ars frist. Det foreslas unntak
fra 3 arsregelen for unge lovbrytere. Hvor den
domfelte var under 18 ar pa gjerningstidspunktet,
og det siden ikke er pélept nye strafferettslige

reaksjoner, foreslas at straffer som ordineert ikke
skulle anmerkes lengre enn 3 ar ikke skal anmer-
kes etter 2 ar.

Med wuttommende politiattest menes attester
der tidsbegrensningene som er fastsatt for ordinaer
attest ikke gjelder. Dette innebzerer at man pa
uttemmende attester i utgangspunktet anmerker
alle strafferettslige reaksjoner med videre uansett
hvor lang tid som er gatt siden reaksjonen ble ilagt.
Departementet foreslar imidlertid ogsa i forhold til
uttemmende attest visse begrensninger, og de
fleste av disse er nye i forhold til gjeldende rett. En
vesentlig endring i forhold til dagens ordning har
sammenheng med at departementet foreslar at
opplysninger i reaksjonsregisteret skal kunne
sperres etter naermere regler som vil bli fastsatt i
forskriften. Opplysninger som er sperret vil da
ikke lenger vises pa politiattester, men politiet vil
fortsatt ha tilgang til opplysningen. Begrunnelsen
for dette er at man ikke kan se noen verdi i at for
eksempel en bot for nasking, som ligger 30 ar til-
bake i tid, anmerkes pé en uttemmende politiattest.
Som felge av dette vil uttemmende politiattester i
fremtiden ikke lenger vaere uttemmende med hen-
blikk pa hvilke reaksjoner som faktisk ble ilagt,
men bare uttemmende med henblikk pa hva som
er registrert i reaksjonsregisteret, jf. neermere om
dette i punkt 12.7.5.3.

I tillegg til denne generelle begrensningen
foreslas det ytterligere to unntak fra hovedregelen
om at det ikke skal gjelde tidsbegrensninger for
uttemmende attester. For det forste foreslas at kon-
fliktraddsbehandling anmerkes pa uttemmende
attest i kun 2 ar, med mindre vedkommende regis-
treres med nye lovovertredelser innen den tid.
Dernest foreslés det en seerregel for personer som
var under 18 ar da lovbruddet fant sted, jf. lovforsla-
get til § 41 nr. 1 bokstav c. Forslaget er en oppfel-
ging av Stortingets anmodningsvedtak nr. 331, jf.
narmere om dette i punkt 12.7.5.4. Forslaget inne-
barer at ilagte reaksjoner i neermere bestemte til-
feller ikke anmerkes pé en uttemmende attest, slik
at unge lovbrytere kan fa en ny sjanse til & oppfylle
eventuelle krav om plettfri vandel.

Som nevnt ovenfor kan bade ordinaer og uttem-
mende politiattest vaere avgrenset eller utvidet.
Nar en attest er avgrenset innebzaerer det at attesten
begrenses til 4 angi naermere bestemte overtredel-
ser, jf. for eksempel barnehageloven som kun kre-
ver plettfrihet for ansettelse i forhold til seksuelle
overgrep mot barn. Begrunnelsen for slik avgrens-
ning er som regel at det i forbindelse med van-
delskontrollen ikke skal utleveres flere opplysnin-
ger enn hva som er nedvendig for formalet. Nar en
politiattest er utvidet innebarer det at ogsa verse-
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rende saker kan anmerkes pa attesten, det vil si om
vedkommende er siktet eller tiltalt for et lovbrudd.
Anmeldelser vil derimot ikke kunne anmerkes.
Nar det gjelder siktelser, er dette en heyst uensar-
tet gruppe pataleavgjorelser. Departementet er av
den oppfatning at disse ber undergis en konkret
vurdering for opplysning om dem utleveres motta-
ker i forbindelse med utstedelse av politiattest, og
ikke folge absolutt av hjemmelsgrunnlaget for poli-
tiattesten. Eksempelvis er det stor forskjell mellom
de tilfellene der en person er blitt gjenstand for ran-
saking og gjennom dette har fatt status som siktet,
og de tilfellene hvor en siktelse er den positive
patalemessige avgjerelsen som ligger til grunn for
pademmelse i tilstaelsessaker.

Hvilken type politiattest som kreves, og om
attesten eventuelt skal veere avgrenset eller utvidet
mé fremga av det aktuelle hjemmelsgrunnlaget.
Likeledes ma det reguleres i spesiallovgivningen
hvilke konsekvenser en anmerkning pa politiattes-
ten eventuelt skal ha.

Nytt er ogsé forslaget om sékalte barneomsorgs-
attester, jf. lovforslaget til § 39. Forslaget ble frem-
met etter at politiregisterlovutvalget hadde avgitt
sin innstilling, og var derfor gjenstand for egen
horing. Bestemmelsen gir anvisning pa hvilke
straffbare forhold som skal anmerkes pa politiat-
tester for personer som skal ha oppgaver knyttet til
mindrearige. Bakgrunnen for forslaget var at man
ikke fant det tilstrekkelig at vandelskontrollen for
personer som har oppgaver knyttet til barn bare
omfatter seksuelle overgrep mot barn, slik som det
er i dag i de fleste tilfellene. Det foreslas derfor at
slik vandelskontroll ogsa omfatter seksualforbry-
telser mot voksne, samt grov voldskriminalitet og
rans- og narkotikakriminalitet.

Det er imidlertid viktig &4 understreke at § 39 er
en mensterbestemmelse, og at den ikke i seg selv
er hjemmel til & kunne kreve politiattest. For at
bestemmelsen skal gjelde méa dette seerskilt foran-
kres i de aktuelle sarlovene. Det er imidlertid for-
utsatt at bestemmelsen vil erstatte de bestemmel-
sene i saerlovene, som hjemler politiattest for per-
soner som har oppgaver knyttet til barn.

1.8.3 Fornyet vandelskontroll

Som noe nytt foreslar departementet at det gis
adgang til fornyet vandelskontroll. I motsetning til
politiregisterutvalget foreslas det ikke at det kan
utstedes ny politiattest med jevne mellomrom, idet
en slik ordning anses som unedvendig ressurs-
bruk. I stedet for foreslar departementet at bruke-
ren av tidligere utstedt politiattest kan fa utlevert
opplysninger fra politiet dersom vilkdrene for

utstedelse av slik attest fortsatt er til stede. Det kan
imidlertid ikke utleveres andre opplysninger enn
de som fremgar av hjemmelsgrunnlaget for utste-
delse av den opprinnelige attesten, jf. lovforslaget
til § 43. For naeermere om begrunnelsen for og gjen-
nomferingen av ordningen vises til punkt 12.10.4.

1.9 Informasjonsplikt og innsyn

Kapittel 13 i proposisjonen omhandler informa-
sjonsplikt og innsyn.

1.9.1 Informasjonsplikt

Det foreslds en begrenset informasjonsplikt for
politiet ved at en slik plikt bare oppstéar dersom det
utleveres opplysninger i mottakerens interesse, og
utleveringen ma antas 4 veere av vesentlig betyd-
ning for den registrerte, jf. lovforslaget til § 48.
Videre kan det gjores unntak fra informasjonsplik-
ten dersom for eksempel hensynet til kriminalitets-
bekjempelsen, vern av andre personer enn den
registrerte eller hensynet til mottakerens lovpa-
lagte oppgaver tilsier det.

1.9.2 Innsyn

I den alminnelige personvernlovgivningen er
utgangspunktet at den som ber om det skal gis inn-
syn i personopplysninger som er behandlet om
vedkommende. Det er et viktig hensyn at den myn-
dighetene behandler opplysninger om trenger inn-
syn i dem for & kunne ivareta sine interesser, blant
annet ved a soke korrigert feilaktige opplysninger
som matte veere registrert. I en avveining mellom
personvern og samfunnsforsvar ma imidlertid
dette hensynet i visse sammenhenger sta tilbake
for behovet for hemmelighold overfor den regis-
trerte. Retten til innsyn gjelder da heller ikke opp-
lysninger som, om de ble kjent, ville kunne skade
rikets sikkerhet, forholdet til fremmede makter
eller internasjonale organisasjoner, eller opplysnin-
ger som det er pakrevd & hemmeligholde av hen-
syn til forebygging, etterforsking, avslering og
rettslig forfelgning av straffbare handlinger, jf.
saledes ogsa personopplysningsloven § 23.
Departementet foreslar at man ogsa i politire-
gisterloven fastholder ved nevnte utgangspunkt
om at den registrerte gis innsyn i opplysninger om
seg selv. Innsyn i opplysninger i den enkelte straf-
fesak vil fortsatt folge reglene om dokumentinnsyn
i straffeprosessloven. Det er pd den annen side
apenbart at kriminalitetsbekjempelsen ville bli van-
skeliggjort, og til dels umuliggjort, dersom den
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registrerte skulle gis innsyn i de opplysninger poli-
tiet sitter inne med og som brukes i en kartlegging
av et kriminelt miljg og i forebyggende syemed.
Det gjelder for det forste de tilfeller hvor den regis-
trerte ved innsyn ville gis mulighet til 4 innrette en
fordekt og ulovlig virksomhet ut fra sin kunnskap
om hva politiet kjenner til. Videre vil innsyn i poli-
tiets metodebruk bade konkret og generelt sett
veere skadelig. Dessuten er hensynet til politiets
kilder og informanter sveert viktig. Disse vil kon-
kret kunne bli utsatt for fare rent fysisk hvis den
opplysninger gjelder gis innsyn, idet han da vil
kunne forsta hvor opplysningene kommer fra. I lov-
forslaget til § 49 siste ledd foreslas det pa denne
bakgrunn en rekke unntaksbestemmelser, hvoret-
ter innsyn kan nektes dersom blant annet hensynet
til kriminalitetsbekjempelsen og vern av andre per-
soner tilsier det.

Siden de opplysninger politiet behandler er av
sveert ulik karakter, vil praktiseringen av reglene
om innsyn kunne variere i betydelig grad. For
eksempel vil den registrerte alltid gis innsyn i opp-
lysninger om seg selv i reaksjonsregisteret eller
DNA-registeret, mens narmest det motsatte vil
gjelde for innsyn i kriminaletterretningsregistre.
Departementet foreslar derfor at det for hvert
enkelt register gis forskrifter om blant annet inn-
syn, jf. lovforslaget til § 14.

1.10 Retting, sperring og sletting av
opplysninger

Proposisjonens kapittel 14 omhandler retting,

sperring og sletting av opplysninger.
Personvernretten stiller klare krav om at per-

sonopplysninger som behandles skal veere nedven-
dige og relevante for formalet, at de skal veere kor-
rekte og oppdaterte, samt at de ikke skal behand-
leslenger enn det som er nedvendig ut fra formélet
med behandlingen. Dette reiser spersmal om
hvilke tiltak som skal gjeres nar disse vilkarene
ikke eller ikke lenger er oppfylt.
Departementet foreslar som hovedregler:

— at opplysninger slettes nar det ut fra de tillatte
formal ikke lenger er nedvendig 4 behandle
dem, med mindre de skal oppbevares i henhold
til arkivloven eller annen lovgivning, jf. § 51 i
lovforslaget

— atopplysninger som er mangelfulle rettes, eller
dersom mulig og nedvendig suppleres eller
oppdateres, jf. § 52 i lovforslaget

— at opplysninger som er beheftet med feil som
ikke lar seg rette, herunder hvor de ikke kan

behandles fordi de er innhentet lovstridig, sper-
res eller slettes.

Nar begrepet «sletting» brukes i lovforslaget, kan
det enten bety tilintetgjoring av opplysninger eller
bare fjerning fra for eksempel registre. Departe-
mentet foreslar ingen endringer i arkivlovgivnin-
gen, slik at gjeldende regler om arkivering vil
gjelde som for. Dette innebzerer at tilintetgjoring av
opplysninger bare er aktuell i de tilfellene der opp-
lysningene ogsa i henhold til arkivlovgivningen
kan kasseres.

At opplysninger skal slettes nar det ikke lenger
er ngdvendig 4 behandle dem innebaerer i utgangs-
punktet at det foretas en konkret vurdering. Depar-
tementet forutsetter likevel at det i forskrifts form
kan gis regler om sletting og sperring for de ulike
registre, herunder regler om sletting etter en viss
periode dersom det ikke er registrert nye opplys-
ninger.

Begrepet «sperring» innebarer i henhold til
definisjonen i § 2 nr. 10 at opplysninger markeres
i den hensikt 4 begrense den fremtidige behand-
lingen av disse opplysningene. I § 52 i lovforslaget
er det presisert at opplysninger som er sperret
bare kan brukes til de forméal som gjorde at opplys-
ningen ikke ble slettet. Dersom for eksempel
behandling av en uriktig opplysning har pafert
den registrerte skade, vil den uriktige opplysnin-
gen bli sperret, slik at den kan brukes som doku-
mentasjon i en senere erstatningssak. I et slikt til-
felle kan den sperrete opplysningen bare brukes
som dokumentasjon, siden dette var grunnen til at
opplysningen ikke ble slettet. Et annet eksempel
er sperring av opplysninger i reaksjonsregisteret.
Begrunnelsen for at opplysningene i disse tilfel-
lene ikke slettes, men sperres, er at opplysningen
fortsatt skal kunne brukes av politiet til politimes-
sige formal, men at de ikke lenger skal kunne bru-
kes i forbindelse med vandelskontroll. Opplysnin-
gene vil da ikke lenger kunne anmerkes pa politi-
attester.

1.11 Klageordning og sanksjoner

Kapittel 15 i proposisjonen omhandler spersmal
knyttet til hvilke klagerregler som skal gjelde for
avgjorelser som blir truffet i medhold av politire-
gisterloven, samt hvilke sanksjoner som kan ileg-
ges ved brudd pa bestemmelser i politiregister-
loven. Med sanksjoner menes bade erstatning og
straffereaksjoner.
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1.11.1 Klageordning

Departementet foresléar at det i politiregisterloven
gis saerskilte regler om adgangen til 4 klage, jf. § 55
i lovforslaget. I utgangspunktet vil alle avgjorelser
som treffes i medhold av politiregisterloven veere
gjenstand for klage, men de mest aktuelle omra-
dene synes likevel a vaere avgjorelser som gjelder:
— vandelskontroll

— brudd pa taushetsplikten

— innsyn, retting, sperring og sletting

— erstatning.

Klageberettiget er i folge forslaget i utgangspunktet
den registrerte eller den som antar & veere regis-
trert. Sistnevnte tar sikte pa de tilfellene der ved-
kommende nektes innsyn og siledes ikke kan vite
om han er registrert eller ikke.

Det foreslads at klagen rettes til overordnet
organ. Hvem som er klageorgan vil imidlertid vari-
ere, og vaere dels avhengig av hvem som har truf-
fet vedtak i ferste instans og dels hva klagen gjel-
der. Det er siledes bade Justisdepartementet, neer-
meste overordnede ledd i patalemyndigheten og
Politidirektoratet som kan veere klageorgan.

Justisdepartementet vil vaere klageorgan for
avgjorelser som treffes av PST. Naermeste overord-
nede ledd i péatalemyndigheten vil veere klagein-
stans for brudd pa taushetsplikten i straffesaker,
avgjerelser om innsyn, retting, sperring og sletting
i straffesakssystemer og i andre registre som sor-
terer under péatalemyndighetene, som for eksem-
pel DNA-registeret. Politidirektoratet vil veere
klageinstans for alle avgjerelser som ikke sorterer
under Justisdepartementet eller overordnet patale-
myndighet.

Hensett til at de ulike avgjerelsene kan pakla-
ges til forskjellige klageorganer finner departe-
mentet det mest hensiktsmessig at det gis neer-
mere bestemmelser om hvem som er klageinstans
i forskriften.

Det er ogsa et viktig poeng at klagereglene
ikke ma forveksles med den registrertes adgang til
& be et uavhengig tilsynsorgan om kontroll, jf. det
som er sagt om det tosporete system i punkt 1.12.2.
Adgangen til 4 be om slik kontroll er uavhengig av
reglene om klage, noe som foreslas uttrykkelig
presiserti § 55 siste ledd i lovforslaget.

Utover dette foreslds at forvaltningslovens
saksbehandlingsregler for klagesaker anvendes sa
langt de passer. Hvilke regler som ikke passer, som
for eksempel forvaltningslovens henvisning til
partsinnsyn, vil bli naermere regulert i forskriften.

1.11.2 Sanksjoner

Departementet foreslar en egen bestemmelse om
erstatning i politiregisterloven, jf. § 56 i lovforsla-
get.

For sa vidt gjelder ekonomisk tap, foreslar
departementet at det gis en erstatningsregel lik
den SIS-loven har, det vil si med et objektivt ansvar
for den behandlingsansvarlige i tilfeller hvor
enkeltpersoner er pafert skade som folge av at opp-
lysninger er behandlet i strid med regler gitt i eller
i medhold av politiregisterloven. Nar det gjelder
erstatning for krenkelse eller skade av ikke-ekono-
misk art (oppreisning), mener imidlertid departe-
mentet at det i forhold til de mange skjennsmes-
sige vurderinger lovforslaget gir anvisning pa, er
grunn til 4 fravike SIS-lovens bestemmelse. Depar-
tementet foreslar pa dette punkt at personopplys-
ningslovens regel bor gjelde, det vil si at oppreis-
ning kan tilstds med mindre det godtgjeres at den
oppstatte skade ikke skyldes feil eller forssmmelse
pa den behandlingsansvarliges side.

Nar det gjelder spersmél om straff, er departe-
mentet av den oppfatning at brudd pa politiregis-
terlovgivningen vil kunne straffes etter en rekke
bestemmelser i straffeloven 1902 og straffeloven
2005. Seerlig sentralt star bestemmelsene om straff
for henholdsvis uberettiget befatning med til-
gangsdata, uberettiget tilgang til datasystem og
brudd pa taushetsplikt. I tillegg vil tjenestemenn
som bryter bestemmelsene kunne straffes etter de
mer generelle bestemmelsene om tjenestefeil eller,
dersom forholdet er grovt, for misbruk av stillin-
gen. I lys av dette kan man ikke se at er behov for
seerskilte straffetrusler i politiregisterloven.

1.12 Meldeplikt og tilsynsordning

I kapittel 16 i proposisjonen behandles sporsma-
lene knyttet til meldeplikt og tilsyn.

1.12.1 Meldeplikt

Meldeplikt innebaerer at den som ensker 4 sette i
gang en viss form for behandling av personopplys-
ninger, ma orientere et tilsynsorgan fer behandlin-
gen iverksettes. Personopplysningsloven har i
kapittel VI regler om den behandlingsansvarliges
meldeplikt til Datatilsynet. Meldepliktsordningen
er innfort som hovedregel i stedet for konsesjons-
plikt.

Departementet foreslar ikke konsesjonsplikt
for politiets behandling av personopplysninger, all
den stund det forutsettes forskriftshjemmel for
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den enkelte behandling. Det foreslas imidlertid at
politiets behandling av personopplysninger skal
veere underlagt meldeplikt, jf. lovforslaget til § 57.
Meldeplikten vil veere et ledd i ivaretakelsen av
personvernet, ved at det gjennom innsyn i meldin-
gene gis innsikt i aktuelle behandlinger, deres for-
mal og viktigste sartrekk. De vil bidra til 4 skape
storre bevissthet om behandlingen hos dem som
foretar den. Departementet foreslar at innholdet i
meldingene offentliggjeres, med mindre det vil
kunne skade rikets sikkerhet, landets forsvar, for-
holdet til fremmede makter eller hensynet til kri-
minalitetsbekjempelsen.
Det vil oppsta meldeplikt i tre situasjoner:
— ved en ny behandling
— ved endringer i en behandling som allerede er
meldt (endringsmelding)
— en bestemt tid etter forrige melding (fornyet
melding)

For sentrale, landsdekkende systemer med delt
behandlingsansvar er det forutsatt at det benyttes
en hovedmelding (eksempelvis fra Kripos) og en
tilslutningsmelding (fra politidistriktene).

Behandling av opplysninger i tilknytning til
straffesaker foreslas unntatt fra meldeplikt.

Meldingen sendes det organ som er tilsyns- og
kontrollmyndighet. For politiet og patalemyndig-
hetens vedkommende er dette Datatilsynet, mens
PST foreslas a gi melding til Stortingets kontrollut-
valg for etterretnings-, overvakings- og sikkerhets-
tjenesten (EOS-utvalget).

1.12.2 Tilsyn

Departementet foreslar at Datatilsynet, som er til-
synsorgan etter personopplysningsloven, ogsa
skal vaere tilsynsorgan for politiets og péatalemyn-
dighetens behandling av opplysninger. For Politi-
ets sikkerhetstjeneste (PST) foreslas den kontroll-
og tilsynsordning som er etablert gjennom lov om
kontroll med hemmelige tjenester 3. februar 1995
nr. 7 opprettholdt uendret, jf. lovforslaget til § 58.

Datatilsynet har ifelge lovforslaget to funksjo-
ner. Den ene er at Datatilsynet skal fore tilsyn med
all behandling av opplysninger i politiet og patale-
myndigheten. Det foreslds at Datatilsynet har full
tilsynskompetanse i forhold til politiregisterloven,
herunder ogséa praktiseringen av taushetspliktre-
glene og vandelskontroll. For & kunne gjennom-
fore tilsynet, har Datatilsynet full tilgang til alle
opplysninger og de steder der opplysningene
behandles, jf. lovforslaget til § 61.

Den andre funksjonen er at Datatilsynet etter
anmodning fra den registrerte skal kontrollere om

opplysningene om vedkommende er behandlet i
samsvar med gjeldende regelverk, jf. lovforslaget
til § 59. Denne funksjonen er av vesentlig betyd-
ning for den registrertes personvern. Hensett til
den relativt omfattende adgang til & unnta opplys-
ninger fra innsyn, vil muligheten til 4 be et uavhen-
gig tilsynsorgan om kontroll ofte veere den eneste
muligheten for den som er registrert eller mener
seg registrert til 4 forvisse seg om at det ikke fore-
gar en lovstridig behandling av opplysninger om
seg selv. Retten til 4 be Datatilsynet om kontroll er
uavhengig av klageordningen i lovforslaget til § 55.
Det innebarer at den registrerte kan henvende
seg til Datatilsynet til enhver tid, uavhengig av om
han har eller vil benytte seg av muligheten til &
paklage et vedtak som gjelder behandling av opp-
lysninger.

For at Datatilsynet skal kunne utfere sin funk-
sjon pa en god mate, er det nedvendig a utstyre til-
synet med effektive virkemidler. Selv om departe-
mentet foreslar at Datatilsynet skal ha full tilsyns-
kompetanse, foreslas det ikke at tilsynet ogsa skal
ha full paleggskompetanse. Med péleggskompe-
tanse menes at Datatilsynet kan gi palegg om at
behandling av opplysninger skal opphere eller at
det stilles vilkar for fortsatt behandling.

Ved vurderingen av hvilke virkemidler Datatil-
synet skal utstyres med har departementet sett det
som styrende for forslaget at Datatilsynet har spe-
sialkompetanse pé personvernfaglige vurderinger,
mens politiet og patalemyndigheten besitter den
politifaglige eller patalefaglige kompetansen.
Departementet foreslar derfor at Datatilsynet bare
gis en begrenset kompetanse til & gi palegg om at
behandling av opplysninger i strid med loven skal
opphere, eller stille vilkar som mé oppfylles. For de
omréadene der Datatilsynet ikke har péaleggskom-
petanse, foreslds at Datatilsynet kan patale forhol-
det overfor den behandlingsansvarlige. Dette inne-
barer at tilsynet overfor den behandlingsansvar-
lige gir uttrykk for at den aktuelle behandlingen av
opplysninger ikke synes a veere i samsvar med
regelverket. Slik pétale skal ogsd meddeles den
behandlingsansvarliges overordnete organ. Det
forutsettes at den behandlingsansvarlige i slike til-
feller foretar en grundig vurdering av Datatilsynets
merknader, og gir tilbakemelding pa hvordan
saken ble hindtert. Dersom den behandlingsan-
svarlige ikke er enig i tilsynets vurdering, kan
Datatilsynet imidlertid ikke gi palegg.

Pa hvilke omrader Datatilsynet foreslis a ha
paleggskompetanse eller rett til & patale forholdet,
fremgér av lovforslaget til § 60. Bestemmelsen skil-
ler mellom behandling av opplysninger i og utenfor
straffesaker.
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Ved behandlingen av opplysninger i straffesa-
ker skal Datatilsynet bare ha pileggskompetanse
dersom behandlingen er i strid med reglene om
informasjonssikkerhet og internkontroll, idet dette
er sider ved behandlingen av opplysninger som
ikke er gjenstand for egen regulering i straffepro-
sessloven eller kontroll fra overordnet patalemyn-
dighet. For all annen behandling av opplysninger i
straffesaker foreslas at Datatilsynet har rett til & gi
patale. Begrunnelsen for dette er at straffeprosess-
loven regulerer prosessen fra etterforskning settes
i gang frem til straffesaken endelig avsluttes. I
denne prosessen ma det veere klart at det vanske-
lig er rom for palegg om retting og sletting néar det
gjelder behandling av opplysninger i den enkelte
straffesak. I denne sammenheng kan det ogsa
vises til straffeprosessloven § 56 annet ledd annet
punktum hvoretter det bare er Kongen i statsrad
som kan utferdige alminnelige regler og gi bin-
dende palegg om utferingen av riksadvokatens
verv. Dersom man ville dpne for 4 gi et tilsynsorgan
adgang til & gripe direkte inn i behandling av opp-
lysninger i den enkelte straffesak, ville dette etter
departementets oppfatning veere vanskelig a for-
ene med det prinsippet som kommer til uttrykk i
nevnte bestemmelse.

Ved behandling av opplysninger utenfor straffe-
saker foreslas det at Datatilsynet som hovedregel
har paleggskompetanse, noe som blant annet inne-
barer at tilsynet kan gi palegg om retting og slet-
ting av opplysninger. Departementet foreslar imid-
lertid at Datatilsynet ikke kan gi palegg om innsyn
i opplysninger som er unntatt fra innsynsrett. Det
samme gjelder med hensyn til overholdelse av
reglene om utlevering, taushetsplikt og van-
delskontroll. Unntakene fra péleggskompetansen
er begrunnet i at de politifaglige vurderingene
knyttet til disse spersmalene er sa sentrale at de
bor gis fortrinn fremfor de personvernmessige
vurderinger. For de omriddene som er unntatt fra
paleggskompetansen foreslds det at Datatilsynet
kan patale forholdet, jf. lovforslaget til § 60 annet
ledd pa samme mate som ved behandling av opp-
lysninger i straffesaker.

Det foreslas videre at Datatilsynets vedtak kan
paklages til Personvernnemnda, jf. lovforslaget til §
60 siste ledd.

Departementet foreslér videre at deti trdd med
personverndirektivet artikkel 18 nr. 2 innferes en
ordning med personvernradgivere som vil ha en
radgivende og kontrollerende rolle i forhold til den
behandlingsansvarlige og den som konkret
behandler opplysningene, jf. lovforslaget til § 63.
En slik ordning ma blant annet antas & kunne bidra
til gkt tillit til politiets behandling av opplysninger.

1.13 Politiets sikkerhetstjeneste

1 kapittel 17 i proposisjonen omtales behandling av

opplysninger i Politiets sikkerhetstjeneste (PST).
Departementet foreslar at lovforslaget ogsa

skal omfatte PST, herunder PSTs forvaltningsvirk-
somhet. Man anser det likevel nodvendig & foresla
enkelte sarrregler for PST, jf. naermere om dette

nedenfor, som foreslds samlet i et eget kapittel i

lovforslaget, jf. kapittel 11. Dette innebaerer at

bestemmelsene i lovforslaget gjelder for PST, med
mindre noe annet er sarskilt bestemt i forslaget til

kapittel 11.

I korthet foreslas folgende unntak og modifika-
sjoner:

— kvalitetskravet til nodvendighet ved behandling
av opplysninger utenfor den enkelte straffesak
ma gis et annet innhold for PST enn det som
foreslas for politiet generelt, og det tidsbestem-
te unntaket fra blant annet kravet til nedvendig-
het ma knyttes til dette spesifikke innholdet, jf.
lovforslaget til §§ 64 og 65

— de alminnelige bestemmelser om innsynsrett
og informasjonsplikt i lovforslaget til §§ 48 og
49 gjelder ikke for PST. Likeledes skal heller
ikke offentlighetslovens regler gjelde for inn-
syn i opplysninger som behandles av PST i hen-
hold til politiregisterloven, jf. lovforslaget til §
66

— det er Stortingets kontrollutvalg for etterret-
nings-, overvakings- og sikkerhetstjenesten
(EOS-utvalget) som skal fore tilsyn med PST og
behandle anmodninger om kontroll fra den re-
gistrerte, jf. lovforslaget til § 68.

Ut over dette foreslds en egen bestemmelse om
personkontroll, som er en oppgave det gvrige politi
ikke har, jf. lovforslaget til § 67.

Behandlingen av opplysninger i PST har i flere
ar veert gjenstand for vurdering, blant annet av
Lund-kommisjonen (Dokument nr. 15 (1995-96))
og senere Danielsen-utvalget (NOU 1998: 4 Politi-
ets overvakingstieneste). Sistnevnte utvalg
papekte behovet for 4 lovregulere de viktigste
reglene om tjenestens registre og registrering av
personopplysninger, og at dette med fordel burde
skje i en ny lov om politiets registre. Politiregister-
lovutvalgets anbefalinger er siledes ogsa i vesent-
lig grad basert pa Danielsen-utvalgets forslag.

Nar det gjelder virkeomradet for politiregister-
loven, foreslas at dette i hovedsak skal vaere det
samme for PST som for politiet for gvrig, bare med
det unntak at ogsa forvaltningsvirksomhet som
matte bli utfert av PST skal falle innenfor lovens
omréade. Dette har sammenheng med at det i EUs
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personverndirektiv, som personopplysningsloven
bygger péa, ikke bare er gjort unntak for statens
virksomhet pa det strafferettslige omradet, men
ogsa for behandling av personopplysninger som
utferes i forbindelse med statens sikkerhet. Videre
er sistnevnte behandling ogsé unntatt fra virkeom-
ridde fra rammebeslutningen om personvern i
tredje seyle. Dette medferer i praksis at tilnsermet
all behandling av opplysninger i PST, ogsa den PST
matte utfere under utovelse av utlendingskontroll
eller i forbindelse med personkontroll ved sikker-
hetsklareringer, kan reguleres pa annen maéte enn
hva som folge av de nevnte rettsaktene.

Departementet mener at det er behov for
enkelte seerregler hva gjelder PSTs behandling av
opplysninger. PSTs hovedoppgaver er beskrevet i
politiloven §§ 17 b og c, hvoretter PST blant annet
skal forebygge og etterforske overtredelser av
straffeloven kapittel 8 og 9, ulovlig etterretnings-
virksomhet, spredning av masseogdeleggelsesva-
pen med videre og sabotasje og politisk motivert
vold eller tvang. Departementet er av den oppfat-
ning at PST's arbeid, sammenholdt med de interes-
ser som skal vernes gjennom PSTs virksomhet,
gjor at avveiningen mellom personvern og sam-
funnsforsvar kommer i en noe annen stilling enn
for politiet for evrig, hvilket gjor det nedvendig a
etablere sarregler for PSTs behandling av opplys-
ninger.

Det foreslas at de mest sentrale personvern-
rettslige prinsippene om formaélsbestemthet, ned-
vendighet og relevans, ogsa kommer til anven-
delse for PSTs behandling av opplysninger.

Det er imidlertid sarlig spersmalet om nér det
utenfor straffesaksbehandlingen er nodvendig &
behandle personopplysninger, som pakaller en
annen losning enn for politiet ellers, ettersom den
personkrets det er aktuelt & drive forebyggende
virksomhet i forhold til, skiller seg vesentlig fra
dem som har tilknytning til ordinaer kriminell virk-
somhet. Departementet mener at adgangen til
behandling av slike opplysninger ma veere sa vid at
den fanger opp de oppgaver PST er palagt i politilo-
ven. Utenfor straffesaksbehandlingen ber PST
saledes kunne behandle opplysninger om perso-
ner som ikke er mistenkt for et konkret straffbart
forhold nér det er nedvendig for & utfere de oppga-
ver PST har i henhold til politiloven §§ 17 b og 17 c.
Innenfor denne gruppen opplysninger vil de som
er innhentet i tilknytning til de opprettede forebyg-
gende saker sti i en serstilling. For sa vidt gjelder
utlendinger foreslas presisert saerskilt at det kan
behandles opplysninger om dem néar det etter en
konkret sikkerhetsmessig vurdering anses ned-
vendig 4 ha opplysninger om dem. Her blir det seer-

lig spersmal om hvorvidt vedkommende utlending
kommer fra et land eller omrade som det i henhold
til foreliggende trusselvurderinger knytter seg en
sikkerhetsrisiko til. Departementet viser i denne
sammenheng til at lovforslaget til § 64 om nedven-
dighetskravet allerede er gjennomfert i instruks
for PST fastsatt ved kgl. res. 19 august 2005, slik at
ordningen ikke representerer noe nytt.

Departementet finner det videre nedvendig at
for PSTs vedkommende gis sarlige regler om
informasjonsplikt og innsyn. Departementet fore-
slar at utgangspunktet her, i motsetning til politiet
for evrig, ber veere at PST ikke har informasjons-
plikt og at det heller ikke gis innsyn. Begrunnelsen
for dette er hensynet til bekjempelsen av de straff-
bare forhold PST er satt til 4 forebygge og etterfor-
ske, jf. nermere om dette i punkt 17.4. I straffe-
saksbehandlingen vil her, som for det evrige poli-
tiet, straffeprosesslovens regler om innsyn komme
til anvendelse.

Departementet foreslar at det gis en egen
bestemmelse om personkontroll, der det ogsa gis
anvisning pa at PST ikke har anledning til 4 inn-
hente eller behandle opplysninger utelukkende
fordi opplysningene kan vaere av betydning for en
senere personkontroll, jf. lovforslaget til § 67.

Departementet foreslar endelig at dagens til-
syns- og kontrollordning opprettholdes, jf. lov av 3.
februar 1995 nr. 7, opprettholdes.

1.14 Forskrifter

1 kapittel 181 proposisjonen omtales ulike spersmal
knyttet til forskriftsregulering.

Utformingen av politiregisterloven er basert pa
at loven skal gi anvisning pa overordnede prinsip-
per og at den i sterst mulig grad skal veere teknolo-
gineytral. Dette synspunkt gjer seg serlig gjel-
dende i de kapitlene som regulerer forhold knyttet
til behandling av opplysninger. Teknologien er i
stadig utvikling, badde hva angar tilgangen pa opp-
lysninger i samfunnet og i forhold til politiets data-
tekniske verktey for & systematisere og bearbeide
den mengden informasjon etaten til enhver tid
besitter. Dette taler for at den narmere regulerin-
gen av de enkeltstiende behandlingene og registre
gis i form av forskrifter.

I forhold til borgerne er det et viktig hensyn at
reglene er klare, forutberegnlige og tilgjengelige.
Dette hensynet blir etter departementets oppfat-
ning ivaretatt ved at det i lovforslaget settes klare
rammer for den behandlingen som kan finne sted,
mens det i forskriften gis mer detaljerte eller kon-
kretiserende regler.
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I lovforslaget skilles det mellom obligatoriske
og fakultative forskrifter. Forskriftshjemler som gir
adgang til 4 regulere materiellrettslige forhold er i
all hovedsak utformet som pliktregler, og disse er
plassert fortlopende i de enkelte bestemmelsene
eller lovkapitlene. Det er i utgangspunktet ikke
vanlig at det i loven gis palegg om & gi forskrifter
om neaermere bestemte forhold. Nar man likevel
velger denne fremgangsméten ma det ses pa bak-
grunn av det konseptet politiregisterloven er tuftet
pa. Pa den ene siden ensker man a regulere all
behandling av opplysninger i politiet og patalemyn-
digheten i en lov, og pa den annen side gnsker man
at reglene skal veere klare og forutsigbare. Begge
disse hensyn kan bare ivaretas dersom man split-
ter opp den totale reguleringen i henholdsvis lov
og forskrift. En sentral bestemmelse i sd mate er
§ 14 i lovforslaget, hvoretter det skal gis egne for-
skrifter for de ulike registre og behandlinger. For
eksempel er behandlingen av opplysninger i hen-
holdsvis reaksjonsregisteret, Kkriminaletterret-
ningsregistre og DNA-registeret svert forskjellig,
blant annet med hensyn til hvilke kategorier opp-
lysninger som kan behandles og hvilke slettere-
gler som skal gjelde. Det er derfor nedvendig at
det gis naermere bestemmelser om formélet med
behandlingen, hvem som skal ha tilgang til opplys-
ningene, hvem som er behandlingsansvarlig,
hvilke opplysningskategorier som kan registreres,
nar opplysningene skal rettes, sperres eller slettes
mv. Nar utformingen av slike regler er gitt i form av
pabud, sikrer man at et klart og forutsigbart regel-
verk er pa plass for behandlingen i de ulike registre
iverksettes.

Et annet viktig eksempel for obligatorisk for-
skriftsregulering er lovforslaget til §§ 30 og 31,
som gjelder utlevering av opplysninger i mottake-
rens interesse. Selv om loven angir de ytre rammer
for utlevering, méa det gis neermere forskrifter om
blant annet hvilke kategorier opplysninger som
kan utleveres og i hvilke tilfeller politiet har plikt til
a utlevere opplysninger. P4 denne maten ivaretar
man ogsa de hensyn som 14 til grunn for at utvalget
foreslo at utlevering av opplysninger i mottakerens
interesse skulle forankres i saerlovgivningen, sam-

tidig som man sikrer ensartethet og kontroll med
det totale omfanget av utleveringen, jf. departe-
mentets begrunnelse for lovforslaget i punkt
11.10.6.

Som det fremgér av forskriftshjemmelen i § 69
i lovforslaget, er det behov for a forskriftsregulere
en rekke forhold, og den opplistingen som fremgéar
av nr. 1 — 23 i bestemmelsen er ikke uttemmende.
Den bestemmelsen som er av serlig interesse i
denne sammenheng er nr. 2, hvoretter det kan gis
forskrifter om hvordan lovens bestemmelser
anvendes pa behandling av opplysninger i straffe-
saker. Bakgrunnen for bestemmelsen er at depar-
tementet foreslar at politiregisterloven fullt ut skal
gjelde for behandling av opplysninger i straffesa-
ker, mens politiregisterlovutvalget har foreslatt a
avgrense enkelte bestemmelser mot straffesaksbe-
handling. Utvalgets begrunnelse for den foreslatte
avgrensningen var at den behandlingen som ikke
reguleres av politiregisterloven, fortsatt skulle
reguleres av straffeprosessloven, slik at straffepro-
sessloven er & anse som lex specialis i forhold til
politiregisterloven. Problemet med denne tilneer-
mingen er, helt bortsett fra at en slik avgrensning
ikke er i samsvar med rammebeslutningen i tredje
seyle, at straffeprosessloven ikke dekker samtlige
av de bestemmelsene utvalget foreslo 4 avgrense
mot.

Hvordan departementet har lest denne pro-
blemstillingen er nzermere beskrevet i punkt
18.3.5. Til tross for at behandlingen av opplysnin-
ger 1 straffesaker foreslds seerskilt regulert i
enkelte bestemmelser i lovforslaget, er det fortsatt
nedvendig & tilpasse lovforslagets ulike bestem-
melser til behandling av opplysninger i straffesa-
ker, idet denne behandlingen pa mange mater skil-
ler seg fra for eksempel behandlingen av opplys-
ninger i politiets tradisjonelle registre.

Departementet tar derfor sikte pa at det i for-
skriften gis et eget kapittel om behandling av opp-
lysninger i straffesaker, der man dels tilpasser
lovens bestemmelser for straffesaksbehandling og
dels presiserer hvordan for eksempel bestemmel-
ser med henvisning til straffeprosessloven skal
anvendes.
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2 Bakgrunnen for lovforslaget

2.1 Noen utviklingstrekk nasjonalt og
internasjonalt

2.1.1 Nasjonal utvikling

Politiets og patalemyndighetens registerforing og
annen behandling av personopplysninger er hjem-
let i ulike lovbestemmelser, forskrifter, rundskriv
fra Justisdepartementet og instrukser fra den tidli-
gere Kriminalpolitisentralen (Kripos). De fleste av
politiets registre er hjemlet i strafferegistreringslo-
ven 11. juni 1971 nr. 52, som ble vedtatt i en tid da
politiet behandlet opplysninger manuelt. Sam-
funnsendringer, endringer i type og mengde krimi-
nalitet samt ny teknologi har fert til en betydelig
endring av politiets arbeidsform hva gjelder
behandling av opplysninger. Det var serlig den
nye teknologien som gjorde det mulig at politiet
kunne behandle andre og atskillig flere opplysnin-
ger enn tidligere. P4 denne bakgrunn har politiet
utviklet stadig flere registre etter hvert som beho-
vet har meldt seg. I tillegg til den teknologiske
utviklingen har det ogsa skjedd endringer innenfor
personvernlovgivningen. Personopplysningsloven
tradte i kraft 1. januar 2001, og samtidig ble person-
registerloven opphevet. Personopplysningsloven
forlater registerbegrepet, og kommer til anven-
delse pa «behandling av personopplysninger». Det
har siledes veert skifte av terminologi innen per-
sonvernlovgivningen etter at strafferegistrerings-
loven tradte i kraft. I Ot.prp nr. 92 (1998-1999) Om
lov om behandling av personopplysninger (person-
opplysningsloven) s. 30 uttales det:

«Nar det gjelder de ovrige politiregistrene, er
det i dag et uoversiktlig regelverk der straffere-
gistreringsloven inneholder f4 materielle
regler og der unntak fra personregisterloven til
dels beror pa midlertidige dispensasjoner fra
Datatilsynet. Departementet ser pa denne bak-
grunn et klart behov for & gjennomga straffere-
gistreringsloven med sikte pd en generell revi-
sjon; dels for 4 vurdere hjemmelsgrunnlaget
for de ulike politiregistrene og dels for a lov-
feste grunnleggende behandlingsregler for
behandling av personopplysninger i registrene
i trdd med den nye personopplysningsloven.
Departementet vil derfor igangsette slikt utred-
ningsarbeid.

Endringer i politilov og ikrafttredelse av ny
SIS-lov pavirker ogsé politiets opplysningsbe-
handling.»

Behandlingen av personopplysninger i Politiets
sikkerhetstjeneste (PST) ble grundig vurdert pa
90-tallet, blant annet gjennom Lund-rapporten
(Dok nr. 15 (1995-96), som ble avgitt til Stortingets
presidentskap 28. mars 1996, og Danielsen-utval-
get (NOU 1998:4 Politiets overvakingstjeneste).
Danielsen-utvalget skriver pé s. 17:

«Utvalget mener det er gnskelig & lovregulere
de viktigste saerregler for POT. Bl a demokrati-
hensynet og behovet for et bedre forberedt
regelverk taler for dette. Oppgavene til tjenes-
ten og de viktigste regler om tjenestens regis-
tre og registrering av personopplysninger ber
lovfestes. Utvalget konkluderer med at de
beste grunner taler for & inkorporere bestem-
melsene i den alminnelige politilovgivning,
naermere bestemt i politiloven og strafferegis-
treringsloven».

2.1.2 Internasjonal utvikling

Etter ikrafttredelsen av strafferegistreringsloven
har Norge ratifisert flere internasjonale konvensjo-
ner som er av betydning for politiets behandling av
personopplysninger. Dels fordi de setter grenser
for politiets behandling av opplysninger og dels
fordi de inneholder anbefalinger om behandlingen.
Departementet kommer tilbake til det naermere
innholdet i disse konvensjonene, og gir i denne
omgang kun en kort oversikt.

Norge er bundet av Europaparlamentets- og
radsdirektiv 95/46/EF av 24. oktober 1995 om
beskyttelse av fysiske personer i forbindelse med
behandling av personopplysninger og om fri
utveksling av slike opplysninger (personverndi-
rektivet). Direktivet er inkorporert i norsk rett
gjennom personopplysningsloven. Dernest har
Norge ratifisert Europaradets personvernkonven-
sjon (Convention for the Protection of Individuals
with regard to the Automatic Prosessing for Perso-
nal Data) 28. januar 1981 nr. 108, som tradte i kraft
1. oktober 1985.

Personvernkonvensjonen gjelder bade for pri-
vat og offentlig sektor. I artikkel 9 er det &pnet for



2008-2009

Ot.prp. nr. 108 29

Om lov om behandling av opplysninger i politiet og patalemyndigheten (politiregisterloven)

at det kan gjores unntak fra en del sentrale person-
vernprinsipper, dersom det blir fastsatt i lov og er
nedvendig i et demokratisk samfunn for & ivareta
«State security, public safety, (...) or the suppres-
sion of criminal offences». Unntaket er bygget opp
pa samme maéte som unntaket i EMK artikkel 8 nr.
2.

Pa bakgrunn av ekende behandling av person-
opplysninger i politiet, og utviklingen innenfor IT-
sektoren vedtok Europaradet den 17. september
1987 «Recommendation No. R (87) 15 Regulating
the use of personal data in the police sector» (politi-
rekommandasjonen), hvor det oppstilles retnings-
linjer for hva som ber gjelde for politisektoren der
det er gjort unntak fra personvernkonvensjonen.

Rekommandasjonen har som siktemal & gjore
prinsippene i konvensjonen Klarere for politisekto-
ren. I arbeidet med rekommandasjonen er prinsip-
pene i EMK artikkel 8 ment ivaretatt.

Rekommandasjonen er ikke bindende for med-
lemslandene, men Europaradet anbefaler at med-
lemsstatene tar hensyn til rekommandasjonens
prinsipper i sin lovgivning, og at prinsippene blir
gjort tilgjengelige for allmennheten.

Hensikten med rekommandasjonen er 4 finne
en god balansegang mellom hensynet til kriminali-
tetsbekjempelsen pa den ene siden og hensynet til
personvern pa den andre siden. Den kommer til
anvendelse pa innsamling, lagring, bruk og overfo-
ring av persondata som behandles elektronisk for
politiformél, og omfatter siledes béade politiets
straffesaksbehandling og annet arbeid. Den gjel-
der ogsa arbeid knyttet til rikets sikkerhet, men
begrenser ikke statenes handlingsfrihet i disse til-
fellene.

I desember 2005 fremmet kommisjonen forslag
til ny rammebeslutning om personvern i tredje
seyle ved behandling av opplysninger i forbindelse
med politi- og strafferettssamarbeid. Det ble opp-
nadd politisk enighet om hoveddelen av rammebe-
slutningen i Rddsmaete for justis- og innenrikssaker
8-9. november 2007, og rammebeslutningen ble
vedtatt i Rddsmete 27. november 2008.

Rammebeslutningen regulerer behandling av
personopplysninger innenfor rammene av politi-
samarbeid og annet rettslig samarbeid i straffesa-
ker. Instrumentet ma ses pa bakgrunn av at det er
iverksatt ulike tiltak for & lette informasjonsflyten
innad i EU-omrédet. En slik utstrakt informasjons-
flyt nedvendiggjer felles krav til hvordan opplys-
ningene behandles. For neermere omtale av ram-
mebeslutningen vises til punkt 4.4.

2.2 Politiregisterutvalget

Pa bakgrunn av den utviklingen som er beskrevet
innledningsvis i punkt 2.1 fant Justisdepartemen-
tet at tiden var inne for 4 foreta en generell gjen-
nomgaelse av strafferegistreringsloven. Departe-
mentet oppnevnte derfor den 28. august 2000 et
utvalg for & utrede behovet for endringer i straffe-
registreringslovgivningen. Utvalget fikk folgende
mandat:

«Utvalget skal gjennomgi strafferegistrerings-
loven og utarbeide forslag til ny lov om politire-
gistre.

Herunder skal utvalget
— gjennomga eksisterende regler for bruk av

politiattest og straffeopplysninger i forbin-

delse med vandelskontroll og akkredite-
ring/autorisasjon av personell.

— gi en oversikt over eksisterende politiregis-
tre og dagens regelverk for slike, og foresla
nye regler for etablering, bruk og oppher av
politiregistre. Utvalget skal legge seerskilt
vekt pa de registre som inneholder person-
opplysninger og som er etablert til bruk i el-
ler avledet av straffesaksbehandling, her-
under etterretningsregistre. Unntatt fra ut-
valgets arbeid er registre som tjener rent
administrative gjoremal, og registre av for-
valtningsmessig art som er regulert i eller i
medhold av spesiallovgivning. Nar det gjel-
der etablering og bruk av politiregistre, skal
utvalget sarlig vurdere og foresld regule-
ring av formal og innhold, ansvar og kon-
troll, utveksling og innsyn, personvern og
informasjonssikkerhet.

Forslagene skal vere tilpasset den ovrige
lovgivning om behandling av personopplysnin-
ger, samt eventuelle andre forslag til lovgivning
som bererer saksomradet. Utvalget skal ogsa
ta hensyn til folkerettslige forpliktelser med
hensyn til handtering av personinformasjon og
informasjonssikkerhet. Utvalget ber gi en kort-
fattet oversikt over lovgivningen om politiregis-
tre i andre nordiske land.

Utvalget skal ogsa utrede de administrative
og ekonomiske konsekvenser av forslagene.»

Utvalget har veert kalt politiregisterutvalget.
Utvalget avga sin utredning som NOU:2003:21 Kri-
minalitetsbekjempelse og personvern — politiets og
patalemyndighetens behandling av opplysninger
den 28. august 2003. Da utredningen ble avgitt
hadde utvalget folgende medlemmer:

— tingrettsdommer Per Gammelgard,

Oslo tingrett (leder)
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— lovradgiver Tor-Geir Myhrer (frem til 1. april — Norsk Journalistlag
2003 forstestatsadvokat ved Riksadvokat- — Norsk Presseforbund
embetet), Justisdepartementet — Norsk Redakterforening

Stiftelsen for en Kritisk og Undersekende
Presse (SKUP)

— advokat Janne Kristiansen, Moss -
— seksjonssjef Knut-Brede Kaspersen,

Datatilsynet — Norske Avisers Landsforening

— underdirekter Magne Svor, — Stortingets ombudsmann for forvaltningen
Justisdepartementet (sivilombudsmannen)

— seniorradgiver Sylvia Peters, — Likestillingsombudet
Justisdepartementet — Barneombudet

- radgiver Katrine Kjaerheim Fredwall, - Forbrukerombudet
Justisdepartementet — Riksarkivet

— politiavdelingssjef Frank Fersund, Hordaland — Statistisk Sentralbyra
politidistrikt — Toll- og avgiftsdirektoratet

— politiinspektor Bente Storruste, — Utlendingsdirektoratet
Politidirektoratet — Arbeidsdirektoratet

— Sosial- og helsedirektoratet
Sekreteer for utvalget var frem til 1. juli 2001 politi- - Vegdirektoratet

Direktoratet for Arbeidstilsynet
Direktoratet for samfunnssikkerhet og

adjutant Dag Egil Adamsen, og deretter advokat- -
fullmektig Lena Lundgreen fra advokatfirmaet -

Hjort DA. beredskap
— Oljedirektoratet
— Datatilsynet
2.3 Heringen — Post- og teletilsynet
— Kredittilsynet
Justisdepartementet sendte politiregisterutvalgets — Lotteritilsynet
utredning pé hering 7. november 2003, med frist — Luftfartstilsynet
for uttalelser den 1. april 2004, til felgende institu- — Innvandrernes landsforening
sjoner og organisasjoner: — Antirasistisk Senter
— Departementene — OMOD (Organisasjon mot offentlig
— Regjeringsadvokaten diskriminering)
— Riksadvokaten — Redd Barna, Rettighetssenteret
— Statsadvokatembetene — Norges Hanikapforbund
- Politidirektoratet — Funksjonshemmedes fellesorganisasjon
— Politidistriktene — Den Norske Advokatforening
- OKOKRIM — Den Norske Dommerforening

Kriminalpolitisentralen (Kripos)
Politiets sikkerhetstjeneste
Politiets Datatjeneste
Politihegskolen

Utrykningspolitiet

Sysselmannen pa Svalbard
Nasjonal sikkerhetsmyndighet
Forsvarets Overkommando
Stortingets kontrollutvalg for etterretnings-,
overvakings- og sikkerhetstjeneste
(EOS-utvalget)

Hoyesterett

Lagmannsrettene

Oslo tingrett

Stavanger tingrett

Trondheim tingrett

Nord-Troms tingrett
Domstoladministrasjonen

Politiembetsmennenes landsforening
Landsorganisasjonen i Norge (LO)
Nearingslivets Hovedorganisasjon
Politiets Fellesforbund

Kommunenes Sentralforbund

Juridisk radgivning for kvinner (JURK)
Kontoret for fri rettshjelp

Juss-Buss

Rettspolitisk forening

Norsk forening for kriminalreform (KROM)
Forsvarergruppen av 1977

Sametinget

Det juridiske fakultet i Bergen

Det juridiske fakultet i Oslo

Det juridiske fakultet i Tromse

Norsk Senter for Menneskerettigheter
Amnesty International Norge
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Heringsfristen var satt til 1. april 2004, men mange
uttalelser kom etter fristen. Felgende instanser har

avgitt realitetsuttalelse:

— Arbeids- og administrasjonsdepartementet
— Barne- og Familiedepartementet

— Finansdepartementet

— Forsvarsdepartementet

— Helsedepartementet

— Kommunal- og Regionaldepartementet
— Nerings- og Handelsdepartementet

— Samferdselsdepartementet

— Sosialdepartementet

— Utdannings- og Forskningsdepartementet
— Utenriksdepartementet

— Sosial- og helsedirektoratet

— Politidirektoratet

— Kriminalpolitisentralen (Kripos)

- OKOKRIM

— Politiets Sikkerhetstjeneste (PST)

— Oslo politidistrikt

— Romerike politidistrikt

— Hordaland politidistrikt

— Troms politidistrikt

— Rogaland politidistrikt

— Gudbrandsdal politidistrikt

Helgeland politidistrikt

@stfold politidistrikt

Politiets data- og materielltjeneste
Nasjonal sikkerhetsmyndighet (NSM)
Domstoladministrasjonen

Oslo Tingrett

Riksarkivaren

Den Norske Advokatforening
Datatilsynet

Luftfartstilsynet

Konfliktradet (for Sandnes mv) Nasjonal
Folkehelseinstitutt

Barneombudet

Norsk Presseforbund og Norsk
Redakterforening

NHO (Neringslivets Hovedorganisasjon)
KROM

Elektronisk Forpost Norge

Juss-Buss

Senter mot etnisk diskriminering (SMED)

Innholdet av heringsuttalelsene blir behandlet
senere i proposisjonen i tilknytning til de enkelte
forslagene.
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3 Politiets og patalemyndighetens registre og andre
systemer

3.1 Innledning

Politiet og patalemyndigheten disponerer over en
rekke registre med ulike funksjoner. Disse kan
deles inn i tre hovedkategorier: administrative
registre, forvaltningsregistre og registre til bruk i
kriminalitetsbekjempelsen. Den sistnevnte katego-
rien omfatter ogsa registre som brukes til politiets
bistand og hjelpetjeneste. De fleste registre til
bruk i kriminalitetsbekjempelsen kan igjen deles
inn i tre kategorier: reaksjonsregistre, saksbe-
handlingsregistre og operative registre. De reste-
rende registre til bruk i kriminalitetsbekjempel-
sen, som ikke faller inn under de nevnte kategori-
ene, kalles gjerne for politiets «arbeidsregistre».
Begrepet er en samlebetegnelse pa de registre
som brukes til 4 forebygge, avdekke, stanse og for-
folge straffbare forhold. I noen sammenhenger
likestilles «arbeidsregistre» med «kriminaletter-
retningsregistre». Siden politiregisterloven ikke vil
regulere politiets administrative registre og for-
valtningsregistre, gir departementet i det folgende
kun en kort oversikt over de mest sentrale registre
og systemer som brukes i kriminalitetsbekjempel-
sen, og hva som er deres rettslige grunnlag. For en
narmere beskrivelse av samtlige av politiets regis-
tre vises det til pkt. 4 i utredningen.

3.2 Rettslig grunnlag for politiets og
patalemyndighetens registre

Politiets og patalemyndighetens registerforing og
annen behandling av opplysninger har hjemmel i
forskjellige lover, forskrifter og andre bestemmel-
ser. Strafferegistreringsloven er den mest sentrale
hjemmelen for politiets registre, men ogsa straffe-
prosessloven har flere bestemmelser om ulike
registre.

Strafferegistreringsloven 11. juni 1971 nr. 52 er
den alminnelige loven for politiets registre, og
hjemler mange av politiets arbeidsregistre. Loven
tradte i kraft 1. januar 1975.

Da proposisjonen ble avgitt var de viktigste
registrene ett sentralt strafferegister, lokale bete-

registre og spesialregistre til bruk under politiets
arbeid med oppklaring av straffesaker. Disse for-
holdene hadde tidligere ikke vaert lovregulert, og
bruken av registrene var basert pa administrative
bestemmelser og praksis hos de registerforende
myndigheter.

Loven ble utformet som en fullmaktslov, og
skulle dekke de eksisterende registrene. Det ble
imidlertid uttalt at:

«(...) loven er si elastisk formulert at den ikke
vil hindre at man gar over til en sentralisert
foring av alle registre etter moderne databe-
handlingsmetoder (fortrinnsvis EDB), dersom
dette skulle vise seg hensiktsmessig i fremti-
den»,

jf. Ot.prp nr. 21 (1970-71) s. 3.

Forskrift om strafferegistrering av 20. desem-
ber 1974 nr. 4 tradte i kraft 1. januar 1975. Med
strafferegistreringsloven som fullmaktslov er for-
skriftene bade sentrale og omfattende. Mer detal-
jerte regler for bruk av opplysninger folger av
rundskriv og instrukser.

Strafferegistreringsloven vil, i kraft av & veere
en spesiallov, g foran personopplysningsloven hva
gjelder regulering av politiets registre eller
behandling av personopplysninger. Den er imidler-
tid ikke uttemmende, og ma derfor suppleres av
personopplysningslovens regler pa omrader som
ikke uttrykkelig er regulert, som for eksempel inn-
syn eller tilsyn.

3.3 Reaksjonsregistre

3.3.1 Det Sentrale Straffe- og Politi-
opplysningsregister (SSP)

Det fremgér av strafferegistreringsloven § 1 at det
for riket skal fores et sentralt strafferegister. I dag
er Det Sentrale Straffe- og Politiopplysningsregis-
ter (SSP) det nasjonale registeret for registrering
av straffedemte personer. Registeret har en straffe-
registreringsdel og en politiopplysningsdel. Straf
feregistreringsdelen inneholder ilagte straffereak-
sjoner, og har rettslig grunnlag i strafferegistre-



2008-2009

Ot.prp. nr. 108 33

Om lov om behandling av opplysninger i politiet og patalemyndigheten (politiregisterloven)

ringsloven § 1. Politiopplysningsdelen inneholder
personopplysninger som kan vere av betydning
for politiets arbeid med etterforsking og oppkla-
ring av lovbrudd, og har hjemmel i strafferegistre-
ringsloven § 4 forste ledd.

Registeret brukes av politiet til etterforsking og
forebyggende virksomhet, og er tilgjengelig i alle
politidistrikt. Til bruk for strafferettspleien kan
politi, patalemyndighet og domstoler framsette
begjering om utskrift av strafferegisteret, jf. straf-
feregistreringsloven § 2 jf. strafferegistreringsfor-
skriften § 6 forste ledd. Justisdepartementet, POD
og kriminalomsorgen kan ogsa be om slike opplys-
ninger, jf. strafferegistreringsforskriften § 6 andre
ledd.

Nar det gjelder utlevering av opplysninger til
bruk utenfor strafferettspleien, er dette regulert
gjennom reglene om politiattest i strafferegistre-
ringsloven §§ 5-9.

Ut over dette brukes registeret som grunnlag
for Reaksjonsstatistikken, som utgis av Statistisk
Sentralbyra, og til forskning, jf. strafferegistre-
ringsloven § 2 fjerde ledd og strafferegistrerings-
forskriften § 6 fierde ledd.

3.3.2 BOT

Det fremgar av strafferegistreringsloven § 3 jf.
strafferegistreringsforskriften § 7 at det kan fores
et sentralt beteregister med opplysninger om per-
soner og foretak som ved dom eller annen avgjo-
relse er ilagt straff av i form av bot.

Tidligere ble alle beter registrert lokalt ved det
enkelte politidistrikt. Fra og med 1. januar 1990 ble
Statens Innkrevingssentral (SI) opprettet som et
sentralt innkrevingskontor (i Mo i Rana) for stat-
lige krav, herunder beter, jf. straffeprosessloven
§ 456 jf. pataleinstruksen kapittel 30.

Registeret har flere formal og flere brukere.
For det forste brukes BOT i strafferettspleien. Poli-
tiet, patalemyndigheten og domstolene kan, pa
samme mate som ved SSP, fremsette begjeering til
politidistriktene om opplysninger fra beteregis-
trene om navngitte personer, jf. strafferegistre-
ringsloven § 3 tredje ledd jf. strafferegistrerings-
forskriften § 9 forste ledd. Justisdepartementet og
Politidirektoratet har ogsa adgang til 4 fremsette
begjeering, og militeere myndigheter kan fremme
begjering om uttemmende opplysninger fra bote-
registeret for fritakssaker etter militeernekterlo-
ven. BOT kan produsere beteattest (5 ar), uttem-
mende boteattest (alle ar) og betedelen av en poli-
tiattest (2-ars periode). I tillegg kan det lages en
oversikt over reaksjoner mot en person, det vil si

alle beter, inndragninger, sakskostnader og erstat-
ninger.

Pa samme mate som SSP, brukes BOT som
grunnlag for offentlig statistikk og forskning, jf.
strafferegistreringsforskriften § 9 tredje og fijerde
ledd.

BOT er tilgjengelig ved alle tjenestesteder via
politiets eget lukkede nettverk. Seketilgang kan
gis til alle i politiet som har politimyndighet, samt
andre tilsatte i politiet som har tjenestlig behov.

I BOT registreres forelegg, beter gitt ved dom,
samt sakskostnader, erstatninger og inndragnin-
ger knyttet til dom, jf. strafferegistreringsloven § 3
forste ledd forste punktum og andre ledd. I tilknyt-
ning til hver bot blir det registrert person eller juri-
disk person, gjerningsbeskrivelse, lovovertre-
delse, saksgang og eventuell soning av bater.

3.4 Saksbehandlingsregistre

3.4.1 STRASAK

STRASAK er den elektroniske versjonen av den
tidligere manuelle justisprotokollen. Alle landets
politidistrikter ble tilknyttet STRASAK i 1992.

STRASAK har hjemmel i straffeprosessloven §
62 jf. pataleinstruksen § 2-1. Siden systemet etter
hvert har utviklet seg til 4 bli et «etterforskingsred-
skap», méa det antas at registeret ogsa har hjemmel
i strafferegistreringsloven § 4.

STRASAK er et register for behandling av straf-
fesaker, og fungerer som en straffesaksjournal i
form av registrering og oppfelging av anmeldelser
og undersgkelsessaker, som savnede personer og
mistenkelige dedsfall. STRASAK gir en oversikt
over straffesakene ved at registeret inneholder
opplysninger om bade saksbevegelser og hvor
saken befinner seg frem til saken er endelig/retts-
kraftig. Registeret skal gi en oversikt over og kon-
troll av saksgangen og saksavviklingen for alle
straffesaker. Registeret har blant annet en funk-
sjon i forbindelse med samordning av straffesaker
mot en person for felles pAdemmelse. STRASAK er
saksorientert, i motsetning til for eksempel SSP,
som er personorientert.

STRASAK er ogsd grunnlaget for en rekke
interne rapporter og statistikker i politiet. Politiets
uoffisielle statistikk for saksbehandlingstid og opp-
Klaringsprosent for straffesaker er eksempler pa
dette. Videre er offisiell kriminalitetsstatistikk
utarbeidet av Statistisk Sentralbyra basert pa opp-
lysninger fra STRASAK.
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3.4.2 BL (Basislgsninger)

BL er et saksbehandlingssystem, med rutinestotte
bade for etterforskere og patalemyndigheten. I BL
kan det blant annet produseres avhersrapporter,
forelegg og tiltalebeslutninger. Systemet gjor det
mulig & arbeide parallelt med en sak flere steder i
et politidistrikt, slik at ansatte samtidig kan lese og
produsere dokumenter. Systemet skal ogséa bidra
til & kvalitetssikre det arbeidet som gjores i forbin-
delse med den enkelte straffesak.

BL skal dernest bedre utnyttelsen av tilgjenge-
lige ressurser i politiet og effektivisere straffesaks-
behandlingen. BL skal ogséa bidra til 4 bedre utnyt-
telse og gjenbruk av den informasjon politiet regis-
trerer ved alle typer politiarbeid, slik at informasjo-
nen kan benyttes i kriminaletterretning/spaning
og i forbindelse med etterforsking av andre saker
enn den opprinnelige.

I BL registreres de opplysningene som er ned-
vendige ved behandlingen av en straffesak, helt fra
en sak er anmeldt til den er avsluttet. Alle opplys-
ninger med tilknytning til sakene skal registres i
BL. Det gjelder for eksempel rapporter om avher
eller kroppslig undersegkelse. Personopplysninger
som ligger i systemet er sekbare, slik at en bruker
far tilbakemelding pd om det finnes flere saker
registrert pd samme person.

Registeret har oversikt over status i saken,
saksbehandlere, saksbehandlingsskritt og frister. I
utgangspunktet har alle tjenestemenn med tjenes-
temessig behov tilgang til BL.

3.5 Operative registre

3.5.1 Rettslig grunnlag for vakt- og arrest-

journaler

Politiet har i henhold til politiinstruksen § 7-1 jf.
politiloven § 29 plikt til & fere vaktjournal. Dersom
systemets funksjoner strekker seg ut over det poli-
tiloven og politiinstruksen hjemler, har systemet
hjemmel i strafferegistreringsloven § 3. Journalen
skal fores etter de retningslinjene Politidirektora-
tet til enhver tid gir. Vaktjournalen gir en fortle-
pende og degnkontinuerlig oversikt over alle
vesentlige forhold og opplysninger vedrerende
ordningen og utferelsen av polititienesten pé ved-
kommende sted, jf. alminnelig tjenesteinstruks for
politiet 22. juni 1990 nr. 3963 (politiinstruksen) § 7-
1 annet ledd.

Politiet er ogsa palagt & fere en arrestjournal.
Arrestjournalen gir en oversikt over alle personer
som er innsatt eller anbrakt i politiarrest, jf. for-
skrift om bruk av politiarrest § 2-2. Arrestjournalen

fores i PO, jf. punkt 3.5.2, i alle politidistriktene,
med unntak av Oslo som benytter et eget datasys-
tem. I journalen fores tidspunktet for innsetting i
arrest, tidspunktene for arrestinspeksjon, legetil-
syn og matservering og tidspunktet for dimitte-
ring. Arrestjournalens funksjon er hovedsakelig
begrenset til 4 holde oversikt over hvem som er i
arrest, men journalen brukes ogsa til 4 kontrollere
hvorvidt arrestanten har fitt det tilsyn han skal ha
i henhold til lov, forskrift og instruks.

3.5.2 Narmereom PO

PO star for PolitiOperativt system. Systemet ble
utviklet av Politiets Datatjeneste og fyller vaktjour-
nalens funksjon. Systemet er operativt ved alle poli-
tidistrikt, og gir en fortlepende og degnkontinuer-
lig oversikt over alle vesentlige forhold og opplys-
ninger vedrerende ordningen og utferelsen av
polititjenesten pa vedkommende sted.

Alle hendelser, henvendelser, meldinger med
videre loggferes, og de hendelsene politiet ensker
a folge opp blir gjort til oppdrag, som deretter til-
ordnes ressurser. Ogsi planlagte oppdrag, som
kjoring av fanger, og hendelser som politiet kjen-
ner til, som veisperringer eller demonstrasjoner,
legges inn i systemet. PO gir politiets operasjonsle-
delse en felles og kontinuerlig oversikt over situa-
sjonshildet innenfor et politidistrikt, med oversikt
over alle eksisterende oppdrag, hvilken prioritet
oppdraget har og om de er tilordnet ressurser og i
sa fall hvilke ressurser. I tillegg har hvert enkelt
oppdrag en egen logg, hvor hendelsesforlapet og
aktuelle opplysninger fra patruljen registreres fort-
lopende. Dette bidrar til en mer effektiv oppdrags-
avvikling og bedre utnyttelse av tilgjengelige politi-
ressurser.

PO brukes ogséa i etterforskning, kriminaletter-
retning og forebyggende arbeid, ved at det er
mulig 4 hente ut strukturert informasjon om perso-
ner, kjoretay, hendelser, oppdrag og ressurser.

PO har dernest en viktig funksjon i forhold til
politiets operative arbeid og polititjenestemenne-
nes sikkerhet. PO skal bidra til at beslutnings-
grunnlaget for politiet skal veere best mulig péa
ethvert oppdrag, og ivareta politiets sikkerhet. I
PO registreres blant annet om en person er bevap-
net, farlig med videre.

Det karakteristiske ved opplysninger i vaktjour-
naler er at de spenner over et bredt spekter i og
med at «alt» skal registreres. Dernest blir opplys-
ninger i PO ikke slettet, noe som hovedsakelig er
begrunnet i notoritetshensyn. Dette inneberer
blant annet at ogsa uriktige opplysninger, som for
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eksempel et feilaktig tips, blir stdende i vaktjourna-
len.

3.6 Kriminaletterretningsregistre

3.6.1 Rettslig grunnlag

Politiet har né bare ett kriminaletterretningsregis-
ter — Indicia. Politidirektoratet og Kripos har bru-
keransvaret for dette registeret. Indicia har hjem-
mel i strafferegistreringsloven § 4 forste ledd, og
registeret er ytterligere regulert i strafferegistre-
ringsforskriften § 11 jf. § 10 og intruks. Indicia kan
i henhold til strafferegistreringsloven § 4 bare bru-
kes til «etterforskning og lovbrudd». Det er imid-
lertid antatt at registeret ogsa kan brukes til fore-
bygging av straffbare handlinger.

3.6.2 Nzermere om Indicia

Kriminaletterretning er ofte beskrevet som den
prosess der politiet innhenter, systematiserer og
analyserer informasjon om kriminelle og kriminali-
tet, i den hensikt 4 bedemme og trekke slutninger
om kriminalitetsbildet, pdpeke potensielle proble-
mer og kriminell aktivitet med intensjon om 4 straf-
feforfolge eller & kartlegge kriminelle trender. Kri-
minaletterretning deles gjerne inn i strategisk og
taktisk (operativ) virksomhet. Taktisk kriminalet-
terretning er saksrettet, og tar sikte pa a avdekke
kriminelle forhold for a straffeforfelge dem. Strate-
gisk krviminalettervetning brukes for 4 danne seg et
bilde av kriminaliteten i samfunnet, slik at politiet
kan forutsi kriminalitetsutviklingen. Det er ikke et
skarpt skille mellom de to typene kriminaletterret-
ning, og begge formene har som hovedformal &
avdekke kriminalitet.

Hvilke opplysninger som kan registreres i Indi-
cia er regulert i rundskriv fra Politidirektoratet
(rundskriv 2006/002 og 2006/010), midlertidig
instruks fra Kripos datert 18.1.2007 og instruks fra
politimesteren i det enkelte politidistrikt. Disse
rettsgrunnlagene gir politiet en vid adgang til a
registrere personopplysninger i Indicia. Personer
mistenkt for 4 ha begétt eller for 4 begé en straffbar
handling kan registreres med navn, adresse, signa-
lement, skonomiske forhold, kjeretey, modus med
videre, jf. POD rundskriv 2006/010 «Instruks for
Indicia. Nasjonale behandlingsrutiner». I tillegg til
personopplysninger kan det registreres opplysnin-
ger som kan knyttes til straffbare forhold.

Videre er det adgang til 4 registrere opplysnin-
ger om den mistenktes familie og/eller omgangs-
krets, arbeidskollegaer og lignende dersom slik

registrering er en nedvendig forutsetning for poli-
tiet i den videre etterforsking eller spaning/krimi-
naletterretning mot den mistenkte. Dersom det
registreres opplysninger om en person som det
ikke er holdepunkter for at kan knyttes til kriminell
virksomhet, skal dette fremgé av registreringen jf.

POD rundskriv 2006/010 pkt 2.

Det er ikke adgang til 4 registrere opplysninger
om en person kun pa bakgrunn av hva som er kjent
om personens rasemessige eller etniske bak-
grunn, politiske, religigse eller filosofiske overbe-
visning, helsemessige eller seksuelle forhold, fag-
foreningstilherighet eller deltakelse/medlemskap
i lovlige interesseorganisasjoner.

Alle politidistrikt og seerorganer i politiet har til-
gang til Indicia. I det enkelte distrikt er tilgangen
begrenset gjennom den enkelte polititjeneste-
manns autorisasjon, jf. POD rundskriv 2006/002.
Det er i hovedsak tre sikkerhetsgrupper:

— Alleipolitiet - Alle polititilsatte og andre tilsatte
med tjenestelig behov.

— Alle innen kriminaletterretning — polititilsatte
som primert arbeider med kriminaletterret-
ning.

— Lokal kriminaletterretning — spesielt utvalgte
polititilsatte som har lokalt ansvar for krimina-
letterretning.

Opplysninger som blir bekreftet uriktige eller
ufullstendige skal korrigeres. Nar personopplys-
ninger ikke lenger anses 4 ha tjenestelig interesse,
eller de ikke lenger antas 4 ha betydning for forma-
let, skal de slettes. Personopplysninger skal slettes
nar det har gitt mer enn fem ar fra registrerings-
tidspunktet med mindre det i dette tidsrommet er
registrert nye opplysninger om den registrerte, jf
POD rundskriv 2006/010 pkt 4.

3.7 Biologiske identifikasjons-
egenskaper

3.7.1 Fingeravtrykkregisteret

Med hjemmel i straffeprosessloven § 160 fores
det et sentralt fingeravtrykkregister, der avtryk-
kene kan registreres dersom lovens vilkar er opp-
fylt. 1 tillegg kan utlendingers fingeravtrykk i
visse tilfeller registreres i henhold til utlendings-
loven. I pataleinstruksen kapittel 11 er det gitt
narmere bestemmelser om i hvilke tilfeller det er
adgang til 4 ta fingeravtrykk, men disse gjelder
ikke for fingeravtrykk opptatt i utlendingssaker.
For eksempel er det adgang til 4 ta fingeravtrykk
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nar det er nedvendig for 4 oppklare en sak som
kan medfere frihetsstraff, jf. pataleinstruksens
§ 11-1.

I utgangspunktet har tjenestemenn med tjenes-
temessig behov tilgang til fingeravtrykkene. Det
foreligger ingen spesielle begrensninger pa utleve-
ring av fingeravtrykk til bruk for politiets etterfor-
sking, og de alminnelige taushetspliktsbestemmel-
sene kommer til anvendelse. Det er imidlertid bare
ansatte ved Fingeravtrykkseksjonen i Kripos som
kan legge inn fingeravtrykk og seke i fingerav-
trykkregisteret.

Verken straffeprosessloven eller pataleinstruk-
sen sier noe konkret om innsyn i fingeravtrykksre-
gisteret. Under straffesaken ma det legges til
grunn at innsyn felger de alminnelige bestemmel-
sene for innsyn i straffesaker. Etter at saken er
avsluttet, ma det legges til grunn at den registrerte
kan fa innsyn i registeret om seg selv, pA samme
mate som i DNA-registeret, jf. punkt 3.7.3.

Registrerte fingeravtrykk skal tilintetgjores
nar personen det gjelder far sin sak endelig avgjort
pa en mate som ikke tilkjennegir at han er skyldig,
jf. pataleinstruksen § 11-2 tredje ledd. Dette inne-
barer at fingeravtrykkene til alle siktede som ikke
far sin sak avgjort ved enten pataleunnlatelse, fore-
legg eller dom, skal tilintetgjores. Nar en person
som er registrert med fingeravtrykk der, skal fin-
geravtrykkene fjernes fra registeret, jf. pétalein-
struksen § 11-5i.f.

3.7.2 Fotoregister

Med hjemmel i straffeprosessloven § 160 fores det
et sentralt fotoregister. Bide hjemmelen og vilka-
rene for & ta fotografi i registreringseyemed er de
samme som for fingeravtrykk, jf. pataleinstruksens
kapittel 11.

3.7.3 DNA-registeret

I januar 1998 ble det opprettet et manuelt DNA-
register. Registeret er i dag elektronisk. Ved lov 18.
januar 2008 nr. 3 om endringer i straffeprosesslo-
ven (utvidelse av DNA-registeret) og lov 27. juni
2008 nr. 67 om endringer i straffeprosessloven
(DNA-etterforskningsregister) ble det vedtatt lov-
endringer som forutsetter en utvidelse av DNA-
registeret til bruk for etterforskning og padem-
melse av straffesaker. Endringene tradte i kraft 1.
september 2008.

Kripos ferer i dag et elektronisk DNA-register
som bestdr av et identitetsregister, et etterfors-
kningsregister og et sporregister. DNA-registeret
har hjemmel i straffeprosessloven § 160a, og er

ytterligere regulert i pataleinstruksen kapittel 11a

og retningslinjer fra Riksadvokaten.

Sjefen for Kripos er behandlingsansvarlig for
DNA-registeret, jf. pataleinstruksen § 11a-10.
Ingen databehandler, herunder den enkelte analy-
seinstitusjon, kan behandle opplysninger pa annen
maéte enn det som folger av skriftlig avtale eller
instruks med behandlingsansvarlig. Opplysnin-
gene kan heller ikke uten slik avtale overlates til
andre for lagring eller behandling.

Det er presisert i pétaleinstruksen § 11a-10
tredje ledd at analyseinstitusjonen skal gjennom-
fore analyse av det materiale som innsendes fra
politiet og at det séledes er politiet som er enean-
svarlig for at vilkarene for innhenting og analyse av
materialet er oppfylt.

Opplysningene i registeret skal bare brukes i
strafferettspleien. Kongen kan i forskrift likevel
bestemme at opplysningene ogsad kan brukes i
forskningseyemed, og gi naermere regler om slik
bruk, jf. straffeprosessloven § 160a sjette ledd.
Beslutning om utlevering av opplysningene til fors-
kning treffes av Riksadvokaten, jf. pataleinstruk-
sen § 11a-7 annet ledd.

I identitetsregisteret registreres DNA-profiler
fra personer med Kjent identitet. Etter pétalein-
struksen § 11a-1 fierde ledd kan felgende personer
registreres i identitetsregisteret:

a) den som er ilagt en straff for en handling som
etter loven kan medfere frihetsstaff. Registre-
ring kan forst skje nar avgjorelsen er rettskraf-
tig eller saken er endelig avgjort. Handling som
det er utferdiget forenklet forelegg for, gir ikke
grunnlag for registrering

b) den som ikke kan demmes til straff for en hand-
ling som kvalifiserer for registrering pa grunn
av reglene i straffeloven §§ 44 eller 46. Det sam-
me gjelder nar tilstanden har medfert at ved-
kommende ikke har utvist skyld

¢) den som arbeider eller oppholder seg i Norge
og som har begétt en handling som kunne ha
medfort frihetsstraff om den hadde veert begétt
i Norge, og som i utlandet er ilagt en straff som
svarer til dem som er nevnt i straffeloven § 15

d) den som begjeerer det av grunner som finnes
fyllestgjorende.

Ikke alle personer som demmes for slike handlin-
ger som nevnt i bokstav a skal registreres. Riksad-
vokaten har gitt neermere retningslinjer for regis-
trering i identitetsregisteret. Disse fastslar blant
annet at alle som fra og med 1. september 2008 er
rettskraftig idemt ubetinget fengsel i mer enn 60
dager, herunder forvaring, av norsk domstol skal
registreres i identitetsregisteret med mindre det
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foreligger helt sarlige omstendigheter. Registre-
ring skal skje uavhengig av hvilket lovbrudd dom-
men gjelder.

I etterforskingsregisteret registreres alle DNA-
profiler som er fremstilt pd grunnlag av biologisk
materiale innhentet i medhold av straffeprosesslo-
ven § 158 forste ledd, dvs. fra personer som med
skjellig grunn mistenkes for en straffbar handling
som etter loven kan medfere frihetsstraff, jf. straf-
feprosessloven § 160a forste ledd og pataleinstruk-
sen § 11a-1 fjerde ledd. Etterforskningsregisteret
er et midlertidig internt arbeidsregister for politiet.

Etterforskningsregisteret skal ikke inneholde
profilen til personer som er rettskraftig demt for
handlingen som utgjer grunnlaget for registrerin-
gen. Sa snart politiet har truffet vedtak om regis-
trering i identitetsregisteret, skal vedkommendes
DNA-profil overfores fra etterforskingsregisteret
til identitetsregisteret, jf. pataleinstruksen § 11a-1
fierde ledd annet punktum. Opplysningene i etter-
forskningsregisteret skal slettes hvis den regis-
trerte rettskraftig frifinnes eller saken avsluttes pa
annen mate uten at vilkarene for registrering i
identitetsregisteret er oppfylt.

I sporregisteret kan det registreres opplysnin-
ger om personer med ukjent identitet nar opplys-
ningene antas 4 ha tilknytning til uoppklart straffe-
sak, jf. pataleinstruksen § 11a-1 femte ledd. Her
registreres typisk spor fra asteder i saker med
ukjent gjerningsmann.

Profiler i identitetsregisteret, etterforsknings-
registeret og sporregisteret er gjensidig sekbare
uten begrensninger, jf. pataleinstruksen § 11a-3.
Det er adgang til & foreta flere sek si lenge ved-
kommende har status som mistenkt, og slike sek
ber foretas regelmessig.

Den som blir registrert i identitetsregisteret
skal gis melding om dette uten ugrunnet opphold.
Det er patalemyndigheten i politiet som fatter ved-
tak om registrering i identitetsregisteret, jf. straffe-
prosessloven § 160a femte ledd.

Patalemyndighetens avgjerelse om behandling
av opplysninger, innsyn og sletting i DNA-registe-
ret kan paklages til nzermeste overordnet pétale-

myndighet, jf. pataleinstruksen § 11a-9. For identi-
tetsregisterets vedkommende vil det primaert veere
selve innleggingen i registeret som er avgjorelsen
som er gjenstand for klage.

Innlegging av profiler i etterforskningsregiste-
ret krever ikke en saerskilt avgjerelse og er der-
med heller ikke gjenstand for klage. Etterfors-
kningsregisteret er et midlertidig internt arbeids-
register for politiet og slikt sett skiller ikke dette
registeret seg fra andre opplysninger som behand-
les under etterforskningen. Behandlingsansvarlig
trenger ikke treffe vedtak for 4 behandle disse opp-
lysningene, siden disse behandles som en direkte
folge av at det faktisk ble tatt en preve som er ana-
lysert.

Klageadgangen er imidlertid ikke bare knyttet
til registrering, men generelt til behandling av opp-
lysninger. Behandlingen av opplysninger finner
sted helt frem til disse er slettet, og i praksis vil ven-
telig de fleste klagene komme etter selve registre-
ringen, for eksempel i forbindelse med at behand-
lingsansvarlig ikke etterkommer anmodninger om
sletting osv.

Den registrerte har rett til & f4 opplyst hvilke
opplysninger som er registrert om ham selviiden-
titetsregisteret eller etterforskningsregisteret.
Andre kan ikke gis opplysninger om registerets
innhold, jf. pataleinstruksen § 11a-6.

Identitetsprofil skal slettes hvis den registrerte
rettskraftig frifinnes etter gjenopptakelse, jf. patale-
instruksen § 11a-8 forste ledd. For evrig skal iden-
titetsprofil slettes senest 5 ar etter at politiet far
melding om dedsfallet fra folkeregisteret.

Pataleinstruksen §§ 11a-2, 11a-4 og 11a-5 inne-
holder detaljerte regler om innhenting og bruk av
sakalte referanse- og eliminasjonsprever. Dette er
prever som innhentes av personer som har en lov-
lig tilknytning til gjenstanden eller astedet i saken.
Formalet med innhentingen av slike prever er a
unngd at profilen til personer som ikke har tilknyt-
ning til den straffbare handling, blir registrert i
sporregisteret. Innhenting av preve fra slike refe-
ransepersoner forutsetter at den enkelte skriftlig
samtykKker, jf. straffeprosessloven § 158 annet ledd.
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4 Nasjonale og internasjonale rammer for behandlingen av
personopplysninger i politiet og patalemyndigheten

4.1 Innledning

Det finnes bade nasjonale og internasjonale regel-
sett av betydning for utformingen av regler om
behandling av personopplysninger i politiet og
patalemyndigheten. Personopplysningsloven gir
generelle regler om behandling av personopplys-
ninger og vil derved ogsé vaere retningsgivende for
politiregisterloven. I tillegg finnes det forskjellige
internasjonale regelsett som danner rammer for
norsk lovgivning. Noen av disse er konvensjoner
som er folkerettslig bindende for Norge, mens
andre er anbefalinger som ikke er rettslig bin-
dende. Av searlig betydning i denne sammenheng
er Den europeiske menneskerettskonvensjonen av
4. november 1950 (EMK), som gjennom menne-
skerettsloven av 21. mai 1999 nr. 30 er gjort til
norsk lov, og som i felge dens § 3 ved motstrid gar
foran annen norsk lovgivning. Den europeiske
menneskerettighetsdomstol (EMD) har kompe-
tanse til & avsi dommer som binder konvensjons-
landene, herunder Norge. Domstolens avgjerelser
har fert til at konvensjonsrettighetenes innhold har
blitt neermere klarlagt. Det er derfor pakrevd & ta
hensyn til EMDs tolking av bestemmelsene i EMK
ved utformingen av politiregisterloven, jf. naer-
mere om dette i punkt 4.3.1.

4.2 Personopplysningsloven

Personopplysningsloven tradte i kraft 1. januar
2001, og kommer i utgangspunktet til anvendelse
pé all elektronisk behandling av personopplysnin-
ger, jf. personopplysningsloven § 3 forste ledd bok-
stav a. Lovens hovedregel er at en behandling av
personopplysninger skal meldes til Datatilsynet,
men ved behandling av sensitive personopplysnin-
ger, eller nar behandlingen apenbart krenker
tungtveiende personverninteresser, er behandlin-
gen konsesjonspliktig, jf. personopplysningsloven
§8 31 og 33.

Av personopplysningsloven § 5 folger det at:
«Bestemmelsene i loven gjelder for behandling
av personopplysninger om ikke annet folger av

en serskilt lov som regulerer behandlingsmaé-
ten».

Ogsa i personopplysningslovens forarbeider
fremheves det alminnelige utgangspunktet om at
personopplysningsloven som generell lov ma vike
for spesialbestemmelser i annet lovverk. Politire-
gisterloven vil derfor som spesiallov ga foran per-
sonopplysningsloven.

Politiets behandling av opplysninger til forvalt-
ningsvirksomhet vil som utgangspunkt reguleres
av personopplysningsloven. En del forvaltningsre-
gistre, som passregisteret og vapenregisteret, er
imidlertid regulert i egen lov, og vil i henhold til
personopplysningsloven § 5 gé foran personopplys-
ningsloven i den grad serlovene gir avvikende
regler. Utover dette gjelder imidlertid personopp-
lysningsloven fullt ut.

4.3 Internasjonale konvensjoner

4.3.1 Menneskerettigheter - EMK artikkel 8
EMK artikkel 8 har felgende ordlyd:

«1. Enhver har rett til respekt for sitt privatliv
og familieliv, sitt hjem og sin korrespondanse.

2. Det skal ikke skje noe inngrep av offent-
lig myndighet i utevelsen av denne rettighet
unntatt nar dette er i samsvar med loven og er
nedvendig i et demokratisk samfunn av hensyn
til den nasjonale sikkerhet, offentlige trygghet
eller landets skonomiske velferd, for & fore-
bygge uorden eller kriminalitet, for a beskytte
helse eller moral, eller for & beskytte andres
rettigheter og friheter.»

EMK artikkel 8 (1) gir den enkelte krav pa
respekt for sitt privatliv, sitt hjem og sin korrespon-
danse. Vernet etter EMK artikkel 8 (1) er imidler-
tid ikke absolutt. Det sentrale er at vilkarene i
EMK artikkel 8 (2) méa veere oppfylt for at inngrep
etter EMK artikkel 8 (1) skal kunne skje. Inngre-
pet ma etter dette ha hjemmel i lov, det ma ha et
relevant formal, og det mé veare nedvendig i et
demokratisk samfunn. I det siste vilkéret ligger det
ogsé et krav til forholdsmessighet.
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Politiets behandling av personopplysninger er
et inngrep som ligger innenfor det EMK artikkel 8
(1) skal beskytte, jf. ogsad utvalgets anfersler i
punkt 5.2.2.2 i utredningen med henvisninger til
EMD's og kommisjonens praksis. Som felge av
dette méa politiregisterlovens bestemmelser opp-
fylle vilkarene i EMK artikkel 8 (2).

For a kunne gjore inngrep i de vernede interes-
ser etter EMK artikkel 8 (1) méa formalet med inn-
grepet falle inn under et av de formal som er nevnt
i EMK artikkel 8 (2). Relevante formal er blant
annet hensynet til «offentlig trygghet» og hensy-
net til & «forebygge uorden og kriminalitet». Det
kan ikke veaere tvilsomt at politiets behandling av
opplysninger som omfattes av politiregisterloven,
oppfyller formalskravet. Likeledes anses PSTs
behandling av opplysninger av hensyn til rikets sik-
kerhet 4 tjene et relevant formal.

Inngrep i privatlivet etter EMK artikkel 8 (2)
krever videre at inngrepet mé skje «i samsvar med
loven». Lovskravet i EMK kan imidlertid ikke uten
videre likestilles med vart internrettslige legalitets-
prinsipp. Sistnevnte prinsipp krever som den store
hovedregel at inngrepet er forankret i formell lov,
noe som ikke er et absolutt krav etter EMK. For-
muleringen «i samsvar med loven» omfatter ogsa
hjemler som har sitt grunnlag i sedvane eller retts-
praksis, noe som har sin bakgrunn i Storbritannias
common law-system. I tillegg til kravet om at inn-
grepet ma veere hjemlet i en formell nasjonal norm,
har EMD fastslatt at normen mé vare forutbereg-
nelig. Det betyr at normen bade ma vaere tilgjenge-
lig og forutsighar. Tilgjengelighetskravet referer
til regelens praktiske tilgjengelighet. Dette inne-
barer at regelen som hjemler inngrepeti all hoved-
sak méa veere offentliggjort for a oppfylle kravet.
Nar det gjelder kravet om forutberegnelighet er
det sentrale at regelen gir en tilfredsstillende indi-
kasjon pé nér et inngrep kan bli aktuelt samt at den
bererte mé kunne overskue konsekvensene av inn-
grepet. En forutsetning for dette er at regelen er
noenlunde presist formulert slik at innholdet lar
seg utlede pa en adekvat méte. I de tilfellene der
regelen gir rom for skjenn, ma det gis rammer for
skjennsutevelsen for 4 unngd vilkérlige inngrep.
Dette er imidlertid ikke ensbetydende med at det
stilles strenge krav til detaljeringsnivaet. En for
detaljert regulering vil lett kunne hindre en effek-
tiv kriminalitetsbekjempelse.

Disse kravene setter klare rammer for utfor-
mingen av politiregisterloven. For det forste ma all
behandling av personopplysninger fra politiets side
ha et rettslig grunnlag. Dernest ma regelverket
veere tilgjengelig og utformes slik at innholdet er
rimelig presist. Nar reglene samlesien egen lov og

utfylles med mer detaljerte bestemmelser i for-
skifts form, anser departementet vilkérene for opp-
fylt.

I vilkaret «ngdvendig i et demokratisk sam-
funn» ligger det et krav om «forholdsmessighet»,
og dette vilkaret er for evrig det eneste som
begrenser lovgiverens adgang til 4 gi politiet full-
makter for inngrep som faller inn under de ver-
nede interesser i EMK artikkel 8 (2). Det sentrale
ved vilkaret er at det mé veere forholdsmessighet
mellom mal og midler. Borgernes forventning om
4 kunne leve sine liv uten at staten blander seg inn
i deres private sfeere ma veies mot samfunnets
behov for 4 kunne ta i bruk tiltak som ivaretar sta-
tens sikkerhet og letter kriminalitetsbekjempel-
sen. Det kreves ikke at inngrepet skal anses uunn-
veerlig, men det er pa den annen side ikke tilstrek-
kelig at tiltaket er «nyttig». Vurderingen av hva
som er nedvendig og forholdsmessig vil kunne
variere fra livsomrade til livsomrade. EMD har til-
lagt konvensjonsstatene en viss grad av skjenn, en
sdkalt «margin of appreciation», ved tolking av kon-
vensjonen, og denne skjgnnsmarginen er av saerlig
stor betydning ved forholdsmessighetsvurderin-
gen.

Kravet til forholdsmessighet volder ikke store
problemer i forhold til politiets behandling av per-
sonopplysninger. EMD har gjentatte ganger slatt
fast at politiets behandling av personopplysninger
er nodvendig for & ivareta politimessige oppgaver.
Politiets registrering og den evrige informasjons-
behandlingen bidrar i vesentlig grad til kriminali-
tetsbekjempelsen, ikke minst i forbindelse med
politiets forebyggende virksomhet. Forholdsmes-
sighetskravet ma likevel veere en viktig ledetrad
ved utformingen av de regler som danner grunnla-
get for politiets informasjonsbehandling. Det ma
vaere et grunnleggende prinsipp at fullmaktene
ikke gjores videre enn det som er ngdvendig i for-
hold til det formaélet inngrepet skal ivareta. Siden
kriminalitetsbekjempelse er et noksa vidt formal,
kan det vaere behov for & foreta en forholdsmessig-
hetsvurdering selv om behandlingen i og for seg er
nedvendig for & bekjempe kriminalitet. Det kan
eksempelvis veere hensiktsmessig a tilpasse politi-
ets fullmakter til kriminalitetens alvorlighetsgrad,
slik at fullmaktene er videre ved alvorlig kriminali-
tet. Selv om all form for kriminalitet i utgangspunk-
tet er en trussel mot det demokratiske samfunnet,
er samfunnet ikke tjent med en for omfattende
overvaking fra politiets side.

Det er ogsa viktig & veere oppmerksom péa at
ulempene ved utvidete fullmakter mé sekes kom-
pensert ved gode kontrollordninger. Selv om
behandlingen av personopplysninger fra politiets



40 Ot.prp. nr. 108

2008-2009

Om lov om behandling av opplysninger i politiet og patalemyndigheten (politiregisterloven)

side anses bade nedvendig og forholdsmessig, er
det samtidig et overordnet maél & etablere kontroll-
ordninger som hindrer misbruk. Dette vil departe-
mentet komme tilbake til i kapittel 16.

4.3.2 Personverndirektivet

Norge er bundet av Europaparlamentets- og rads-
direktiv 95/46/EF av 24. oktober 1995 om beskyt-
telse av fysiske personer i forbindelse med behand-
ling av personopplysninger og om fri utveksling av
slike opplysninger (personverndirektivet). Direkti-
vet er inkorporert gjennom personopplysningslo-
ven.

Det folger av direktivet art. 3 nr. 2 at direktivet
ikke gjelder for:

«behandling av personopplysninger som utfe-
res i forbindelse med utevelse av virksomhet
som ikke omfattes av fellesskapsrettens virke-
omrade, f.eks. den virksomhet som er fastsatt i
avdeling V og VIi traktaten om Den europeiske
union, og ikke under noen omstendighet pa
behandling som gjelder offentlig sikkerhet, for-
svar, statens sikkerhet (herunder statens eko-
nomiske interesser nar behandlingen er for-
bundet med spersmaél om statens sikkerhet) og
statens virksomhet pa det strafferettslige
omrade».

I hvilken grad direktivet kommer til anvendelse
péa politiets og PSTs behandling av personopplys-
ninger, kommer departementet tilbake til i kapittel
8. Det kan imidlertid allerede nd bemerkes at
direktivet i all hovedsak ikke gjelder for politiregis-
terlovens anvendelsesomrade.

Slik det fremgér av punkt 8.4.4 foreslar departe-
mentet at politiets forvaltningsvirksomhet skal
falle utenfor politiregisterloven. For denne delen
av virksomheten kommer saledes personopplys-
ningsloven og personverndirektivet direkte til
anvendelse.

4.3.3 Europaradets personvernkonvensjon

Europaradets personvernkonvensjon (Convention
for the Protection of Individuals with regard to the
Automatic Prosessing for Personal Data) 28. januar
1981 nr. 108 er ratifisert av Norge, og tradte i kraft
1. oktober 1985.

Personvernkonvensjonen gjelder bade for pri-
vat og offentlig sektor. I artikkel 9 er det apnet for
at det kan gjeres unntak fra en del sentrale person-
vernprinsipper, dersom det blir fastsatt i lov og er
nedvendig i et demokratisk samfunn for & ivareta
«state security, public safety, (...) or the suppres-

sion of criminal offences». Unntaket er bygget opp
pa samme maéte som unntaket i EMK artikkel 8 (2),
se narmere punkt 4.3.

Europaradet har imidlertid laget en rekom-
mandasjon for politisektoren, hvor det oppstilles
retningslinjer for hva som ber gjelde der det er
gjort unntak fra personvernkonvensjonen. Rekom-
mandasjonen er ikke folkerettslig bindende. For
en nermere behandling av konvensjonen, se
punkt 4.3.4.

4.3.4 Europaradets rekommandasjon om
behandling av personopplysninger i
politiet (politirekommandasjon)

P4 bakgrunn av skende behandling av personopp-
lysninger i politiet og utviklingen innenfor IT-sek-
toren, vedtok Europaradet den 17. september 1987
«Recommendation No. R (87) 15 Regulating the use
of personal data in the police sector». Rekommanda-
sjonen har sin bakgrunn i Euorparidets person-
vernkonvensjon av 28. januar 1981 nr. 108, og har
som siktemal & gjore prinsippene i konvensjonen
klarere for politisektoren. I arbeidet med rekom-
mandasjonen er prinsippene nedfelt i EMK artik-
kel 8 ment ivaretatt.

Rekommandasjonen er ikke rettslig bindende
for medlemsstatene, men Europaradet anbefaler at
de tar hensyn til rekommandasjonens prinsipper i
sin lovgivning, og at prinsippene blir gjort tilgjen-
gelige for allmennheten.

Hensikten med rekommandasjonen er & finne
en hensiktsmessig balanse mellom hensynet til kri-
minalitetsbekjempelsen og hensynet til person-
vern, jf. rekommandasjonens fortale 5. avsnitt.
Rekommandasjonen kommer til anvendelse péa
innsamling, lagring, bruk og overforing av person-
data som behandles elektronisk for politiformal, og
omfatter saledes bade politiets straffesaksbehand-
ling og annet arbeid. Den gjelder ogsa arbeid knyt-
tet til rikets sikkerhet, men den begrenser ikke lan-
dets handlingsfrihet i disse tilfellene. Det folger av
kommentarene til konvensjonen at «state security»
skal forstds som «protecting national sovereignty
against internal or external threats, including the
protection of the international relations of the
state».

Det understrekes i kommentarene til rekom-
mandasjonen punkt 30 at den kun oppstiller mini-
mumsgarantier, og at medlemsstatene star fritt til &
gi den enkelte borger bedre beskyttelse. Departe-
mentet kommer tilbake til det naermere innhold av
rekommandasjonen i tilknytning til omtalen av de
ulike forslagene i proposisjonen.
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4.4 Rammebeslutning om personvern
i tredje sgyle

I desember 2005 fremmet kommisjonen forslag til
ny rammebeslutning om personvern ved behand-
ling av opplysninger i forbindelse med politi- og
strafferettssamarbeid. Rammebeslutningen ved
ble vedtatt pa Raddsmetet 27. november 2008.

Rammebeslutningen regulerer behandling av
personopplysninger innenfor rammene av politi-
samarbeid og annet rettslig samarbeid i straffesa-
ker. Instrumentet ma ses pa bakgrunn av at det er
iverksatt ulike tiltak for & lette informasjonsflyten
innad i EU-omrédet. En slik utstrakt informasjons-
flyt nedvendiggjer felles krav til hvordan opplys-
ningene behandles.

Instrumentet er hjemlet i EU-traktaten, seerlig
artikkel 30 om felles handling vedrerende politi-
samarbeid og artikkel 31 om felles handling vedfe-
rende rettslig samarbeid i straffesaker og artikkel
34 nummer 2 litra b, hvor det fremgéar at Radet, for
a bidra til oppfyllelse av EUs malsetninger, pa initi-
ativ fra en medlemsstat eller Kommisjonen, kan
vedta rammebeslutninger om tilneerming av med-
lemsstatenes lover og forskrifter.

Norge er tilknyttet Schengen-samarbeidet
gjennom avtale av 18. mai 1999 om Norge og
Islands tilknytning til gjennomferingen, anvendel-
sen og videreutviklingen av Schengen-regelverket.
Norske eksperter har i samsvar med avtalen deltatt
i utformingen av regelverket i radsarbeidsgrup-
pen. Norge skal pa selvstendig grunnlag avgjore
om innholdet i rettsakten skal godtas fra norsk side
og innarbeides i norsk rett. I henhold til Schengen-
avtalens artikkel 8 nr. 2 bokstav a skal EUs rad
underrette Norge om vedtak om nye rettsakter
som innebarer en videreutvikling av Schengen-
regelverket. Norge skal pa selvstendig grunnlag
avgjere om innholdet i rettsakten skal godtas fra
norsk side og innarbeides i norsk rett.

Gjennomfering av rammebeslutningen vil
kreve endringer i norsk lovgivning. I samsvar med
Grunnloven § 26 annet ledd og avtalen om tilknyt-
ning til Schengen-regelverket artikkel 8 nr. 2 bok-
stav ¢, ma det derfor ved underretning til EU om
norsk godtakelse av vedtak om videreutvikling av
Schengen-regelverket, tas forbehold om Stortin-
gets samtykke. Slik underretning ble besluttet ved
kgl. res. av 5. juni 2009.

Det fremmes en egen Stortingsproposisjon
med forslag om samtykke til godtakelse av ramme-
beslutningen.

Departementet gir i det felgende en oversikt
over de sentrale bestemmelsene i rammebeslut-

ningen. En naermere beskrivelse av innholdet i de
enkelte bestemmelsene vil bli gitt senere i proposi-
sjonen i tilknytning til de enkelte forslagene.

Artikkel 1 angir instrumentets anvendelsesom-
rade. Rammebeslutningen kommer til anvendelse
pa opplysninger som utveksles mellom medlems-
statene eller mellom en medlemsstat og myndighe-
ter opprettet ved rettsakter vedtatt av Radet i med-
hold av EU-traktaten avsnitt VI, med det formal &
forebygge, etterforske, oppdage og irettefore
straffbare handlinger. Det samme gjelder nar opp-
lysninger viderebehandles i mottakerstaten.
Instrumentet gjelder automatisk behandling av
personopplysninger og ovrig behandling av opplys-
ninger i registre. Nasjonale sikkerhetsmyndighe-
ters behandling av personopplysninger omfattes
tkke av anvendelsesomradet.

Selv om rammebeslutningen i utgangspunktet
ikke kommer til anvendelse pa intern nasjonal
behandling av opplysninger, oppfordres medlems-
statene politisk i fortalen til ogsé & benytte reglene
nasjonalt. Enkelte av rammebeslutningens grunn-
leggende regler skal imidlertid gjelde ogséa for
nasjonal behandling, eksempelvis regelen om at
behandlingen méa vaere lovlig, proporsjonal og for-
malsbestemt, jf. artikkel 3. Formalet med & gi disse
reglene nasjonal anvendelse, er & sikre at informa-
sjon som senere kan bli utlevert til en annen med-
lemsstat eller en myndighet opprettet ved en
rettsakt vedtatt av Ridet i medhold av EU-traktaten
avsnitt VI, har blitt behandlet i trdd med grunnleg-
gende personvernprinsipper.

Artikkel 3 inneholder sentrale prinsipper for
innsamling og sekundeerbruk av opplysninger.
Sentralt stir prinsippene om at opplysninger bare
mé behandles for neermere angitte, spesifikke og
legitime formal, og at behandlingen mé vare ade-
kvat, relevant og proporsjonal. Bestemmelsen fast-
setter videre skranker for sekundaerbruk av opp-
lysninger. Artikkel 3 ma ses i sammenheng med
artikkel 6, som inneholder strenge regler om
behandling av sarlig sensitive opplysninger.

Artikkel 4 inneholder regler om retting, sletting
og sperring. Det folger av nummer 1 at uriktige
opplysninger skal rettes, suppleres eller oppdate-
res. Etter nummer 2 skal personopplysninger slet-
tes eller anonymiseres nar de ikke lenger er ned-
vendige for det formalet de ble innhentet eller
videre anvendt. Det fremgar uttrykkelig at bestem-
melsen ikke er til hinder for at et sett av opplysnin-
gene arkiveres i samsvar med nasjonal lovgivning.
For det tilfelle at sletting kan ramme den registrer-
tes legitime interesser, foreskriver nummer 3 at
opplysningene heller skal sperres. Sperrede data
skal behandles til det formél som forhindret slet-
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ting. Nummer 4 inneholder en seerregel for sé vidt
gjelder personopplysninger i en rettsavgjerelse
eller en mappe knyttet til en rettsavgjerelse.
Bestemmelsen foreskriver at retting, sletting og
sperring her skal skje i trdd med nasjonale retter-
gangsregler.

Av artikkel 5 fremgar det at medlemslandene
skal fastsette egnede tidsfrister for sletting av per-
sonopplysninger eller for periodisk gjennomgang
av behovet for lagring. Videre skal det fastsettes
prosessuelle regler for 4 sikre overholdelse av fris-
tene.

Artikkel 6 fastsetter at saerlige opplysningskate-
gorier, som opplysninger om etnisk opprinnelse,
politisk stésted, religios eller politisk overbevis-
ning, bare skal kunne behandles nér det er strengt
nedvendig og nasjonal rett tilbyr adekvate sikker-
hetsgarantier.

Artikkel 8 foreskriver at medlemslandene skal
ta rimelige skritt for & sikre at upresise, ufullsten-
dige eller utdaterte personopplysninger ikke over-
leveres eller gjores tilgjengelige for andre stater.
For dette formal skal de kompetente myndigheter
sa langt som mulig pé forhand kvalitetssikre opp-
lysningene og inkludere opplysninger som mulig-
gjor en vurdering av opplysningenes kvalitet i mot-
takerstaten. For det tilfelle at personopplysninger
overleveres uoppfordret, skal mottakerstaten uten
opphold vurdere om opplysningene er ngdvendige
ut fra forméalet med overleveringen.

Artikkel 11 inneholder seaerlige regler om
sekundaerbehandling av opplysninger mottatt fra
en annen medlemsstat. Foruten & oppfylle vilka-
rene for sekundarbruk i artikkel 3, ma behandlin-
gen tjene sarlige formal, blant annet forebygging,
etterforskning og avdekking av straffbare handlin-
ger eller avverging av en umiddelbar og alvorlig
fare for offentlig sikkerhet. I tillegg apnes det for at
opplysningene kan brukes til andre formal dersom
avsendende stat eller den registrerte selv samtyk-
ker.

Artikkel 16 palegger medlemslandene 4 sikre at
den registrerte informeres i samsvar med nasjonal
rett informeres om at det behandles opplysninger
om ham. Nar opplysningene overferes mellom
medlemsstater, kan en stat anmode den andre om
ikke & informere den registrerte.

Artikkel 17 regulerer retten til innsyn. Av num-
mer 1 fremgar det at rettssubjektet har krav pa

enten, etter foresporsel, 4 motta bekreftelse fra den
behandlingsansvarlige om hvorvidt opplysninger
om vedkommende har blitt utlevert eller gjort til-
gjengelige og informasjon om mottaker og hvilke
opplysninger som blir behandlet («direkte inn-
syn») eller bekreftelse fra nasjonal tilsynsmyndig-
het om at de nedvendige kontroller har funnet sted
(«indirekte innsyn»). Nummer 2 apner for mulig-
het til & gjore unntak fra retten til direkte innsyn,
nar dette er et nedvendig og proporsjonalt tiltak for
4 ivareta visse hensyn, herunder hensynet til etter-
forskningen, nasjonal sikkerhet og rettighetene til
tredjemann.

Artikkel 19 regulerer den registrertes rett til
erstatning ved ulovlig behandling av personopplys-
ninger eller brudd pa nasjonale bestemmelser som
gjennomferer rammebeslutningen.

Artikkel 20 palegger medlemslandene & sikre
tilgang til rettsmidler ved brudd pa rettighetene
som gjennomferer rammebeslutningen.

Artikkel 21 inneholder regler om taushetsplikt.
Bestemmelsens nummer 1 foreskriver at bare
kompetent myndighet kan behandle opplysninger
som faller inn under rammebeslutningens anven-
delsesomrade, med mindre andre myndigheter er
rettslig forpliktet til det. Med kompetent myndig-
het siktes det til myndighet opprettet ved en
rettsakt vedtatt av Ridet i medhold av EU-traktaten
avsnitt VI og politi, toll, judisiell eller annen kompe-
tent myndighet i medlemsstatene som er autori-
sert etter nasjonal rett til 4 behandle personopplys-
ninger innenfor rammebeslutningens anvendelses-
omrade, jf. definisjonen i artikkel 2 bokstav i. Av
nummer 2 folger det at personer som jobber for
kompetent myndighet skal vaere bundet av de per-
sonvernregler som gjelder for den relevante kom-
petente myndighet. Dette gjelder ikke bare
ansatte, men ogsé personer som tar oppdrag eller
utferer tjenester for vedkommende myndighet.

Artikkel 25 fastsetter at en uavhengig nasjonal
myndighet skal fore tilsyn med anvendelsen av
nasjonale bestemmelser som gjennomferer ram-
mebeslutningen. Bestemmelsen lister opp hvilke
funksjoner et slikt organ skal eller kan ha.

Den norske oversettelsen av rammebeslutnin-
gen i tredje spyle folger som vedlegg i proposisjo-
nen og henvisningene til de ulike artiklene senere
i proposisjonen er hentet derfra.
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5 Lovgivningeniandre land

5.1 Innledning

Etter vedtakelsen av rammebeslutningen om per-
sonvern i tredje soyle mé det legges til grunn at
EU-landene vil tilpasse lovgivningen pa dette omra-
det. Dette vil medfere at lovgivningen om behand-
lingen av opplysninger i politiet og patamyndighe-
ten etter hvert vil veere noksa lik i de landene som
det er naturlig & sammenligne Norge med. Etter
hva departementet kjenner til har verken Danmark
eller Sverige funnet grunn til 4 foreta vesentlige
endringer i forbindelse med ratifiseringen av ram-
mebeslutningen. Derimot har Sverige i slutten av
2007 sendt pa hering forslag til ny lov om behand-
ling av personuppgifter i polisens brottsbekim-
pende verksamhet, jf. Ds 2007:43. Departementet
vil i det folgende gi en oversikt over lovgivningen i
Danmark og Sverige, herunder vil man kort skis-
sere hva som er det vesentlige innholdet i det nye
lovforslaget i Sverige.

5.2 Danmark

5.2.1 Persondataloven

Tidligere hadde Danmark forskjellige lover for
personregistre i privat sektor og registre i offentlig
sektor. I offentlig sektor matte det innhentes tilla-
telse fra statsraden for 4 opprette et register. For
registre med «fortrolige» opplysninger matte det i
tillegg opprettes forskrifter for bruk av registeret.
Politiets registre ble ansett & innholde fortrolige
opplysninger, og alle hadde hjemmel i forskrift.

I dag reguleres all behandling av personopplys-
ninger, herunder politiets og patalemyndighetens
behandling av opplysninger, av persondataloven av
31. mai 2000. Persondataloven tilsvarer den norske
personopplysningsloven, og er basert pa person-
verndirektivet. Persondataloven er preget av at
Danmark tidligere hadde to lover, og det er flere
spesialbestemmelser for behandling av personopp-
lysninger i offentlig sektor. Innholdsmessig avvi-
ker de ikke i noen sarlig grad fra bestemmelsene
som gjelder for privat sektor, men ordlyden er
bedre tilpasset forvaltningens oppbygning. Det er

ogsa vedtatt en egen forskrift, nr. 528 av 15. juni
2000, om sikkerhetsforanstaltninger offentlige
myndigheter skal ivareta i forbindelse med
behandlingen av personopplysninger i den offent-
lige forvaltning.

I henhold til persondataloven kapittel 12 skal
alle behandlinger innenfor den offentlige forvalt-
ningen, herunder politiets registre, meldes til
Datatilsynet. Meldesystemet skal gjore det mulig
for Datatilsynet & kontrollere behandlingene, sam-
tidig som det skaper apenhet om behandlingene
overfor borgerne. I utgangspunktet er alle meldin-
ger offentlige og tilgjengelige pa Datatilsynets
hjemmesider. Den enkelte kan se hvem som er
behandlingsansvarlig, formalet med behandlin-
gen, fi en generell oversikt over behandlingen, se
hvilke opplysninger som behandles, hvem som er
mottakere av opplysningene, tidspunkt for sletting
av opplysningene, sikkerhetstiltak med videre. Det
er imidlertid gjort unntak fra offentligheten der-
som det er nedvendig for forebygging, oppklaring
og forfelgning av lovbrudd. Kommer unntaket til
anvendelse, unntas kun de «nedvendige» delene
fra offentligheten, mens resten av meldingen er til-
gjengelig. Datatilsynet er kontrollorgan for politi-
ets behandlinger, og har ogsa tilgang til opplysnin-
gene som er unntatt offentligheten.

Meldinger som inneholder opplysninger om
rent private forhold, som rasemessig eller etnisk
bakgrunn, politisk, religios eller filosofisk overbe-
visning, fagforeningstilherighet, opplysninger om
helsemessige eller seksuelle forhold, opplysninger
om straffbare forhold, sosiale problemer med
videre, skal godkjennes av Datatilsynet for behand-
lingen starter.

Kun to behandlinger hos det danske politiet er
seerskilt regulert i lovverket; kriminalregisteret, se
punkt 5.1.2, og DNA-registeret. Alle andre registre
reguleres av persondataloven og meldes til Datatil-
synet.

Rikspolischefen er agverste politimyndighet, og
behandlingsansvarlig for politiets sentrale regis-
tre. Som behandlingsansvarlig for de sentrale
behandlingene, har Rikspolischefen en viss kon-
troll over politiets behandling av personopplysnin-
ger. Det enkelte distrikt har likevel stor frihet til &
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opprette registre, sa lenge de holder seg innenfor
persondatalovens bestemmelser.

Nar det gjelder reguleringen av behandlingen
av personopplysninger er utgangspunktet at poli-
tiet mé folge de alminnelige reglene i persondatalo-
ven. Det finnes imidlertid noen spesialbestemmel-
ser. Det rettslige grunnlaget for at politiet kan
behandle opplysninger i sin virksomhet finnes i
persondataloven § 6. Av § 7 stk. 6 fremgér det at det
er adgang til 4 behandle sensitive personopplysnin-
ger, dersom behandlingen er nedvendig av hensyn
til offentlige myndigheters ivaretakelse av sine
oppgaver pa det strafferettslige omradet.

Det er ikke gjort unntak fra de alminnelige
behandlingsreglene. I henhold til persondataloven
§ 5 skal opplysningene kun brukes til uttrykkelig
angitte og saklige formal, opplysningene skal vaere
relevante og tilstrekkelige, og ikke omfatte mer
enn det som er nedvendig ut fra formalet. Det skal
foretas nedvendig kontroll for & sikre at det ikke
behandles uriktige eller villedende opplysninger,
og at opplysningene ajourferes.

Den registrertes rettigheter er begrenset i for-
hold til lovens alminnelige utgangspunkt. Kapittel
8 om informasjonsplikt overfor den registrerte
kommer ikke til anvendelse, jf. persondataloven
§ 2 stk. 4. Videre kan det gjores unntak fra innsyns-
retten, der den registrertes interesse mé vike for
forebyggelse, etterforsking, avslering og rettsfor-
folgning i straffesaker, jf. persondataloven § 32, jf.
§ 30.

Politiet er gitt en saerskilt rett til 4 overfere opp-
lysningene til tredjeland, dersom det er nedvendig
for & forebygge, etterforske og forfolge straffbare
handlinger, fullbyrde straff eller beskytte siktede,
vitner eller andre i saker om strafferettslig forfolg-
ning.

Endelig nevnes at persondatalovens bestem-
melser om tilsyn kommer til anvendelse ogsé i for-
hold til politiet. Dette innebzerer at Datatilsynet av
eget tiltak, eller etter klage fra en registrert, skal
pase at behandlingen av opplysninger finner sted i
overensstemmelse med loven og regler utstedt i
medhold av den, jf. § 58. Datatilsynets paleggskom-
petanse i forhold til offentlige myndigheter er
regulert i § 60, der det gis en opplisting av de
bestemmelsene i persondataloven som tilsynet kan
gi palegg om. Til disse herer blant annet informa-
sjonsplikt, innsyn, samt retting og sletting. Videre
fremgar det av § 60 stk. 2 at Datatilsynet med hen-
blikk pa de bestemmelsene som ikke er nevnti § 60
avgir uttalelse overfor den myndighet som har
ansvaret for behandlingen.

5.2.2 Kriminalregisteret

Kriminalregisteret er en av de databasene som er

seerskilt regulert i forskrift. Det rettslige grunnla-

get for kriminalregisteret er persondataloven § 72,

jf. § 32, der statsraden har fatt myndighet til i seer-

skilte tilfeller & fastsette neermere regler for
behandlinger som utferes av den offentlige forvalt-
ningen. Arsaken til seerreguleringen er at opplys-
ningene fra registeret ogsa kan brukes av private.

Kriminalregisteret bestér av en «afgerelsesdel»
og en «efterforskningsdel», som reguleres paral-
lelt i forskriften. Fordi registeret er todelt, har det
flere formal:

— 4 registrere avgjorelser til bruk i strafferetts-
pleien,

— atjene som internt arbeidsregister i politiet,

— & danne grunnlag for utskrift av straffattester
og andre meddelelser til bruk i strafferetts-
pleien, til privat bruk og til bruk for andre myn-
digheter,

— & danne grunnlag for kriminalstatistikk,

— 4 danne grunnlag for seknader om dansk stats-
borgerskap.

Hvilke opplysninger som kan lagres i de to delene,
er uttemmende regulert i forskriften. I avgjerelses-
delen registreres opplysninger om personer som
det er truffet avgjerelse om i straffesaker. I etter-
forskingsdelen registreres opplysninger som er av
politimessig betydning. Det er identifikasjonsopp-
lysninger, saksopplysninger, etterlysningsopplys-
ninger, opplysninger om siktelser, frihetsberovel-
ser og avgjorelser, sarlige typer innberetninger
(for eksempel forerkortsaker), opplysninger om
mistede legitimasjonspapirer og opplysninger om
permisjon fra soning. I tillegg finnes det en uttem-
mende liste over 32 aktualitetsanmerkninger som
kan registreres pa en person, uavhengig av om en
sak verserer. En aktualitetsanmerkning kan for
eksempel vaere «bevaepnet med skytevapen». I til-
legg kan politiet registrere diverse anmerkninger
pa en person, som for eksempel at foto finnes. Poli-
tiet er pa visse vilkar gitt anledning til & registrere
opplysninger om barn under den kriminelle laval-
der i kriminalregisteret.

Kriminalregisteret har sveert detaljerte slette-
regler, hvor det differensieres mellom de forskjel-
lige opplysningene. Slettingen skjer automatisk.

Det er ogsé detaljerte regler om adgangen til &
utlevere opplysningene, bade til den registrerte, til
private, til forskningsbruk og til andre offentlige
myndigheter. Blant annet hentes opplysninger til
politiattester fra Kriminalregisteret.
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5.3 Sverige

5.3.1 Innledning

Sverige har gjennomgétt sine politiregistre grun-
dig fra midten av 1990-drene og frem til i dag. Det
ble fremsatt flere lovforslag i 1998, samme ar som
personuppgiftslagen (1998:204), basert pa person-
verndirektivet, ble vedtatt. Utgangspunktet er at
personuppgiftslagen gjelder all behandling av per-
sonopplysninger i politiet og patalemyndigheten.
De registre som Rikspolisstyrelsen er ansvarlige
for, reguleres i tillegg av polisdatalagen. Polisdata-
lagen inneholder kun szerbestemmelser for politi-
ets behandling av personopplysninger, og utfylles
av personuppgiftslagen.

Belastningsregisteret og mistankeregisteret er
pa bakgrunn av sin sentrale betydning for politiet
og offentlige myndigheter skilt ut i egne lover, selv
om Rikspolisstyrelsen er ansvarlig.

De registrene/behandlingene som ikke er seer-
skilt regulert, faller inn under personuppgiftsla-
gen, og er meldepliktige til Datainspektionen pa lik
linje med andre behandlinger og registre. De gene-
relle bestemmelsene i1 personuppgiftslagen om
informasjonssikkerhet og internkontroll gjelder
for politiet, og det ble ikke ansett nedvendig med
serbestemmelser. I tillegg har Datainspektionen
samme Kkontrollmyndighet overfor politiet som
den har overfor alle andre offentlige myndigheter
og private behandlingsansvarlige.

Til tross for at Sverige har gjort store endringer
i sine lover om politiets registre, ble det fremmet
en ny offentlig utredning om behandling av opplys-
ninger i politieti 2001 (SOU 2001:92). Forslaget ble
sendt pa hering, men fikk en blandet mottakelse av
heringsinstansene. Under det videre arbeid med
forslaget kom man frem til forslaget matte under-
gis sd mange endringer og tilfeyelser at man kon-
kluderte med & utarbeide et nytt forslag. Forslaget
til ny lov om behandling av personuppgifter i poli-
sens brottsbekdmpande verksamhet, jf. Ds
2007:43, ble sendt pa hering i 2007 og er na under
behandling i det svenske Justisdepartementet.
Hovedinnholdet i det nye lovforslaget vil bli naer-
mere omtalt i punkt 5.2.4.

5.3.2 Belastningsregister og mistanke-
register

For revisjonen av politiregistrene, hadde Sverige et

person- og belastningsregister, som n& har blitt

erstattet av ett belastningsregister og ett mistanke-

register.

Formalet med belastningsregisteret er a gi infor-
masjon om ilagte straffer. Opplysningene i registe-
ret er ngdvendige hos politiet og tollmyndigheter
for & forebygge, oppdage og etterforske lovbrudd,
hos patalemyndigheten for & avgjere spersmél om
etterforsking eller tiltale og hos domstolene for &
avgjere straffeutmalingen og type straff. Opplys-
ningene i registeret skal ogsid kunne brukes av
politiet og andre myndigheter ved «Jdmplighets-
provning, tilstindsprévning og annan prévning»
som angis i lov eller forskrift, samt i de tilfeller det
er av sarskilt betydning for den enkeltes virksom-
het.

Mistankeregisteret fores for a gi enkel tilgang til
opplysninger om skjellig grunn til mistanke som
politiet og tollmyndighetene trenger i sin virksom-
het for & samordne etterforsking mot en mistenkt
person. Registeret brukes ogsa til & forebygge,
oppdage og utrede lovbrudd, og hos patalemyndig-
heten for & fatte beslutning om etterforsking og til-
tale. Registeret kan ogsa brukes av andre myndig-
heter ved «lamplighetsprévning, tilstindsprévning
eller annan prévning» som angis i lovverket, eller
til andre formal som er av sarskilt betydning for
organets virksomhet.

5.3.3 Polisdatalagen
5.3.3.1 Generelt om polisdatalagen

Polisdatalagen gjelder for de registre som Rikspo-
lisstyrelsen er ansvarlig for. Loven er som nevnt
bygget pa personuppgiftslagen, og inneholder kun
de spesialbestemmelser som er nedvendige for
politiets virksomhet. Loven anvender derfor ikke
registerbegrepet. Loven regulerer behandling av
personopplysninger i politiets virksomhet nar for-
maélet er &

— forebygge lovbrudd og andre brudd pa den of-
fentlige orden og sikkerhet,

— overvake den offentlige orden og sikkerhet, for-
hindre forstyrrelser og kunne gripe inn nar en
overtredelse har skjedd,

— bedrive spaning og utredning ved lovbrudd
som er underlagt offentlig patale.

Det ble ikke ansett nedvendig at loven omfattet
behandling av «polismyndighetsdrend», politiets
hjelpende virksomhet eller politiets interne admi-
nistrasjon. Her gjelder den alminnelige personupp-
giftslagen. Loven gjelder heller ikke for telefonav-
lytting eller kameraovervaking, da disse er ser-
skilt regulert i den svenske prosesslovgivningen.
Selv om polisdatalagen skal veere en generell
lov, har det veert nedvendig med sarskilt regule-
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ring av noen registre/systemer. I folge forarbei-
dene er arsaken opplysningenes karakter, her-
under  kriminaletterretningsopplysninger  og
«kvarstiende brottsmistanker».

Politiet plikter ikke 4 informere den registrerte
om at politiet behandler den registrertes person-
opplysninger. For polisdatalagen folger dette av
unntakene i personuppgiftslagen, for mistankere-
gisteret og belastningsregisteret folger det direkte
av de respektive spesiallovene og i andre tilfeller
folger det av taushetspliktsbestemmelser.

Det finnes heller ingen seerskilt regulering hva
gjelder retting og sanksjoner, slik at bestemmel-
sene i personuppgiftslagen gjelder fullt ut. Sletting
av opplysninger er derimot serskilt regulert. Det
skilles mellom opplysninger som behandles i etter-
forskingen og annen behandling av personopplys-
ninger. Etterforskingsdokumenter lagres i hen-
hold til arkivlovgivningen. Andre opplysninger
slettes nar det ikke lenger er behov for opplysnin-
gene, altsd samme regel som felger av personupp-
giftslagen.

Heller ikke for utlevering av opplysninger som
fores i1 henhold til polisdatalagen, ble det funnet
nedvendig med ytterligere reguleringer enn det
som folger av taushetspliktbestemmelsene, da
disse hindrer utlevering nér det er nedvendig ut fra
etterforskningshensyn. Regelen ma ses i sammen-
heng med belastningsregisteret og mistankeregis-
teret, da det er disse registrene som danner grunn-
laget for politiattester.

5.3.3.2 Behandling av opplysninger om
«kvarstdende brottsmisstankar»

Utgangspunktet er at opplysninger om at en per-
son er mistenkt for et lovbrudd kan lagres til tross
for at etterforskingen mot ham eller henne er
avsluttet, forutsatt at vedkommende forsatt er
skjellig mistenkt for lovbruddet og at opplysnin-
gene er ngdvendige for at saken skal kunne tas opp
pa nytt. Hensynet bak bestemmelsen er at opplys-
ninger ikke skal oppbevares lenger enn det som er
nedvendig. Sa lenge det er skjellig grunn til mis-
tanke, kan opplysningene behandles. Typisk
eksempel vil vaere en sak som er henlagt pa grunn
av bevisets stilling. Motsetningsvis innebarer
regelen at dersom tiltale mot en person er trukket
eller funnet ugyldig, skal opplysninger om perso-
nen ikke kunne behandles i annet enn spesielle til-
feller. Det er derfor ikke anledning til & registrere
opplysningene i mistankeregisteret.

5.3.3.3 Fingeravtrycks- og signalementsregister

Det folger av svensk straffeprosesslovgivning at
det alltid skal tas fingeravtrykk og fotografi av per-
soner som blir arrestert for lovbrudd, og i enkelte
tilfeller ogsa av personer som blir anholdt. Fer
gjennomgangen av politiregistrene ble fingerav-
trykk og fotografier fort i to registre: Fingerav-
trykksregisteret og Signalements- og kjennetegns-
registeret. I fingeravtrykksregisteret finnes ogsa
fingeravtrykk som tas i henhold til den svenske
utlendingskontrolloven.

I polisdatalagen apnes det for at det fores et
register til identifikasjon av personer i forbindelse
med lovbrudd. Registeret inneholder fingerav-
trykk, foto og signalement av mistenkte og demte
personer.

Siden registeret inneholder opplysninger om
mistenkte og demte personer, er det naturlig 4 ha
sletteregler som tilsvarer det som gjelder for mis-
tenkte og demte personer ellers. For mistenkte
personer slettes derfor identifikasjonsopplysnin-
gene samtidig som opplysninger slettes i mistanke-
registeret, eller hvis personene behandles som
«kvarstdende brottsmisstankar», slettes identifika-
sjonsopplysningene etter disse reglene. Identifika-
sjonsopplysninger om demte personer slettes sam-
tidig som opplysninger i belastningsregisteret.

5.3.3.4 Kriminalunderrdittelsesregister

For gjennomgangen av politiets registre, hadde det
svenske politiet kun manuelle kriminalunderrittel-
sesregistre. Med kriminalunderrittelse menes
den virksomhet som politiet bedriver for etterfor-
sking innledes. Det vil i korthet si at politiet samler
inn og bearbeider opplysninger om personer som
kan antas 4 egne seg til kriminell virksomhet, uten
at det finnes en konkret mistanke om lovbrudd.

Et generelt krav for at politiet skal kunne drive
enhver form for underrittelsesvirksomhet, er mis-
tanke om alvorlig kriminalitet. Med alvorlig krimi-
nalitet menes Kkriminalitet som har en minimums-
straff pa to ar eller mer.

Lovgivningen om politiets underrittelsesvirk-
somhet er basert pa at politiet skal foreta sikalte
«sdrskilda undersokninger>. Forméalet med en sd@r-
skilda undersokning er & gi grunnlag for beslutning
om etterforskning eller om saerskilte skritt skal tas
for & forebygge, forhindre eller oppdage lovbrudd.
I praksis sKkjer en sdrskild undersokning ved at poli-
tiet samler inn mengder informasjon om et mulig
straffbart forhold, for eksempel ved & forseke &
kartlegge narkotikaens veier med det siktemal 4 ta
en narkotikaliga. Store mengder opplysninger
samles inn; ogsa opplysninger om personer som
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ikke er mistenkte. Hensikten er at opplysningene
skal bearbeides og analyseres for a fa frem et til-
strekkelig beslutningsgrunnlag.

For & foreta sdrskild undersokning ma det veere
grunnlag for & anta at alvorlig kriminalitet er blitt
utevet eller kan komme til & uteves. Om den sdr-
skilda wundersokningen skal innledes eller ikke,
besluttes av overordnet politimyndighet. Beslut-
ningen skal inneholde opplysninger om formaélet
med behandlingen og de regler som ellers er ned-
vendig for & ivareta den enkeltes personlige inte-
gritet. Rikspolisstyrelsen skal fore en sentral liste
over alle sdrskilda undersokninger som er iverksatt.
Alle opplysninger som er nedvendig for formalet
kan registreres. Registreres en person som det
ikke er rettet noen mistanke mot, skal det noteres
at han ikke er mistenkt. Opplysningene fra en slik
undersekelse skal slettes senest ett ar etter at
beslutningen om undersekelsen er fattet.

I tillegg til de sdrskilda undersokningene har
politiet adgang til 4 ha et kriminaletterridtningsre-
gister. Her kan politiet registrere opplysninger de
mottar gjennom iakttakelser, tips eller spaning, det
vil si uten at det foretas en s@rskild undersokning.
Opplysningene skal til sammen danne grunnlaget
for en sarskilt undersekelse. For a registrere per-
sonopplysninger i registeret, ma politiet anta at
alvorlig kriminell virksomhet blir eller kan bli
begitt, og at den som registreres «skjilligen» kan
mistenkes for 4 ha utevet eller kan komme til &
uteve den kriminelle virksomheten. Alle opplysnin-
ger som knytter seg til forholdet kan registreres,
ogsa transportmidler og varer som kan antas & ha
sammenheng med alvorlig kriminalitet. Det er
apnet for at registeret ogsa kan brukes til strate-
gisk arbeid.

Opplysninger i kriminaletterritningsregisteret
skal slettes tre ar etter at siste opplysning om en
person er registrert. Justiticombudsmannen, Justi-
tiekansleren og Datainspektionen er kontrollorgan
for registeret.

5.3.4 Nyttforslag til lovom behandling av
opplysninger i politiets kriminalitets-
bekjempende virksomhet

5.3.4.1 Innledning

Som nevnt tidligere ble det i 2007 utarbeidet et for-
slag til ny lag om behandling av personuppgifter i
polisens  brotttsbekampande  verksamhet (Ds
2007:43, en promemoria), som skal erstatte polisda-
talagen og polisdataforordningen. Forslaget ble
sendt pa hering i slutten av 2007, og det er etter det
opplyste enna ikke bestemt nar en proposisjon skal

fremmes. Formalet med lovforslaget er 4 hindre at
den personlige integritet krenkes gjennom
behandling av personopplysninger i politiets krimi-
nalitetsbekjempende virksomhet. I tillegg er det
foreslatt ny lov om polisens allménna spaningsregis-
ter, samt endringer i en rekke andre lover, her-
under i loven om belastningsregisteret, der man
inkorporerer endringer som felge av de nye lovfor-
slagene.

5.3.4.2 Hovedinnholdet i lovforslaget

I dette punkt gis det en kort beskrivelse av hoved-
innholdet i lovforslaget, mens man i punkt 5.2.4.3
vil gi en naermere beskrivelse av de mest sentrale
bestemmelsene.

Lovforslaget bestéar av fem kapitler. I kapittel 1
reguleres lovens formal og virkeomréade. Loven
skal gjelde ved all behandling av personopplysnin-
ger i politiets kriminalitetsbekjempende virksom-
het, bade innen Rikspolisstyrelsen, politimyndig-
hetene og Ekobrottsmyndigheten (svensk Oko-
krim). Enkelte bestemmelser vil ogsa gjelde opp-
lysninger om juridiske personer. Loven gjelder kun
opplysninger som helt eller delvis er elektroniske,
eller som inngér i et register. Som det norske for-
slaget skal loven ikke gjelde for manuelle opplys-
ninger. Behandling av opplysninger i belastnings-
registeret, mistankeregisteret, Schengen informa-
sjonssystem og passasjerregisteret skal fortsatt
reguleres i egne lover. Det samme gjelder spa-
ningsregisteret. Innsamling av personopplysnin-
ger gjennom hemmelig kameraovervéikning, tele-
fonavlytting med videre unntas ogsa fra lovens vir-
keomréde. Annen virksomhet utover kriminalitets-
bekjempelse, som politiets hjelpende virksomhet
eller interne administrasjon, vil fortsatt reguleres
av personuppgiftslagen.

I kapittel 2 gis det alminnelige bestemmelser
om behandling av personopplysninger i politiets
kriminalitetsbekjempende virksomhet, herunder
om forholdet til personuppgiftslagen. Det fremgar
av forslaget til kapittel 2 § 1 at loven skal gjelde i
stedet for personuppgiftslagen, med mindre noe
annet er bestemt i § 2 i samme kapittelet. I realite-
ten vil likevel fortsatt de fleste spersmal bli regu-
lert av personuppgiftslagen, idet § 2 lister opp 13
punkter der personuppgiftslagen fortsatt skal
gjelde. Dette gjelder blant annet personuppgiftsla-
gens bestemmelser om definisjoner, informasjons-
plikt, grunnleggende krav til behandlingen, ret-
ting, informasjonssikkerhet, utlevering til tredje-
land, sanksjonsregler og tilsyn.

Utover dette gis det i kapittel 2 neermere regler
om blant annet hvem som er behandlingsansvarlig,
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om formalet med behandlingen, om behandling av
sensitive opplysninger, om tilgang til og utlevering
av opplysninger og om sletting.

Kapittel 3 omhandler opplysninger som er
«gemensamt tilgingliga». Dette er et nytt begrep
som skal erstatte register- og databasebegrepet,
for dermed 4 sikre at loven blir teknologineytral.
Bestemmelsene i kapittel 3 gjelder i utgangspunk-
tet for alle registre som er felles tilgjengelige i den
kriminalitetsbekjempende virksomheten, med
mindre det finnes en egen lov om denne typen
registre. Reglene for behandling av disse opplys-
ningene er noe strengere enn for evrige opplysnin-
ger, ettersom de er tilgjengelige for en sterre
gruppe personer. Hvilke opplysninger som kan
gjores gemensamt tilgingliga er serlig angitt i
loven. For eksempel kan opplysninger som kan
antas 4 ha tilknytning til kriminell virksomhet med
en strafferamme pa ett ar eller mer, gjores gemen-
samt tillgingeliga i virksomhet som skal fore-
bygge, forhindre og oppdage forbrytelser. I tillegg
gis det relativt detaljerte regler om behandling av
opplysninger som er relatert til de ulike faser i en
kriminalsak (for eksempel i forbindelse med
anmeldelser og avsluttede férundersokningar).
Opplysninger som behandles av en enkelt tjeneste-
mann, eller innen en begrenset gruppe personer
regnes ikke som gemensamt tilg#ingliga, og vil der-
med reguleres av lovens alminnelige bestemmel-
ser.

I kapittel 4 gis det seerskilte regler om DNA-
registeret og Fingeravtrycks- eller signalementsre-
gister og hvitvaskingsregisteret, herunder om for-
malet, hvilke opplysninger som kan behandles,
samt regler om tilgang, utlevering av opplysninger
og sletting.

Kapittel 5 gjelder Sidkerhetspolisens behand-
ling av opplysninger i deres kriminalitetsbekjem-
pende virksomhet, og Kkapittelet inneholder 17
paragrafer, der det igjen gis en relativt detaljert
regulering av de forhold som ogsa er regulert i
kapittel 3 og 4.

Som det fremgar av det ovennevnte er det
hovedsakelig to forhold som skiller det svenske
forslaget fra forslaget til ny politiregisterlov. For
det forste tar forslaget til politiregisterloven sikte
pa at loven gir en uttemmende regulering av politi-
ets og patalemyndighetens behandling av opplys-
ninger, mens det svenske forslaget i stor grad er
basert pa at bestemmelsen i den alminnelige per-
sonopplysningsloven ogsa kommer til anvendelse
for politiets behandling av opplysninger. For det
annet er det svenske lovforslaget i atskillig sterre
grad preget av en detaljregulering enn forslaget til
politiregisterloven. Mange av de bestemmelsene

som er foreslatt i det svenske lovforslaget, som for
eksempel om hvilke frister som gjelder for sletting,
er i forslaget til politiregisterloven foreslatt gitt i
forskriften.

5.3.4.3 Neermere om de sentrale bestemmelsene
i lovforslaget

I dette punkt gis det en kort beskrivelse av de
bestemmelsene i det svenske lovforslaget som
anses som de mest sentrale. Det minnes her om at
de fleste grunnleggende reglene, som for eksem-
pel krav til opplysningenes kvalitet, retting av urik-
tige opplysninger, informasjonssikkerhet mv. i
henhold til kapittel 2 § 2 reguleres av personupp-
giftslagen. De bestemmelsene som fremstilles i
dette punkt gjelder saledes forhold som man fant
grunn til & regulere seerskilt, og som enten skiller
seg fra eller kommer i tillegg til de generelle
reglene i personuppgiftslagen.

Det svenske lovforslaget angir uttemmende for
hvilke formél behandling av personopplysninger
kan skje, se kapittel 1 § 5. De primaere formaél er
1. & forebygge, forhindre og oppdage kriminell

virksomhet,

2. & utrede og patale forbrytelser,
3. & gjennomfoere internasjonale forpliktelser.

Personopplysninger kan dessuten alltid behandles
dersom det er nedvendig for rapportskriving eller
dersom opplysningene fremkommer i en anmel-
delse, og behandlingen er nedvendig for henleg-
gelsen. Loven angir ogsa for hvilke sekundaerfor-
mal opplysningene kan behandles. Videre kan opp-
lysninger alltid behandles der det folger av seerlig
lov eller forskrift. Sensitive personopplysninger, jf.
kapittel 1 § 8, kan kun behandles dersom det er
absolutt nedvendig for formalet med behandlin-
gen, og da kun som supplement til andre person-
opplysninger. Tilgangen til personopplysninger, jf.
kapittel 1 § 10, skal alltid begrenses til det hver
enkelt tjenestemann trenger for a4 kunne utfore
sine arbeidsoppgaver.

Det er Rikspolisstyrelsen og politimyndighe-
tene som er behandlingsansvarlige for myndighe-
tenes behandlinger, jf. kapittel 1 § 4. Behandlings-
ansvarlig skal pase at formalet med behandlingen
er lovlig, at opplysningene behandles pa korrekt
mate og at opplysningene er nedvendige, relevante
og korrekte.

Lovforslaget har egne utleveringsbestemmelser i
kapittel 2 §§ 12-17, som er unntak fra hovedregelen
om taushetsplikt i sekretesslagen (1980:100). Opp-
lysninger kan utleveres til utenlandsk myndighet
eller internasjonal organisasjon dersom det folger
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av en internasjonal konvensjon mv. For utlevering
av opplysninger til utlandet vises det ogsa til utleve-
ringsbestemmelser i sekretesslagen. Lovforslaget
apner ogsa for annen utlevering enn det som er
hjemlet i loven, men dette vil reguleres i forskrift.
For evrig vil annen utlevering, for eksempel utleve-
ring til andre offentlige organer, fortsatt reguleres
av sekretesslagen.

Det er mistanke- og belastningsregisteret som
danner grunnlaget for politiattester i Sverige.
Ettersom disse registrene fortsatt skal reguleres i
egne lover, vil det svenske lovforslaget, i motset-
ning til det norske, ikke inneholde regler om utle-
vering av opplysninger i form av utstedelse av poli-
tiattester.

Lovforslaget inneholder ogsa regler om opplys-
ningsplikt, se kapittel 2 §§ 15 og 16. Dersom politi-
eller patalemyndighet har behov for det i sitt krimi-
nalitetsforebyggende arbeid, skal de opplyses
hvorvidt en person forekommer i et register med
opplysninger om DNA-analyser. Det samme gjel-
der opplysninger fra fingeravtrykk- og signale-
mentsregisteret.

Videre er det gitt egne regler om direkte tilgang
til opplysninger, jf. kapittel 3 § 9. Nar det gjelder
gemensamt tilgdngliga opplysninger, gir lovforsla-
get de svenske kriminalitetsbekjempende myndig-
heter, det vil si Rikspolisstyrelsen, politimyndighe-
tene, OJkokrim, patalemyndigheten, tollverket,
kystvakten og skattemyndigheten, direkte tilgang
til politiets personopplysninger for sitt kriminali-
tetsbekjempende arbeid. Med direkte tilgang
menes at man har direkte tilgang til en annen virk-
somhets registre eller databaser, og dermed pa
egen hand kan seke etter informasjon, dog uten a
kunne pavirke innholdet i registeret eller databa-
sen. Neermere regler om slik direkte tilgang, her-
under hvilke begrensninger som skal gjelde for til-
gangen, vil bli gitt i forskrift.

Lovforslaget har egne bestemmelser om mer-
king av gemensamt tilgingliga opplysninger, jf.
kapittel 3 § 3. Opplysningene skal blant annet mer-
kes med det neermere formalet med behandlingen,
kildens troverdighet og opplysningens riktighet.
Videre er det seerlige begrensninger pa sek i disse
opplysningene. Av hensyn til personvernet kan
man ikke bruke sensitive opplysninger, som for
eksempel politisk eller religios overbevisning, som
sekebegrep ved sek i felles tilgjengelige opplysnin-
ger, jf. kapittel 3 § 5. Dette hindrer imidlertid ikke
at en persons utseende anvendes som sgkebegrep.
Dersom det i gemensamt tilgidngliga opplysninger
sokes pd navn, personnummer, firma, organisa-
sjonsnummer eller liknende, og seket ikke gjelder
en bestemt sak, eller skjer for 4 forebygge og for-

hindre alvorlig kriminell virksomhet, setter loven
begrensninger for hvilke opplysninger som kan
hentes ut.

Lovforslaget
regler om sletting.

Elektroniske personopplysninger som ikke er
gjort gemensamt tilgingliga, og som har Dblitt
behandlet i forbindelse med en sak, skal ifelge
kapittel 2 § 11 som hovedregel slettes senest ett ar
etter at saken ble avsluttet. Opplysninger som ikke
kan knyttes til en sak skal slettes senest ett ar etter
at de for forste gang ble behandlet elektronisk.

Det er ogsa foreslatt egne sletteregler for opp-
lysninger som er gjort gemensamt tilgingliga, jf.
kapittel 3 §§ 16 til 18. Gemensamt tilgzingliga opp-
lysninger om personer som kan antas 4 ha tilknyt-
ning til kriminell virksomhet skal slettes senest tre
ar etter utgangen av det kalenderéar da siste opplys-
ning ble registrert. Dersom opplysningene gjelder
en person som ikke er eller har veert mistenkt, skal
de slettes senest tre ar etter at opplysningene for-
ste gang ble registrert elektronisk. Opplysninger i
forbindelse med overvakning av personer som
antas 4 drive kriminell virksomhet skal slettes
senest ti ar etter utgangen av det kalenderar da
siste registrering ble gjort. Opplysninger innenfor
rammen av internasjonalt samarbeid skal slettes
senest ett ar etter at saken er avsluttet. Den tid ved-
kommende fullbyrder frihetsstraff eller liknende,
skal ikke regnes med i beregningen av slettefris-
ten. Opplysningene kan i serlige tilfeller oppbeva-
res lenger, og dette vil i sé fall reguleres naermere
i forskrift. Opplysninger i anmeldelser, forunder-
sokningar og andre utredninger som henlegges
skal slettes i henhold til arkivlagen (1990:782), og
er en viderefering av gjeldende rett.

Nar det gjelder tilsyn er det i Sverige Data-
inspektionen, som tilsvarer det norske Datatilsy-
net, som er tilsynsorganet for politiets og patale-
myndighetens behandling av opplysninger. Det
fremgér av kapittel 2 § 2 nr. 11 at neermere angitte
bestemmelser i personuppgiftslagen om tilsyns-
myndighetens befeyninger skal gjelde for behand-
ling av personopplysninger i politiets kriminalitets-
bekjempende arbeid. Dette innebaerer blant annet
at Datainspektionen har full paleggskompetanse i
forhold til politiet og patalemyndigheten.

For behandling av personopplysninger i Sdker-
hetspolisen er det Sikerhets- og integritetsskydds-
nimnden som forer tilsyn. Nemnda forer ogsa til-
syn med opplysninger som behandles i forbindelse
med hemmelige tvangsmidler.

Lovforslaget regulerer i tillegg i kapittel 5
behandling av personopplysninger i Sikerhetspoli-
sen. Bestemmelsene har i hovedsak det samme

inneholder videre detaljerte
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innhold som for, men bestemmelser om det tidli-
gere SAPO-registret foreslas skal utgid. Mange av
de bestemmelser som foreslas a gjelde for politiets
kriminalitetsbekjempende virksomhet for ovrig,
skal ogsa gjelde for Siakerhetspolisen. Det gjelder
blant annet bestemmelsene om forholdet til perso-
nuppgiftslagen, behandlingen av sensitive opplys-
ninger, tilgangen til opplysninger og utlevering av
opplysninger til utlandet. Loven angir uttemmende

for hvilke forméal Sikerhetspolisen kan behandle
opplysninger, bade primer- og sekundeerformal.
Som for politiet for evrig skilles det mellom gemen-
samt tilgingliga opplysninger og opplysninger
som er tilgjengelige for en mindre krets. Det fore-
slas endelig egne sletteregler for Sikerhetspoli-
sen, som imidlertid i det vesentlige er i samsvar
med de slettereglene som gjelder for det ovrige
politiet.
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6 Sentrale prinsipper og hensyn

6.1 Innledning

Ved utformingen av en ny lov om politiets og péta-
lemyndighetens behandling av opplysninger er det
flere sentrale prinsipper og hensyn som ma ivare-
tas. Internasjonale forpliktelser legger stadig
sterre foringer pa nasjonal lovgivning, og den
nasjonale personvernlovgivningen danner ytterli-
gere rammer for innholdet i lovforslaget. Det er
likevel pa det rene at politiets behandling av opp-
lysninger pa flere mater skiller seg fra andre offent-
lige organers behandling av opplysninger, jf. neer-
mere om dette i punkt 6.2. Siden politiets hoved-
oppgave er bekjempelse av kriminalitet, ligger det
i sakens natur at flere av prinsippene som ligger til
grunn for den alminnelige personvernlovgivnin-
gen ikke fullt ut kan komme til anvendelse i en poli-
tiregisterlov. Det er ogsa tatt heyde for denne for-
skjellen i de internasjonale regelsettene. Den stor-
ste utfordringen er derfor 4 finne en god
balansegang mellom hensynet til kriminalitetsbe-
kjempelsen pa den ene siden og hensynet til per-
sonvern pa den andre siden.

6.2 Hensynet til kriminalitets-
bekjempelsen

Kriminalitet er en trussel bade for den enkeltes
livskvalitet og livsutfoldelse og for samfunnet som
helhet. Befolkningen forventer at politiet bade opp-
klarer og avverger kriminalitet, og det er viktig &
pase at politiet har de virkemidler som trengs for &
ivareta denne funksjonen. Behandling av opplys-
ninger er en sentral faktor i politiets kamp mot kri-
minalitet, og informasjonsteknologien er blitt et
stadig viktigere arbeidsredskap. Hensynet til kri-
minalitetsbekjempelsen mé veie tungt ved utfor-
mingen av de regler som styrer politiets informa-
sjonsbehandling, idet man ellers kan risikere &
redusere politiets mulighet til 4 bekjempe krimina-
litet.

Det er ogsé nettopp hensynet til kriminalitets-
bekjempelsen som gjer at politiets behandling av
opplysninger i flere henseender er forskjellig fra
andre forvaltningsorganers behandling. For det

forste beror politiets behandling av opplysninger
som regel ikke pa samtykke fra den registrerte. I
mange tilfeller, som for eksempel kriminaletterret-
ning, vet den berorte overhodet ikke at politiet
behandler opplysninger om ham. Likeledes opp-
fatter de fleste det som ubehagelig & vite seg regis-
trert hos politiet, noe som har sammenheng med
at politiets informasjonsbehandling sjeldent resul-
terer i et gode for vedkommende. En annen
vesentlig forskjell er maten politiet innhenter opp-
lysninger pa. Mens de fleste offentlige organer
mottar sine opplysninger frivillig fra befolknin-
gens side, meoter politiet mer motstand. Politiet
har derfor fatt vide fullmakter til selv &4 innhente
opplysninger, herunder ved tvang. Méten opplys-
ningene innhentes pid medferer ogsd gjerne at
politiets opplysninger er av lavere kvalitet enn hos
andre forvaltningsorganer. For eksempel er tips,
vitneutsagn med videre ikke nedvendigvis kor-
rekte pa innsamlingstidspunktet. I tillegg plikter
ikke den mistenkte/siktede & forklare seg sannfer-
dig i egen sak, og vedkommende kan til og med
vaere interessert i at politiets opplysninger ikke er
korrekte. P4 denne bakgrunn er kvalitetssikring
av opplysninger en av politiets fremste oppgaver,
og kvalitetssikring av innhentede opplysninger er
et viktig moment for spersmaélet om den videre
bruk av opplysningene.

6.3 Legalitetsprinsippet, forutbereg-
nelighet og forholdsmessighet

Legalitetsprinsippet og krav til forutberegnelighet
gjor seg i seerlig grad gjeldende ved politiets infor-
masjonsbehandling. Det sentrale personvernretts-
lige prinsippet om selvraderett over egne person-
opplysninger gjelder, av hensyn til kriminalitetsbe-
kjempelsen, i all hovedsak ikke for politiets
behandling. Siden behandling av personopplysnin-
ger uten samtykke méa anses som et inngrep i bor-
gernes privatsfeere, folger det av legalitetsprinsip-
pet at en slik behandling ma ha hjemmel i lov eller
forskrift. For & ivareta hensynet til forutberegnelig-
het pa en god mate, er det i tillegg viktig 4 pase at
hjemmelen i tilstrekkelig grad er klar og presis.
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Til tross for at hensynet til kriminalitetsbekjem-
pelsen tilsier at det hjemles slike inngrep, mé ogsa
hensynet til personvernet ivaretas. Ved siden av
rettighetsgarantier for den enkelte, jf. neermere om
dette i punkt 6.5, er det derfor viktig 4 serge for at
det er forholdsmessighet mellom kriminaliteten
som bekjempes og det inngrep som gjores i den
enkeltes personvern.

Hensynet til legalitetsprinsippet, forutberegne-
lighet og forholdsmessighet er i det alt vesentlige
sammenfallende med prinsippene i EMK artikkel
8, og det vises til det som er sagt i punkt 4.3.1.

6.4 Formalsbestemthets- og ngdven-
dighetsprinsippet

Formalbestemthetsprinsippet er et sentralt person-
vernrettslig prinsipp som géar ut pa at personopplys-
ninger kun kan benyttes til konkret angitte formal
som er saklig begrunnet i den behandlingsansvarli-
ges virksomhet og administrasjon. Prinsippet er tuf-
tet pa at individet har selvraderett over egne per-
sonopplysninger. Siden prinsippet om fri radighet
over personopplysninger ikke kan gjennomferes
fullt ut i et moderne samfunn, er det i stedet satt
visse skranker for behandlingen, hvor kjernen er
kravet om et konkret angitt formal. Forméalbestemt-
hetsprinsippet skal skape forutberegnelighet for
den enkelte, ved & gi klarhet og oversikt over
behandlingene.

En viktig folge av formalsbestemthetsprinsip-
pet er grensen for sakalt sekundeerbruk av opp-
lysningene, det vil si at opplysningene brukes til
andre formél enn det de opprinnelig var samlet
inn til. Opplysningene kan ikke brukes til formél
som er uforenlige med innsamlingsformalet, med
mindre den registrerte samtykker, eller det er
fastsatt i lov eller i medhold av lov, jf. ogsé lovfor-
slag til § 4.

Nodvendighetsprinsippet star i naer sammen-
heng med prinsippet om formalsbhestemthet. Nod-
vendighetsprinsippet er et giennomgaende person-
vernprinsipp, og innebarer at en behandling aldri
skal veere mer omfattende enn det som er nedven-
dig ut fra formalet. Prinsippet er blant annet nedfelt
i personopplysningsloven § 8. Nodvendighetskra-
vet representerer en begrensning i flere relasjoner
ved behandling av opplysninger. Prinsippet setter
blant annet skranker for hvilke personer som kan
registreres, hvilke typer opplysninger som kan
registreres om personen, hvor lenge opplysningen
kan oppbevares og hvem som far tilgang til opplys-
ningen. I tillegg kan nedvendighetsprinsippet med-

fore krav, som for eksempel at en behandling ma
ha de sikkerhetsforanstaltninger som er nedven-
dige ut fra formaélet.

6.5 Den enkeltes rettigheter

Den enkeltes rettigheter kommer forst og fremst
til uttrykk i form av innsynsretten, retten til 4 fa ret-
tet og slettet uriktige opplysninger samt retten til
klage. Disse rettighetene er en viktig del av person-
vernet og spiller regelmessig en sentral rolle ved
utforming av regelverk som gjelder behandling av
personopplysninger. Innsynsretten er den mest
sentrale av disse rettighetene, idet den er en
grunnleggende forutsetning for 4 kunne kontrol-
lere om de registrerte opplysningene er korrekte
og i samsvar med lovens vilkar. Krav om retting og
sletting, samt adgangen til 4 klage, er derfor avhen-
gig av retten til innsyn.

Nar det gjelder politiets behandling av person-
opplysninger, vil det i praksis ikke veere mulig a
gjennomfere en innsynsrett uten begrensninger.
Det ville naermest bli umulig 4 bekjempe kriminali-
tet dersom de registrerte skulle ha innsyn i alle
opplysninger pa ethvert tidspunkt. Dernest kan
hensynet til andre involverte, som for eksempel
kilder, tilsi at det ikke gis innsyn.

Pi denne bakgrunn vil det veere nedvendig a
gjore unntak fra innsynsretten i de tilfellene der
innsyn kan skade kriminalitetsbekjempelsen eller
andre involverte personer. Den registrertes rettig-
heter vil imidlertid likevel kunne ivaretas gjennom
kontrollordninger, se punkt 6.6. I tillegg ma det
fremgéa av regelverket i hvilke tilfeller det kan bli
aktuelt & bli registrert uten at det gis innsyn, slik at
dette er forutberegnlig for den registrerte.

6.6 Kontroll og datasikkerhet

Siden flere av de sentrale personvernhensynene
ma vike for hensynet til kriminalitetsbekjempel-
sen, er det saerlig viktig a4 etablere gode kontroll-
ordninger. Den europeiske menneskerettighets-
domstolen har slatt fast at uavhengige kontrollor-
ganer er en forutsetning for behandlinger der den
registrerte ikke har innsynsrett. Nar et uavhengig
kontrollorgan kan kontrollere opplysninger som er
unntatt fra innsyn, vil det gi en tilfredsstillende
garanti for at behandlingen skjer pa lovlig mate.
Viktigheten av gode kontrollordninger gjor seg
imidlertid ogsé gjeldende der den registrerte har
innsynsrett, idet politiets behandling av opplysnin-
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ger i mange tilfelle i seg selv méa anses inngripende ninger hva gjelder informasjonssikkerhet og

og belastende for den enkelte. internkontroll, jf. neermere om dette i kapittel 10.
I tillegg til eksterne kontrollordninger er det av

vesentlig betydning & etablere betryggende ord-
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7 Lovens formal og definisjoner

7.1 Lovens formal

7.1.1 Utvalgets forslag

Utvalget foreslar en egen formalsbestemmelse,
som gir anvisning pa hvilke sentrale hensyn loven
skal ivareta. Utvalgets forslag til § 1 gar ut pa at for-
malet med loven er & bidra til god behandling av
opplysninger i politiet og patalemyndigheten og en
effektiv losning av politiets og patalemyndighetens
oppgaver. For 4 ivareta de personvernsmessige
hensyn er det videre foreslitt at formalet med
loven ogsa er a bidra til 4 beskytte personvernet og
a skape forutberegnelighet for den enkelte.

7.1.2 Horingsinstansenes syn

Ingen av heringsinstansene hadde innvendinger
mot forslaget, men Norsk forening for kriminalre-
form (KROM) gir uttrykk for at det allerede i
denne bestemmelsen blir klart at man har vektlagt
kriminalitetsbekjempelsen i uforholdsmessig stor
grad og at personvernet ikke er tillagt seerlig stor
vekt. Den Norske Advokatforening uttaler at balan-
sen mellom de overordnede hensyn, slik de kom-
mer til uttrykk i utvalgets forslage til § 1, synes a
veere godt ivaretatt i lovforslaget.

7.1.3 Departementets vurdering

Departementet er enig at loven ber ha en formals-
bestemmelse som tilkjennegir at lovens formal er &
bidra bade til & fremme kriminalitetshekjempelsen
og personvernet. Formalet vil her som ellers veere
et moment ved tolkingen av lovens evrige bestem-
melser, noe som serlig gjelder ved de bestemmel-
sene som legger opp til en skjennsutevelse. Det er
ogsa viktig at politiets og patalemyndighetens
behandling av opplysninger er forutberegnelig for
den enkelte ved at regelverket gir klar anvisning pa
vilkarene for registrering, og hvilke opplysninger
det er adgang til & registrere.

Departementet finner imidlertid ikke grunn til
4 viderefore utvalgets forslag om at formalet med
loven er & bidra til «god behandling av opplysnin-
ger i politiet og patalemyndigheten». Begrepet
«god behandling» fremstir som upresist og er

etter departementets oppfatning ikke egnet til &
vaere et eget formal. Dernest vil en «god behand-
ling» regelmessig vare enshetydende med at
behandlingen er i samsvar med loven, noe man
ikke behever a gi uttrykk for i en formélsbestem-
melse.

7.2 Definisjoner

7.2.1
7.2.1.1

Personopplysning

Nasjonale og internasjonale rammer for
lovgivningen
Personopplysningsloven § 2 nr. 1 har felgende defi-
nisjon av personopplysning: «[o]pplysninger og
vurderinger som kan knyttes til enkeltperson».

I personverndirektivet artikkel 2 er personopp-
lysning:

«[e]nhver opplysning om en identifisert eller
identifiserbar person («den registrerte»); en
identifiserbar person er en som direkte eller
indirekte kan identifiseres, saerlig ved hjelp av
et identifikasjonsnummer eller ett eller flere
elementer som er saregne for personens
fysiske, fysiologiske, psykiske, ekonomiske,
kulturelle eller sosiale identitet». Dette utdypes
i direktivets fortale punkt 26, hvor det star:
«Prinsippene om beskyttelse mé gjelde enhver
opplysning om en identifisert eller identifiser-
bar person. Nar det skal avgjeres om en person
er identifiserbar, ber alle hjelpmidler vurderes
som det er rimelig & ta i bruk for a identifisere
vedkommende, enten av en behandlingsan-
svarlig eller av en annen person. Prinsippene
om beskyttelse far ikke anvendelse pa opplys-
ninger som er gjort anonyme pa en slik méate at
den registrerte ikke lenger kan identifiseres».

I Europaradets politirekommandasjon benyttes
begrepet «personal data» i fortalen som «any infor-
mation relating to an identified or identifiable indi-
vidual». Det sies videre at «[a]n individual shall not
be regarded as «identifiable» if identification requi-
res an unreasonable amount of time, cost and man-
power». Det folger av kommentarene til rekom-
mandasjonen punkt 22 at om noen er identifiser-
bare skal vurderes objektivt, men at politiets til-
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gjengelige identifikasjonsmetoder, som fingerav-
trykkteknikker, stemmegjenkjenning, eksistens i
database med videre, ma tas i betraktning.

I rammebeslutning om personvern i tredje
seyle er begrepet definert i artikkel 2 bokstav a,
som lyder:

«personopplysning»: enhver opplysning om en
identifisert eller identifiserbar person («den
registrerte»); en identifiserbar person er en
som direkte eller indirekte kan identifiseres,
seerlig ved hjelp av et identifikasjonsnummer
eller ett eller flere elementer som er seregne
for personens fysiske, fysiologiske, psykiske,
okonomiske, kulturelle eller sosiale identitet.»

7.2.1.2  Utvalgets forslag

Utvalget gar inn for 4 definere personopplysning
som «opplysning og vurdering som kan knyttes til
fysisk person», jf utvalgets utkast til § 2 nr. 1. Utval-
get gjor i pkt. 9.2.2 i utredningen naermere rede for
personopplysningsbegrepet, og vurderer her-
under om det er grunn til & gjere avvik fra den for-
stielsen og den praksis som falger av personopp-
lysningsloven. Utvalget konkluderer med at det i
politiregisterloven ma legges til grunn en vid for-
staelse av begrepet personopplysning, og define-
rer pd denne bakgrunn begrepet personopplys-
ning noe videre enn hva som felger av personopp-
lysningsloven. Normalt vil for eksempel en
opplysning ikke bli ansett som en personopplys-
ning, nar bare den opplysningen gjelder vet at opp-
lysningen gjelder ham. Likeledes anses en opplys-
ning vanligvis ikke som en personopplysning nar
det ut fra situasjonen brukes uforholdsmessig mye
arbeid, tid eller ressurser pa & identifisere perso-
nen. Utvalget mener at personopplysningshegre-
pet i politiregisterloven ber omfatte begge disse til-
fellene. Dernest foreslar utvalget at ogsa opplys-
ninger om dede personer skal omfattes av
personopplysningsbegrepet, selv om disse ikke
omfattes av personopplysningsloven. Endelig
mener utvalget at alle biologiske identifikasjonse-
genskaper ber ha samme beskyttelse som person-
opplysninger og foreslér siledes a anse disse som
personopplysninger i politiregisterlovens forstand.
En narmere redegjorelse vedrerende biologiske
identifikasjonsegenskaper fremgéar av punktene
9.2.2 og 13.11 i utredningen.

7.2.1.3 Haringsinstansenes syn

Ingen av heringsinstansene hadde merknader til
definisjonen av personopplysningsbegrepet.

7.2.1.4 Departementets vurdering

Utvalgets definisjon av begrepet personopplysning
bygger pa den forstielse som er lagt til grunn i per-
sonopplysningsloven og Datatilsynets praksis. I
folge den alminnelige personvernlovgivningen er
alle opplysninger som direkte eller indirekte iden-
tifiserer en person a anse som personopplysninger.
Det fremgér av forarbeidene til personopplysnings-
loven, jf. Ot.prp. nr. 92 (1998-99) s. 101, at dette
ogsa gjelder dersom det méa benyttes en nekkel, for
eksempel en tallkode, for a identifisere personen.
Datatilsynet har som felge av dette utviklet en
praksis hvor det skilles mellom anonymiserte opp-
lysninger og avidentifiserte opplysninger. Anony-
miserte opplysninger er opplysninger hvor det
ikke er mulig & finne tilbake til personen, mens avi-
dentifiserte opplysinger er opplysninger hvor per-
sonen for tiden ikke er kjent, men hvor det er mulig
a spore eller finne personen. Likeledes vil det i
folge de nevnte forarbeidene dreie seg om en per-
sonopplysning selv om tilknytningen mellom per-
sonen og opplysningen bare er kjent av noen fa per-
soner. P4 samme sted gis det dernest uttrykk for at
selv om opplysninger teknisk sett er anonymiserte,
anses opplysningene likevel som personopplysnin-
ger dersom de kan knyttes til en s& liten gruppe at
tilherigheten repes pa en mer indirekte maéte, og
dette er belastende for den opplysningen gjelder.
Departementet er enig med utvalget i at den
skisserte forstdelsen av personopplysningsbegre-
pet ogsd ma legges til grunn i politiregisterloven.
Departementet ser ogsd behovet for 4 gi person-
opplysningsbegrepet en noe videre anvendelse i
politiregisterloven enn hva som felger av person-
opplysningsloven. Som nevnt i punkt pkt. 7.2.1.2
faller de tilfellene der det kreves uforholdsmessig
mye ressurser for 4 identifisere personen, eller der
det kun er den opplysningen gjelder som vet at
opplysningen gjelder ham selv, normalt utenfor
personopplysningsbegrepet. Nar utvalget gar inn
for at begge disse tilfellene skal falle inn under per-
sonopplysningshegrepet i politiregisterloven er
dette blant annet begrunnet med de spesielle for-
holdene som gjor seg gjeldende ved politiets
behandling av opplysninger. Det vil derfor som
regel vaere umulig for politiet & vite hvor mange det
er som kan identifisere personen ut fra de opplys-
ninger politiet besitter. I den grad politiet gar ut
med opplysninger om en person vil det nettopp
vaere for at befolkningen skal kunne identifisere
personen. Hensynet til personvernet og det for-
hold at man derved kan unngé vanskelige avgrens-
ningsspersmal, tilsier at man for denne typen tilfel-
ler legger en videre forstaelse av personopplys-
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ningsbegrepet til grunn. Utover dette vil i tvilstilfel-
ler formalsbestemmelsen fa betydning for hvor
langt uttrykket personopplysning strekker.

Departementet er imidlertid ikke enig med
utvalget i at ogsa de tilfellene der det kreves ufor-
holdsmessig mye ressurser mv. for & identifisere
personen, skal falle inn under personopplysnings-
begrepet. Utvalget begrunner sitt standpunkt i all
hovedsak med at dette unntaket ikke er treffende
for politiet, idet politiet bruker sine ressurser til
nettopp & identifisere personen. Til dette vil depar-
tementet bemerke at unntaket ved uforholdsmes-
sig ressursbruk ogsi kommer til uttrykk i fortalen
til politirekommandasjonen, samtidig som det av
rekommandasjonens kommentarer fremgar at
politiets identifikasjonsmetoder mé tas i betrakt-
ning i forholdsmessighetsvurderingen. Departe-
mentet ser ingen grunn til 4 innta en annen hold-
ning pa dette punkt enn hva som er lagt til grunn i
rekommandasjonen.

Som felge av dette er departementet heller ikke
enig med utvalget i at alle biologiske identifikasjon-
segenskaper ber falle inn under personopplys-
ningsbegrepet i politiregisterloven. Med biolo-
giske identifikasjonsegenskaper menes béade biolo-
gisk materiale og biologiske egenskaper. Biologisk
materiale er blant annet blod, spytt og har, mens
biologiske egenskaper er egenskaper ved mennes-
kekroppen som det ikke tas noen materialprove av,
men som direkte kan resultere i en form for
avtrykk eller lignende, eksempelvis fingeravtrykk
og avbilding av iris. Utvalget reiser i punkt 13.11 i
utredningen spersmalet om biologisk materiale
som sadan er en personopplysning, eller om det
forst etter en analyse er en personopplysning.
Utvalget anbefaler at alle biologiske identifikasjon-
segenskaper, herunder biologisk materiale som
sadan, ma ha samme beskyttelse som personopp-
lysninger i denne loven. Dette er blant annet
begrunnet med det apparat politiet har for a finne
frem til hvem det biologiske materialet tilherer.
Departementet har et noe annet syn pa dette
punkt, og viser i denne forbindelse ogsé til at per-
sonvernnemnda i klagesak 08/2002 har tatt stilling
til hvorvidt biologisk materiale som sadant blir &
anse som personopplysning, og at et flertall kom til
at slikt materiale ikke alltid kunne det. Dette syns-
punkter ogsa viderefert i rapport 2006 «Utredning
av behov for endringer i personopplysningsloven»,
som er skrevet av professor Dag Wiese Schartum
og fersteamanuensis Lee A. Bygrave etter oppdrag
fra Justisdepartementet og Moderniseringsdepar-
tementet. I rapporten anbefales det i punkt 2.2.6 pa
side 21 at personopplysningsbegrepet i personopp-

lysningsloven presiseres ved at det i § 2 tilfayes
«Humant biologisk materiale (inklusive bestenad-
deler av slikt materiale) regnes ikke i seg selv som
personopplysning etter denne loven.» Utvalgets
standpunkt om 4 likestille biologisk materiale som
sadant med personopplysning er igjen ferst og
fremst begrunnet med at politiet bade har ressur-
ser og metoder til 4 kunne identifisere materialet.
Utvalget sier derimot ikke noe om hvilke konse-
kvenser en slik forstielse vil medfere. Dersom bio-
logisk materiale som sadant faller inn under per-
sonopplysningsbegrepet, innebaerer dette at mate-
rialet er underlagt de regler som gjelder for alle
andre personopplysninger. Departementet kan
ikke se at en slik ordning vil veere gjennomferbar i
praksis. For eksempel vil sporprever som ikke er
analysert og som heller ikke er knyttet til en kon-
kret person ikke kunne bli undergitt de regler som
gjelder for behandling av opplysninger, informa-
sjonssikkerhet eller kontroll. Det skjer relativt ofte
at politiet samler inn biologisk materiale, men som
senere av ulike grunner ikke blir sendt til analyse.
Slikt materiale vil da gjerne bli kastet eller destru-
ert pa lik linje med annet avfall. Nar gjeldende
regelverk for behandling av opplysninger saledes
ikke vil kunne anvendes pé slikt materiale, anser
departementet det heller ikke hensiktsmessig 4 la
slikt materiale falle inn under personopplysnings-
begrepet. Etter dette legger departementet til
grunn at biologisk materiale er 4 anse som person-
opplysning dersom det enten er analysert eller der-
som det pd annen mate er identifisert, slik at det
kan knyttes til en person. For ordens skyld kan det
nevnes at dette ikke innebaerer noen endring med
henblikk pé de allerede eksisterende bestemmel-
ser som regulerer politiets registre over biologiske
identifikasjonsegenskaper, som for eksempel fin-
geravtrykkregisteret og DNA-registeret, jf. omtale
i punkt 3.7.

Departementet er derimot enig i at ogsa opp-
lysninger om dede personer omfattes av person-
opplysningsbegrepet i politiregisterloven. Opplys-
ninger om dede personer omfattes ikke av person-
opplysningsloven og heller ikke av rammebeslut-
ningen om personvern i tredje soyle, mens helse-
registerloven gir dede personer den samme
beskyttelse som levende. Opplysningene politiet
sitter inne med vil som regel veere si sensitive at
ens ded ikke ber ha noen betydning for beskyttel-
sen. Hensynet til den registrertes ettermeele og de
etterlatte trekker i samme retning. Det samme
gjelder for ovrig ogsa i de tilfellene der behandlin-
gen fullt ut skjer etter at vedkommende har avgatt
ved deden.
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7.2.2 Behandling av opplysninger

7.2.2.1 Nasjonale og internasjonale rammer for
lovgivningen

I personopplysningsloven § 2 forste ledd nr. 2 er
behandling av personopplysninger definert som
«enhver bruk av personopplysninger, som f eks
innsamling, registrering, sammenstilling, lagring
og utlevering eller en kombinasjon av slike bruks-
mater». I personverndirektivet artikkel 2 bokstav b
er det angitt flere bruksmaéter, uten at innholdet er
ment 4 veere et annet: «[e]nhver operasjon eller
rekke av operasjoner som med eller uten elektro-
niske hjelpemidler utferes i forbindelse med per-
sonopplysninger, for eksempel innsamling, regis-
trering, systematisering, oppbevaring, tilpasning
eller endring, gjenfinning, seking, bruk, viderefor-
midling ved overfering, spredning eller andre for-
mer for tilgjengeliggjoring, sammenstilling eller
samkjering, sperring, sletting eller tilintetgjoring».
I politirekommandasjonen fremkommer det i forta-
len at den kommer til anvendelse pa «the collec-
tion, storage, use and communication of personal
data».

I rammebeslutning om personvern i tredje
seyle er behandlingsbegrepet definert i artikkel 2
bokstav b, og ordlyden der er sammenfallende
med artikkel 2 b i personverndirektivet.

7.2.2.2 Utvalgets forslag

Utvalget omtaler behandlingsbegrepet i punkt 9.3 1
utredningen. Utvalget foreslar & legge personvern-
direktivets behandlingsbegrep til grunn. Selv om
dette innholdsmessig ikke innebzerer noen for-
skjell fra personopplysningsloven, mener utvalget
at loven blir mer brukervennlig ved & bruke den
mest detaljerte definisjonen. Forslaget omfatter
bade manuell og skriftlig behandling. Utvalget
understreker forskjellen mellom «behandling av
opplysninger» og «en behandling». Med «behand-
ling av opplysninger» siktes det til politiets bruk av
opplysninger som beskrevet i utvalgets forslag til
§ 2 nr. 2. Derimot er «en behandling» en konkret
samling av opplysninger som for eksempel et
register eller et system. Forskjellen har i felge
utvalget betydning i forhold til meldeplikt, idet det
kun er «en behandling» som er gjenstand for mel-
deplikt, jf, utvalgets forslag til § 49.

7.2.2.3 Haringsinstansenes syn

Ingen av heringsinstansene hadde merknader til
definisjonen av behandlingsbegrepet.

7.2.2.4 Departementets vurdering

Departementet er enig i at det kan veere hensikts-
messig 4 legge personverndirektivets definisjon av
behandlingsbegrepet til grunn, og slutter seg til
den begrunnelsen som er gitt av utvalget. Det kan
i denne forbindelse ogsa vises til at definisjonen i
artikkel 2 bokstav b i rammebeslutningen er sam-
menfallende med den tilsvarende definisjonen i
personverndirektivet. Utvalgets forslag om at
behandling av opplysninger ogsa skal omfatte
manuell behandling representerer en utvidelse i
forhold til hva som gjelder etter alminnelig person-
vernlovgivning. I artikkel 2 bokstav b i rammebe-
slutningen omfattes riktignok ogsd manuell
behandling, jf. «(...) med eller uten bruk av elektro-
niske midler», men dette ma ses i sammenheng
med artikkel 1 nr. 3 i rammebeslutningen, der
anvendelsesomradet for manuell behandling
begrenses til opplysninger som fores eller som
skal fores i et register. Det vil ogsa i politiregister-
loven veere nedvendig & begrense anvendelsesom-
radet hva gjelder manuell behandling. Dette vil
departementet komme tilbake til i kapittel 8.

7.2.3 Register og registrert

7.2.3.1 Nasjonale og internasjonale rammer for
lovgivningen

I personopplysningsloven § 2 forste ledd nr. 3 er

personregister definert som:

«[r]egistre, fortegnelser m.v. der personopplys-
ninger er lagret systematisk slik at opplysnin-
ger om den enkelte kan finnes igjen».

I personverndirektivet artikkel 2 bokstav ¢ star
det:

«[e]nhver strukturert samling av personopp-
lysninger som er tilgjengelig etter seerlige kri-
terier, enten samlingen er plassert sentralt, er
desentralisert eller spredt pa et funksjonelt
eller geografisk grunnlag».

I politireckommandasjonen finnes ikke begre-
pet.

I rammebeslutning om personvern i tredje
seyle er begrepet definert i artikkel 2 bokstav d og
er sammenfallende med den tilsvarende definisjo-
nen i personverndirektivet.

I personopplysningsloven § 2 forste ledd nr. 6
er den registrerte definert som «den som en per-
sonopplysning kan knyttes til». Personverndirekti-
vet har ingen tilsvarende definisjon, men benytter
seg av begrepet pad en mate som svarer til person-
opplysningslovens definisjon. Politirekommanda-
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sjonen og rammebeslutning om personvern i
tredje soyle benytter seg ikke av begrepet.

7.2.3.2 Utvalgets forslag

Utvalget omtaler begrepene i punkt 9.4.2 og 9.7 i
utredningen.

Vedrerende registerbegrepet uttaler utvalget
folgende:

«Utvalget har vurdert om det er et behov for
registerbegrepet i politiregisterloven, og kom-
met til at det er det. Arsaken er at store deler av
behandlingen av opplysninger fortsatt vil skje i
registre, se naermere punkt 8.2.

Utvalget har vurdert om det er hensikts-
messig & benytte registerbegrepet i personopp-
lysningsloven, som igjen har samme ordlyd
som den gamle personregisterloven. Dette
registerbegrepet er ikke dekkende for elektro-
niske registre. Utvalget har pa denne bakgrunn
endret ordlyden i definisjonen, slik at definisjo-
nen blir mer treffende og omfatter bade manu-
elle og elektroniske registre. Utvalget mener
definisjonen ogsa skal veere enklere a benytte
pa manuelle registre(...).

Siden politiregisterloven ogsd omfatter
andre opplysninger enn personopplysninger,
for eksempel godsopplysninger, har utvalget
benyttet «opplysninger» og ikke «personopp-
lysninger» i definisjonen. Hensikten er at
bestemmelsen ogsa skal omfatte opplysninger
som ikke er personopplysninger, i den grad de
er lagret slik at de kan gjenfinnes.»

Vedrerende begrepet «registrert» uttaler utval-
get:

«Utvalget har vurdert om det er nedvendig 4 ha
en betegnelse for den personen personopplys-
ningene omhandler og har kommet frem til at
det er et slikt behov. Ordet «registrert» er etter
utvalgets oppfatning ikke en helt dekkende
definisjon, i det ordet henspeiler pa at man blir
fort inn i et register, noe som ikke er et vilkar
for & anses som «registrert» i politiregisterlo-
vens forstand. A notere noe pa en papirblokk er
i prinsippet tilstrekkelig for 4 veere «registrert».
Utvalget anbefaler likevel at begrepet
«registrert» benyttes. Ordet kan ogsa forstas
som en generell notering av opplysningene. I
tillegg kommer at det er hensiktsmessig 4 ha
en enhetlig terminologi i lover som regulerer
behandling av personopplysninger, og utvalget
har heller ikke funnet et bedre egnet begrep.»

7.2.3.3 Hgringsinstansenes syn

Ingen av heringsinstansene hadde noen merkna-
der til definisjonen av begrepene.

7.2.3.4 Departementets vurdering

Departementet er enig i at det fortsatt er behov for
registerbegrepet, ikke minst fordi manuell
behandling av opplysninger bare faller inn under
lovens virkeomrade dersom den kan betegnes som
et register. Utover dette kan det av pedagogiske
grunner vere hensiktsmessig 4 benytte seg av
registerbegrepet, idet politiets behandling av opp-
lysninger i stor grad foregar i ulike registre eller
datasystemer. Som det fremgéar av kapittel 3 i lov-
forslaget er politiet palagt a fore et reaksjonsregis-
ter og vaktjournaler. I tillegg til registrene over bio-
logiske identifikasjonsegenskaper forer politiet kri-
minaletterretningsregistre og diverse andre
registre, som for eksempel etterlysningsregisteret.
Videre vil flere av politiets gvrige saksbehandlings-
systemer falle inn under registerbegrepet. Depar-
tementet vil imidlertid understreke at reglene for
behandling av opplysninger er de samme, enten
behandlingen foregéar i eller utenfor et register.

Departementet er videre enig i at begrepet
«registrert» ber benyttes i politiregisterloven, selv
om personopplysningsloven ikke opererer med et
tilsvarende begrep, jf ogsa det som er sagt ovenfor
om at store deler av politiets behandling av opplys-
ninger foregér i registre. Ordet er dernest godt
innarbeidet i den alminnelige sprakbruk og enkelt
4 bruke. Den foreslatte definisjonen av begrepet
etterlater heller ingen tvil om det med «registrert»
ikke bare siktes til innfering i et register, men ogsa
til annen behandling av opplysninger.

7.2.4 Behandlingsansvarlig

7.2.4.1 Nasjonale og internasjonale rammer for
lovgivningen

I personopplysningsloven § 2 forste ledd nr. 4 er
behandlingsansvarlig definert som «den som
bestemmer formalet med behandlingen av person-
opplysninger og hvilke hjelpemidler som skal bru-
kes». 1 personverndirektivet beskrives behand-
lingsansvarlig som «den fysiske eller juridiske per-
son, offentlig myndighet, byra eller ethvert annet
organ som alene eller sammen med andre bestem-
mer formélet med behandlingen av personopplys-
ninger og hvilke hjelpemidler som skal benyttes;
nar forméalet med og hjelpemidlene ved behandlin-
gen er fastlagt ved nasjonale lover og forskrifter
eller pa fellesskapsplan, kan den behandlingsan-
svarlige, eller de sarlige kriterier for utpeking av
vedkommende, fastsettes i nasjonal lovgivning
eller i fellesskapsretten».

I Europaradets politirekommandasjon star det
under «Scope and definitions» at «the expression
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«responsible body» (controller of the file) denotes
the authority, service or any other public body
which is competent according to national law to
decide on the purpose of an automated file, the
categories of personal data which must be stored
and the operations which are to be applied to
them».

I rammebeslutning om personvern i tredje
seyle er behandlingsansvarlig definert i artikkel 2
bokstav i, der det heter «den fysiske eller juridiske
person, offentlige myndighet, institusjon eller
ethvert annet organ som alene eller sammen med
andre bestemmer forméalet med behandlingen av
personopplysninger og hvilke midler som skal
benyttes.»

7.2.4.2 Utvalgets forslag

Utvalget omtaler begrepet «behandlingsansvarlig»
i punkt 9.5 i utredningen.

Utvalgets forslag til definisjonen av behand-
lingsansvarlig tar utgangspunkt i definisjonen i
personverndirektivet isteden for den tilsvarende
definisjonen i personopplysningsloven. Begrunnel-
sen for dette er at definisjonen i personopplys-
ningsloven legger opp til at det er den behandlings-
ansvarlige som bestemmer formalet med behand-
lingen, mens formalet med politiets behandling av
opplysninger fremgéar direkte av loven og vil bli
ytterligere presisert i forskriften. Videre foreslar
utvalget at plasseringen av behandlingsansvaret
reguleres i lov eller forskrift, slik at det er det mer
konkrete, avgrensende formalet den behandlings-
ansvarlige knyttes til. Utvalget finner det ikke hen-
siktsmessig at plassering av behandlingsansvaret
reguleres i loven, og anbefaler at denne reguleres i
forskrift. Utvalget gir imidlertid uttrykk for noen
sentrale prinsipper som ber legges til grunn nar
det skal avgjeres hvem som skal veere behand-
lingsansvarlig.

Utvalget ser det som sentralt at bekandlingsan-
svaret plasseres sd neoert behandlingen som mulig,
béade geografisk og organisatorisk. Som et annet
viktig prinsipp nevnes at den behandlingsansvar-
lige bor ha reell innflytelse pa den behandlingen
som skjer. Som eksempel pa former for innflytelse
nevnes hva som skal registreres, hvem som skal ha
tilgang til opplysningene, nar opplysningene skal
slettes og hvilke rutiner og sikkerhetstiltak som er
nedvendig for behandlingen.

Utvalget anbefaler videre at den behandlings-
ansvarlige ma ha rett til & delegere det daglige
behandlingsansvaret, men ikke behandlingsansva-
ret som sadan, jf. neermere om dette i punkt 9.5.3.4
i utredningen.

I punkt 9.5.3.5 i utredningen drefter utvalget
muligheten for et delt behandlingsansvar for politi-
ets landsdekkende registre eller systemer. I denne
forbindelse uttaler utvalget folgende:

«Utvalget mener det er hensiktsmessig med et
delt behandlingsansvar hvor det er et sentralt
organ og flere lokale organer som deler ansva-
ret. Hvilke oppgaver som tilligger det sentrale
organet og hva som ligger pa det lokale, vil vari-
ere fra system til system. Det som er viktig, er
at ansvarsfordelingen klart fastsettes, og da for-
trinnsvis i forskriften for det enkelte systemet.
En mulig deling vil veere at det sentrale organet
har ansvaret for systemet som saddant, mens det
lokale organet har ansvaret for bruken av syste-
met pa sitt tjenestested. Det kan lede til noe
overlapping, for eksempel i forhold til sletteru-
tiner, men slik er det ogsa i dag uten at dette har
medfert problemer.»

7.2.4.3 Haringsinstansenes syn

Den tidligere Kriminalpolitisentralen (Kripos) utta-
ler til utvalgets forslag til § 2 nr. 4 felgende:

«Her defineres «behandlingsansvarlig». Her
synes det 4 mangle et ledd. Etter Kriminalpoli-
tisentralens mening ber det vaere behandlings-
ansvarlig pa tre nivaer; en lokalt, en sentralt per
register, og en for de sammenstilte nasjonale
losningene som henter informasjon fra ulike
kilder.

I fremtiden er det neerliggende a tro at en
ikke vil registrere samme informasjon flere
ganger i forskjellige behandlinger, men at jus-
tissektoren vil operere med en «felles person».
Informasjonen om personen hentes fra flere
behandlinger ved sek, si langt den enkeltes til-
gang rekker. Med bakgrunn i dette ma det
ligge et overordnet behandlingsansvar for en
slik felles person, og for ssmmenstilte sek, med
tanke pa at flere behandlinger blir knyttet opp
mot en. Et slikt overordnet behandlingsansvar
er ikke behandlet av utvalget. Det ber klargjo-
res hvem som har behandlingsansvaret ogsa i
slike tilfeller. Informasjonen er kanskje bare
delvis lagret i den behandlingen det seokes i.
Det er naturlig at Kriminalpolitisentralen har
en sentral rolle som behandlingsansvarlig.»

Datatilsynet har ingen merknader til den fore-
slatte definisjonen av behandlingsansvarlig, men
uttaler at man savner en tydeliggjoring av hvor i
politiet behandlingsansvaret skal plasseres, idet
dette ikke géar frem av noen av de foreslatte
bestemmelsene. Datatilsynets uttalelser vedre-
rende plassering av behandlingsansvaret er naer-
mere omtalt i punkt 10.1.3.
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7.2.4.4 Departementets vurdering

Departementet er enig med utvalget hva gjelder
forslaget til definisjonen av «behandlingsansvar-
lig», og den begrunnelsen som er gitt. Personvern-
direktivet apner for at plasseringen av behand-
lingsansvaret reguleres i den nasjonale lovgivnin-
gen dersom formalet med behandlingen er fastlagt
ved nasjonale lover eller forskrifter. Politiregister-
loven oppfyller dette vilkaret. Det overordnede for-
malet med behandlingen fremgar av lovforslaget til
§ 4. Videre er det i lovforslaget til § 14 gitt palegg
om at det skal gis forskrifter, blant annet om forma-
let med behandlingen, for politiets sentrale regis-
tre og systemer. Utover dette vil det bli gitt forskrif-
ter for behandling av opplysninger utenfor disse
systemene, herunder om hva som er formalet med
behandlingen.

Nar formaélet med behandlingen fastsettes i lov
og forskrift, vil den behandlingsansvarliges hoved-
oppgaver bestd i & pase og legge forholdene til
rette for at regelverket for behandlingen overhol-
des. Den behandlingsansvarlige har for eksempel
ansvaret for sikkerhet og hjelpemidler, at behand-
lingen meldes til Datatilsynet og for gjennomferin-
gen av de rettigheter som den registrerte har i
kraft av loven.

Nar det gjelder den konkrete plassering av
behandlingsansvaret, anser departementet det pa
lik linje med utvalget som mest hensiktsmessig at
dette reguleres i forskrift. Siden loven bade omfat-
ter politiet og patalemyndigheten, vil det bli ned-
vendig 4 plassere behandlingsansvaret bade innad
i politiet og i patalemyndigheten. Departementet
har merket seg utvalgets anbefalinger med hen-
blikk pa hvilke prinsipper som ber legges til grunn
ved plassering av behandlingsansvaret, og det kan
i denne forbindelse nevnes at de samme prinsip-
pene ble lagt til grunn i forskriften til SIS-loven.
Det vil derfor veere naturlig at behandlingsansva-
ret plasseres si naert behandlingen som mulig, noe
som i praksis innebaerer at for eksempel politimes-
trene, sjefene for seerorganene og lederne for stats-
advokatembetene vil bli tillagt rollen som behand-
lingsansvarlig. I noen tilfeller vil det ogsd veere
nedvendig & operere med to behandlingsansvar-
lige, som for eksempel ved landsdekkende registre
eller systemer. I disse tilfellene er det av avgjo-
rende betydning at ansvars- og oppgavefordelin-
gen klart fremgér av forskriften.

Utvalget papeker i punkt 9.5.3.6 i utredningen
at utvalgets anbefalinger vil fore til endringer hva
gjelder Politidirektoratets rolle som registeran-
svarlig, idet Politidirektoratet etter dagens ordning

har registeransvaret for flere landsdekkende regis-
tre.

Departementet anser ikke en slik endring som
problematisk, snarere tvert i mot. Politidirektora-
tet har bade en overordnet og kontrollerende rolle
i forhold til politiet. Selv om store deler av behand-
lingen av opplysninger vil bli regulert i forskrift, vil
Politidirektoratet fortsatt ha en viktig rolle for
eksempel ved utarbeidelsen av overordnede sty-
ringsdokumenter hva gjelder informasjonssikker-
het mv. Videre vil direktoratet i kraft av & veere
overordnet organ ha en plikt til & pase at gjeldende
regler og retningslinjer blir fulgt. Etter departe-
mentets oppfatning er det mindre heldig at et
organ bade har en kontrollerende rolle og en ute-
vende rolle som behandlingsansvarlig, idet det kan
veere vanskelig 4 kombinere disse rollene. Depar-
tementet viser i denne sammenheng ogsa til at
Politidirektoratet allerede i dag har plassert
behandlingsansvaret til Kripos for enkelte av politi-
ets registre. Spersméalet om hvem som skal ha
behandlingsansvaret for politiets ulike registre vil
bli vurdert naermere i forbindelse med utarbeidel-
sen av forskriften.

7.2.5 Databehandler

7.2.5.1 Nasjonale og internasjonale rammer for
lovgivningen

I folge personopplysningsloven § 2 forste ledd nr.
5 er databehandleren «den som behandler person-
opplysninger pa vegne av den behandlingsansvar-
lige». I personvernverndirektivet artikkel 2 bok-
stav e understrekes det at databehandleren er
«den fysiske eller juridiske person, offentlige myn-
dighet, byra eller ethvert annet organ som
behandler personopplysninger pad vegne av den
behandlingsansvarlige». Verken politirekomman-
dasjonen eller personvernkonvensjonen omtaler
noen slik rolle.

I rammebeslutning for personvern i tredje
seyle er begrepet definert i artikkel 2 bokstav e og
er sammenfallende med den tilsvarende definisjo-
nen i personopplysningsloven.

7.2.5.2 Utvalgets forslag

Utvalget omtaler definisjonen av databehandler i
punkt 9.6 i utredningen.

Utvalget foreslar den samme definisjonen som
er nedfelt i personopplysningsloven, og gjor i
punkt 9.6.2 i utredningen nsermere rede for omfan-
get av databehandlerfunksjonen.
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7.2.5.3 Haringsinstansenes syn

Den tidligere Kriminalpolitisentralen (Kripos) utta-
ler:

«Nar det gjelder definisjonen av «databehand-
ler», sitter Kriminalpolitisentralen igjen med en
manglende folelse av hvorvidt man her omtaler
den enkelte bruker eller de rene tekniske data-
sentraler som Politiets data- og materielltje-
neste. Dette ber presiseres.»

Utover dette hadde ingen av heringsinstansene
merknader til forslaget.

7.2.5.4 Departementets vurdering

Departementet er enig i at definisjonen av «databe-
handler» i politiregisterloven ber veere sammenfal-
lende med den tilsvarende definisjonen i person-
opplyningsloven. En nzermere beskrivelse av data-
behandlerens plikter og rolle er regulert i
lovforslaget til § 18. Her er det blant annet fastsatt
at databehandleren ikke kan behandle opplysnin-
ger pa annen mate enn det som folger av skriftlig
avtale eller instruks. Dette inneberer at databe-
handleren ikke har rett til & bestemme hva opplys-
ningene kan brukes til utover det som fremgér av
avtalen.

Nar det gjelder Kripos’ merknader ensker
departementet & bemerke at begrepet «databe-
handler» er et godt innarbeidet begrep. Begrepet
tar verken i politiregisterloven eller i andre lover
sikte pd de enkelte brukere, dersom man med
dette mener de ansatte hos den behandlingsan-
svarlige, idet disse ikke behandler opplysninger pa
vegne av den behandlingsansvarlige. Det er derfor
heller ikke noen grunn til 4 presisere dette sarskilt
i lovteksten. Likeledes er det verken mulig eller
hensiktsmessig a gi i lovs form konkret anvisning
pd hvem som omfattes av begrepet. Begrepet
«databehandler» er meget vidt og omfatter alle
som pa vegne av den behandlingsansvarlige
behandler eller lagrer opplysninger eller av andre
grunner far tilgang til opplysningene. Politiets
data- og materielltjeneste drifter en del av politiets
registre, og vil derved vaere databehandler. Et
annet eksempel er institutter som analyserer biolo-
gisk materiale pa oppdrag fra politiet eller patale-
myndigheten. Dernest vil personer eller bedrifter
som utferer service eller reparasjoner pa datasys-
temet omfattes av databehandlerbegrepet, dersom
de gjennom denne virksomheten far tilgang til opp-
lysningene.

7.2.6 Samtykke

7.2.6.1 Nasjonale og internasjonale rammer for
lovgivningen

I personopplysningsloven § 2 forste ledd nr 7 er
samtykke definert som «en frivillig, uttrykkelig og
informert erkleering fra den registrerte om at han
eller hun godtar behandling av opplysninger om
seg selv». I personverndirektivet artikkel 2 bok-
stav h er ogsa samtykket knyttet opp mot behand-
lingen av opplysninger: «den registrertes sam-
tykke» defineres som «enhver frivillig, spesifikk og
informert viljesytring om at den registrerte gir sitt
samtykke til at personopplysninger om vedkom-
mende blir behandlet».

I rammebeslutning om personvern i tredje
seyle er begrepet definert i artikkel 2 bokstav g,
som har felgende ordlyd:

«den registrertes samtykke»: enhver frivillig,
spesifikk og informert viljesytring der den
registrerte gir sitt samtykke til at personopplys-
ninger om vedkommende blir behandlet.»

7.2.6.2 Utvalgets forslag

Utvalget drefter i punkt 9.8.2 i utredningen om det
er behov for en definisjon av samtykke i politiregis-
terloven, og om den i s fall ber veere sammenfal-
lende med definisjonen i personopplysningsloven,
og uttaler i denne forbindelse folgende:

«Personopplysningsloven og direktivet er
basert pa at behandling av personopplysninger
som hovedregel beror pa den enkeltes selvra-
derett og frivillighet, noe som ogsa preger sam-
tykkedefinisjonen. Frivillighet er ikke utgangs-
punktet for politiregisterloven, snarere tvert i
mot, se naermere pkt. 7.4.

Utvalget ser imidlertid at det i tilknytning til
den registrertes rettigheter kan vare aktuelt
for den registrerte a gi et samtykke. At politiet
kan behandle opplysninger innenfor de ram-
mene politiregisterloven med forskrifter opp-
stiller, uten at den registerte samtykker, folger
av lovens system. Det kan imidlertid veere
enkelte befoyelser den registrerte ma sam-
tykke til, som for eksempel at personopplysnin-
ger slettes. Videre er retten til & utlevere opp-
lysningene ved den registrertes samtykke for
eksempel nedfelti§ 16 forste ledd nr. 1. Det kan
ogsé veere aktuelt at den registrerte samtykker
til at politiet forfeyer over opplysningene pa en
maéte som gar ut over lovens rammer. Loven
kan saledes ikke anses preseptorisk, med min-
dre det fremgéar seerskilt, som for eksempel at
politiattestgrunnlaget ma folge av lov, og den
enkelte kan ikke samtykke. A benytte sam-
tykke som et selvstendig hjemmelsgrunnlag
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forutsetter imidlertid at den registrerte er gjort
kjent med betydningen av samtykket. Utvalget
har pa bakgrunn av dette funnet det hensikts-
messig a4 ta inn en definisjon av samtykke i
loven.»

7.2.6.3 Hgringsinstansenes syn

Den tidligere Kriminalpolitisentralen (Kripos) utta-
ler at det ber oppstilles et krav om skriftlighet, i det
dette vil gi bedre notoritet.

7.2.6.4 Departementets vurdering

Departementet slutter seg til utvalgets forslag hva
gjelder definisjonen av «samtykke», som innholds-
messig er sammenfallende med den tilsvarende
definisjonen i personopplysningsloven. P4 samme
mate som i personopplysningsloven finner depar-
tementet ikke grunn til 4 innta noe formkrav i defi-
nisjonen. For & sikre notoritet og for 4 unnga mis-
forstaelser vil hovedregelen likevel veere at sam-
tykket gis skriftlig. Det synes imidlertid mest
hensiktsmessig a4 gi neermere regler om formkrav
i forskriften.

Som det fremgar ovenfor legger utvalget til
grunn at loven ikke er preseptorisk, slik at sam-
tykke kan veere et selvstendig hjemmelsgrunnlag,
med mindre noe annet fremgar seerskilt. Departe-
mentet er i prinsippet enig i et slikt synspunkt. Selv
om loven ikke i sin helhet er preseptorisk, er like-
vel enkelte bestemmelser ufravikelige, som for
eksempel at politiattester kun kan utstedes nar
dette folger av lov. Ut over disse tilfellene vil spors-
malet om fravikelighet bero pa en tolking av de
enkelte bestemmelsene. I tvilstilfelle vil det vaere
avgjorende om bestemmelsen hovedsakelig tar
sikte pa a beskytte den enkeltes personvern eller
om den er begrunnet i offentlige eller samfunns-
messige interesser. Det er bare i forstnevnte tilfelle
loven kan fravikes ved samtykke.

Det méa imidlertid antas at det i praksis bare
unntaksvis vil veere aktuelt at samtykke represen-
terer et selvstendig hjemmelsgrunnlag for politiets
behandling av opplysninger. De tilfellene som i si
mate synes a vaere mest aktuelle, er at personer ut
fra et beskyttelsesbehov samtykker i registrering
av sensitive opplysninger som det normalt ikke er
adgang til & registrere, eller til tross for at nedven-
dighetskravet i forslaget til § 5 ikke er oppfylt. Et
annet viktig eksempel er at den registrerte samtyk-
ker i at opplysninger om ham utleveres eller bru-
kes til andre formél enn de som er nevnt i loven.
Utover disse tilfellene bor politiet generelt veaere til-
bakeholden med & ga ut over lovens rammer selv
om det foreligger samtykke. Det er for eksempel

ikke enskelig at politiets registre inneholder urik-
tige opplysninger selv om den registrerte skulle
samtykke i det. I de tilfellene samtykke er et selv-
stendig hjemmelsgrunnlag er det videre en klar
forutsetning at samtykket er frivillig og at den
registrerte gjores kjent med betydningen av sam-
tykket. Det vil regelmessig vaere politiet som ma
bevise at samtykket var frivillig. Naermere regler
om behandling av opplysninger basert pa sam-
tykke vil bli gitt i forskriften.

7.2.7 Ilkke-verifisert opplysning
7.2.7.1 Utvalgets forslag

Utvalget foreslar at ikke-verifisert opplysning defi-
neres som «opplysning hvis korrekthet ikke er
avklart>. Det narmere innholdet i begrepet og
hvorfor politiet har behov for & kunne behandle
ikke-verifiserte opplysninger fremgar av punkt
13.6.4 i utredningen.

7.2.7.2 Haringsinstansenes syn

Ingen av heringsinstansene hadde merknader til
den foreslatte definisjonen.

7.2.7.3 Departementets vurdering

Begrepet «ikke-verifisert opplysning» er et heller
ukjent begrep innen norsk lovgivning, og siden
uttrykket forekommer i flere bestemmelser i lov-
forslaget finner departementet det nedvendig &
definere begrepet, slik som foreslatt av utvalget,
men med en noe annen ordlyd uten at det derved
er tilsiktet noen realitetsendring. Hva som ligger i
kravet om «korrekthet» er nermere behandlet i
punkt 9.4.

7.2.8 Straffesak
7.2.8.1 Utvalgets forslag

Utvalget foreslar at straffesak defineres som «sak
som behandles etter straffeprosessloven».

7.2.8.2 Hgringsinstansenes syn

Ingen av heringsinstansene hadde merknader til
definisjonen.

7.2.8.3 Departementets vurdering

Begrunnelsen for at utvalget fant det nedvendig &
definere «straffesak» i politiregisterloven er at det
i utvalgets forslag gar et vesentlig skille mellom
behandling av opplysninger i og utenfor den
enkelte straffesak. Som det fremgér av utvalgets
forslag til § 3 nr. 1 ville store deler av loven ikke
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komme til anvendelse ved behandling i den
enkelte straffesak. Den storste praktiske betydnin-
gen av utvalgets forslag er at behandling av opplys-
ninger i forbindelse med etterforskning fortsatt vil
bli regulert av straffeprosessloven, med unntak av
de bestemmelsene som er nevnt i utvalgets forslag
til§ 3 nr. 1.

Som det fremgér i kapittel 8 forer rammebeslut-
ning om personvern i tredje soyle til at departe-
mentet foreslar enn annen lesning enn utvalget pa
dette punkt. Det vil imidlertid fortsatt veere behov
for & definere begrepet «straffesak», idet en end-
ring av politiregisterlovens anvendelsesomrade
ikke innebarer at man ikke lenger sondrer mellom
behandling av opplysninger i og utenfor den
enkelte straffesak. Dette vil departementet komme
tilbake til i forbindelse med omtalen av de ulike for-
slag.

Departementet finner ogsad grunn til 4 under-
streke at grensedragningen mellom behandling av
opplysninger i og utenfor en straffesak ikke ma for-
veksles med grensedragningen mellom etterfors-
kning og annen politimessig virksomhet, jf. ner-
mere om dette i punkt 8.2.3.

Definisjonen inneberer videre at borgerlige
rettskrav omfattes, idet ogsa disse behandles etter
straffeprosessens regler nar de blir fremsatt i for-
bindelse med en straffesak.

7.29 Vandelskontroll
7.2.9.1 Utvalgets forslag

Utvalget foreslar at begrepet «vandelskontroll»
defineres som «bruk av opplysninger for & vurdere
om en fysisk eller juridisk person er egnet til en
bestemt stilling, funksjon, tillatelse, oppgave eller
lignende». Begrepet vandelskontroll er nytt og
omfatter ifelge utvalgets forslag til § 30 utstedelse
av politiattest, skikkethetsvurdering, vandelsvur-
dering, akkreditering og straffattest. En neermere
beskrivelse av begrepet vandelskontroll fremgér
av punkt 15.2.1 i utredningen.

7.2.9.2 Haringsinstansenes syn.

Ingen av heringsinstansene hadde merknader til
innferingen av begrepet vandelskontroll eller den
foreslatte definisjonen.

7.2.9.3 Departementets vurdering

Departementet er enig i at det kan veere hensikts-
messig 4 innfere et felles begrep for de ulike typer
dokumenter som utstedes i forbindelse med kon-
troll av vandel, og man finner at den foreslatte defi-
nisjonen er dekkende for de tilfellene slik kontroll

kan vaere aktuelt. Selv om det ikke direkte fremgar
av definisjonen, er hensikten at opplysningene skal
brukes av mottakeren, slik at vedkommende selv
skal kunne foreta en vurdering av om angjeldende
person er egnet. Det er siledes ingen vandelskon-
troll nér politiet benytter seg av opplysninger til sitt
eget arbeid, for eksempel i forbindelse med etter-
forskning av en straffesak. For neermere om van-
delskontroll vises til kapittel 12 om vandelskon-
troll.

7.2.10 Politimessige formal
7.2.10.1 Utvalgets forslag

Utvalget foretar i kapittel 11 i utredningen en bred
gjennomgang av politiets samlede virksomhet med
henblikk pa & Kklarlegge i hvilken grad politiets
ulike oppgaver anses som egne formal. Videre gir
utvalget i punkt 3.5.2 en mer sammenfattende over-
sikt over politiets virksomhet og skiller mellom
politimessige oppgaver og andre oppgaver. Som
det fremgar av figuren pa side 57 i utredningen
deles politimessige oppgaver inn i henholdsvis kri-
minalitetsbekjempelse og annen virksomhet. Inn
under kriminalitetsbekjempelse faller straffesaker,
forebyggende virksomhet og ordenstjeneste,
mens service- hjelpe- og bistandsfunksjonene fal-
ler inn under annen virksomhet.

Utvalget har imidlertid valgt ikke 4 definere
begrepet «politimessige formal» under henvisning
til at dette krever en naermere omtale, jf. merkna-
dene til § 1 pé side 351 i utredningen.

7.2.10.2 Departementets vurdering

Datatilsynet har i sin heringsuttalelse i kommenta-
ren til forslag til § 4 gitt uttrykk for at man savner
en utdypning av hva som ligger i uttrykket «politi-
messige formal» og at begrepet fremstir som
sveert vidtfavnende.

Begrepet «politimessige formal» er sentralt i
politiregisterloven bidde med hensyn til lovens
anvendelsesomrade, bestemmelsen om formals-
bestemthet i forslaget til § 4 og informasjonsflyten
innad i politiet. Departementet er derfor enig med
Datatilsynet i at det er enskelig & presisere hva
som ligger i begrepet. Utvalget viser til at begrepet
krever en nermere omtale og vil av den grunn
ikke foresld noen definisjon. Departementet har
forstaelse for et slikt standpunkt, idet det ikke fin-
nes noen legaldefinisjon for «politimessige» eller
«polisizere» oppgaver. Et ytterligere problem er at
begrepet er tillagt varierende innhold. P4 den
annen side er det nettopp sistnevnte forhold som
tilsier at begrepet ber defineres i politiregisterlo-
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ven, slik at det ikke hersker noen tvil om hva
begrepet innebeerer i denne loven.

Departementet foreslar etter dette at begrepet
defineres som politiets kriminalitetsbekjempende
virksomhet, herunder etterforskning, forebyg-
gende arbeid og ordenstjeneste. I tillegg omfatter
begrepet politiets service- hjelpe- og bistandsfunk-
sjon samt fering av vaktjournaler. Det ma dog
understrekes at den foreslatte definisjonen kun tar
sikte pa & gi anvisning pa hva som menes med poli-
timessige formaél i politiregisterloven. Den kan der-
for ikke brukes som legaldefinisjon i andre sam-
menhenger.

7.2.11 Sperring og merking
7.2.11.1 Utvalgets forslag

Utvalget foreslar ingen definisjon av begrepene
«merking» eller «sperring» selv om begge begre-
pene omtales bade i utredningen og i utvalgets lov-
forslag.

I punkt 17.1.2 i utredningen forklarer utvalget
sperring pa felgende méte: «Sperring innebeaerer
ingen sletting av opplysningene, men at politiet og
patalemyndigheten ikke har tilgang til dem, unn-
tatt til seerskilt angitte formal (opplysningene gjo-
res midlertidig utilgjengelige) .»

7.2.11.2 Nasjonale og internasjonale rammer for
lovgivningen

Personopplysningsloven inneholder ingen defini-
sjon av begrepene sperring og merking, men i ram-
mebeslutning om personvern i tredje seyle er
begrepene forklart i henholdsvis artikkel 2 bok-
stav c og j. Saledes heter det i artikkel 2 bokstav ¢
at det med sperring menes «merking av lagrede
personopplysninger med henblikk pa & begrense
fremtidig behandling av disse opplysningene»,
mens markering er definert i artikkel 2 bokstav j
som «merking av lagrede personopplysninger uten
at det er hensikten & begrense fremtidig behand-
ling av disse opplysninger.»

7.2.11.3 Departementets vurdering

Merking og sperring av opplysninger er sentrale
begreper innenfor personvernlovgivningen og det

er derfor behov for a klargjere innholdet i disse
begrepene. Som det fremgér av artikkel 2 bokstav
c ogjirammebeslutningen knyttes definisjonen av
begrepene til en fremtidig behandling av opplys-
ninger. Ved merking markeres opplysningen uten
at man har til hensikt & begrense den fremtidige
behandlingen av opplysningen, mens hensikten
med sperring nettopp er 4 begrense den fremtidige
behandlingen. Med begrensning menes i denne
sammenheng forst og fremst til hvilke formal opp-
lysningen kan behandles i fremtiden. Nar man
markerer en opplysning vil den med andre ord
kunne behandles pd samme maten som fer mer-
king. Hensikten med merking kan vaere forskjellig,
men et Kklassisk eksempel er markering av ikke-
verifiserte opplysninger for & sikre at de som leser
opplysninger er klar over at det er knyttet usikker-
het til opplysnings korrekthet. Et annet eksempel
er & markere opplysninger som utleveres. I disse
tilfellene vil markering skape notoritet og samtidig
sikre at man kan serge for i varsle mottakeren av
opplysningen dersom det for eksempel skulle vise
seg at den utleverte opplysningen ma rettes eller
suppleres. Merking av opplysninger vil pd denne
bakgrunn ogsé kunne betegnes som en ren saks-
behandlingsrutine og som ikke har noen betyd-
ning for politiets mulighet til & behandle den mar-
kerte opplysningen.

Sperring derimot er av en helt annen karakter.
Nar man sperrer en opplysning er hensikten &
begrense adgangen til 4 behandle opplysningen i
fremtiden. Bakgrunnen for at definisjonen i ram-
mebeslutningen er relativt vidt er at man ikke
onsket & detaljregulere i hvilke tilfeller sperring
kan brukes. Dette innebaerer at de enkelte statene
star fritt til & gi naermere regler om sperring, og
forhandlingene i Briissel viste tydelig at det er ulik
praksis i medlemsstatene med henblikk pa omfan-
get av den begrensningen sperring inneberer.
Helt uavhengig av hvilken praksis man legger seg
pa foreslar departementet at definisjonen i artikkel
2 bokstav ¢ og j om merking og sperring tas inn i
politiregisterloven uten ytterligere begrensninger.
Departementet vil i kapittel 14 komme tilbake til
det naermere innholdet av reglene om sperring i
politiregisterloven.
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8 Lovens saklige og geografiske virkeomrade

8.1 Nasjonale oginternasjonale
rammer for lovgivningen

Personopplysningsloven kommer i utgangspunk-
tet til anvendelse pé all elektronisk behandling av
personopplysninger, jf. lovens § 3 forste ledd bok-
stav a. Av lovens § 5 folger det imidlertid at
«[b]estemmelsene i loven [bare] gjelder for
behandling av personopplysninger om ikke annet
folger av en seerskilt lov som regulerer behand-
lingsmaten».

Personverndirektivet (radsdirektiv 95/46/EF)
er inkorporert gjennom personopplysningsloven,
jf. pkt. 4.3.2. ovenfor. Direktivet setter skranker for
hvordan lovgiver kan regulere behandling av opp-
lysninger. For de deler av politiets virksomhet som
ikke omfattes av direktivet star lovgiver fritt til & gi
avvikende bestemmelser. Etter direktivets artikkel
3 nr. 2 kommer direktivet ikke til anvendelse pa
«behandling av personopplysninger som utferes i
forbindelse med utevelse av virksomhet som ikke
omfattes av fellesskapsrettens virkeomrade, for
eksempel den virksomhet som er fastsatt i avdeling
(...) VI i traktaten om Den europeiske union, og
ikke under noen omstendighet pa behandling som
gjelder offentlig sikkerhet, forsvar, statens sikker-
het (...) og statens virksomhet pé det strafferetts-
lige omrade».

Rammebeslutning om personvern i tredje soyle
derimot regulerer behandlingen av personopplys-
ninger i forbindelse med politisamarbeid og retts-
lig samarbeid i kriminalsaker/straffesaker i hen-
hold til avdeling VI i traktaten om Den europeiske
union. Rammebeslutningens formal og anvendel-
sesomrade er nedfelt i artikkel 1. Spersmalet om
anvendelsesomradet var for gvrig ett av de vanke-
ligste spersmalene under forhandlingene. Kommi-
sjonens opprinnelige forslag pa dette punkt gikk ut
pa at rammebeslutningen skulle f4 anvendelse for
bade medlemslandenes nasjonale rett og for gren-
seoverskridende opplysninger. Mange av med-
lemslandene ville ikke godta en slik ordning, idet
de av ulike grunner ikke ensket en detaljert regu-
lering av nasjonal rett innenfor tredje seyle. Etter at
forhandlingene hadde péagétt i over ett ar uten at
man ble enig om verken anvendelsesomrade eller

flere andre spersmadl, fremla Tyskland under sitt
formannskap et nytt og betydelig omarbeidet
utkast. En av de vesentlige endringene i forhold til
kommisjonens forslag var artikkel 1 nr. 2, der
anvendelsesomradet ble begrenset til & gjelde kun
for grenseoverskridende opplysninger og videre-
behandling av opplysninger som man har mottatt
av et annet land. Det innebar at de regler som er
nedfelt i rammebeslutningen i utgangspunktet kun
skulle gjelde for de personopplysninger som
utveksles mellom landene. Kommisjonen og de
landene som var tilhenger av at rammebeslutnin-
gen ogsa skulle gjelde for nasjonal behandling var
ikke forneyd med en slik omfattende avgrensning
og resultatet ble at man oppnéadde et kompromiss.
Det gikk ut pa at enkelte av rammebeslutningens
grunnleggende regler, som for eksempel reglene
om at behandling m4 veere hjemlet i lov, proporsjo-
nal og formalsbestemt, ogsi er bindende for den
nasjonale lovgivningen samt at landene i fortalen
oppfordres til ogsd 4 benytte de evrige reglene
nasjonalt.

Det er pa denne bakgrunn anvendelsesomra-
detiartikkel 1 nr. 2 a, b og ¢ ma leses og som har
folgende ordlyd:

«Medlemsstatene skal i samsvar med denne
rammebeslutning beskytte fysiske personers
grunnleggende rettigheter og friheter og seer-
lig deres rett til privatlivets fred, nar personopp-
lysninger, med henblikk pé a forebygge, etter-
forske, avdekke eller rettsforfelge straffbare
handlinger eller fullbyrde strafferettslige sank-
sjoner:

a) overfores, er overfort, stilles til radighet el-
ler er stilt til radighet mellom medlemssta-
ter,

b) overfores, er overfort, stilles til radighet el-
ler er stilt til radighet av medlemsstater for
myndigheter eller informasjonssystemer
opprettet i henhold til avdeling VI i trakta-
ten om Den europeiske union, eller

c) overfores, er overfort, stilles til radighet el-
ler er stilt til radighet for de kompetente
myndigheter i medlemsstatene av myndig-
heter eller informasjonssystemer opprettet i
henhold til traktaten om Den europeiske
union eller traktaten om opprettelse av Det
europeiske fellesskap.»
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I tillegg til denne avgrensningen inneholder
artikkel 1 nr. 3 og 4 to ytterligere avgrensninger. I
nr. 4 avgrenses anvendelsesomradet mot behand-
ling av opplysninger som foretas av sikkerhets-
eller etterretningstjenestene ved at det heter:
«Denne rammebeslutning berorer ikke vesentlige
nasjonale sikkerhetsinteresser og seerskilt etter-
retningsvirksomhet som gjelder nasjonal sikker-
het.» Dette unntaket var det bred enighet om
under forhandlingene, selv om man brukte mye tid
til utformingen av bestemmelsen for 4 veere sikker
pa at all behandling av opplysninger, herunder
utveksling av opplysninger, faller utenfor ramme-
beslutningens anvendelsesomrade.

Den siste avgrensningen i artikkel 1 nr. 3 gjel-
der manuell behandling som foregar utenfor regis-
tre og som heller ikke er ment & bli lagret i registre.
Bestemmelsen har felgende ordlyd:

«Denne rammebeslutningens bestemmelser
far anvendelse pa behandling av personopplys-
ninger som helt eller delvis utfores med elek-
troniske hjelpemidler, og pa ikke-elektronisk
behandling av personopplysninger som inngar
eller vil inngé i et register.»

8.2 Utvalgets forslag

8.2.1 Fraregister til behandling

Utvalget har vurdert om politiregisterloven bare
skal komme til anvendelse pa politiets registre,
eller om loven ogsa skal omfatte behandling av
opplysninger utenfor registre. Strafferegistre-
ringsloven omfatter bare politiets registre. Person-
opplysningsloven regulerer derimot behandling av
personopplysninger i sin helhet, og ikke bare
behandling i registre.

Utvalget gar inn for at loven skal knyttes til poli-
tiets behandling av opplysninger. Loven vil dermed
komme til anvendelse uavhengig av om opplysnin-
gene finnes i eller utenfor registre. Dette er i trad
med utviklingen ellers innen personvernlovgivnin-
gen.

Utvalget gar inn for at behandlingsbegrepet
skal forstds pd samme mate som i personopplys-
ningsloven. I personopplysningsloven § 2 forste
ledd nr. 2 er behandling av personopplysning defi-
nert som «enhver bruk av personopplysninger,
som for eksempel innsamling, registrering, sam-
menstilling, lagring og utlevering eller en kombi-
nasjon av slike bruksmater». Dette innebarer at
enhver form for behandling i politiet og patalemyn-
digheten reguleres av politiregisterloven.

Videre drefter utvalget hvorvidt loven uteluk-
kende skal gjelde elektronisk behandling av opp-
lysninger, eller om den ogsa skal omfatte manuell
behandling. Den alminnelige personvernlovgivnin-
gen omfatter bare manuell behandling for si vidt
opplysningene finnes i et register. Forslaget gar ut
pa at loven far anvendelse bade pa elektronisk og
manuell behandling av opplysninger. Utvalget
peker pa at en slik regel bidrar til 4 skape forutbe-
regnelighet for den registrerte, ved at reglene er
de samme uavhengig av hvilket medium opplys-
ningene lagres i. For politiet blir regelverket
enklere & praktisere, nar loven kommer til anven-
delse pé alle lagringsmedia.

Muntlig behandling faller, etter utvalgets for-
slag, utenfor lovens anvendelsesomrade. Unntak
gjores imidlertid for reglene om taushetsplikt.
Disse reglene vil fa anvendelse bade pa skriftlig og
muntlig behandling.

8.2.2 Hyvilke opplysninger omfattes

Utvalget vurderer om loven bare skal fi anven-
delse pa personopplysninger, eller om den skal
gjelde ogsa andre typer opplysninger. Innholdet i
begrepet «personopplysning» er redegjort for i
punkt 7.2.1.

Politiet behandler i stor grad andre opplysnin-
ger enn personopplysninger, eksempelvis opplys-
ninger om firma og organisasjoner. Utvalget gar
inn for at loven skal omfatte alle opplysninger poli-
tiet behandler, herunder personopplysninger, opp-
lysninger om juridiske personer og opplysninger
om gjenstander. Et argument i faver av en slik
regel er at grensen mellom personopplysninger og
andre opplysninger ofte er vanskelig 4 trekke.

Nar det gjelder behandling av opplysninger om
juridiske personer, har utvalget lagt vekt pa at poli-
tiets behandling kan vare like inngripende for
bedrifter som for personer. Loven beskytter sile-
des ogsd forretningsmessige, konkurransemes-
sige og skonomiske interesser.

Selv om bade personopplysninger og andre
opplysninger reguleres i politiregisterloven, er de
ikke underlagt samme bestemmelser i ethvert hen-
seende. Bestemmelsene i politiregisterloven tar
sikte pa & beskytte den enkeltes personvern samt &
ivareta politiets effektivitet i kriminalitetsbekjem-
pelsen, jf. utvalgets utkast til § 1. Personopplysnin-
ger er knyttet til et individ som har interesser i
hvordan opplysningene behandles. Dette gjelder
ikke for andre opplysninger. For opplysninger som
ikke er personopplysninger mad, etter utvalgets
syn, hensynet til kriminalitetsbekjempelsen vaere
styrende for behandlingsreglene.
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8.2.3 Hele eller deler av politiets virksomhet

Utvalget drefter i punkt 8.6 i utredningen om poli-
tiregisterloven ber gjelde hele politiets virksom-
het, eller kun deler av den. Spersmalet dreftes i lys
av personopplysningsloven og personverndirekti-
vet, med serlig fokus pd om personverndirektivet
legger noen begrensninger pa lovgiver.

Utvalget tolker direktivet slik at strafferetts-
pleien, PSTs virksomhet samt politiets forebyg-
gende virksomhet, etterforskning og ordenstje-
neste faller utenfor direktivets virkeomrade.
Utvalget er imidlertid i tvil om politiets service-
bistands- og hjelpefunksjon faller innenfor eller
utenfor direktivet. Utvalget foreslar likevel at
denne funksjonen reguleres av politiregisterlo-
ven, idet den er sd nart knyttet til politiets pri-
meaervirksomhet at det er vanskelig a skille den ut.
Pa bakgrunn av den nevnte usikkerheten anbefa-
ler utvalget at den registrerte i disse tilfellene i
sterst mulig grad ber gis de rettighetene han har
etter direktivet.

I det folgende gis det en oversikt over utvalgets
forslag hva gjelder lovens saklige virkeomrade.

Selv om utgangspunktet er at politiregisterlo-
ven kommer til anvendelse pa all behandling av
opplysninger i politiet, foreslar utvalget at loven
bare kommer delvis til anvendelse pa behandling
av opplysninger i straffesaker. Dette begrunner
utvalget med at straffeprosessloven skal gjelde for
den enkelte straffesak. Straffeprosessloven regule-
rer politiets virksomhet fra og med etterfors-
kningsstadiet. Hva som er 4 anse som etterfors-
kning felger av straffeprosessloven § 226 forste
ledd, jf. § 224.

Etter utvalgets forslag vil imidlertid reglene om
taushetsplikt bli & finne i politiregisterloven. Politi-
registerloven vil videre komme til anvendelse der-
som opplysningene skal brukes ut over den
enkelte straffesak.

Pi de omrader det finnes spesiallovgivning
som regulerer politiets behandling av opplysnin-
ger, vil forrangsspersmalet matte loses ved hjelp av
alminnelige tolkningsprinsipper.

Politiets forvaltningsvirksomhet og sivile gjore-
mal vil etter utvalgets forslag fremdeles reguleres
av personopplysningsloven, eventuelt av saerlov-
givning der det finnes. Utvalget finner at politiet,
nar de utever forvaltningsoppgaver, naturlig kan
sammenlignes med andre forvaltningsorganer.
Politiets forvaltningsoppgaver kjennetegnes ved at
de kunne ha vert gjennomfert av et annet organ
enn politiet. Dette taler for at reguleringen skal

vaere den samme som om oppgavene faktisk hadde
veert utfort av et forvaltningsorgan.

I grensetilfeller, hvor det er uklart hva som skal
anses i veare forvaltningsvirksomhet, mé det leg-
ges vekt pa om det ut fra politiets rolle i samfunnet
ville veert unaturlig at oppgaven ble lagt til et annet
organ. Dersom oppgaven like gjerne kunne veert
utfert av andre, taler dette for at det dreier seg om
forvaltningsvirksomhet, og derfor faller utenfor
lovens anvendelsesomrade.

Utvalget behandler spersmalene tilknyttet
lovens anvendelsesomrade hva gjelder PST'i punkt
23.2 i utredningen. Utvalget foretar der en gjen-
nomgang av PSTs oppgaver, og konkluderer med
at PST's virksomhet med unntak av etterforskning
i sin helhet ber reguleres av politiregisterloven. I
personverndirektivet gjores unntak for behandling
av personopplysninger som utferes i forbindelse
med statens sikkerhet, jf. punkt 8.1. Lovgiver star
dermed fritt ved utformingen av bestemmelser for
PSTs behandling av opplysninger, ogsa for sa vidt
angar deres forvaltningsvirksomhet.

Utvalget foreslar endelig at politiregisterloven
ikke skal gjelde for behandling av opplysninger
som reguleres av SIS-loven (Schengen Information
System). Dette skyldes at SIS-registeret er oppret-
tet pd bakgrunn av Schengen-konvensjonen, og
reguleringen ma holde seg innenfor konvensjo-
nens rammer.

8.2.4 Lovens geografiske virkeomrade

Utvalget behandler lovens geografiske virkeom-
rade i punkt 8.9 i utredningen.

Utgangspunktet for lovens geografiske virke-
omrade er at den vil gjelde all behandling som fal-
ler innenfor lovens saklige virkeomrade, uavhen-
gig av hvor behandlingen skjer. En norsk polititje-
nestemann som befinner seg i utlandet, men
behandler opplysninger «tilherende» norsk politi,
vil sdledes veere omfattet av loven.

Utvalget foreslar 4 innta en bestemmelse tilsva-
rende politiloven § 28. Bestemmelsen lyder;
«Loven gjelder for Svalbard og Jan Mayen og for
omrader underlagt norsk statsheyhet som biland,
med de endringer som Kongen fastsetter av hen-
syn til de stedlige forhold». Alminnelige regler om
lovens anvendelsesomrade pa Svalbard og Jan
Mayen finnes i henholdsvis lov av 17. juli 1925 nr.
11 om Svalbard §§ 2 og 3 og lov 27. februar 1930 nr.
2 om Jan Mayen §§ 2 og 3.
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8.3 Hgringsinstansenes syn

8.4 Departementets vurdering

Horingsinstansenes merknader knytter seg til
punkt 8.2.3 ovenfor.

Politidirektoratet og Dstfold politidistrikt mener
at loven ogsa ber gjelde for politiets forvaltnings-
virksomhet. Dette begrunnes med at den flyt og
bruk av opplysninger som i dag er tillatt, jf. politilo-
ven § 24.4 nr. 1, vil bli begrenset dersom lovforsla-
get blir vedtatt.

Den tidligere Kriminalpolitisentralen (Kripos)
foreslar en neermere redegjorelse for grensen mot
straffesaksbehandling, herunder om politiregister-
loven skal regulere en forvaltningssak som utledes
av en straffesak, og iverksettes sammen med, eller
starter opp som felge av, en straffesak.

Utenriksdepartementet og  Politidirektoratet
onsker at politisambandsmennene uttrykkelig skal
nevnes i loven. Det vises til at det administrative
ansvaret for disse ble overfort fra Politidirektoratet
til Utenriksdepartementet, noe som blant annet
medferer at politisambandsmennene gis midlerti-
dig ansettelse i Utenriksdepartementet som spesi-
alutsendinger. Politisambandsmennene vil derfor
ikke veere omfattet av ordlyden i forslaget til § 3.
Det samme gjelder for forslaget til § 15.

Okokrim og Finansdepartementet har merkna-
der vedrerende Ukokrims hvitvaskingsregister.
@kokrim mener registeret ber unntas fra lovens
virkeomrade, pa lik linje med SIS-registeret. Det
argumenteres med at begge registrene har sin
bakgrunn i en konvensjon, og at begge registrene
erregulertiegne lover. Okokrim viser til at flere av
lovutkastets bestemmelser ikke passer for hvitvas-
kingsregisteret. Finansdepartementet har ingen
innvendinger mot at loven omfatter hvitvaskingsre-
gisteret, men mener lovens anvendelse ma tilpas-
ses gjennom forskrift.

Helse- og omsorgsdepartementet og Nasjonalt
Folkehelseinstitutt (NFI) ensker at registeret for
rettstoksikologiske data (SRI-data) hjemles i politi-
registerloven. SRI-data er et register der analyser
av biologisk materiale, innhentet i forbindelse med
straffesaker, oppbevares pa vegne av politiet. SRI-
data ble opprettet med konsesjon fra Datatilsynet i
henhold til personopplysningsloven. NFI anferer
at man i forbindelse med forskningsoppdrag ikke
fikk konsesjon fra Datatilsynet til & kunne forske pa
materialet som er lagret i SRI-data, idet hjemmels-
grunnlaget ikke var tilstrekkelig klart. Det er seer-
lig sistnevnte som er hovedbegrunnelsen for
onsket om & hjemle SRI-data i politiregisterloven.

8.4.1 Forholdet til personopplysningsloven

Personopplysningsloven kommer i utgangspunk-
tet til anvendelse pé all elektronisk behandling av
personopplysninger, jf. lovens § 3 forste ledd bok-
stav a, med mindre annet folger av en sarskilt lov
som regulerer behandlingsmaten, jf. § 5. Politire-
gisterloven vil dermed som sarlov ga foran person-
opplysningsloven, men personopplysningsloven vil
komme til anvendelse pa politiets behandling av
opplysninger nar politiregisterloven er taus.

Departementet tar imidlertid sikte pa a gi en
utfyllende og komplett lov for politiets behandling
av opplysninger, slik at det ikke vil bli behov for &
supplere med personopplysningslovens bestem-
melser.

8.4.2 Fraregister til behandling

Departementet er enig med utvalget i at det er hen-
siktsmessig 4 forlate registerbegrepet, og la loven
komme til anvendelse pé politiets behandling av
opplysninger. Registerbegrepet har vist seg lite
egnet som begrep etter at elektronisk databehand-
ling ble utbredt. A knytte lovens anvendelsesom-
rade til registerbegrepet, dpner dessuten for en
omgaelse av regelverket ved at man kan lagre opp-
lysninger utenfor registrene, og siledes ikke veere
bundet av loven. Selv om store deler av politiets
opplysninger fortsatt er lagret i registre, foregér
det ogsa en god del behandling av opplysninger
utenfor registrene og det er behov for at ogsa
denne behandlingen undergis en regulering.
Departementet stotter 1 utgangspunktet ogsa
utvalgets forslag om & la loven omfatte bade manu-
ell og elektronisk behandling av opplysninger, men
man finner ikke a kunne slutte seg til at loven skal
fa anvendelse pa all manuell behandling. Utvalgets
hovedbegrunnelse for forslaget synes & ha vaert at
en avgrensning mot manuell behandling vil kunne
apne for en omgdelse av loven, at det vil veere
enklere for politiet & forholde seg til et ensartet
regelverk samt at det skaper bedre forutberegne-
lighet for den registrerte. Til dette vil departemen-
tet bemerke at alminnelig personvernlovgivning
gjelder manuell behandling av personopplysninger
bare nar opplysningene finnes i et register, jf. per-
sonopplysningsloven § 3 forste ledd bokstav b.
Begrunnelsen for dette er at lovgiver ikke har sett
behov for beskyttelse av opplysninger som ikke er
gjenfinnbare. Dette synspunkt gjenspeiler seg
ogsa i artikkel 1 nr 3 i rammebeslutning om per-
sonvern i tredje soyle som ble gjengitt i punkt 8.1.
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Faren for omgéelse av loven vil siledes ogsa forst
og fremst bestd i at det etableres manuelle skygge-
registre av eksisterende elektroniske registre, der
det er mulig & gjenfinne opplysningen. Denne
faren kan man eliminere ved & gi politiregisterlo-
ven anvendelse pa manuell behandling i samsvar
med hva som folger av alminnelig personvernlov-
givning og artikkel 1 nr. 3 i rammebeslutningen.
Departementet kan heller ikke se at denne
begrensningen kan fore til en svekking av person-
vernet. Politiets behandling av opplysninger fore-
géar i det alt vesentligste elektronisk, og denne
behandlingen omfattes i sin helhet av lovforslaget.
I den grad det forekommer manuell behandling, og
som heller ikke kan betegnes som register, vil det
matte dreie seg om for eksempel manuelle pateg-
ninger pa et dokument eller at en tjenestemann
gjor seg handskriftlige notater nar han er ute pa et
oppdrag med videre. Slik behandling av opplysnin-
ger vil regelmessig ikke kunne vare gjenstand for
kontroll av behandlingsansvarlig eller tilsynsorga-
net, og det er ogsa ellers vanskelig a forestille seg
hvordan lovens ulike bestemmelser om for eksem-
pel innsyn, sletting, klage med videre i praksis skal
komme til anvendelse pa denne type behandling.
Nar store deler av lovforslaget ikke passer for
manuell behandling, som ikke faller inn under
registerbegrepet, og nar behandlingen heller ikke
kan kontrolleres, taler etter departementets opp-
fatning de beste grunner for at den faller utenfor
lovens anvendelsesomrade.

Utover dette foreslar utvalget i utkast til § 3
tredje ledd annet punktum en regulering av munt-
lig behandling av opplysninger ved at det presise-
res at kun kravene til internkontroll og taushets-
plikt gjelder for muntlig behandling. At taushets-
pliktsreglene gjelder for bade skriftlig og muntlig
behandling av opplysninger er s selvsagt at depar-
tementet ikke ser noen grunn til 4 nevne dette sar-
skilt i loven. Likeledes kan man ikke se hvordan
reglene om internkontroll skal kunne praktiseres
for muntlig behandling. Hensett til at utvalget ikke
har gitt noen naermere begrunnelse for forslaget
samt at verken alminnelig personvernlovgivning
eller rammebeslutning om personvern i tredje
seyle inneholder tilsvarende bestemmelser,
onsker departementet ikke & fore forslaget om en
seerskilt regulering av muntlig behandling videre.

8.4.3 Hvilke opplysninger omfattes

Departementet gar inn for at politiregisterloven i
utgangspunktet skal omfatte alle opplysninger
som behandles av politiet og patalemyndigheten.

Politiets behandling av opplysninger kan vaere inn-
gripende for bedrifter, slik som for personer.
Videre vil det ofte veere vanskelig & trekke gren-
sen mellom personopplysninger og opplysninger
om juridiske personer og gjenstander. Alminnelig
personvernlovgivning kommer bare til anvendelse
pa personopplysninger, noe som innebarer at lov-
giveren star fritt til 4 regulere behandling av opp-
lysninger som ikke er personopplysninger. Depar-
tementet finner det av de nevnte grunner pa den
ene siden hensiktsmessig 4 ha et samlet regelverk
for all behandling av opplysninger i politiet og
patalemyndigheten, men man ser pa den annen
side ikke noen grunn til & gi seerlig opplysninger
om gjenstander den samme beskyttelse som per-
sonopplysninger. For opplysninger som ikke er
personopplysninger vil derfor hensynet til krimi-
nalitetsbekjempelsen regelmessig matte gis
utslagsgivende vekt. For 4 understreke dette har
utvalget i forslag til § 3 fijerde ledd inntatt en
bestemmelse som sarskilt omtaler opplysninger
om gjenstander. Ifelge utvalgets forslag skal
bestemmelsen om lovens formaél, kapittelet om
informasjonssikkerhet og internkontroll, samt til
en viss grad reglene om taushetsplikt gjelde for
opplysninger om gjenstander. I tillegg foreslar
utvalget at loven utover dette gjelder sa langt det
passer. Departementet er enig i at man begrenser
lovens anvendelse pa opplysninger om gjenstan-
der, men foreslar en ytterligere innsnevring i for-
hold til utvalgets forslag. For det forste anses hen-
visningen til lovens formal noe forfeilet, idet ver-
ken Dbeskyttelse av  personvernet eller
forutberegnelighet for den registrerte gjor seg
gjeldende ved behandling av opplysninger om
gjenstander. Dernest ensker man heller ikke & la
loven gjelde «sd langt den passer». Bestemmelser
med et slikt innhold kan skape betydelige tol-
kingsproblemer, og departementet kan heller ikke
se at det i loven finnes et naturlig skille mellom de
regler som kan passe for gjenstander og som ikke
gjor det. Utvalget har heller ikke utdypet dette for-
slaget narmere eller gitt noen eksempler péa
hvilke bestemmelser som passer for gjenstander.
Tvert 1 mot sies det flere steder i utredningen at
det er sarlig reglene om informasjonssikkerhet,
det vil si & beskytte opplysningens konfidensiali-
tet, integritet og tilgjengelighet, som vil veere av
betydning for disse opplysningene. P4 denne bak-
grunn foresliar departementet at lovens anven-
delse for opplysninger om gjenstander begrenses
til kapittelet om informasjonssikkerhet og intern-
kontroll samt reglene om taushetsplikt i den grad
opplysninger omfattes av lovforslaget til § 23.
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8.4.4 Hele eller deler av politiets virksomhet

Det sentrale spersméal under dette punkt er om
politiregisterloven skal omfatte politiets samlede
virksomhet, eller om det er nedvendig eller hen-
siktsmessig & avgrense lovens anvendelsesomrade
mot deler av politiets virksomhet. I utvalgets utkast
til § 3 forste ledd nr. 2 og 3 foreslar utvalget at loven
ikke skal gjelder for politiets forvaltningsvirksom-
het og sivile gjoremal og at den heller ikke skal
gjelde for behandling av opplysninger som regule-
res av SIS-oven. I tillegg foreslar utvalget at loven
i utgangspunktet heller ikke skal gjelde for straffe-
saksbehandling, men fra dette unntak gjeres det
igjen flere unntak ved at en rekke av lovens
bestemmelser likevel gis anvendelse pa behand-
ling av opplysninger i den enkelte straffesak, se
utvalgets utkast til § 3 forste ledd nr. 1 bokstav a og
b. Endelig foreslar utvalget enkelte sarregler for
PST i utkast til § 3 annet ledd.

For departementet kommenterer naermere
utvalgets forslag og heringsinstansenes uttalelser,
vil man allerede nd nevne at utvalgets forslag ved-
rorende straffesaksbehandling kommer i et annet
lys etter at rammebeslutningen for personvern i
tredje soyle ble vedtatt. Siden dette spersmal kre-
ver en bredere omtale har man valgt 4 behandle
denne problemstillingen i slutten av dette punkt.

Departementet foreslar pa lik linje med utval-
get at politiregisterloven ikke fir anvendelse pa
politiets forvaltningsvirksomhet og sivile gjorvemdl,
med den folge at disse fremdeles reguleres av per-
sonopplysningsloven.

Politidirektoratet og Ostfold politidistrikt ber
departementet vurdere om det er mulig at ogséa
politiets forvaltningsvirksomhet kan reguleres av
politiregisterloven. Begge heringsinstanser gir
uttrykk for bekymring for at den informasjonsut-
viklingen som er tillatt i dag vil bli begrenset der-
som politiets forvaltningsvirksomhet faller utenfor
lovforslaget.

Som nevnt i punkt 8.2.3 er politiets forvaltnings-
virksomhet regulert i personverndirektivet. Dette
medferer at politiets behandling av opplysninger —
nar de opptrer som forvaltningsorgan — er under-
lagt direktivets krav. Lovgiver star i sd mate ikke
fritt til 4 gi avvikende regler. Siden politiregisterlo-
ven pa flere punkter avviker fra direktivets krav,
kan politiets forvaltningsvirksomhet ikke falle inn
under loven. Denne virksomheten vil derfor ogsa i
fremtiden bli regulert av personopplysningsloven.

Det er imidlertid viktig & understreke at skillet
mellom forvaltningsvirksomhet og annen virksom-
het ikke skal hindre politiet i en effektiv kriminali-
tetsbekjempelse i form av begrenset adgang til &

utveksle informasjon, slik de nevnte heringsinstan-
sene synes a antyde. Flyten av opplysninger mel-
lom de ulike oppgavene reguleres av de foreslatte
taushetspliktsreglene, og disse er utformet slik at
det ikke gjores endringer i forhold til hva som er
ordningen i dag, jf. neermere om dette i kapittel 11.

Departementet er enig med utvalget i at PSTs
virksomhet, herunder forvaltningsvirksomhet,
reguleres av politiregisterloven. Grunnen til at
PSTs forvaltningsvirksomhet, i motsetning til for-
valtningsvirksomheten i politiet forevrig, kan regu-
leres av politiregisterloven, er at personverndirek-
tivet gjor unntak for behandling av personopplys-
ninger som utferes i forbindelse med statens sik-
kerhet, slik at lovgiveren stér fritt til & fravike kra-
vene i direktivet. Siden det i utgangspunktet er
onskelig 4 legge opp til en ensartet regulering, fin-
ner departementet det mest hensiktsmessig at
politiregisterloven ogsa kommer til anvendelse for
PSTs forvaltningsvirksomhet. Departementet
foreslar imidlertid en noe annen ordlyd enn utval-
gets utkast til § 3 annet ledd, der det heter:«For
politiets sikkerhetstjeneste gjelder loven nar den
utferer sine oppgaver etter politiloven §§ 17b og
17¢, med de seerbestemmelser som folger av kapit-
tel 8. Forvaltningsvirksomhet i Politiets sikker-
hetstjeneste er omfattet av loven.» Det fremgéar av
utredningen pé side 3 forste spalte at bestemmel-
sens forste punktum kun er ment som en presise-
ring av og henvisning til PSTs arbeidsoppgaver slik
de er beskrevet i politiloven. Departementet finner
det ikke hensiktsmessig & knytte lovens anvendel-
sesomrade til spesifikke bestemmelser i politilo-
ven nar hensikten likevel er at loven skal gjelde for
PST i sin helhet. PSTs arbeidoppgaver er fastsatt
béde i politiloven og i instruks for PST vedtatt ved
kgl.res. 19.08.2005 og det blir alene av den grunn
noe misvisende nér det bare vises til politilovens
bestemmelser. Dernest kan PST's arbeidsoppgaver
endres over tid, noe som enten kan fastsettes ved
endring av politiloven eller i form av instruks. Ved-
takelsen av ny § 17d i politiloven i1 2005 og ny
instruks for PST etter at utvalget har avgitt sin inn-
stilling illustrerer dette. Dersom man ville velge &
viderefore utvalgets utforming av § 3, vil det med-
fore at politiregisterloven mé endres hver gang det
foretas endringer i PSTs arbeidsoppgaver. Man vil
ogséa kunne risikere a4 begrense lovens anvendel-
sesomrade uten at dette er tilsiktet. Sistnevnte kan
for eksempel skje nir man endrer instruksen uten
4 fremme forslag om lovendring. Departementet
foreslar derfor at omtalen av PST i bestemmelsen
begrenses til 4 gjelde lovens anvendelse pé tjenes-
tens forvaltningsvirksomhet. Man vil imidlertid i
forbindelse med utarbeidelsen av forskriften til
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politiregisterloven vurdere & knytte behandlings-
reglene nermere til PSTs ulike oppgaver. Denne
fremgangsmaten er ogsa fulgt i gjeldende retnings-
linjer for behandling av opplysninger i PST, som
ble godkjent av Justisdepartementet 12.12.2007.
For naermere omtale av PSTs arbeidsoppgaver og
de foreslatte saerregler for PST vises til kapittel 17
om PST.

Departementet ser behovet for at politisam-
bandsmennene omfattes av loven, jf. den begrun-
nelse som er gitt av Utenriksdepartementet og
Politidirektoratet i punkt 8.3, men man antar at
denne typen detaljregulering fortrinnsvis ber gis i
form av forskrift. Det vil ogsa i fremtiden kunne
oppsta situasjoner der enkelte personer eller grup-
peringer pa grunn av administrative tiltak eller
andre arsaker formelt sett ikke er en del av politiet
eller patalemyndigheten, selv om de reelt sett har
en sa neer tilknytning til politiet at det er naturlig a
la politiregisterlovens regler komme til anvendelse
pa deres behandling av opplysninger. Departemen-
tet foreslar derfor at det i lovforslaget til § 69 om
forskrifter gis hjemmel til & la loven komme til
anvendelse pa andre enn de som er nevnti § 3. For
at dette kan bli aktuelt er det en klar forutsetning
at den behandlingen som skal omfattes av loven
gjelder politimessige formal, samt at de det gjelder
har et neert tilknytningsforhold til politiet eller
patalemyndigheten. Utvalget har i utkast til § 63 nr
1 foreslatt at Kongen kan gi regler om «narmere
avgrensning av lovens virkeomréde, jf. § 3», uten at
det er gitt noe narmere forklaring pa hva som lig-
ger i dette. Det foreslas derfor at adgangen til &
utvide virkeomradet uttrykkelig kommer frem.

Departementet gar derimot ikke inn for at @ko-
krims hvitvaskingsregister unntas fra lovens virke-
omrade. Registeret kan ikke, slik @kokrim anferer,
uten videre sammenlignes med SIS-registeret. Selv
om registrene har visse likhetstrekk, er den
vesentlige forskjellen at SISregistreret ikke anses
for & veere et norsk register. SIS-registeret er opp-
rettet som en del av Schengen-samarbeidet, og
reguleres gjennom SIS-loven. I henhold til SIS-
loven fores det et nasjonalt SIS-register, NSIS. De
nasjonale registrene er knyttet til det internasjo-
nale registeret CSIS. Departementet ser det slik at
hvitvaskingsloven er 4 anse som spesiallov i for-
hold til politiregisterloven, og at forrangsspersmal
ma loses ved hjelp av alminnelige tolkingsprinsip-
per. Departementet er imidlertid enig med Finans-
departementet i at det kan veere behov for tilpas-
ninger i forskriften hva angar lovens anvendelse pa
hvitvaskingsregisteret.

Departementet finner heller ikke grunn til a
hjemle SRI-data i politiregisterloven, slik Helsede-

partementet og Norsk Folkehelseinstitutt ber om,
idet man ser det slik at SRI-data faller inn under
begrepet «databehandler» nar det behandles opp-
lysninger pa vegne av politiet, jf. lovforslaget til § 18
og derved vil denne behandlingen uansett falle inn
under de behandlingsregler som folger av politire-
gisterloven med tilherende forskrift.

Det kan i denne sammenheng kort nevnes at
utspillet fra de nevnte heringsinstansene hovedsa-
kelig var begrunnet i at forskning pa det materialet
som er lagret i SRI-data reguleres av politiregister-
loven. Denne siden av saken er imidlertid né ivare-
tatt ved at Justisdepartementet i samradd med
Helse- og omsorgsdepartementet har fremmet for-
slag om endring i straffeprosessloven § 157, der
detinytt siste ledd er bestemt at Kongen kan gi for-
skrift om at rettstoksikologiske analysedata ogséa
kan brukes i forskningseyemed, og gi narmere
regler om dette, jf. Ot.prp.nr. 19 og Innst.O.nr. 23
(2007-2008).

Nar det til slutt gjelder lovens anvendelse pa
straffesaksbehandling ferer rammebeslutning om
personvern i tredje seyle til en annen lgsning enn
den som er foreslatt av utvalget. Artikkel 1 nr. 1 gir
anvisning pa at rammebeslutningen gjelder for
politisamarbeid og rettslig samarbeid i straffesa-
ker, og i artikkel 1 nr. 2 er etterforskning uttrykke-
lig nevnt i opplistingen av den virksomheten ram-
mebeslutningens regler skal gjelde for. Ifelge
utvalgets forslag avgrenses lovens virkeomride
mot behandling av opplysninger i den enkelte straf-
fesak, men det foreslas ogsé flere unntak fra dette
unntak, slik at store deler av loven likevel vil gjelde
for straffesaksbehandling. Spersmalet er omtalt i
punkt 8.7.1 i utredningen der det blant annet heter:

«Utgangspunktet er at politiregisterloven kom-
mer til anvendelse pa all behandling av opplys-
ninger i politiet. Utvalget foreslar likevel at
straffeprosessloven skal gjelde for den enkelte
straffesak, pd samme mate som i dag, med unn-
tak av de endringer utvalget foreslar. Den stor-
ste endringen er taushetspliktsreglene, som na
foreslas tatt inn i politiregisterloven, se kapittel
14, og som skal gjelde felles bade i og utenfor
den enkelte straffesak. De materielle endrin-
gene i taushetspliktsreglene er imidlertid av
mindre omfang.

Straffeprosessloven har saksbehandlings-
regler for den enkelte straffesak, hvor blant
annet akterene i saken far rettigheter. Straffe-
prosessloven mé anses som lex specialis i for-
hold til politiregisterloven for behandlingen av
opplysninger i den enkelte straffesak. Det er
imidlertid en rekke regler i politiregisterloven
som retter seg mot den behandlingsansvarlige,
det vil si politiet eller patalemyndigheten, og
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hvor straffeprosessloven ikke har noen tilsva-
rende bestemmelse. Dette er generelle regler
om behandlingen av opplysninger, som i storre
grad er basert pa sentrale personvernhensyn
enn tradisjonelle prosesshensyn, som for
eksempel reglene om forskriftsregulering, mel-
deplikt, informasjonssikkerhet og internkon-
troll, kontrollordninger og sanksjoner. Reglene
retter seg ofte mot det underliggende registe-
ret der opplysningene i en straffesak behand-
les. Utvalget foreslar at disse forholdene regu-
leres av politiregisterloven.

For de individuelle rettighetene, altsd de
som tilligger akterer i saken og slik sett ogsé de
registrerte, vil straffeprosessloven ga foran
som spesiallovgivning. Utvalget bemerker
imidlertid at de individuelle rettighetene i pro-
sessreglene og personvernreglene i stor grad
er sammenfallende. Dette gjelder for eksempel
innsyn. Videre har straffeprosessen nedfelt
krav om formalsbestemthet og nedvendighet,
og loven som helhet ma sies & oppstille krav til
opplysninger som behandles. Pa disse omréa-
dene ma siledes straffeprosessloven gjelde for
den enkelte straffesak, helt til sakene blir avgitt
til arkivverket.»

Departementet er i utgangspunktet enig i utval-
gets betraktninger, men at straffesaker fortsatt
skal reguleres av straffeprosessloven innebaerer
ikke nedvendigvis at straffesaksbehandling helt
eller delvis ma unntas fra politiregisterlovens vir-
keomréade. Som nevnt tidligere kommer rammebe-
slutningen til anvendelse pa alle trinn i det krimina-
litetsbekjempende arbeid, helt fra forebygging til
fullbyrdelse av strafferettslige reaksjoner, jf artik-
kel 1 nr. 2. Formalet med rammebeslutningen er &
sikre at medlemslandenes behandling av opplys-
ninger i de ulike fasene tilfredsstiller visse minste-
krav hva gjelder personvern og grunnleggende
rettigheter og friheter. Den gir imidlertid ikke
anvisning pa hvor disse reglene skal veere plassert
og den gir heller ikke anvisning pa at det ma gjelde
de samme reglene for de ulike stadiene innenfor
politiets kriminalitetsbekjempende virksomhet.
Den problemstillingen som utvalget omtaler ble
saledes ogsa diskutert under forhandlingene i
Briissel, og det var enighet om at rammebeslutnin-
gen ikke skulle medfere materiellrettslige endrin-
ger i den nasjonale straffeprosesslovgivningen sa
lenge denne oppfyller minstekravene. Unsket om &
verne om den nasjonale straffeprosesslovgivnin-
gen har ogsi medfert flere endringer i forhold til
kommisjonens opprinnelige utkast til rammebe-
slutningen. For 4 illustrere dette med et eksempel
var det i kommisjonens opprinnelige utkast til
artikkel 4 nr. 4 foreslatt en noksa detaljert regule-

ring av innholdet i nedvendighetskravet. Saledes
ga bestemmelsen anvisning péd at medlemslandene
skulle pase at behandling av opplysninger bare er
nedvendig dersom de foreliggende fakta gir beret-
tiget grunn til & tro at behandlingen av opplysnin-
gen muliggjer, forenkler eller paskynder forebyg-
ging eller oppklaring av kriminalitet. Videre skulle
det ikke finnes en mindre inngripende mate &
oppna dette formalet pa og behandlingen av opp-
lysningene skulle under enhver omstendighet ikke
veere uforholdsmessig. Under forhandlingene
anforte flere land, herunder Norge, at man ikke
kunne godta en slik bestemmelse, idet en ramme-
beslutning om personvern ikke kan styre nasjonale
regler med henblikk pa hvor terskelen for nedven-
dighetskravet skal ligge. I henhold til straffepro-
sessloven § 224 kan etterforskning innledes — og
dermed behandles opplysninger — nar det som
folge av anmeldelse eller andre omstendigheter
«er rimelig grunn til & underseke» om det forelig-
ger straffbart forhold som forfelges av det offent-
lige. Vilkéarene i det opprinnelige forslaget til art. 4
nr. 4 var dermed strengere enn vilkarene i § 224,
noe som ville ha medfert at bestemmelsen matte
ha blitt endret for a veere i samsvar med rammebe-
slutningen. P4 grunn av disse innsigelsene ble
kommisjonens forslag slayfet, slik at medlemslan-
dene star fritt til & bestemme hva som ma til for at
behandling av opplysninger anses nedvendig.

P4 den annen side er straffeprosesslovens
regler ikke utformet med henblikk pad hvordan
opplysningene skal behandles eller hvilke krav
som stilles til denne behandlingen. Det er derfor
nedvendig at ogsa behandlingen av opplysninger i
straffesaker undergis en regulering. Dette er ogsa
utvalget enig i og har pa denne bakgrunn foreslatt
at det gjores en rekke unntak fra den foreslitte
hovedregelen om at behandling av opplysninger i
den enkelte straffesak ikke faller inn under lovens
virkeomrade. De foreslatte unntakene er imidler-
tid ikke tilstrekkelige til & tilfredsstille minstekra-
vene i rammebeslutningen. For eksempel innebae-
rer utvalgets forslag at behandling av opplysninger
i den enkelte straffesak ikke er undergitt noen
rette- og sletteregler eller tilsyn fra et uavhengig
organ, noe som ikke er forenlig med rammebeslut-
ningen. Departementet kan heller ikke se at det er
behov for 4 avgrense politiregisterlovens virkeom-
rade mot behandling av opplysninger i den enkelte
straffesak sa lenge man ikke dermed griper inn i
eller endrer materiellrettslige regler i straffepro-
sessloven. Sistnevnte kan unngés ved at man i poli-
tiregisterloven stiller opp ulike regler for behand-
ling av opplysninger i og utenfor straffesaksbe-
handling der dette synes nedvendig eller hensikts-
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messig, jf. ogsd merknadene ovenfor om at ramme-
beslutningen ikke legger opp til en ensartet
regulering av behandling av opplysninger til de
ulike politimessige formal. Dette vil i mange tilfel-
ler kunne gjores ved at man viser til de aktuelle
bestemmelsene i straffeprosessloven, som for
eksempel reglene om innsyn. At politiregisterlo-
ven kommer til anvendelse pa all behandling av
opplysninger innenfor politiet og patalemyndighe-
ten gjor den ogsd mer oversiktlig og ikke minst
mer brukervennlig. Departementet foreslar derfor
at lovens virkeomrade ikke avgrenses mot straffe-
saksbehandling. Dette vil fore til at flere av utval-
gets forslag til de ulike bestemmelsene enten ma
endres eller suppleres, uten at dette nedvendigvis
vil medfere betydelige realitetsforskjeller. Depar-
tementet kommer tilbake til disse spersmalene i til-
knytning til de enkelte forslagene.

Selv om lovens virkeomréde er endret i forhold
til utvalgets forslag finner departementet likevel
grunn til & kommentere Kripos’ forslag om at det
ber gis en naermere redegjorelse for grensen mot
straffesaksbehandling.

Som nevnt i punkt 7.2.8.3 finner departementet
det viktig 4 understreke at grensedragningen mel-
lom behandling av opplysninger i og utenfor en
straffesak ikke mé forveksles med grensedragnin-
gen mellom etterforskning og annen politimessig
virksomhet. Utvalget omtaler sistnevnte problem-
stilling i punkt 11.4 i utredningen i forbindelse med
spersmalet om politiets virksomhet bestir av ett
eller flere formal. Utvalget konkluderer med at
politiets virksomhet bestar av flere formal, men i
praksis er det serlig grensedragningen mellom
politiets forebyggende virksomhet og etterfors-
kning som i praksis er langt fra skarp, jf. neermere
om dette i punkt 11.4.3 i utredningen. Skillet mel-
lom straffesaksbehandling og andre politimessige
oppgaver er gjennomgaende i straffeprosessen og
politiretten, og har betydning bade for hjemmels-
spersmalet og ansvarsforholdene. For & klargjore
virksomhetens art har riksadvokaten for PSTs
virksomhet bestemt at overgangen fra annen politi-
messig virksomhet til etterforskning skal marke-
res med en formell etterforskningsordre. Gréso-
nen mellom forebyggende virksomhet og etter-

forskning vil imidlertid ikke representere noe pro-
blem i forhold til spersmalet om hvilke regler som
gjelder for behandling av opplysninger. Nar politi-
registerloven gir anvisning pa ulik regulering for
behandling av opplysninger i og utenfor straffe-
saksbehandling, méa dette ses i sammenheng med
at «straffesak» i lovforslaget til § 2 nr. 11 er definert
som «sak som behandles etter straffeprosess-
lovens regler». Dette innebeerer at de regler som
gjelder for straffesaksbehandling kommer til
anvendelse nar politiet rent faktisk behandler opp-
lysninger eller foreta handlinger i henhold til straf-
feprosessloven. I andre tilfelle vil utferdigelsen av
en formell etterforskningsordre vare et naturlig
skjeeringspunkt.

Kripos ber videre om en naermere avklaring av
hvilke regler som gjelder dersom for eksempel en
forvaltningssak utledes av en straffesak. Til dette
vil departementet bemerke at det er formdlet med
politiets behandling av opplysninger som er sty-
rende for hvilket regelverk som kommer til anven-
delse. Det kan derfor tenkes at den samme opplys-
ning blir behandlet etter forskjellige regelverk.
Som eksempel kan nevnes at politiet behandler en
opplysning i en straffesak, som reguleres av straf-
feprosessloven ved at politiregisterloven henviser
til denne. Dersom opplysningen tas ut av straffesa-
ken til bruk i forebyggende syemed, skjer behand-
lingen etter de reglene i politiregisterloven som
gjelder for behandling utenfor den enkelte straffe-
sak. Nar opplysningen i tillegg brukes i en forvalt-
ningssak, for eksempel i en vapensak, vil behand-
lingen reguleres av personopplysningsloven, jf.
nedenfor.

Som utvalget uttaler i punkt 8.7.1 i utredningen
kan dette umiddelbart synes inkonsekvent, «men
med utgangspunkt i at formalet er styrende for
regelverket, vil dette bli en konsekvent regulering
for all behandling av opplysninger i politiet».

8.4.5 Lovens geografiske omrade

Departementet slutter seg til utvalgets vurderin-
ger, men foreslar at bestemmelsen om lovens geo-
grafiske virkeomrade utformes som den tilsva-
rende bestemmelsen i politiloven § 28.
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9 Krav til behandlingen av opplysninger

9.1 Innledning

Kapittelet om krav til behandlingen av opplysnin-
ger er av sentral betydning, idet man her regulerer
de grunnleggende personvernrettslige prinsip-
pene om formaélsbestemthet, nedvendighet og
krav til opplysningens kvalitet. I utvalgets utkast til
lovens kapittel 2 om krav til behandlingen av opp-
lysninger foreslar utvalget i tillegg til en regulering
av de nevnte prinsippene ogsi en regulering av
politiets registre og systemer, se utvalgets forslag
til § 6. Departementet er enig i at det i loven gis
regler om et reaksjonsregister, kriminaletterret-
ningsregistre og vaktjournalen. Departementet
gar imidlertid inn for en noe annen struktur enn
den utvalget foreslér, og man vil i tillegg regulere
flere registre enn de som er nevnt i utvalgets for-
slag til § 6. Bakgrunnen for dette er dels en oppfel-
ging av DNA-utvalgets innstilling NOU 2005: 19
Lov om DNA-register til bruk i strafferettspleien
og dels et snske om & etablere helt generelt et kla-
rere skille mellom straffeprosessloven og politire-
gisterloven hva gjelder behandling av opplysnin-
ger.

DNA-utvalget foreslo at DNA-registeret ber
reguleres i en egen lov, idet utvalget ikke fant det
hensiktsmessig at registeret er forankret i straffe-
prosessloven. DNA-utvalget var av den oppfatning
at straffeprosessloven bare ber inneholde bestem-
melser som er nedvendige for & innhente biologisk
materiale. I Ot.prp.nr. 19 om utvidelse av DNA-
registeret sa departementet seg enig i dette og
uttalte videre i punkt 2.3 i nevnte proposisjon
«Gode grunner taler for at lovarbeidet knyttet til
DNA-registrering ses i sammenheng med det
pagdende arbeidet med ny politiregisterlov og
inkorporeres her, i stedet for i en egen DNA-regis-
terlov.» De synspunktene DNA-utvalget og depar-
tementet ga uttrykk for gjor seg i like stor grad
gjeldende for de ovrige registrene som inneholder
opplysninger om biologiske identifikasjonsegen-
skaper. Det er derfor naturlig at ogsa fingerav-
trykkregisteret og fotoregisteret forankres i og
reguleres av politiregisterloven. Departementet vil
komme neermere tilbake til disse spersmalene i
punkt 9.7, der man pé bakgrunn av denne utvidel-

sen foreslar et eget kapittel i loven om politiets
registre og systemer.

9.2 Formalsbestemthet

9.2.1 Innledning

Hensynene bak formalsbhestemthetsprinsippet, og
dets generelle betydning for behandling av opplys-
ninger, ble det gjort rede for i punkt 6.4. Som det
fremgéar der er formélsbestemthet et av de mest
sentrale begrepene for all behandling av person-
opplysninger, noe som ogsa gjor seg gjeldende for
politiregisterloven. En av de viktigste funksjonene
med formalsangivelsen er 4 angi grensen for
sekundeerbruk, det vil si nir opplysningene kan
brukes til et annet formal enn de er innhentet til.
Det er derfor viktig at forméalsangivelsen er sé pre-
sis som mulig.

9.2.2 Nasjonale og internasjonale rammer
for lovgivningen

I personopplysningsloven § 11 forste ledd bokstav
b star det: «Den behandlingsansvarlige skal serge
for at personopplysningene som behandles bare
nyttes til uttrykkelig angitte forméal som er saklig
begrunnet i den behandlingsansvarliges virksom-
het». Videre folger det av bokstav ¢ at opplysnin-
gene ikke kan «brukes senere til formél som er
uforenlig med det opprinnelige formélet med inn-
samlingen, uten at den registrerte samtykker». Av
personverndirektivet artikkel 6 nr. 1 b felger:
«Medlemsstatene skal fastsette bestemmelser om
at personopplysninger skal innsamles til bestemte,
uttrykkelige angitte og berettigede formal samt at
senere behandling ikke skal veere uforenlig med
disse formalene.»

EMK artikkel 8 oppstiller krav til politiets
behandling av opplysninger, jf. den generelle frem-
stilling av bestemmelsen som ble gitt i punkt 4.3.1.
Bestemmelsen apner for at politiet kan behandle
personopplysninger i kriminalitetsbekjempelsen,
under forutsetning av at det er nedvendig i et
demokratisk samfunn og at det er hjemmel i lov. I
kravet om hjemmel i lov ligger at formalet ma veere
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sa konkret at det er mulig for den registrerte a for-
utse hva politiet vil bruke opplysningene til. Pa
samme mate ma politiets adgang til sekundaerbruk
klart fremga av lovgivningen.

Politirekommandasjonen forutsetter at innsam-
ling, lagring og bruk av opplysninger utelukkende
kan skje for «police purposes». Under «Scope and
definitions» stir det at «[t]he expression «for
police purposes» covers all the tasks which the
police authorities must perform for the prevention
and suppression of criminal offences and the
maintenance of public order». Det dpnes imidlertid
i politirekommandasjonen artikkel 5 for at opplys-
ningene kan utleveres til andre, noe departemen-
tet kommer tilbake til i kapittel 11 om taushets-
plikt. I den tredje evalueringen av politirekomman-
dasjonen konkluderes det med at: «permanent files
should specify the purpose for which they are set
up and the criteria for inclusion of personal data in
order to enable the data subject to foresee whether
his data may be included.»

I rammebeslutning om personvern i tredje
seyle er prinsippet om formalsbestemthet nedfelt i
artikkel 3 nr. 1 ferste punktum der det heter: «Per-
sonopplysninger kan samles inn av de kompetente
myndigheter kun for bestemte, uttrykkelig angitte
og legitime formal innenfor rammen av deres opp-
gaver, og kan kun behandles for det formalet de er
innsamlet for. Behandlingen av opplysningene skal
veere lovlig og adekvat, relevant og sté i rimelig for-
hold til de formalene opplysningene er innsamlet
for.»

I folge bestemmelsens nr. 2 er det imidlertid til-
latt 4 behandle opplysningene til andre formal der-
som dette er hjemlet i angjeldende lovgivning.

9.2.3 Utvalgets forslag

Utvalget behandler spersmalene knyttet til for-
malsbestemthet i kapittel 11 i utredningen, her-
under hvilken rett politiet skal ha til & bruke opp-
lysningene internt, bade til det formaélet opplysnin-
gene er hentet inn til (primaerbruk) og til andre
forméal (sekundaerbruk). Nar det snakkes om
intern bruk av opplysninger, siktes det kun til dem
av politiets oppgaver som faller innenfor lovens vir-
keomréade. Politiets forvaltningsoppgaver og sivile
gjeremal omfattes ikke av loven, og bruk av opplys-
ninger til disse formélene anses som utlevering,
noe departementet kommer tilbake til i kapittel 11
om taushetsplikt.

Utvalget drefter om politiets virksomhet som
saddan kan betegnes som ett behandlingsformal,
eller om hver av politiets oppgaver er egne behand-
lingsformal, slik at politiets virksomhet bestar av

flere behandlingsformél. Utvalget foretar i den
sammenheng en bred gjennomgang av politiets
ulike oppgaver med sikte pa & underseke om disse
kan karakteriseres som egne behandlingsformal.
Utvalget konkluderer med at si er tilfelle, med den
folge at utvalget anser henholdsvis etterforskning,
forebyggende virksomhet, ordenstjeneste, servi-
cefunksjonen, hjelpefunksjonen, bistandsfunksjo-
nen og fering av vaktjournaler som egne behand-
lingsformal. Nar det gjelder PST mener utvalget at
PSTs saroppgaver, det vil si personkontroll og
trusselvurdering, er 4 anse som egne behandlings-
formal.

Konsekvensen av denne inndelingen er at det
foreligger sekundeerbruk nér opplysninger som
for eksempel er innhentet i forbindelse med
ordenstjenesten, senere brukes i politiets forebyg-
gende virksomhet. Utvalget drefter i punkt 11.5 i
utredningen i hvilken grad politiet ber ha adgang
til slik sekundeerbruk, og tar i denne forbindelse
utgangspunkt i personopplysningsloven § 11 forste
ledd bokstav c, hvoretter personopplysninger ikke
kan brukes til et formal som er «uforenlig» med det
opprinnelige formalet med innsamlingen. Utval-
gets konklusjon pa dette punkt er at ingen av de
nevnte behandlingsformélene er uforenlige med
hverandre. For naermere begrunnelse vises det til
punkt 11.5.3 i utredningen.

Utvalget reiser i punkt 11.5.4 i utredningen
ogsa spersmalet om det er grunn til 4 lage egne
regler for behandling og bruk av opplysninger som
er generert ved sarskilte metoder i kriminalitets-
bekjempelsen. Utvalget kommer til at det er behov
for & begrense sekundaerbruken nar opplysnin-
gene er innhentet ved hjelp av inngripende meto-
der, som for eksempel avlytting. Utvalget mener
imidlertid at den type regulering ikke ber foretas i
politiregisterloven, men i den lovgivningen som
hjemler metoden.

Endelig tar utvalget i punkt 11.7 i utredningen
stilling til hvor detaljert reguleringen av formalet
ber veere. Det vises i den forbindelse til at formaélet
med politiets registre kan deles inn i tre nivaer:
Overordnet formal, formalet fastsatt i den enkelte
forskrift og formélet med den enkelte behandling.
Sistnevnte formal fastsettes av den behandlingsan-
svarlige i meldingen til Datatilsynet. Utvalget er av
den oppfatning at loven ber gi anvisning pa det
overordnede formaélet, mens detaljreguleringen
ber skje i forskrift.

9.2.4 Hearingsinstansenes syn

Det var kun to heringsinstanser som hadde merk-
nader til forslaget om formélsbestemthet.
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Datatilsynet gir uttrykk for at man savner en
utdypning av hva som ligger i uttrykket «politimes-
sige formal», og at uttrykket per i dag fremstar
som sveert vidtfavnende. Det foreslas at begrepet
«formél» erstattes med «oppgaver» slik at bestem-
melsen er mer knyttet opp mot politiets daglige
gjoremal.

Norsk forening for kriminalreform (KROM) kan
ikke se at det ligger noen relevante begrensninger
i bruk av politiopplyninger i forslaget til § 4.

9.2.5 Departementets vurdering

Departementet er enig med utvalget i at det retts-
lige grunnlaget for politiets behandling av opplys-
ninger bor knyttes til formalet med behandlingen.
Lovgiveren stir i utgangspunktet fritt til a
bestemme hvilke formal opplysninger kan innhen-
tes til og hvilken sekundaerbruk politiet skal ha rett
til 4 foreta. Den eneste begrensningen i s méte fol-
ger av EMK artikkel 8, hvoretter et inngrep fra
myndighetene ma vaere «i samsvar med loven og
(...) nedvendig i et demokratisk samfunn av hen-
syn til den nasjonale sikkerhet, (...)eller (..) for &
forebygge uorden eller kriminalitet». Dette stiller
blant annet krav til presisjon i det rettslige grunn-
laget for behandlingen, og setter en grense for
behandlingen, i den forstand at den ma veare ned-
vendig i et demokratisk samfunn, se naermere
punkt 4.3.1. At innhenting av opplysninger til poli-
timessige formal er i samsvar med EMK artikkel 8
kan ikke veere tvilsomt.

Nar det gjelder Datatilsynets merknad om at
uttrykket «politimessige forméal» fremstir som
sveert vidtfavnende, og at det ber erstattes med
«politimessige oppgaver», er departementet enig
at uttrykket kan fremsta som noe uklart nar innhol-
det i begrepet ikke er naermere definert. Man kan
imidlertid ikke se at uttrykket «politimessige opp-
gaver» er mer avklarende. Departementet har der-
for ogsa valgt & innta en definisjon av begrepet
«politimessige formal» i forslaget til § 2 nr. 13, se
naermere om dette i punkt 7.2.10, og antar at for-
malsangivelsen dermed i tilstrekkelig grad er pre-
sisert.

Som nevnt i punkt 9.2.3 har utvalget foretatt en
bred dreftelse av spersmalet om de delene av poli-
tiets virksomhet som omfattes av politiregisterlo-
vens anvendelsesomrade er 4 anse som ett eller
flere behandlingsformal, og om formélene eventu-
elt er forenlige. Spersmalet er av interesse med
henblikk pad om det dreier seg om primarbruk
eller sekundeaerbruk. Departementet er enig med
utvalget i at politiets ulike oppgaver er a anse som
egne behandlingsformél, og slutter seg til den

begrunnelsen som er gitt av utvalget. Ved at det i
lovforslaget til § 4 gis hjemmel for at opplysninger
kan brukes til andre politimessige formal enn det
de er innhentet for, vil sondringen ikke medfore
noen begrensninger med hensyn til politiets
adgang til & behandle opplysninger i sin samlede
virksomhet. Sondringen mellom formaélene vil
imidlertid kunne fa konsekvenser i andre relasjo-
ner. Formalet spiller ikke bare en sentral rolle ved-
rorende speorsmaélet om primer- og sekundeer-
bruk, men kan ogsa vare av betydning for hvilke
opplysninger som kan behandles, hvem som skal
ha tilgang til opplysningene, hvor lenge man skal
kunne oppbevare opplysningene, hvilke sikker-
hetstiltak som er nedvendige med videre. I denne
sammenheng vil det kunne oppstilles forskjellige
regler for de ulike formélene, noe departementet
anser som udelt positivt, og som et argument i seg
selv for & dele politiets virksomhet inn i flere
behandlingsformal. For eksempel vil det veere
grunn til stille mindre strenge krav til opplysnin-
gens kvalitet ved behandling av opplysninger i for-
bindelse med forebygging av alvorlig organisert
kriminalitet enn i forbindelse med bistandsfunksjo-
nen. Departementet ensker ogsa & understreke at
adgangen til 4 behandle opplysninger internt i poli-
tiet ut fra formalsbetraktninger ikke mé forveksles
med informasjonsflyten innad i politiet. Sistnevnte
reguleres av taushetspliktsreglene, noe departe-
mentet kommer tilbake til i kapittel 11.

Utvalget reiser ogsa spersmaélet om det er
grunn til & lage egne regler for behandling av opp-
lysninger til sekundaerbruk nar opplysningene er
generert ved sarskilte metoder, fortrinnsvis inn-
gripende metoder. Spersmalet er todelt. Forst ma
det vurderes om man skal gi slike regler, dernest
hvor disse i tilfelle skal plasseres. Departementet
er av den oppfatning at begrensninger i sekundeer-
bruk av opplysninger som er innhentet gjennom
inngripende metoder ber lovreguleres, men at
eventuelle begrensninger bor hjemles i den lovgiv-
ningen som hjemler metoden. Denne fremgangs-
maten ble valgt for kommunikasjonskontroll, jf.
kapittel 16a i straffeprosessloven. P4 denne bak-
grunn er departementet enig med utvalget i at
slike begrensninger ikke ber fastsettes i politire-
gisterloven, pa annen mate enn ved & henvise til at
sekundeerbruk til andre politimessige formal er til-
latt med mindre behandlingen er begrenset av
andre regler. Det samme gjelder i de tilfellene hvor
opplysningene skal brukes til andre formal enn de
politimessige.

Departementet slutter seg ogsa til utvalgets
oppfatning om at formaélsangivelsen i loven kun ber
inneholde det overordnede formalet, det vil si
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«politimessige formal», mens den mer detaljerte
reguleringen foretas i forskrift. For naermere
begrunnelse vises det til punkt 11.7 i utredningen.

9.3 Ngdvendighetskravet

9.3.1 Innledning

Nodvendighetskravet er et sentralt personvern-
rettslig prinsipp som gjelder for all behandling av
personopplysninger. Selv om det er gitt hjemmel til
& behandle opplysninger til bestemte formal, vil
nedvendighetsprinsippet representere en begrens-
ning for behandlingen, idet opplysninger kun kan
behandles nar det er nedvendig ut fra formalet.

Nodvendighetsprinsippet kommer i praksis til
anvendelse pa alle deler av en behandling, og ret-
ter seg bade mot lovgiver, de behandlingsansvar-
lige og brukere av systemet.

9.3.2 Nasjonale og internasjonale rammer
for lovgivningen

Nodvendighetsprinsippet fremgér flere steder i
personopplysningsloven, herunder §§ 8 og 9 for
det rettslige grunnlaget for behandlingen, og § 11
forste ledd bokstav b og ¢ for hvilke opplysninger
som kan behandles. Bestemmelsene bygger pa
personverndirektivet artikkel 7 bokstav b-f.

Nodvendighetsprinsippet fremgar ogsé klart av
ordlyden i EMK artikkel 8, hvor det fremgér at inn-
grepet ma veere «<ngdvendig» i et demokratisk sam-
funn for & forebygge uorden eller kriminalitet. Det
vil siledes vaere en grense for hvor vid adgangen til
& samle inn opplysninger er utenfor den konkrete
straffesak.

I politireckommandasjonen artikkel 2.1 heter
det: <The collection of personal data for police pur-
poses should be limited to such as is necessary for
the prevention of a real danger or the suppression
of a specific criminal offence. Any exception to this
provision should be subject of specific national
legislation». I kommentarene til rekommandasjo-
nen punkt 43 uttales det at innsamlingen av person-
opplysninger ma begrenses til det som er nedven-
dig for a stanse en konkret straffbar handling eller
avverge en reell fare. Det understrekes at uttryk-
ket reell fare ikke skal begrenses til «a specific
offence or offender but includes any circumstan-
ces where there is reasonable suspicion that seri-
ous criminal offences have been or might be com-
mitted to the exclusion of unsupported speculative
possibilities».

I evalueringene av politirekommandasjonen, i
henholdsvis 1998 og 2002, ble prinsippene om
adgangen til & registrere personer i forebyggende
oyemed naermere presisert og videreutviklet, se
narmere i punktene 12.2.2.1, 12.2.2.2 0g 12.5.2.2 i
utredningen.

I rammebeslutning om personvern i tredje
seyle er nadvendighetsprinsippet ikke uttrykkelig
nevnt. I kommisjonens opprinnelige utkast var det
i artikkel 5 foreslatt en bestemmelse om nedven-
dighetsprinsippet. Den gikk ut pa at medlemslan-
dene skal lovfeste at behandling av opplysninger i
kriminalitetsbekjempende syemed bare kan finne
sted dersom det er nadvendig for & oppna formalet.
Det som ble igjen av nedvendighetsprinsippet er
nedfelt i artikkel 3 nr. 1 siste punktum som lyder:
«Behandlingen av opplysningene skal vaere lovlig
og adekvat, relevant og sta i rimelig forhold til de
formalene opplysningene er innsamlet for.»

Bakgrunnen for at nedvendighetsprinsippet i
de ulike utkastene til rammebeslutningen i sterre
og sterre grad ble tonet ned er & finne i de problem-
stillingene som vil bli behandlet nedenfor i punkt
9.5. Politiets behov for & kunne behandle opplys-
ninger uten a veere sikker pa om disse er nedven-
dige eller formalsbestemte var der knyttet til ned-
vendighetskravet. En for streng regel om nedven-
dighetskravet vil kunne vanskeliggjere politiets
arbeid. Politiet ma fa adgang til 4 behandle alle opp-
lysninger som kommer inn fra publikum eller
andre for deretter 4 kunne avgjore om disse er ned-
vendige eller ikke. Sistnevnte gjelder seerlig nar
politiet driver etterforskning, men det samme ma
kunne legges til grunn i forbindelse med politiets
forebyggende arbeid.

9.3.3 Utvalgets forslag

Utvalget drofter i kapittel 12 i utredningen spors-
malet om hvordan nedvendighetsprinsippet skal
komme til anvendelse pé politiets behandling av
opplysninger. De sentrale problemstillingene er
hvem som kan registreres og hvilken type opplys-
ninger det skal veere adgang til 4 behandle.

Innledningsvis slar utvalget fast at nedvendig-
hetskravet mé anses som en rettslig standard som
vil variere fra situasjon til situasjon og endres i takt
med tiden og utviklingen. Et baerende synspunkt
er at politiets systemer og behandling av opplysnin-
ger skal sette politiet i stand til & utfere en mer
effektiv og hensiktsmessig tjeneste. Det skal ikke
finnes alternative mater & behandle opplysningene
pa som vil veere mindre inngripende overfor den
enkelte, uten at det vil kreve vesentlig mer arbeid,
tid eller ressurser for politiet.
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Utvalget understreker videre at formalet med
behandlingen, inngrepets karakter og behandlin-
genes omfang er sentrale momenter i vurderingen
av hva som er nedvendig. Som felge av dette vil det
alltid matte foretas en forholdsmessighetsvurde-
ring for 4 avgjere om nedvendighetskravet er opp-
fylt. Videre slar utvalget fast at nedvendighetsprin-
sippet ikke bare far betydning med henblikk péa
hvilke personer og hvilken type opplysninger som
kan registreres, men ogsa med hensyn til hvilke
personer som skal fa tilgang til opplysningene og
for hvilket tidsrom opplysningene skal oppbeva-
res.
Utvalget anbefaler at det gis en forholdsvis
detaljert regulering av nar, og om hvem, politiet
kan behandle opplysninger i kriminalitetsforebyg-
gende pyemed ut over den enkelte straffesak.
Utvalget foreslar pa denne bakgrunn i utkastet § 5
nr. 3 en liste over hvem det kan lagres opplysnin-
ger om. Reglene bygger pa en presumsjon om ndr
opplysningene anses 4 veere nedvendige for krimi-
nalitetsbekjempelsen utenfor den enkelte straffe-
sak. Utvalget mener videre at listen ber veere
uttemmende, slik at politiet ikke skal ha mulighet
til & behandle opplysninger i kriminalitetsforebyg-
gende syemed ut over de tilfellene som er nevnt i
utvalgets forslag til § 5.nr. 3, det vil si opplysninger
om:

a) en person som det er holdepunkter for at kom-
mer til & begé en eller flere straffbare handlin-
ger. Dette gjelder selv om personen er under
den kriminelle lavalder eller de subjektive vil-
kérene for straff ikke er oppfylt, eller

b) en person som har sarlig tilknytning til slike
personer som nevnt i bokstav a, eller

¢) en person som er blitt, eller det er sannsynlig at
vil bli, utsatt for en straffbar handling, eller

d) en person som er informant.

Den narmere begrunnelsen for forslaget fremgar
av punkt 12.5.5 i utredningen. Utvalget vurderer
om adgangen til 4 behandle opplysninger i forebyg-
gende oyemed ber begrenses til sarskilte typer
kriminalitet, men kommer til at det ikke er nedven-
dig. Dette skyldes at det i nedvendighetsprinsippet
ligger et krav om forholdsmessighet, noe som
innebaerer at det ikke vil vaere grunnlag for a regis-
trere personer for 4 forebygge mindre forhold.

I utvalgets forslag til § 5 nr. 4 foreslas det en
adgang til & behandle opplysninger til andre politi-
messige formal enn kriminalitetsbekjempelse nar
det er nedvendig ut fra formaélet. I den forbindelse
nevnes serskilt opplysninger om personer som
representerer en sarlig sikkerhetsrisiko.

9.3.4 Hogringsinstansenes syn

Datatilsynet stiller spersmal ved hvorfor uttrykket
«holdepunkter» i utvalgets forslag til § 5 nr. 3 a ikke
er nermere definert. Datatilsynet er av den oppfat-
ning at det i det minste ma stilles et krav om at det
er objektive holdepunkter som legges til grunn.
Det innebarer at flere vil kunne legge samme
meningsinnhold til grunn med stotte i holdepunk-
tene. Behandling av opplysningene vil da ha et kla-
rere fundament ved a vaere neerere knyttet til ytre,
konstaterbare forhold.

Politidirektoratet og Oslo politidistrikt uttaler at
de forstar utvalgets forslag til § 5 nr. 3 a slik at det
gis adgang til & behandle opplysninger i alle tilfel-
ler hvor antagelsen om at noen vil bega en straffbar
handling er basert pa objektiv og etterprevbar
informasjon, og ikke pa politiets subjektive for-
modning. Oslo politidistrikt bemerker at forslaget
pa dette punkt vil kunne innebare begrensninger i
forhold til dagens situasjon, men at forslaget like-
vel synes & veere hensiktsmessig og egnet til 4 til-
fredsstille politiets behov. Det papekes imidlertid
at det vil veere vesentlig at man far fornuftige og
praktikable regler som ikke hindrer en effektiv
bekjempelse av kriminalitet, og at informasjon kan
forvaltes pé en slik mate at det i lesningen av ope-
rative forhold gir trygghet for de involverte tjenes-
temenn.

Sosial- og helsedirektoratet uttrykker forstielse
for at politiet kan ha behov for 4 lagre opplysninger
om personer som utgjer en sikkerhetsrisiko, jf.
utvalgets forslag til § 5 nr. 4. Direktoratet mener
imidlertid at utvalgets forslag med kommentarer
pa s. 180 i utredningen er noe uklar med hensyn til
hvilke opplysninger som kan behandles i henhold
til § 5 nr. 4, og forutsetter at det i forskrift gis neer-
mere regler om hvilke opplysninger som kan
behandles, hvem som er informasjonskilden med
videre. Etter direktoratets oppfatning ma det sveert
tungtveiende grunner til for at den type opplysnin-
ger skal kunne registreres.

Nar det gjelder den foreslatte lovteksten i § 5
nr. 4 uttaler direktoratet at setningen «(...)nedven-
dig ut fra formalet med behandlingen» fremstar
som sveert vid og ber spesifiseres naermere.
Videre bor det defineres naermere hva som menes
med «den enkeltes sikkerhet». Direktoratet pape-
ker endelig at det kan oppfattes som noe misvi-
sende 4 bruke betegnelsen «alvorlig sinnsli-
dende», idet dette ikke er et medisinsk, men et juri-
disk begrep, som angir hovedvilkéret for at en per-
son skal kunne legges inn til tvungent psykisk
behandling, jf. lov om psykisk helsevern § 3-1.
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9.3.5 Departementets vurdering

Departementet slutter seg til utvalgets forslag om
hvordan nedvendighetsprinsippet skal forankres i
politiregisterloven.

Nodvendighetsprinsippet representerer som
nevnt tidligere en begrensning i adgangen til a
behandle opplysninger. Selv om kravet til formals-
bestemhet er oppfylt, kan opplysninger bare
behandles dersom det er nedvendig ut fra formé-
let, jf. forslaget til § 5 forste ledd. Hva som anses
«nedvendig» vil alltid bero pa en konkret vurdering
i det enkelte tilfelle.

Nodvendighetskravet kan ikke tolkes sa
strengt at behandlingen ma vare den eneste
mulige lesningen, men det er heller ikke tilstrekke-
lig at behandlingen er hensiktsmessig. Departe-
mentet er ogsa enig med utvalget i at det i nadven-
dighetsprinsippet er innebygd en forholdsmessig-
hetsvurdering, og at formaélet, inngrepets karakter
og behandlingens omfang vil veere sentrale
momenter i denne vurderingen. Det innebeerer
eksempelvis at terskelen for nir behandling anses
for & veere nedvendig er lavere ved forebygging av
alvorlig kriminalitet enn ved forebygging av min-
dre alvorlige forhold. Likeledes vil kravet til ned-
vendighet veere strengere ved registrering av ikke-
verifiserte opplysninger enn ved registrering av
vitterlige Kkjensgjerninger. Med behandlingens
omfang siktes det til hvem som far tilgang til opp-
lysningene. Selv om det kan vaere nedvendig a
samle inn opplysningene, er det ikke derved gitt at
det ogsa er nedvendig & utlevere dem eller gjore
dem tilgjengelig for en stor krets av tjenestemenn
i politiet.

I tillegg vil vurderingstemaet i nedvendighets-
vurderingen veere avhengig av formalet med
behandlingen. I lovforslaget sondres det i s& méte
mellom straffesaksbehandling, kriminalitetsbe-
kjempelse utenfor den enkelte straffesak og
«andre politimessige formal enn kriminalitetsbe-
kjempelse». Med sistnevnte siktes det til politiets
hjelpetjeneste, service, bistand, ordenstjenesten
samt foring av vaktjournaler.

I den enkelte straffesak vil det fortsatt veere
straffeprosessloven som regulerer adgangen til &
samle inn opplysninger, herunder hva som anses
nedvendig i forhold til etterforskningen jf. for
eksempel straffeprosessloven §§ 224 og 226. Straf-
feprosessloven § 224 gir anvisning pa ndr det er
nedvendig a behandle opplysninger, mens straffe-
prosessloven § 226 setter rammene for hvilke opp-
lysninger det er nedvendig & behandle. § 228 gir
anvisning pd hva som er formalet med etterfors-
kningen og oppnéelsen av formalet er direkte knyt-

tet til «& skaffe til veie de nedvendige opplysnin-
ger». Hensett til det brede vurderingstemaet straf-
feprosessloven § 226 legger opp til, kan det for
behandling av opplysninger i den enkelte straffe-
sak ikke stilles opp begrensninger med henblikk
pa hvilke personer det kan behandles opplysninger
om. Lovforslaget vil derved ikke innebaere noen
endring i forhold til dagens situasjon. Departemen-
tet foreslar imidlertid, i motsetning til utvalget, at
det i lovforslaget til § 5 ikke vises til konkrete
bestemmelser i straffeprosessloven. Begrunnel-
sen for dette er at nedvendighetskravet ved
behandling av opplysninger i straffesaker ogsa kan
knytte seg til behandling av opplysninger etter at
selve etterforskningen er avsluttet.

Nar det gjelder nedvendighetskravet i forbin-
delse med behandling av opplysninger ved krimi-
nalitetsbekjempelse utenfor den enkelte straffe-
sak, er departementet derimot enig i at den mest
hensiktsmessige reguleringsformen er 4 gi en
uttommende liste over hvem som kan registreres i
kriminalitetsforebyggende syemed. En slik frem-
gangsmate gir en stor grad av forutberegnelighet
og oppfyller dermed kravene i EMK artikkel 8.
Selv om listen i lovforslaget til § 5 nr. 2 er uttem-
mende innebarer ikke det at det er forbudt 4 regis-
trere andre personer enn de som er nevnt der.
Behandling av opplysninger om andre personer
forutsetter imidlertid at de samtykker, jf. det som
er sagt i punkt 7.2.6 om at samtykke er et selvsten-
dig hjemmelsgrunnlag.

Ingen av heringsinstansene har innvendinger
mot kretsen av personer som kan registreres til
dette formalet. Nar det imidlertid gjelder de naer-
mere vilkirene, anforer Datatilsynet at det i det
minste ber stilles et krav om objektive holdepunk-
ter ved vurderingen av om en person kommer til &
bega en eller flere straffbare handlinger. Politidi-
rektoratet og Oslo politidistrikt uttaler at de forstar
bestemmelsen slik at antagelsen om at vedkom-
mende vil begd en straffbar handling mé veere
basert pa objektiv og etterprevbar informasjon.

Utvalget gir i punkt 12.5.5.2 i utredningen en
utferlig begrunnelse for hvorfor man har foreslatt
utrykket «<holdepunkter» som vilkar for behandlin-
gen og hvordan begrepet ma tolkes. Utvalget utta-
ler nederst pa s. 176: «I dette ligger at det ma finnes
noe mer enn en tjenestemanns subjektive oppfat-
ning eller folelse av at en person kommer til 4 bega
straffbare handlinger. Det mé veere objektive hol-
depunkter som peker i retning av at en person vil
bega kriminalitet>. Departementet er enig med
utvalget i at en naturlig forstielse av begrepet «hol-
depunkter» utelukker ren personlige oppfatninger,
og dermed ville det heller ikke bidra til en bedre
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forstéelse 4 tilfoye ordet «objektiv». P4 den annen
side kan man veaere enig med Datatilsynet at
bestemmelsen kan fortone seg som noe vag nar
det ikke kreves noen annet enn holdepunkter for 4
kunne behandle opplysninger. Departementet
foreslar derfor at det kreves «konkrete» holde-
punkter for derved & understreke at behandling av
opplysninger ma kunne knyttes til naermere spesi-
fiserte hendelser, omstendigheter eller tips. Denne
formuleringen er for evrig ogsd benyttet i SIS-
loven § 8, som igjen er basert pa den tilsvarende
bestemmelsen i Schengen-konvensjonen. Departe-
mentet legger videre til grunn at det vil bli gitt naer-
mere retningslinjer i forskriften med henblikk pa
hva som ma til for 4 kunne behandle opplysninger
i disse tilfellene. I denne forbindelse kan det ogsa
nevnes at utvalget i punkt 12.3.4 i utredningen har
anbefalt at det i forskrift reguleres hvilke opplys-
ningskategorier som kan registreres og hva som
anses nedvendig for den enkelte behandling.

Nar det til slutt gjelder behandling av opplys-
ninger til andre politimessige formal enn kriminali-
tetsbekjempelse, anferer Sosial- og helsedirektora-
tet at utvalgets forslag til § 5 nr. 4 om at det kan
behandles opplysninger om personer nér dette er
«ngdvendig ut fra formalet med behandlingen» er
meget vid og ber spesifiseres neermere. Direktora-
tet uttrykker forstéelse for at politiet kan ha behov
for a lagre opplysninger om personer som utgjor
en sikkerhetsrisiko, men péapeker at forslaget rei-
ser en rekke problemstillinger knyttet til person-
vern for den enkelte, hensett til at det kan veere
snakk om svert sensitive opplysninger som for
eksempel at vedkommende er sinnslidende, HIV-
smittet mv. Etter direktoratets oppfatning er det
derfor behov for 4 gi en naermere regulering av
disse spersmaélene i forskriften.

Departementet vil bemerke at politiets hjelpe-
tjeneste, service, bistand, ordenstjenesten og
foring av vaktjournalen faller inn under politiregis-
terlovens anvendelsesomrade, og det er derfor
naturlig at ogsd disse forméilene reguleres i
bestemmelsen om nedvendighetskravet under fel-
lesbetegnelsen «andre politimessige formal enn
kriminalitetsbekjempelse». Det er viktig & under-
streke at politiets behandling av personopplysnin-
ger i forbindelse med utferelsen av disse oppga-
vene skiller seg fra behandlingen av opplysninger i
forbindelse med kriminalitetsbekjempelse. Perso-
ner som registreres i disse sammenhengene vil
som regel ikke vaere mistenkt for a bega straffbare
handlinger, og den registrerte vil i all hovedsak ha
innsynsrett. I praksis vil mange av disse opplysnin-
gene kun bli registrert i vaktjournalen, og dersom

det skulle veere nedvendig & behandle opplysnin-
ger pa annen mate, bor det markeres at det dreier
seg om personer som ikke mistenkes for 4 bedrive
kriminell virksomhet. Den naermere reguleringen
av disse sporsmalene vil skje i forskriften.

Departementet er ogsd enig med utvalget i at
det ma gis en serskilt hjemmel for behandling av
opplysninger om personer som ma antas i repre-
sentere en sarlig sikkerhetsrisiko, enten for politi-
ets tjenestemenn eller for andre. Hva som skal
anses som en «sarlig» sikkerhetsrisiko mé fastsat-
tes neermere i forskriften, men man tenker hoved-
sakelig pa personer som er bevepnet, som har
alvorlige, smittsomme sykdommer eller som er i
betydelig psykisk ubalanse. Departementet ser at
det seerlig i sykdomstilfellene kan bli aktuelt &
behandle sveert sensitive opplysninger, men finner
at tjenestemennenes og andres sikkerhet i disse til-
fellene mé veie tyngre enn den registrertes person-
vern. Til gjengjeld ma det serges for at det i for-
skriften gis Kklare retningslinjer for behandlingen
av denne typen opplysninger.

Til slutt ensker departementet & understreke at
nedvendighetsprinsippet gjelder for alle deler av
en behandling, selv om lovforslaget hovedsakelig
kun regulerer hvem som kan registreres. Dette
innebaerer at nedvendighetskravet eksempelvis
ogsa gjor seg gjeldende med henblikk pa hvilke
opplysningskategorier som kan registreres i den
enkelte behandling, hvilke personer som skal f4 til-
gang til opplysningene og hvor lenge opplysnin-
gene skal oppbevares. Disse spersmalene vil bli
regulert neermere i forskriften.

9.4 Krav til opplysningens kvalitet

9.4.1 Innledning

I tillegg til kravene om formalsbestemthet og ned-
vendighet er kravet til opplysningenes kvalitet en
grunnleggende forutsetning for 4 sikre en betryg-
gende behandling av personopplysninger. I almin-
nelig personvernlovgivning stilles det krav om at
opplysningene méa vare relevante, tilstrekkelige
(fullstendige), korrekte, oppdaterte og ikke for
omfattende ut fra formalet (unedvendige). Rele-
vans og tilstrekkelighet knytter seg til formalet
med behandlingen, mens kravet om at opplysnin-
gene ma veare korrekte og oppdaterte gjelder uav-
hengig av hva som er formalet med behandlingen.
Spersmélet er i hvilken grad disse kravene ogsa
kan stilles til politiets og patalemyndighetens
behandling av opplysninger.



2008-2009

Ot.prp. nr. 108 81

Om lov om behandling av opplysninger i politiet og patalemyndigheten (politiregisterloven)

9.4.2 Nasjonale og internasjonale rammer
for lovgivningen

Nar det gjelder kravet om at opplysningene mé
veere relevante og tilstrekkelige, fremgar det av
personopplysningsloven § 11 forste ledd bokstav d
at opplysningene mai veere «tilstrekkelige og rele-
vante for formalet med behandlingen». I person-
verndirektivet star det at opplysningene «skal veere
adekvate, relevante og ikke for omfattende i for-
hold til de formél de er innsamlet for og/eller
senere behandles for», jf. artikkel 6 nr. 1 bokstav c.

Det fremgar av Europaradets politirekomman-
dasjon punkt 3.1 at «as far as possible, the storage
of personal data for police purposes should be limi-
ted to accurate data and to such data as are neces-
sary to allow police bodies to perform their lawful
tasks within the framework of national law and
their obligations arising from international law».

Kravet om at opplysningene skal vaere korrekte
og oppdaterte fremgar av personopplysningsloven
§ 11 forste ledd bokstav e. Av personverndirektivet
artikkel 6 nr. 1 bokstav d felger det at opplysnin-
gene «skal vaere neyaktige og om nedvendig ajour-
fort».

I personvernkonvensjonen dpnes det i artikkel
9 nr. 2 for at det kan gjeres unntak fra kravet om
korrekte og ajourferte opplysninger, dersom det
er fastsatt i lov og er nedvendig i et demokratisk
samfunn. Dette er i samsvar med kravene i EMK
artikkel 8.

I tillegg regulerer politirekommandasjon ikke-
verifiserte opplysninger, det vil si opplysninger
som politiet ved mottakelsen ikke vet om er kor-
rekte. I punkt 3.2 i rekommandasjonen heter det
saledes: «As far as possible, the different catego-
ries of data stored should be distinguished in
accordance with their degree of accuracy or relia-
bility and, in particular, data based on facts should
be distinguished from data based on opinions or
personal assessments». Det fremgar av kommenta-
rene til rekommandasjonen at hensikten er a gjore
det mulig & skille mellom bekreftet og ubekreftet
informasjon, mellom fakta og meninger, mellom
antagelser og palitelig informasjon, herunder fast-
sla graden av palitelighet.

I politirekommandasjonens evaluering av 1998
benyttes begrepene «soft data» og «hard data».
Denne terminologien er ogsd er kjent i Norge.
«Hard data» er opplysninger gitt av en palitelig
kilde som man vet forholdsvis sikkert at er kor-
rekte, mens «soft data» er opplysninger gitt av en
usikker kilde, og som politiet ikke er kjent med
kvaliteten pa.

I rammebeslutning om personvern i tredje
seyle er kravene til opplysningens kvalitet nedfelt i
artikkel 3 nr. 1 siste punktum som lyder: «Behand-
lingen av opplysningene skal veere lovlig og ade-
kvat, relevant og sté i rimelig forhold til de formé-
lene opplysningene er innsamlet for.»

Rammebeslutningen inneholder ingen bestem-
melse som uttrykkelig regulerer adgangen til &
behandle ikke-verifiserte opplysninger, men det
fremgar indirekte av artikkel 8 nr. 1 at slike opplys-
ninger kan behandles. Artikkel 8 nr. 1 regulerer de
tilfellene der usikre opplysninger utleveres og har
folgende ordlyd:

«De kompetente myndigheter skal treffe alle
rimelige tiltak for & sikre at personopplysninger
som er uriktige, ufullstendige eller ikke oppda-
terte, ikke overfores eller stilles til radighet.
For dette formalet skal de kompetente myndig-
heter sa vidt mulig kontrollere kvaliteten pa
personopplysningene for de overfores eller stil-
les til radighet. I forbindelse med all overforing
av opplysninger skal tilgjengelig informasjon sa
vidt mulig vedlegges opplysningene slik at mot-
taker-medlemsstaten kan bedemme graden av
riktighet, fullstendighet, aktualitet og palitelig-
het. Dersom personopplysningene er blitt over-
fort uoppfordret, skal den mottakende myndig-
het straks kontrollere om opplysningene er
nedvendige for formaélet de ble overfort for.»

9.4.3 Utvalgets forslag

Utvalget behandler kravene til opplysningenes
kvalitet i kapittel 13 i utredningen. Utvalget fore-
slar at de kvalitetskravene som er oppstilt i den
alminnelige personvernlovgivningen ogsa skal
gjelde for politiet. Dette innebaerer at opplysnin-
gene som behandles skal veere tilstrekkelige og
relevante for formalet med behandlingen, de skal
vaere korrekte og oppdaterte, og de skal ikke
lagres lenger enn det som er nedvendig ut fra for-
maélet med behandlingen. Det naermere innholdet i
relevans- og tilstrekkelighetskravet for politiets
behandling, og hva som ma til for at opplysningene
kan sies 4 veere korrekte og oppdaterte, gjor utval-
get utforlig rede for i punktene 13.5 og 13.6 1 utred-
ningen.

Utvalget foreslar ikke & opprette noe skille mel-
lom sensitive og andre personopplysninger. I den
alminnelige personvernlovgivningen stilles det
normalt strengere behandlingskrav til sensitive
opplysninger enn til evrige opplysninger. Under
henvisning til personopplysningsloven § 2 nr. 8 og
personverndirektivet artikkel 8, som gir anvisning
pa hvilke typer opplysninger som anses som sensi-
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tive, konstaterer utvalget at tilnzermet alle opplys-
ninger politiet behandler er sensitive. P4 denne
bakgrunn har utvalget ikke funnet grunn til a fore-
sla egne bestemmelser om sensitive opplysninger,
og viser til at hele regelverket baerer preg av at det
er sensitive opplysninger politiet behandler.

Utvalget foreslar videre at det gis en sarskilt
hjemmel for behandling av ikke-verifiserte opplys-
ninger, dersom det er ngdvendig ut fra formalet
med behandlingen, og at opplysningene markeres
med Kkildens pélitelighet og opplysningens hold-
barhet, jf. utvalgets forslag til § 7 tredje og fierde
ledd. For neermere omtale, se punkt 13.6.4 i utred-
ningen.

Utvalget anbefaler dernest at det gis naermere
bestemmelser blant annet om hvilke opplysnings-
kategorier som kan registreres og om merking av
ikke-verifiserte opplysninger i forskriften.

9.4.4 Hoaringsinstansenes syn

Bortsett fra KROM hadde ingen av heringsinstan-
sene innvendinger mot forslaget. KROM anferer at
«ikke-verifiserte opplysninger ber selvsagt ikke
forekomme under noen omstendigheter», og at
formuleringen av forslaget ogsa ellers er sa diffus
at det er opp til politiet og patalemyndigheten a
bestemme hva som er tilstrekkelig og relevant for
formalet.

9.4.5 Departementets vurdering

Departementet er enig i at det for politiets behand-
ling av opplysninger stilles de samme kvalitetskra-
vene som i den alminnelige personvernregulerin-
gen, samt at det ikke skilles mellom sensitive og
andre opplysninger, og det vises til den begrun-
nelse som er gitt av utvalget.

Den selvstendige betydningen av relevanskra-
vet er, ved siden av kravene til formalsbestemthet
og nedvendighet, forst og fremst 4 forhindre at det
behandles flere opplysninger enn det er behov for.
Dersom for eksempel formalet kan oppnas ved &
behandle faerre eller mindre sensitive opplysnin-
ger, vil relevanskravet fore til at politiet mé avsta fra
4 behandle disse opplysningene. Videre er relevan-
svurderingen en kontinuerlig prosess, idet det kan
variere med tiden og situasjonen om opplysninger
kan sies & veare relevante. Utvalget omtaler dette
som «relevanskravets dynamiske karakter» i punkt
13.5.3.2 i utredningen, og nevner som eksempel at
registreringsadgangen i en tidlig fase i et forebyg-
gende prosjekt mot et bestemt miljg ma veere
videre enn senere i prosjektet nidr man har fatt
bedre oversikt over hovedakterene. Relevansvur-

deringen knytter seg derfor ikke bare til adgangen
til & registrere nye opplysninger, men ogsa til
adgangen til beholde allerede registrerte opplys-
ninger. Dersom tidligere registrerte opplysninger
viser seg ikke lenger 4 veere av betydning for for-
malet med behandlingen, méa de slettes eller over-
fores til arkivverket.

Tilstrekkelighetskravet innebzerer at opplysnin-
gene ma vaere si fullstendige, det vil si utfyllende
og detaljerte, at man unngar at opplysningene gir
et misvisende eller uriktig bilde av en person eller
en situasjon. Kravet om at opplysningene mé veere
fullstendige er nedfelt i personvernlovgivningen ut
fra hensynet til personvern, men for politiets ved-
kommende fremgar kravet ogsé av andre regler. I
straffesaker folger kravet om fullstendighet delvis
av straffeprosessloven § 226 tredje ledd, som
palegger politiet 4 klarlegge bade det som taler
mot mistenkte og det som taler til hans fordel.
Videre har domstolene plikt til & pase at saken blir
s fullstendig opplyst som mulig, jf. straffeprosess-
loven § 294. Et annet eksempel er politiinstruksen
§ 7-1, hvor det fremgér at vaktjournalen skal gi en
oversikt over alle vesentlige forhold og opplysnin-
ger vedrerende ordningen og utferelsen av politi-
tienesten pa vedkommende sted.

Utover dette bestar politiets kriminalitetsbe-
kjempende virksomhet hovedsakelig i 4 klarlegge
faktum, det vil si 4 klarlegge hva som har skjedd og
hva som skjer. Dette tilsier i seg selv at politiet er
interessert i at opplysningene er si fullstendige og
utfyllende som mulig.

I denne sammenheng reiser det seg serlige
sporsmél i forbindelse med behandling av ikke-
verifiserte opplysninger. 1 den enkelte straffesak er
det etterforskningens primaere oppgave a forseke
4 bringe péa det rene hvorvidt de foreliggende opp-
lysningene er riktige. Politiet og patalemyndighe-
ten er avhengig av at opplysningene er korrekte for
4 kunne irettefore saken, og har pa denne bak-
grunn en sterk egeninteresse av 4 verifisere de
opplysninger som kommer frem under etterfors-
kningen.

Som utvalget papeker i punkt 13.6.4 i utrednin-
gen, er det derfor hovedsaklig behandlingen av
ikke-verifiserte opplysninger utenfor den enkelte
straffesak, og da saerlig innenfor kriminaletterret-
ning, som Kkrever en narmere regulering. At
behandlingen av ikke-verifiserte opplysninger rei-
ser sarskilte spersmal, har ferst og fremst sam-
menheng med at den registrerte som regel er
ukjent med at han blir registrert, samt at han som
hovedregel heller ikke har innsyn i opplysningene.
Den registrerte har derved liten eller ingen mulig-
het til 4 imotegd eventuelle uriktige eller misvi-
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sende opplysninger. At det er registrert uriktige
opplysninger er i seg selv et inngrep i personver-
net, og det kan fore til at man uten grunn er kom-
met i politiets sekelys. Pa den annen side kan det
ikke veaere tvilsomt at politiets mulighet til & kunne
behandle ikke-verifiserte opplysninger er en Kklar
forutsetning for en effektiv kriminalitetsbekjem-
pelse.

Departementet er derfor enig med utvalget i at
det generelt skal vaere adgang til 4 behandle ikke-
verifiserte opplysninger dersom det er ngdvendig
ut fra formalet med behandlingen, og at dette ma
seerskilt hjemles i loven.

Departementet er videre enig i at det ogsa for
politiets behandling av opplysninger ber stilles
krav om at opplysningene er korrekte og oppda-
terte, men dette kravet ma som nevnt ses i sam-
menheng med at politiet gis adgang til 4 behandle
ikke-verifiserte opplysninger, samt at politiet ofte
kun skriver ned hva andre forteller (referatsitua-
sjoner). Politiet mottar mange opplysninger gjen-
nom anmeldelser, vitneforklaringer, tips eller
andre henvendelser. I disse tilfellene vil politiet
notere hva som blir sagt. Det som kjennetegner
disse situasjonene er at det dreier seg om opplys-
ninger om en persons opplevelse av en situasjon,
eller vedkommendes vurderinger eller meninger,
uten at disse opplysningene nedvendigvis er sam-
menfallende med de faktiske forhold.

Som folge av dette ma kravet om korrekthet i
referatsituasjoner veere oppfylt nér referatet er en
korrekt gjengivelse av det som ble sagt. Referatsi-
tuasjoner omfatter ogsa registrering av innkom-
mende meldinger i vaktjournalen. Nar det gjelder
behandling av ikke-verifiserte opplysninger
utenom referatsituasjoner, vil kravet om korrekt-
het i praksis kun forby behandling av opplysninger
som politiet vet er feilaktige. Videre innebaerer kor-
rekthetskravet for denne typen opplysninger at
politiet har en plikt til & tilstrebe at opplysningene
blir korrekte. Utover disse tilfellene er ogsa hoved-
regelen for politiets behandling av opplysninger at
kravet om korrekthet er oppfylt nar opplysningene
grenspeiler de faktiske forholdene. Dette er i samsvar
med hva som felger av personopplysningsloven.

Departementet er endelig enig med utvalget i
at det i loven ber gis anvisning pé at opplysninger
som behandles til kriminalitetsbekjempende for-
mal utenfor straffesaker merkes seerskilt med kil-
dens palitelighet og opplysningens holdbarhet. En
slik merking er allerede gjeldende praksis og fore-
tas etter den sakalte 4x4-metoden, som er en inter-
nasjonal standard. Betegnelsen pa metoden folger

av at bade kildens troverdighet og opplysningens
holdbarhet er delt opp i en skala pa 4, slik at grade-
ringen totalt skjer i 16 forskjellige kategorier. Etter
departementets oppfatning vil merking ivareta
béade den enkeltes personvern og politiets behov
for 4 kjenne opplysningenes sannhetsgehalt. Neer-
mere bestemmelser om merking av ikke-verifi-
serte opplysninger vil bli fastsatt i forskriften.

9.5 Adgangen til a registrere personer
pa grunnlag av medlemskap i lov-
lige organisasjoner, holdninger
med videre

9.5.1 Nasjonale og internasjonale rammer

for lovgivningen
I politirekommandasjon punkt 2.4 heter det:

«The collection of data on individuals solely on
the basis that they have a particular racial ori-
gin, particular religious convictions, sexual
behaviour or political opinions or belong to par-
ticular movements or organisations which are
not proscribed by law should be prohibited.
The collections of data concerning these fac-
tors may only be carried out if absolutely neces-
sary for the purpose of a particular inquiry».

Bestemmelsen tar sikte pa 4 hindre at politiet
lager registre over sammenslutninger, herunder
minoritetsgrupper, som bedriver lovlig virksom-
het. Det fremgér av kommentarene til rekomman-
dasjonen at unntaket skal tolkes strengt. I person-
opplysningsloven og personverndirektivet er slike
opplysninger karakterisert som sensitive.

I rammebeslutning om personvern i tredje
seyle er behandlingen av slike opplysninger regu-
lert i artikkel 6 som lyder:

«Behandling av personopplysninger om rase-
messig eller etnisk opprinnelse, politiske opp-
fatninger, religios eller filosofisk overbevisning
og fagforeningsmedlemsskap samt behandling
av opplysninger om helse eller seksualliv er
kun tillatt dersom det er strengt nedvendig og
nar den nasjonale lovgivningen gir tilstrekke-
lige beskyttelsesgarantier.»

Ordlyden i artikkel 6 i rammebeslutningen er
dermed stort sett sammenfallende med punkt 2.4 i
rekommandasjonen, bortsett fra at artikkel 6 i til-
legg palegger medlemslandene & serge for at den
nasjonale lovgivningen fastsetter sikkerhetsgaran-
tier for behandlingen av denne kategori opplysnin-
ger.
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9.5.2 Utvalgets forslag

Utvalget omtaler spersmalet i punkt 13.4 i utred-
ningen.

Utvalget foreslar at det gis en seerskilt bestem-
melse, hvoretter opplysninger om en person ikke
kan behandles wutelukkende pa bakgrunn av hva
som er kjent om personens «rasemessige eller
etniske bakgrunn, politisk, religios eller filosofisk
overbevisning, fagforeningstilherighet eller opp-
lysninger om helsemessige eller seksuelle for-
hold». Utvalget understreker imidlertid at slike
opplysninger vil kunne behandles dersom de er
relevante ut fra formélet med behandlingen.

9.5.3 Hgaringsinstansenes syn

Kommunal- og regionaldepartementet foreslar at
begrepet «rasemessige bakgrunn» fjernes. Det
vises til at det ikke finnes vitenskapelig belegg for
at det eksisterer ulike raser, og at begrepet derfor
ikke lenger brukes i ny lovgivning. Det foreslas at
begrepet erstattes med «nasjonale bakgrunn».
Senter mot etnisk diskriminering (SMED) uttaler
det samme hva gjelder begrepsbruken, men ser
ellers klart berettigelsen av at politiet og patale-
myndigheten gis adgang til & registrere slike opp-
lysninger ut fra et beskyttelsesbehov. Det papekes
samtidig at adgangen til i registrere slike opplys-
ninger skaper behov for grensedragninger og en
avklaring av i hvilke tilfeller det skal vaere nedven-
dig a registrere en persons etniske bakgrunn eller
religiose tilknytning. SMED mener derfor at det i
forskrifts form ma utarbeides Kklare retningslinjer
for den enkelte tjenestemanns skjennsmessige
vurdering av nedvendigheten av & registrere
denne typen opplysninger.

Den Norske Advokatforening uttaler at utvalgets
forslag samsvarer med godt innarbeidede prinsip-
per for behandling av sensitive opplysninger.

9.5.4 Departementets vurdering

Departementet ensker innledningsvis a bemerke
at det allerede folger av de alminnelige regler, her-
under av kravene om formalshestemthet, nedven-
dighet og relevans, at etnisk bakgrunn, religios til-
herighet med videre i seg selv ikke kan danne
grunnlag for registrering. Man finner det likevel
nodvendig 4 regulere spersmalet uttrykkelig i
loven, sarlig ogsa hensett til at temaet er saerskilt
omtalt bade i politirekommandasjonen og i ramme-
beslutning om personvern i tredje soyle.
Departementet foreslar imidlertid i lovforsla-
get til § 7 en noe annen utforming av bestemmel-
sen enn den utvalget foreslar i utkast til § 8.

Begrunnelsen for dette er todelt. For det forste er
det som nevnt ovenfor unedvendig 4 nevne seer-
skilt at slike forhold i seg selv ikke kan danne
grunnlag for registrering, idet dette uansett ville
stride med de grunnleggende kravene til behand-
ling av opplysninger. Dernest gjenspeiler utvalgets
utkast til § 8 annet ledd «Opplysninger som
behandles om en person pa annet rettmessig
grunnlag kan utfylles med opplysninger som nevnt
i forste ledd» ikke de strenge kravene til nedven-
dighetskriteriet som bade rekommandasjonen og
rammebeslutningen gir uttrykk for. Som redegjort
for i punkt 9.5.1 anbefales det i rekommandasjonen
at behandling av slike opplysninger bare skal
kunne finne sted dersom det er «absolutely neces-
sary» for formalet med behandlingen, mens ram-
mebeslutningen gir anvisning pé at slik behandling
bare skal veare tillatt dersom dette er «strictly
necessary». Det fremgar ogsa av punkt 13.4.2 i
utredningen at utvalget synes & legge til grunn at
det ikke kreves noe mer enn de vanlige kravene til
relevans og nedvendighet for at politiet kan
behandle disse opplysningene. Utvalget anferer
som eksempel at politiet har en aksjon mot et poli-
tisk milje bestiende av nynazister, som er mistenkt
for & sta bak organisert kriminalitet, og at det i et
slikt tilfelle vil veere adgang til & registrere den
enkeltes tilknytning til miljeet. Likeledes vil det
kunne vaere grunnlag for a registrere opplysninger
om etnisk bakgrunn fordi opplysningen kan vere
av betydning for gjenkjennelse. Et annet viktig
typetilfelle utvalget omtaler er hvor slike opplys-
ninger kan knyttes til fornaermede. Som eksempel
nevner utvalget at politiet har grunn til & anta at
etnisk eller religios tilknytning er en motiverende
faktor for den handlingen skadelidte er eller kan
komme til & bli utsatt for.

Departementet mener at de nevnte eksem-
plene illustrerer at politiet i ulike sammenheng har
behov for 4 behandle denne typen opplysninger. Pa
den annen side kan man ikke slutte seg til at det
ikke skal kreves noe mer enn at opplysningen er
relevant, slik at man legger den samme terskelen
til grunn som for alle andre opplysninger. Det fore-
slds derfor at behandling av slike opplysninger
bare kan finne sted dersom dette er strengt ned-
vendig for formalet med behandlingen. I dette lig-
ger at opplysningen méa veere av vesentlig betyd-
ning for formaélet for at slik behandling kan finne
sted. For de tilfellene som nevnt i eksemplene
ovenfor vil det innebzere at opplysninger om etnisk
bakgrunn eller hudfarge i forbindelse med en
etterlysning fortsatt vil kunne skje, idet denne opp-
lysningen vil veere av vesentlig betydning for at
politiet eller publikum vil kunne gjenkjenne den
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etterlyste. I de ovrige eksemplene mé det kunne
kreves at det er en klar sammenheng mellom den
kriminaliteten som har funnet sted eller mé antas
vil bli begatt og de sensitive opplysningene som
skal behandles. Nér slike opplysninger har tilknyt-
ning til fornaermede, ber politiet som hovedregel
uansett tilstrebe & innhente vedkommendes sam-
tykke til at disse opplysningene registreres hos
politiet.

Departementet er ellers enig med SMED i at
det i forskriften ber nedfelles retningslinjer for nar
det skal veere adgang til 4 behandle slike opplysnin-
ger.

Departementet etterkommer ogsé forslaget fra
Kommunal- og regionaldepartementet om &
erstatte uttrykket «rasemessig bakgrunn» med
«nasjonale bakgrunn».

9.6 Tidsbestemt unntak fra kravene til
formalsbestemthet, nadvendighet
og relevans

9.6.1 Nasjonale og internasjonale rammer

for lovgivningen
Det folger bade av personopplysningsloven, per-
sonverndirektivet og politireckommandasjonen at
opplysninger som behandles i utgangspunktet skal
oppfylle de kvalitetskravene som ble behandlet tid-
ligere i proposisjonen.

Det fremgér pa den annen side eksplisitt av
Europaradets personvernkonvensjon artikkel 9 at
det er adgang til & gjere unntak fra kvalitetskra-
vene dersom det er fastsatt i lov og er nedvendig i
et demokratisk samfunn av hensyn til kriminali-
tetsbekjempelsen.

Politirekommandasjonen og rammebeslutning
om personvern i tredje seyle inneholder ingen
bestemmelse som tilsvarer utvalgets forslag om
tidsbestemt unntak fra kravene til formélsbestemt-
het, nedvendighet og relevans. Dette er imidlertid
ikke ensbetydende med at man er avskaret fra & gi
slike bestemmelser, jf. neermere om dette i punkt
9.6.4.

9.6.2 Utvalgets forslag

Utvalget behandler emnet i punkt 13.7 i utrednin-
gen.

Utvalget foreslar i utkastet til § 9 at det i en peri-
ode péa inntil fire maneder kan behandles opplys-
ninger uten at kravene om formalsbestemthet,
nodvendighet og relevans er oppfylt, dersom det er
nedvendig for 4 avklare om kravene er oppfylt.

For & understreke at fire maneder er en lengs-
tefrist, foreslar utvalget i annet ledd at slike opplys-
ninger likevel skal vurderes snarest mulig med
sikte pa & avklare om opplysningene ma slettes
eller om de kan behandles pa et annet rettslig
grunnlag enn § 9. For & kunne foreta denne vurde-
ringen apnes det for at opplysningene gjores kjent
for andre tjenestemenn i politiet og patalemyndig-
heten, eventuelt for andre dersom det er strengt
nedvendig. For PST foreslar utvalget en tilsva-
rende regel i § 59.

Utvalgets forslag mé ogsa ses i sammenheng
med utvalgets forslag til § 3 forste ledd nr. 1 om
lovens virkeomrade. I folge utvalgets forslag skulle
omtalte bestemmelse dermed ikke gjelde for straf-
fesaksbehandling, idet utvalget ikke s& noe behov
for & etablere en slik ordning for opplysninger som
knytter seg til verserende straffesaker. I punkt
13.7.3 i utredningen gir utvalget folgende begrun-
nelse for dette:

«I den enkelte straffesak folger sa vel formal,
som nedvendighet og relevans, av straffepro-
sessloven §§ 224 og 226. For sa vidt gjelder ned-
vendighetskravet i forhold til den enkelte straf-
fesak vises til 12.4 ovenfor. Utvalget kan etter
dette ikke se at det er behov for 4 etablere en
pool-ordning eller 4-manedersregel for opplys-
ninger som knytter seg til verserende straffe-
sak. Alle opplysninger som innhentes under
etterforsking registreres og lagres i tilknytning
til saken, enten de viser seg & veere av verdi
som bevis eller ikke. En mulig senere sekun-
deerbruk, mest typisk til forebyggende formal,
eller som ledd i kartlegging og overvéking av et
kriminelt miljg uten at det foreligger mistanke
om et konkret straffbart forhold, vil imidlertid
maétte undergis pool-ordningen i det syeblikk
de i forbindelse med en analysesak eller pa
annen mate «tas ut» av den konkrete straffesak
for vurdering til andre formal.»

I punkt 12.4 i utredningen som utvalget viser til
er det uttalt felgende:

«Straffeprosessloven vil regulere adgangen til &
samle inn opplysninger i den enkelte straffe-
sak, og siledes hva som anses nedvendig i for-
hold til etterforskingen. Politiet kan starte en
etterforsking nér det foreligger rimelig grunn
til & undersoke om det foreligger et straffbart
forhold, jf. straffeprosessloven § 224. Utvalgets
forslag inneberer ingen endring i dette, og hel-
ler ikke i hvilken type virksomhet som anses
som etterforsking, jf. rundskriv fra riksadvoka-
ten av 22. desember 1999 del II nr. 3/1999.
Utvalgets forslag vil heller ikke innebaere noen
endringer i hvilke personer det under etterfor-
skingen er adgang til 4 innhente og registrere
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opplysninger om. Det folger av straffeprosess-
loven § 226 at det blant annet skal skaffes til
veie opplysninger som er «ngdvendige for» &
avgjore tiltalespersmalet, gjennomfere en dom-
stolsbehandling og eventuelt fullbyrde straff og
andre reaksjoner. Utvalgets oppfatning er at
disse bestemmelsene i dag setter grenser for
hvilke opplysninger som kan samles inn i en
etterforsking. Denne praksis ber siledes opp-
rettholdes.»

Hensett til at departementet har foreslatt at
politiregisterloven ogsa skal gjelde for behandling
av opplysninger i den enkelte straffesak, vil det
likevel veere nedvendig & ta stilling om og i tilfelle i
hvilken utstrekning bestemmelsen skal gjelde for
straffesaksbehandling, jf. nsermere om dette i
punkt 9.6.4.1.

9.6.3 Hgaringsinstansenes syn

Det var flere heringsinstanser som hadde merkna-
der til forslaget.

Datatilsynet uttrykker forstaelse for at politiet
unntaksvis har behov for 4 besitte data som ikke er
verifiserte. Det stilles likevel spersmal ved hvor-
vidt en periode pé fire maneder i utvalgets forslag
til §§ 9 og 59 faktisk er nedvendig. Sett i sammen-
heng med utvalgets forslag til § 28, som gir adgang
til & utlevere denne typen opplysninger, fremstar
tidsrammen etter Datatilsynets syn som sveert vid.
Datatilsynet finner det ogsa uklart hvorvidt det er
nedvendig 4 gjere unntak fra kravet om relevans.
Det anfoeres at selv om politiet ikke har verifisert
informasjonen, ber det ligge en oppfatning til
grunn om at de innsamlede opplysninger samles
inn fordi de antas 4 veere relevante i en eller annen
sammenheng.

Datatilsynet ber dernest om en presisering av
hva som ligger i begrepet «snarest mulig». De
registrertes personvern tatt i betraktning, ber veri-
fiseringsprosessen etter tilsynets oppfatning starte
umiddelbart.

Den Norske Advokatforening uttrykker forsté-
else for politiets spesielle situasjon i innsamlingsfa-
sen, og er derfor enig i at den foreslatte regelen er
nedvendig.

Fra politiets side ble det fra flere hold gitt
uttrykk for bekymring for at den foreslatte fristen
er for kort.

Politidirektoratet mener at en periode pa 4
maneder vil vaere for knapp, idet det kan dreie seg
om store mengder informasjon som ma gjennom-
gés for avklaring. Forslaget kan derfor fore til at
politiet m4 slette opplysninger som vil vaere av stor
betydning for kriminalitetsbekjempelsen. Politidi-

rektoratet foreslar at fristen settes til seks mane-
der, eller at det gis hjemmel i forskrift til & gjore
unntak fra hovedregelen om fire maneder. Oslo
politidistrikt gir uttrykk for lignende synspunkter,
og anferer i tillegg at overholdelse av tidsfristen vil
kreve svaert store ressurser. Helgeland politidis-
trikt anbefaler at tidsfristen settes til minst ett ar
under henvisning til at enkelte etterforskningsopp-
gaver er sveert tidskrevende, og at detaljer fort kan
forsvinne dersom de ikke er lagret i et datasystem.

Den tidligere Kriminalpolitisentralen (Kripos)
uttaler at den foreslatte tidsfristen er altfor kort, og
viser til at det sarlig ved bekjempelse av alvorlig,
organisert kriminalitet vil kunne vaere tids- og res-
surskrevende, og noen ganger umulig, a fa verifi-
sert opplysningene innen tidsfristen i lovforslaget.
Tidligere Kripos illustrerer dette ved flere eksem-
pler, og foreslar at den generelle fristen ber settes
til fortrinnsvis tolv, minimum ni, maneder. Det utta-
les videre at det kan veere grunn til 4 operere med
ulike frister ved 4 skille mellom enkeltstaende opp-
lysninger og opplysninger samlet i sterre prosjek-
ter, slik at fristen ved prosjekter ber fortrinnsvis
settes til to ar, minimum atten méneder.

Politiets sikkerhetstjeneste (PST) har i sine
merknader til den tilsvarende bestemmelsen i
utvagets forslag til § 59 ingen innvendinger, og det
anferes at en tidsfrist pa 4 maneder vil gi PST til-
strekkelig tid til & vurdere om de krav som stilles
for 4 kunne behandle opplysningene er til stede.
Utover dette uttales det at bestemmelsen vil bidra
til at PST pa en effektiv og rettssikker méte kan
sette det rette fokus pa opplysningenes verdi, slik
at tjenesten pa best mulig mate kan malstyres i for-
hold til de til enhver tid radende trusselvurderin-
ger og sentralt gitte prioriteringer.

9.6.4 Departementets vurdering
9.6.4.1 Enkelte avklaringer

P4 bakgrunn av flere av horingsinstansenes uttalel-
ser synes det som om det foreligger en del misfor-
staelser med hensyn til innholdet i og rekkevidden
av utvalgets forslag til § 9. Departementet finner
det derfor nedvendig & avklare bestemmelsens
innhold slik den er foreslatt av utvalget. Som nevnt
i punkt 9.6.2 vil det, pd bakgrunn av departemen-
tets forslag om & gi politiregisterloven ogséa anven-
delse for behandling av opplysninger i den enkelte
straffesak, veere nedvendig 4 avklare hva dette
medferer med henblikk pa utformingen av 4-méane-
dersregelen.

Noen heringsinstanser synes & likestille
behandling av opplysninger uten at kravene om
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formalsbestemthet, nedvendighet og relevans er
oppfylt med behandling av ikke-verifiserte opplys-
ninger. Likeledes synes noen heringsinstanser a
legge til grunn at tidsbegrensningen i utvalgets for-
slag til § 9 ogsa gjelder under etterforskning. Ingen
av delene medforer riktighet.

Departementet viser til at grunnlaget for a
kunne behandle ikke-verifiserte opplysninger
fremgér av utvalgets forslag til § 7 annet ledd. Det
er viktig 4 merke seg at § 7 annet ledd ¢kke oppstil-
ler noen tidsfrister. Dette innebarer at politiet kan
beholde slike opplysninger sa lenge det er nedven-
dig ut fra formaélet.

Det er med andre ord ikke slik at utvalgets for-
slag til § 9 krever at politiet i lopet av 4 maneder méa
verifisere innsamlede opplysninger. Unntaksbe-
stemmelsen i utvalgets forslag til § 9 gar mye len-
ger ved at man tillater behandling av opplysninger
uten at politiet har noe bestemt forméal med
behandlingen, eller vet om opplysningene er ned-
vendige eller relevante. Dette kan i realiteten inne-
bare at det naeermest ikke finnes noen begrensnin-
ger med henblikk pa hvilke opplysninger politiet
kan behandle, jf. neermere om dette i punkt 9.5.4.3.
Det fremgéar ogsé uttrykkelig av utvalgets forslag
til § 9 at fristen pa fire maneder skal brukes til a
vurdere om kravene til forméalsbestemthet, ned-
vendighet og relevans er oppfylt. I punkt 13.7.3 pa
side 192 sier utvalget uttrykkelig at unntakene i § 9
ikke omfatter kravene om korrekthet og tilstrekke-
lighet, og viser til at det allerede folger av forslaget
til § 7 annet ledd at opplysninger kan registreres
uten at de er korrekte eller tilstrekkelige.

Som nevnt tidligere synes noen av heringsin-
stansene videre & mene at unntakshestemmelsen,
slik den er foreslatt av utvalget, kommer til anven-
delse under etterforskningen. Som det fremgéar av
utvalgets forslag til § 3 nr. 1, skulle loven med visse
unntak ikke gjelde for behandling av opplysninger
i den enkelte straffesak. Ifelge utvalgets forslag
ville derfor § 9 ikke ha kommet til anvendelse i
straffesaker.

Utvalgets begrunnelse for ikke & gi unntaksbe-
stemmelsen anvendelse i straffesaker er gjengitt i
punkt 9.6.2. Hovedargumentet synes a veere at for-
mal, nedvendighet og relevans i den enkelte straf-
fesak folger av straffeprosessloven §§ 224 og 226,
og at det derfor ikke er behov for 4 etablere en slik
ordning for opplysninger som knytter seg til verse-
rende straffesaker. Utvalget viser dernest til at
man ikke ensker & endre dagens ordning med hen-
syn til hvilke opplysninger som kan behandles i
den enkelte straffesak.

Departementet kan ikke uten videre si seg enig
med utvalget pa dette punkt, seerlig hva gjelder
anferselen om at det ikke er behov for en unntaks-
bestemmelse. Selv om det er riktig at kravene om
formal, nedvendighet og relevans for behandling
av opplysninger under etterforskningen er nedfelt
i straffeprosessloven §§ 224 og 226, er ikke det ens-
betydende med at det ikke er behov for 4 gjore
unntak fra disse kravene. At det er praksis at poli-
tiet i den enkelte straffesak behandler opplysnin-
ger uten 4 veere sikker pd om disse er nedvendige
eller relevante i forhold til de formalene som er
nevnt i straffeprosessloven § 226 forste ledd bok-
stav a til d kan heller ikke tas til inntekt for at en
uttrykkelig hjemmel for 4 kunne gjore det er uned-
vendig. Etter hva departementet kan se er det nett-
opp i straffesaker politiet behandler store mengder
opplysninger uten & vite om disse er nedvendige
eller relevante for formalet. Dette gjelder i alle fall
pa det tidspunktet opplysningene kommer inn eller
blir innhentet. Heller ikke departementet ensker &
gjore noen endringer i den praksis som er etablert,
men man kan pé den annen side heller ikke se at
det er noe i veien for 4 gi en uttrykkelig hjemmel
for 4 kunne behandle slike opplysninger. Man ma
her ogsa huske pa at straffeprosessloven ikke ble
utformet med tanke pd 4 gi en regulering av
behandling av opplysninger slik som den senere
har utviklet seg innenfor den alminnelige person-
vernlovningen. Det blir ogsi av den grunn ikke
helt treffende kun & vise til straffeprosesslovens
regler for dermed 4 legitimere behandling av opp-
lysninger som i utgangspunktet ma sies i veaere i
strid med de prinsippene som er nedfelt i person-
vernlovgivningen. Pi denne bakgrunn mener
departementet at det ogsa for behandling av opp-
lysninger under etterforskningen er behov for en
regel som gjor unntak fra kravene om formaéls-
bestemthet, nedvendighet og relevans. En helt
annen sak er om innholdet i bestemmelsen ber
eller ma veere ulik for behandling av opplysninger
i og utenfor den enkelte straffesak. Siden departe-
mentet som nevnt ikke ensker & skape en realitets-
forskjell i forhold til dagens ordning eller for den
saks skyld i forhold til utvalgets forslag, gar man
inn for at slike opplysninger i den enkelte straffe-
sak kan behandles sa lenge det er nedvendig for
etterforskning, jf. nermere om dette i punkt
9.6.4.4. Pa denne maten sikrer man at politiet kan
bedrive etterforskning som i dag, samtidig som det
kommer Kklart til uttrykk at slik behandling er lov-

lig.
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9.6.4.2 Behovet for unntak fra kravene om for-
malsbestemthet, nodvendighet og
relevans

Utvalget anbefaler i punkt 13.7.1 i utredningen at
politiet gis en vid adgang til & innhente opplysnin-
ger. Begrunnelsen for dette er forst og fremst hen-
synet til kriminalitetsbekjempelsen. Det herer til
politiets hverdag at de enten mottar eller selv inn-
henter opplysninger, uten 4 ha noen klar forme-
ning om hvilket formal opplysningene kan brukes
til, eller hvorvidt de er nedvendige og relevante for
formalet. Klassiske eksempler er at politiet mottar
tips, eller at en politipatrulje gjor observasjoner.
Andre typetilfeller er at politiet innhenter en rekke
opplysninger i en konkret straffesak, men hvor det
etter hvert viser seg at opplysningene ikke er rele-
vante i forhold til oppklaring av den konkrete
saken. I slike situasjoner kan politiet likevel ha
behov for 4 ta vare pa opplysningene, fordi man
erfaringsmessig vet at denne typen opplysninger
kan komme til nytte senere.

Departementet finner det dpenbart at en effek-
tiv kriminalitetsbekjempelse krever at politiet gis
mulighet til 4 vurdere om opplysninger er av betyd-
ning for deres arbeid. Politiets vurdering av om
lovens vilkar for & registrere opplysninger er opp-
fylt, vil kunne ta noe tid. P4 denne bakgrunn mener
departementet at det er behov for en regel som
apner for at politiet kan behandle opplysninger, til
tross for at lovens alminnelige vilkar for behand-
ling ikke er oppfylt. P4 den annen side ma man
erkjenne at en slik unntaksbestemmelse er beten-
kelig ut fra hensynet til personvernet, noe som gjor
seg serlig gjeldende ved behandling av slike opp-
lysninger utenfor den enkelte straffesak, og at det
derfor er nedvendig a sette klare grenser for denne
typen behandling, jf. neermere om dette nedenfor.

9.6.4.3 Rekkevidden av en regel om tidsbegrenset
unntak fra kravene om formalsbestemthet,
nedvendighet og relevans

Innledningsvis ensker departementet & presisere
at unntaksregelen ikke vil utvide adgangen til bruk
av opplysninger dersom opplysninger er innhentet
ved en metode som legger sarlige begrensninger
pa bruken, eksempelvis kommunikasjonskontroll.
Det folger for eksempel av straffeprosessloven
§ 216g at opptak eller notater fra kommunikasjons-
kontroll kan benyttes internt i politiet til forebyg-
ging av straffbare forhold, mens de i henhold til §
216i forutsetningsvis ikke kan utleveres i generelt
forebyggende syemed.

Formalet med forslaget er at politiet gis tid til &
avklare om de generelle kravene for videre

behandling er oppfylt. Det vil si at politiet ma vur-
dere om opplysningen tilfredsstiller kravene om
formaélsbestemthet, nedvendighet og relevans, for
derved 4 kunne beholde opplysningen etter at tids-
fristen er utlept.

Selv om adgangen til 4 behandle opplysninger
etter unntaksbestemmelsen er meget vid, méa den
ikke oppfattes som en dpen fullmakt til & registrere
alle opplysninger som politiet matte motta. Der-
som politiet nar de mottar en opplysning forstar at
den ikke er av interesse for politiets arbeid, skal
den heller ikke registreres. Likeledes skal opplys-
ningen slettes dersom politiet for utlepet av fristen
blir klar over at opplysningen er uten interesse.

Datatilsynet reiser i denne forbindelse spers-
maélet om det virkelig er nedvendig at bestemmel-
sen ogsa gjer unntak fra kravet om relevans, idet
politiet ber ha en oppfatning om opplysningen kan
veere relevant i en eller annen sammenheng.
Departementet ser det slik at det ogsa vil veere
nedvendig 4 gjore unntak fra relevanskravet. Selv
om det i enkelte tilfeller nok vil vaere apenbart at
mottatte opplysninger ikke er relevante, vil det i
andre tilfeller kunne veere slik at tilsynelatende
irrelevante opplysninger senere viser seg a veere
av interesse. Dersom man ikke gjor unntak fra rele-
vanskravet, risikerer man at politiet mister opplys-
ninger av betydning eller at politiet foler seg nedt
til & benytte seg av en mer eller mindre uholdbar
begrunnelse for 4 kunne beholde opplysninger.
Nar det er sagt, deler departementet pa den annen
side Datatilsynets bekymring over at det gis en
unntaksbestemmelse som etter sin ordlyd ikke gir
noen begrensninger eller vilkdr for nar slik
behandling kan finne sted annet enn at behandling
er nedvendig for 4 avklare om kravene til formals-
bestemthet, nedvendighet og relevans er oppfylt.
Et annet element i denne forbindelse er at ramme-
beslutning om personvern i tredje soyle ikke har
noen uttrykkelig bestemmelse som dpner for unn-
tak av de nevnte kravene. Pa den annen side kan
rammebeslutningen heller ikke tolkes slik at den
stenger for at politiet ma f4 adgang til & kunne
behandle opplysninger uten at det er sikkert om
vilkarene om formalsbestemthet, nedvendighet og
relevans er oppfylt. Sistnevnte kategori av opplys-
ninger faller siledes inn under artikkel 8 nr. 1 i
rammebeslutningen, som omtaler «uriktige, ufull-
stendige eller ikke ajourferte» opplysninger. For &
sikre at unntaksbestemmelsen ikke kan oppfattes &
vaere 1 strid med rammebeslutningen foreslar
departementet en noe annen ordlyd enn utvalgets,
jf. lovforslaget til § 8. Endringen gar ut pa at
behandlingen av slike opplysninger i sterre grad
knyttes til nedvendighetsprinsippet, slik at bestem-
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melsen i mindre grad fremstar som en tillatelse til
& kunne behandle opplysninger uten at kvalitets-
kravene er oppfylt. Denne endringen fjerner etter
departementets oppfatning ogsa inntrykket av at
politiet naermest kan registrere hva som helst, jf.
ogsa Datatilsynets innvendinger. Selv om endrin-
gen ikke forer til en realitetsforskjell i forhold til
utvalgets forslag, blir det tydeliggjort at politiet ma
foreta en vurdering av eller ma ha en eller annen
oppfatning av om denne opplysningen kan oppfylle
kravene til forméalsbestemt, nedvendighet og rele-
vans.

Utover dette antar departementet at politiet
selv ikke har noen interesse av a registrere opplys-
ninger som de mener ikke er av betydning. For det
forste vil slike opplysninger ikke bidra til & fremme
politiets mulighet til & lose deres oppgaver, og der-
nest vil behandling av slike opplysninger innebaere
unedig merarbeid.

9.6.4.4 Fristens utgangspunkt og lengde

Utvalget behandler spersmaélet om fristens lengde,
og om hvordan fristen skal beregnes, i punkt 13.7.4
i utredningen. Det ma her understrekes at utval-
gets vurderinger av fristens lengde kun gjelder for
behandling av opplysninger utenfor den enkelte
straffesak, og det er dette som vil bli omtalt i det
folgende. Som det fremgar i punkt 9.6.2 foreslar
departementet at unntaksbestemmelsen ogsé skal
gjelde for behandling av opplysninger i den enkelte
straffesak. Hvilke frister som skal gjelde for denne
behandlingen, vil bli omtalt i slutten i dette punkt.

Den foreslatte fristen pa fire maneder er i sam-
svar med den tilsvarende ordningen i Nederland.
Utvalget mener at denne tidsperioden er tilstrekke-
lig til at politiet kan foreta de nedvendige underse-
kelsene for & avklare om kravene til formals-
bestemthet, nedvendighet og relevans er oppfylt.
Utvalget understreker videre at fristen ber veere
absolutt, slik at opplysningene mé slettes dersom
politiet innen utlepet av tidsperioden ikke har klart
& bringe pa det rene om vilkarene for videre regis-
trering er oppfylt. Utvalget ser at en absolutt frist
kan fore til at politiet mister opplysninger de gjerne
ville beholde, men mener at den enkeltes person-
vern i disse tilfellene ma veie tyngre enn kriminali-
tetsbekjempelsen.

Departementet er enig i utvalgets synspunkter.
Som redegjort for under punkt 9.5.4, synes enkelte
av heringsinstansenes bekymring for at fristen er
for kort & bero pa en misforstielse av hva som lig-
ger i kravet om kvalitetssikring. Departementet
onsker i denne sammenheng & understreke at
lovens klare hovedregel er at opplysninger ikke

kan behandles med mindre vilkirene om formals-
bestemhet, nedvendighet og relevans er oppfylt, jf.
lovforslagene til §§ 4, 5 og 6. Siden erfaring har vist
at det ikke alltid er mulig umiddelbart 4 fastsla om
de mottatte opplysningene oppfyller disse vilka-
rene, ser departementet behovet for en unntaksre-
gel. Det er imidlertid viktig at unntaksbestemmel-
sen er snever. Dersom man ville utvide fristen til ett
eller to ar, slik som foreslatt av enkelte heringsin-
stanser, ville det etter departementets oppfatning
medfere at unntaket i praksis lett kan bli hovedre-
gelen. En slik ordning vil etter departementets syn
veere uakseptabel. Man ma veaere oppmerksom péa
at denne typen opplysninger kan veere rent opp-
spinn eller et forsek pa a sverte uskyldige perso-
ner. Det er betenkelig at slike opplysninger skal
kunne figurere i politiets datasystemer. Nar man til
tross for dette ser behovet for at politiet far tid til &
finne ut om opplysningene oppfyller de nevnte vil-
karene, ma det settes klare rammer for behandlin-
gen. Departementet mener at en periode pé fire
méaneder ma veere tilstrekkelig til at politiet kan
vurdere om de grunnleggende vilkarene for
behandling av opplysninger er oppfylt. For 4 under-
streke at denne tidsperioden ma oppfattes som en
lengste frist, gis det i forslaget til § 8 annet ledd for-
ste punktum anvisning pé at vurderingen skal skje
«snarest mulig».

Nar det gjelder utgangspunktet for beregnin-
gen av fristen foreslar utvalget at fristen skal
begynne 4 lope nar opplysningene kommer inn til
politiet. Departementet er i utgangpunktet enig i
dette, men antar at det er mest hensiktsmessig a
beregne fristen fra det tidspunktet opplysningene
registreres, noe som ikke nedvendigvis er sam-
menfallende med tidspunktet for mottakelsen eller
nar opplysningene innhentes i form av politiets
egne observasjoner. Nar det gjelder opplysninger
som opprinnelig ble samlet inn til et annet formal,
for eksempel overskuddsinformasjon fra straffesa-
ker, foreslar utvalget at fristen begynner & lope fra
det tidspunkt opplysningene tas ut av straffesaken.
Departementet antar at tidspunktet for nar opplys-
ningene tas ut av straffesaken eller flyttes fra andre
systemer, er sammenfallende med registrering
med hjemmel i forslaget til § 8. En naermere regu-
lering av fristberegningen vil bli foretatt i forskrif-
ten.

Spersmalet vedrerende fristens lengde stiller
seg annerledes for behandling av opplysninger i
den enkelte straffesak. Som nevnt i punkt 9.6.4.1 er
hensikten med & gi unntaksbestemmelsen ogsa
anvendelse for straffesaker forst og fremst 4 gi en
uttrykkelig hjemmel for at slik behandling kan
finne sted. Siden man heller ikke ensker & endre
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realiteten hva gjelder den praktiske gjennomferin-
gen av etterforskningen, herunder behandling av
opplysninger, ma konsekvensen veare at behand-
ling av slike opplysninger kan finne sted s lenge
etterforskningen i den enkelte sak gjor det nedven-
dig. En naermere angitt frist for kvalitetssikring av
opplysninger i straffesaker vil ogsd kunne fore til at
politiet métte prioritere denne oppgaven fremfor
for eksempel 4 forfelge spor som kan fore til en ras-
kere oppklaring av straffesaken, noe departemen-
tet ikke finner enskelig.

9.6.4.5 Scerlig om merking, utlevering og sletting

Utvalget behandler disse speorsmaélene i punkt
13.7.5 0g 13.7.6 i utredningen, og igjen er det viktig
a peke pa at utvalgets vurderinger bare knytter seg
til behandling av opplysninger utenfor den enkelte
straffesak.

Nar det gjelder spersmalet om opplysninger
som behandles i medhold av unntaksbhestemmel-
sen ber markeres, konkluderer utvalget med at et
slikt krav ikke anses nedvendig. Begrunnelsen for
dette er at utvalget forutsetter at denne typen opp-
lysninger oppbevares atskilt fra andre opplysnin-
gerien slags «pool-ordning». Som felge av dette vil
det veere pa det rene at alle opplysninger som
befinner seg i denne poolen ikke oppfyller de
alminnelige kravene for behandling av opplysnin-
ger, slik at det er overfledig & markere hver opplys-
ning seerskilt.

Departementet er i utgangspunktet enig i utval-
gets betraktninger. Utenfor behandling av opplys-
ninger i straffesaker synes det 4 vaere mest fornuf-
tig & holde disse opplysningene atskilt fra opplys-
ninger som oppfyller lovens alminnelige vilkar. Et
slikt resonnement er imidlertid basert pa dagens
tekniske losninger. Utviklingen innenfor datatekno-
logien gar meget raskt, og det er ikke sikkert at
forestillingen om atskilte registre eller systemer vil
veere holdbart i fremtiden. Hensett til at loven skal
vaere teknologineytral synes den beste losningen a
veere at man ikke gir noen konkrete regler om dette
spersmalet i lovs form. Derimot ber spersmalet
reguleres i forskriften, der man ogsé i sterre grad
kan ta hensyn til den til enhver tid eksisterende tek-
nologien. Det ledende synspunktet ma dog veere at
slike opplysninger enten holdes atskilt, eller at de
markeres pa serskilt mate dersom dette ikke er
mulig. Hovedpoenget er at alle som far tilgang til
denne typen opplysninger ma kunne se at det
dreier seg om opplysninger som det er uklart om
oppfyller kravene til forméalsbestemthet, nedven-
dighet og relevans. En eventuell markering méa
med andre ord vaere av en annen art enn markering

av ikke-verifiserte opplysninger i henhold til lovfor-
slaget til § 6 siste ledd, idet sistnevnte forutset-
ningsvis oppfyller de alminnelige vilkirene.

Andre viktige spersmal som reiser seg i forbin-
delse med opplysninger som faller inn under unn-
taksbestemmelsen, er hvem som skal fa tilgang til
slike opplysninger innad i politiet, om de skal
kunne utleveres til andre, samt hva som skal vaere
vilkarene for tilgang eller utlevering. Hensett til
opplysningenes usikre karakter méa det oppstilles
strenge krav. Fastsettelsen av vilkdrene ma ses i
sammenheng med bestemmelsens formal. Grun-
nen til at politiet gis adgang til 4 behandle denne
typen opplysninger er wutelukkende at politiet far
mulighet til & vurdere om opplysningene oppfyller
lovens alminnelige vilkdr for behandling. Dette
innebaerer at tilgang innad i politiet og utlevering
til andre under enhver omstendighet kux kan finne
sted for & foreta denne vurderingen. Néar det gjel-
der tilgang innad i politiet finner departementet
ikke grunn til 4 oppstille ytterligere krav i lovforsla-
get. At opplysningene ikke er kvalitetssikret taler i
utgangspunktet for at faerrest mulig far tilgang til
dem. P4 den annen side kan en mer utvidet tilgang
fore til at man raskere kan finne ut om opplysnin-
gene kan beholdes pa et annet rettslig grunnlag
eller om de ma slettes. Departementet er derfor
enig med utvalget i at det ber veere opp til den
behandlingsansvarlige & avgjere hvilke lgsninger
som velges, si lenge de er i samsvar med bestem-
melsene i forslaget til § 8 og de gvrige sikkerhets-
bestemmelsene, jf. kapittel 10.

Spersmaélet om opplysningene ogsa ber kunne
utleveres til andre enn politiet er mer problema-
tisk. Etter departementets oppfatning ber det ide-
elt sett veere slik at opplysninger som ikke er kvali-
tetssikret overhodet ikke kan utleveres til andre.
Néar man likevel ikke gér inn for at det nedlegges et
absolutt forbud mot & utlevere slike opplysninger,
er dette begrunnet i at det i enkelte tilfeller kan ten-
kes at politiet er nedt til 4 ta kontakt med andre for
4 kunne vurdere om opplysningene oppfyller de
alminnelige vilkarene. Dette synspunktet forster-
kes ytterligere ved at unntaksbestemmelsen na
ogsa gjelder for behandling av opplysninger i straf-
fesaker. Departementet folger derfor utvalgets for-
slag om 4 tillate utlevering til andre dersom det er
«strengt nedvendig» for a foreta vurderingen. Det
er imidlertid viktig 4 understreke at vilkaret inne-
barer at det bare i sveert fa unntakstilfelle kan bli
aktuelt & utlevere opplysningene, og at situasjonen
mé veaere av en slik art at det ikke finnes noen
annen mulighet til 4 foreta vurderingen. Naermere
bestemmelser om adgangen til utlevering vil bli
gitt i forskriften.
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I denne sammenheng finner departementet
ogsé grunn til 4 knytte noen kommentarer til Data-
tilsynets merknader til utvalgets forslag til § 9, jf.
departementets forslag til § 8. Datatilsynets anfor-
sel om at en periode pa fire maneder synes & veere
en «sveert vid tidsramme» synes hovedsakelig a
vaere begrunnet i at bestemmelsene i § 8 etter tilsy-
nets oppfatning ma ses i sammenheng med adgan-
gen til & utlevere disse opplysninger i henhold til
utvalgets forslag til § 28. Departementet antar at
Datatilsynet ogsa pa dette punkt blander sammen
de ulike kategorier av opplysninger. Utvalgets for-
slag til § 28, jf. departementets forslag til § 20,
apner for utlevering av ikke-verifiserte opplysnin-
ger, det vil si opplysninger som er registrerti med-
hold av lovforslaget til § 6 annet ledd. Forslaget til
§ 20 omfatter med andre ord ikke opplysninger
som er registrert i medhold av lovforslaget til § 8.
Selv om ogsa sistnevnte opplysninger ofte vil veere
ikke-verifiserte, vil de ikke falle inn under definisjo-
nen «ikke-verifiserte opplysninger» jf. forslaget til
§ 2 nr. 8, idet de i tillegg heller ikke er kvalitetssi-
kret. Dette betyr at utlevering av opplysninger som
er registrert i medhold av forslaget til § 8 forste
ledd og annet ledd, uttommende reguleres av for-
slaget til § 8 tredje ledd.

Pa samme mate som for utlevering er det ogsa
med hensyn til sletteregler pakrevd & gi seerskilte
regler. Departementet vil komme naermere inn pé
dette i kapittel 14 om retting og sletting, der det for-
utsettes at opplysninger som er registrert i med-
hold av forslag til § 8 utenfor den enkelte straffesak
skal slettes senest etter fire maneder uten at det
apnes for adgang til 4 gjere unntak fra slettefristen.

9.7 Seaerskilte regler om politiets
registre og andre systemer

9.7.1 Utvalgets forslag

Utvalget foreslar i utkastet til § 6 en nzermere regu-
lering av politiets registre og andre systemer. I
bestemmelsens forste ledd foreslds det et pabud
om at politiet forer et reaksjonsregister. Forslaget
er en videreforing av strafferegistreringsforskrif-
ten § 1, hvoretter det skal fores et sentralt straffe-
register. Utvalget anferer i punkt 15.17 i utrednin-
gen at det er en samfunnsinteresse & ha en oversikt
over de reaksjoner som er ilagt samfunnets bor-
gere, og at politiet siledes bor palegges en plikt til
a fore et slikt register. Siden strafferegisteret per i
dag spiller en sentral rolle for kriminalstatistikken,
foreslar utvalget at det gis en uttrykkelig hjemmel

for at opplysningene i reaksjonsregisteret kan bru-
kes til kriminalstatistikk, idet dette ikke kan anses
som et politimessig formal.
I bestemmelsens annet ledd foreslas det hjem-
let at politiet kan fore kriminaletterretningsregis-
tre og vaktjournaler. Nar det gjelder vaktjournaler
foreslas det uttrykkelig nevnt at den kan brukes til
politimessige, forvaltningsmessige og administra-
tive formal.
I tillegg foreslar utvalget at det i utkastet til § 6
gis omfattende regler hva gjelder forskriftsregule-
ring. For en behandling, det vil si et register, iverk-
settes skal det gis forskrift om
— hvilket rettslig grunnlag som hjemler behand-
lingen
— formaélet med behandlingen
— hvem som er behandlingsansvarlig
— hvilke opplysningskategorier som kan registre-
res

— hvem i politiet og patalemyndigheten som har
tilgang til opplysningene

— adgangen til & utlevere opplysningene

— de narmere regler for retting, sperring og slet-
ting av opplysninger

— regler for informasjonssikkerhet og internkon-
troll.

Utover dette foreslar utvalget i tilknytning til pabu-
det om & fore et reaksjonsregister ogsa at det gis
forskrifter om registrering av utenlandske reaksjo-
ner og tiltak.

9.7.2 Hgringsinstansenes syn

Den Norske Advokatforening uttaler at kravet om
detaljerte forskrifter for et system eller register
iverksettes bidrar til ytterligere sikring av person-
vernet. Advokatforeningens oppfatter dette som
udelt positivt.

Politidirektoratet og Oslo politidistrikt legger til
grunn at bestemmelsen om vaktjournaler innebae-
rer at opplysninger som er av en slik karakter at de
kan eller skal innferes i vaktjournaler ikke behover
4 undergis noen etterfolgende vurdering etter 4-
maneders-regelen.

Den tidligere Kriminalpolitisentralen (Kripos)
savner en narmere regulering av vaktjournalen.
Det anferes at lovforslaget ikke klart regulerer hva
som kan registreres i vaktjournalen uten at slette-
problematikken oppstér. Dernest savner Kripos en
klar hjemmel for personopplysningsdelen i SSP. De
mener at politiets foring av «sentral faktainforma-
sjon» ber bli lovregulert. I denne forbindelse anfo-
res det folgende:
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«I politiopplysningsregisteret fores faktainfor-
masjon om person, for eksempel navn, adres-
ser, signalement m.v. Det fores ogsé «etterfors-
kningsskritt> (om person er pagrepet eller mis-
tenkt i sak, samt varetektsinformasjon). I
lovutkastet er begrepet «tiltak» benyttet, men
det synes usikkert om man i denne sammen-
heng har tenkt pa etterforskningskritt i politi-
opplysningsdelen av naveerende register.
Politiopplysningsregisteret ber ogsa i frem-
tiden vise viktig kjerneinformasjon (kun fakta)
om person, tilrettelagt for bruk bade i attestpro-
duksjon, for operative formaél og for etterfors-
kning. Informasjonen er viktig, ogsa etter at
straffesaken er avgjort. Det er behov for &
avklare sletterutiner for denne typen informa-
sjon. Reaksjoner og tiltak henger noye
sammen, og ber folge samme regelsett. Krimi-
nalpolitisentralen er derfor av den oppfatning at
politiopplysninger ber lagres like lenge som
opplysninger om reaksjoner, til vedkommende
der. Det er av avgjerende betydning at informa-
sjon om tidligere etterforskningsskritt knyttet
opp mot straffebud er tilgjengelig nar en per-
son igjen blir aktuell i forbindelse med etter-
forskning eller operative formal. Det kan ga
mange ar for informasjonen aktualiseres for en
person. Det understrekes at slike etterfors-
kningsskritt selvfolgelig skal slettes umiddel-
bart dersom saken det er knyttet til blir avgjort
pa en mate som tilsier at personen er uskyldig.»

Norsk forening for kriminalreform (KROM) fin-
ner ingen holdepunkter for at det skal métte fores
noen form for reaksjonsregister med opplysninger
om tidligere straffete personer. Det anferes at slike
registre opprettholder ideen om at «en gang krimi-
nell - alltid kriminell» og at de har som konsekvens
at man ikke pé noe tidspunkt far muligheten til &
gjore seg ferdig med sin fortid som «eventuell kri-
minell». KROM er dernest bekymret for bruken av
opplysningene i andre sammenhenger, som for
eksempel i arbeidslivet.

9.7.3 Departementets vurdering

Departementet stetter utvalgets forslag om at det
gis egne regler om politiets mest sentrale registre
og systemer, men gar i si mate noe lenger enn
utvalget ved & foresla et eget kapittel, der man i til-
legg til reaksjonsregisteret, kriminaletterretnings-
registre og vaktjournalen ogsa hjemler DNA-regis-
teret og fingeravtrykk- og fotoregistrene, jf. ogsa
merknadene i punkt 9.1 om oppfelgingen av DNA-
utvalgets innstilling og ensket om et klarere skille
av regulering av behandling av opplysninger i hen-
holdsvis straffeprosessloven og politiregister-

loven. Dette vil departementet komme tilbake til i
slutten av dette punkt.

Begrunnelsen for behovet for lovfesting er noe
forskjellig for de ulike registrene. Dersom politiet
skal palegges & fore et reaksjonsregister krever
dette i seg selv en seerskilt hjemmel, idet loven
ellers er utformet slik at den gir politiet adgang,
men ingen plikt, til 4 behandle opplysninger. Etter
gjeldende rett plikter politiet i henhold til straffere-
gistreringsforskriften § 1 4 fore et sentralt straffe-
register. Registeret spiller i dag en sentral rolle for
kriminalstatistikken, og dernest hentes opplysnin-
ger som anmerkes pa politiattester for alle prak-
tiske formal fra strafferegisteret. I tillegg er regis-
teret i mange tilfeller et viktig hjelpemiddel i politi-
ets virksomhet. Foring av et register med opplys-
ninger om personer som har vert gjenstand for
straff, strafferettslige reaksjoner eller andre tiltak i
anledning straffbare handlinger, er med andre ord
av betydning i flere relasjoner. Departementet
mener derfor at dagens ordning, der politiet er
palagt & fore et slikt register, ber viderefores, dog
slik at begrepet «strafferegister» erstattes med
«reaksjonsregister».

Nar det gjelder det neermere innholdet i reak-
sjonsregisteret, anferer Kripos at man savner en
klar hjemmel for det som i dag er personopplys-
ningsdelen i SSP. Kripos mener at politiets foring
av «sentral faktainformasjon» ber bli lovregulert, jf.
punkt 9.7.2.

Som redegjort for under punkt 3.3.1 bestar Det
sentrale Straffe- og Politiopplysningsregister
(SSP) av en strafferegistreringsdel og en person-
opplysningsdel. I tillegg fores det et sentralt bete-
register (BOT) med opplysninger om personer og
foretak som ved dom eller annen avgjerelse er ilagt
straff i form av bot. I punkt 15.17.3 i utredningen
gir utvalget uttrykk for at reaksjonsregisteret ber
vaere et logisk reaksjonsregister, slik at straffere-
gistreringsdelen i SSP og BOT til sammen vil
utgjere reaksjonsregisteret med et logisk skille
mellom de nevnte elementene. Personopplys-
ningsdelen i SSP anser utvalget som et system til
bruk i kriminalitetsbekjempelsen pa lik linje med
STRASAK, jf. punkt 3.4.1 og Etterlysingsregisteret
(Elys), jf. punkt 4.8.2 i utredningen. Departemen-
tet er enig med utvalgets vurdering pé dette punkt,
og mener at reaksjonsregisteret ikke ber inne-
holde opplysninger som i dag er registrert i per-
sonopplysningsdelen i SSP. Slike opplysninger vil
fortsatt kunne behandles i et eget system, men det
er ikke gitt at de vil bli undergitt de samme behand-
lingsregler som opplysningene i reaksjonsregiste-
ret. Som det fremgér av lovforslaget til § 14 skal det
gis forskrifter til hvert enkelt av politiets registre
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og systemer, og i denne forbindelse vil det bli gitt
naermere regler om blant annet hvilke opplysnin-
ger som kan registreres og nar disse skal sperres
og slettes, jf. neermere om dette nedenfor.

Nar det gjelder kriminaletterretningsregistre
folger det i prinsippet av de alminnelige reglene at
slike registre kan fares, slik at det i utgangspunktet
ikke synes a veere nedvendig med en serskilt
hjemmel. Departementet er imidlertid enig med
utvalget i at denne typen registre anses som sé inn-
gripende i at de bor serskilt lovfestes, og dernest
anser man det som en fordel & synliggjore at
behandling av opplysninger i kriminaletterret-
ningsregistre er begrenset av de rammene som er
gitt i § 5 nr. 2. I tillegg kommer at de strenge
bestemmelsene om plikten til 4 lage detaljerte for-
skrifter for hvert av disse registrene eller syste-
mene vil representere en ytterligere garanti for at
personvernet blir ivaretatt pa en god mate, slik det
ogsa ble uttalt av Den norske Advokatforening.

Nar det gjelder vaktjournaler uttaler utvalget
at plikten til & fore vaktjournaler fremgar av politi-
instruksen § 7-1, og at det derfor strengt tatt ikke
er nedvendig 4 regulere vaktjournaler saerskilt i
politiregisterloven. Utvalgets hovedbegrunnelse
for 4 ta vaktjournaler med i bestemmelsen synes &
veere at man derved synliggjor at det er adgang til
& benytte opplysninger i vaktjournalen til politi-
messige, forvaltningsmessige og administrative
formal. Departementet har etter en naermere vur-
dering kommet til at palegget om & fore vaktjour-
naler bor nedfelles i loven. Plikten til 4 fore slike
vaktjournaler fremgér i dag av politiinstruksen § 7-
1, hvoretter det skal feres en vaktjournal ved hvert
enkelt tjenestested. Vaktjournalen «skal gi en fort-
lopende og degnkontinuerlig oversikt over alle
vesentlige forhold og opplysninger vedrerende
ordning og utferelse av polititjenesten pa vedkom-
mende sted.» Videre er det i bestemmelsen fast-
satt at journalen skal fores etter de retningslinjer
Justisdepartementet til enhver tid gir. Denne myn-
digheten er na delegert til Politidirektoratet. Det
fremstar etter departementets syn som noe una-
turlig at palegget om & fore vaktjournaler er ned-
felt i en instruks, mens loven neyer seg med a gi
adgang til & fere slike registre. Dernest vil ogsa
palegget om detaljerte forskrifter gjelde for vakt-
journalene, med den folge at foringen av journa-
lene ikke lenger vil bli regulert av retningslinjer,
slik politiinstruksen gir anvisning pa. Et annet
argument som taler for at palegget om foring av
vaktjournaler forankres direkte i loven er at vakt-
journalene har flere seregne trekk. Opplysnin-
gene som registreres i vaktjournalene er sveert
sammensatte, de registreres fortlepende uten

noen form for kontroll, og de er heller ikke gjen-
stand for sletting. Det er siledes ogsé riktig nar
Politidirektoratet og Oslo politidistrikt i sine
heringsuttalelser legger til grunn at opplysninger
i vaktjournaler ikke behever 4 undergis noen
etterfolgende vurdering etter 4-méneders-rege-
len, jf. forslaget til § 8. Departementet er kjent
med at politiet i dag i enkelte tilfeller registrerer
tips eller antagelser om at straffbare forhold er
under oppseiling i vaktjournalene, men man antar
at denne praksis vil opphere etter at loven har
tradt i kraft. Dette er hovedsaklig begrunnet i at
det i forskrift vil bli gitt regler om hvilke opplys-
ningskategorier som kan registreres i vaktjourna-
lene. Dernest antar man at den foreslatte regelen
om at den registrerte gis innsynsrett i vaktjourna-
len i sa mate vil virke preventivt, jf. neermere om
dette i kapittel 13 om innsyn. I hvilken grad arrest-
journalen, jf. neermere om dette i punkt 3.5.1, vil
falle inn under formalet «foring av vaktjournal»
eller «ordenstjeneste» vil veere avhengig av hvor-
dan registrering av disse forholdene er innrettet i
det enkelte politidistrikt. Dette vil imidlertid ikke
fa noen betydning, idet de materielle reglene for
behandling av slike opplysninger vil veere de
samme enten de registreres i vaktjournalen eller i
et eget register.

I tillegg foreslar departementet at politiets
registre, som inneholder opplysninger om biolo-
giske identifikasjonsegenskaper, forankres i
samme kapittel som de foran omtalte registrene.
Disse registrene er i dag hjemlet i straffeprosesslo-
ven og pataleinstruksen, og overferingen av hjem-
lene til politiregisterloven innebarer ingen realitet-
sendringer i forhold til gjeldende rett eller etablert
praksis.

Bakgrunnen for departementets forslag pa
dette punkt er dels begrunnet i et enske om § eta-
blere helt generelt et klarere skille mellom straffe-
prosessloven og politiregisterloven hva gjelder
behandling av opplysninger, og dels en oppfelging
av DNA-utvalgets innstilling NOU 2005: 19 Lov om
DNA-register til bruk i strafferettspleien. Siden
politiregisterloven regulerer all behandling av opp-
lysninger innenfor politiet og patalemyndigheten,
er det ikke naturlig at behandling av opplysninger i
form av biologiske identifikasjonsegenskaper regu-
leres av andre lover eller forskrifter. Det er i denne
sammenheng ogsa viktig & papeke at det ikke er
noen grunnleggende forskjell mellom slike opplys-
ninger og alle andre personopplysninger. Dette
kommer ogsé klart til uttrykk ved at for eksempel
rammebeslutningen om personvern i tredje seyle
ikke skiller mellom disse kategoriene av opplysnin-
gene, og det er heller ikke sarskilte regler for fin-
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geravtrykk, fotografier eller DNA-analyseresulta-
ter. Nar det gjelder skillet mellom den reguleringen
som skal finne sted i straffeprosesslovgivningen og
politiregisterlovgivningen uttalte ogsd DNA-utval-
get at straffeprosessloven bare ber inneholde
bestemmelser som er nedvendige for & innhente
biologisk materiale, og at behandling av opplysnin-
ger i DNA-registeret ber reguleres i en egen lov. I
Ot.prp.nr. 19 om utvidelse av DNA-registeret sluttet
departementet seg til DNA-utvalgets oppfatning
om at behandling av opplysninger i DNA-registeret
ikke ber reguleres av straffeprosesslovgivningen,
men departementet gikk samtidig ikke inn for &
foresla en egen lov om DNA-registeret. Det ble
begrunnet med at regulering av DNA-registeret
ber skje i politiregisterloven, se punkt 2.3 i Ot.prp.
nr. 19. Nar DNA-registeret né forankres i politire-
gisterloven innebaerer det ogsd at lovens evrige
regler om blant annet behandlingsansvaret, kla-
geadgang, tilsynsordninger og informasjonssikker-
het, gjelder tilsvarende for DNA-registeret. I tillegg
vil det bli gitt naermere regler om behandlingen av
DNA-opplysninger i forskrift til politiregisterloven.
Pa denne maéten vil DNA-utvalgets samlede forslag
om ny DNA-lov gjenspeile seg i politiregisterloven
og tilherende forskrift.

De synspunktene DNA-utvalget og departe-
mentet ga uttrykk for i forbindelse med forslag til
lovregulering av DNA-registeret gjor seg i like stor
grad gjeldende for de ovrige registrene som inne-
holder opplysninger i form av biologiske identifika-
sjonsegenskaper. Det er derfor naturlig at ogsa fin-
geravtrykksregisteret og fotoregisteret, som i dag
er regulert i pataleinstruksen kapittel 11, forankres

i og reguleres av politiregisterloven med tilhe-
rende forskrift.

Departementet gnsker avslutningsvis & under-
streke at forslaget til kapittel 3 om politiets registre
og systemer ikke er ment & gi en uttemmende opp-
listing av hvilke registre politiet kan fore. Bakgrun-
nen for hvorfor nettopp disse registrene nevnes
seerskilt ble det gjort rede for ovenfor, og i tillegg
ma det kunne hevdes at disse registrene er de mest
sentrale blant politiets registre. Det gjelder imid-
lertid ingen andre saerskilte regler for disse regis-
tre enn for andre registre, og palegget i forslaget til
§ 14 om a gi egne forskrifter til hvert register eller
system gjelder ogsa for registre og systemer som
ikke er uttrykkelig nevnt i kapittel 3. Dette péleg-
get vil ogsa fore til at samtlige av politiets registre
og systemer vil bli undergitt en seerskilt regulering
i forskriften til politiregisterloven, og vaere gjen-
stand for meldeplikt til Datatilsynet i medhold av
lovforslaget til § 57. Som utvalget papeker er opp-
listingen i bestemmelsen ment & vaere minimums-
krav med hensyn til hvilke forhold som skal bli for-
skriftsregulert. Departementet foreslar likevel en
endring i forhold til utvalgets forslag ved at «inn-
syn» tilfeyes i forslag til punkt 7 i lovforslaget til
§ 14. Innsyn er en av de mest sentrale rettighetene
innenfor personvernlovgivningen og er sledes en
selvskreven del pa en liste over minimumskrav.
Departementet vil for ordens skyld presisere at en
regulering vedrerende innsyn ikke er ensbety-
dende med at det gis innsyn. Poenget med regule-
ringen er derimot 4 skape klarhet med hensyn til
om den registrerte har rett til innsyn, og hva som
eventuelt er vilkarene for 4 nekte innsyn.
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10 Informasjonssikkerhet, internkontroll og sporbarhet

10.1 Informasjonssikkerhet

10.1.1 Nasjonale og internasjonale rammer
for lovgivningen

Informasjonssikkerhet er regulert i personopplys-
ningsloven § 13, hvor det i forste ledd star: «Den
behandlingsansvarlige og databehandleren skal
gjennom planlagte og systematiske tiltak serge for
tilfredsstillende informasjonssikkerhet med hen-
syn til konfidensialitet, integritet og tilgjengelighet
ved behandling av personopplysninger». Ytterli-
gere regler er fastsatt i bestemmelsen, herunder
kravet til dokumentasjon. Bestemmelsene er utdy-
pet i personopplysningsforskriften kapittel 2.

Det er ogsa andre regelverk som kan vaere av
betydning i denne sammenheng. Sikkerhetsloven
av 20. mars 1998 nr. 10 med tilherende forskrifter
gir saerregler pa dette omradet for skjermeverdig
informasjon. Noen av politiets dokumenter kan
ogsa falle inn under beskyttelsesinstruksen 17.
mars 1972 nr. 3352, som kommer til anvendelse
ved behandling av dokumenter som trenger
beskyttelse av andre grunner enn de som er nevnt
i sikkerhetsloven med forskrifter.

I personverndirektivet artikkel 17 nr. 1 frem-
gar:

«den behandlingsansvarlige skal iverksette
hensiktsmessige tekniske og organisatoriske
tiltak for & beskytte personopplysninger mot til-
feldig eller ulovlig edeleggelse, mot tilfeldig
tap, mot ikke-autorisert endring, spredning
eller tilgang, sarlig nar behandlingen omfatter
overforing av opplysninger i et nett, samt mot
enhver annen form for ulovlig behandling.
Disse tiltakene skal, idet det tas hensyn til
naveaerende utviklingstrinn i teknikken og kost-
nadene ved iverksettingen, serge for et tilstrek-
kelig sikkerhetsnivd i forhold til de farer
behandlingen inneberer, og arten av opplys-
ninger som skal beskyttes».

I rammebeslutning om personvern i tredje
seyle er informasjonssikkerhet utferlig regulert i
artikkel 22, som har felgende ordlyd:

«1. Medlemsstatene skal serge for at de kom-
petente myndigheter iverksetter hensikts-
messige tekniske og organisatoriske tiltak
for & beskytte personopplysninger mot util-

siktet eller ulovlig tilintetgjorelse, mot util-
siktet tap, mot endringer, mot ikke-autori-
sert formidling eller tilgang, saerlig hvis be-
handlingen innebaerer overfering av
opplysninger over nett eller at opplysninge-
ne stilles til radighet ved a gi direkte elek-
tronisk tilgang, samt mot enhver annen
form for ulovlig behandling; det ber i denne
sammenheng tas serlig hensyn til risiko
som behandlingen innebzrer, og typen
opplysninger som skal beskyttes. Disse til-
takene skal sorge for et tilstrekkelig sikker-
hetsniva i forhold til den risiko behandlin-
gen innebaerer og typen opplysninger som
skal beskyttes, idet det tas hensyn til ny tek-
nologi og kostnadene forbundet med iverk-
settelsen av tiltakene.

. Nar det gjelder elektronisk databehandling,

skal hver medlemsstat treffe egnede tiltak

for a:

a) hindre at ikke-autoriserte personer far
tilgang til anleggene som benyttes ved
behandling av  personopplysninger
(kontroll med fysisk tilgang til anleg-
gene),

b) hindre at datamedier kan leses, kopie-
res, endres eller fiernes av ikke-autori-
serte personer (kontroll med datame-
dier),

¢©) hindre ikke-autorisert registrering av
opplysninger og ikke-autorisert lesing,
endring eller sletting av registrerte per-
sonopplysninger (kontroll med lagring),

d) hindre at edb-systemene kan benyttes
av ikke-autoriserte personer ved hjelp av
datakommunikasjonsutstyr (brukerkon-
troll),

e) sikre at personer som er autorisert til a
bruke et edb-system kun har tilgang til
de opplysningene som omfattes av ved-
kommendes tilgangstillatelse (kontroll
med datatilgang),

f) sikre at det er mulig 4 kontrollere og
fastsla hvilke organer personopplysnin-
ger er blitt eller kan ha blitt overfort til
eller stilt til radighet for ved hjelp av
datakommunikasjonsutstyr ~ (kontroll
med kommunikasjonsutstyr),

g) sikre at det er mulig i etterkant 4 kon-
trollere og fastsla hvilke personopplys-
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ninger som er blitt lagt inn i edb-syste-
mene, nir og av hvem (kontroll med inn-
legging),

h) hindre ikke-autorisert lesing, kopiering,
endring eller sletting av personopplys-
ninger under overfering av slike data
eller under transport av datamedier
(kontroll med transport),

i) sikre at de installerte systemene kan
gjenopprettes i tilfelle tekniske forstyr-
relser inntreffer (gjenoppretting),

j) sikre at systemet fungerer, at det mel-
des fra om driftsfeil (palitelighet), og at
lagrede opplysninger ikke kan bli forfal-
sket som folge av feilfunksjon i systemet
(dataintegritet) .»

Denne detaljerte reguleringen viser at med-
lemslandene er sveert opptatt av 4 sikre at opplysin-
ger behandles pa en betryggende mate og at de
beskyttes mot uautorisert bruk eller tilgang.

10.1.2 Utvalgets forslag

Utvalget behandler informasjonssikkerhet i kapit-
tel 18, og saerlig i punkt 18.4 i utredningen.

Utvalget foreslar at de nedfelte kravene til infor-
masjonssikkerhet i personopplysningsloven ogsa
skal komme til anvendelse pa politiets behandling
av opplysninger. Utvalget viser til at det er en mél-
setting at lovbestemmelsene for informasjonssik-
kerhet skal veere like innenfor de ulike sektorer,
slik at det kan fastsettes konkrete utfyllende
bestemmelser i forskrift innenfor hver sektor.
Utvalget forutsetter videre at det utarbeides for-
skrifter, som utfyller lovens krav til informasjons-
sikkerhet. I denne forbindelse uttaler utvalget at
bestemmelsene som er nedfelt i personopplys-
ningsforskriften kapittel 2 ma vare minstekrav
som stilles til politiets og patalemyndighetens
informasjonssikkerhet, og at det kan vaere aktuelt
a oppstille ytterligere krav.

I punkt 18.4.2 i utredningen knytter utvalget
noen bemerkninger til pliktene som paligger den
behandlingsansvarlige, og uttaler i denne forbin-
delse folgende:

«Selv om det er fastsatte regler i forskrifts form,
vil det gjensta et stort arbeid for politiet og den
behandlingsansvarlige. Det er i utgangspunk-
tet den behandlingsansvarlige som er ansvarlig
for at sikkerhetskravene er oppfylt, men for
politiet og péatalemyndighet ma det ogsa tas
hensyn til organisasjonsoppbygning. Det vil
saledes vaere naturlig at overordnede organer
og sarorganer har sentrale roller i dette arbei-

det, og det samme gjelder Politiets Datatje-
neste.»

Utvalget mener videre at det vil veere nedven-
dig & utarbeide overordnede styringsdokumenter
med henblikk pa sikkerhetsmaél, sikkerhetsstra-
tegi og risikovurdering.

10.1.3 Hegringsinstansenes syn

Datatilsynet har merknader vedrerende plassering
av behandlingsansvaret, som for sa vidt gjelder alle
bestemmelser der behandlingsansvaret er omtalt,
og uttaler felgende:

«Datatilsynet savner en tydeliggjering av hvor i
politiet behandlingsansvaret skal plasseres.
Dette gar ikke frem av noen av de foreslatte
bestemmelser. Det er viktig at den som péleg-
ges dette ansvaret, er kjent med det og siledes
foler en nzerhet til det foreslatte lovverk. Dette
er av betydning for den senere etterlevelse av
forslagets bestemmelser i den praktiske virke-
lighet. Uten at ansvaret eksplisitt er fastslatt og
plassert, vil man kunne fa problemer i forhold
til 4 lose enkeltsaker og felge opp de plikter
som lovverket etablerer. Datatilsynet foreslar at
politimesteren i hvert distrikt anses for behand-
lingsansvarlig for de behandlinger som skjer
innenfor distriktet, herunder bruk av de sen-
trale registrene.

Hva gjelder forslagets § 6, siste ledd, forstar
Datatilsynet det dit hen at forskriftskompetan-
sen forst og fremt er myntet pa politiets sen-
trale registre, slik at det pa sikt kan vedtas en
forskrift for hvert sentrale register. Med denne
forstaelse lagt til grunn, vil behandlingsansva-
ret for de overskytende behandlinger fortsatt
std uten en formell plassering».

Nar det spesielt gjelder utvalgets forslag til § 10
anferer Datatilsynet at kryptering av datanettet vil
fremstéa som et adekvat tiltak for 4 tilfredsstille kra-
vene til informasjonssikkerhet.

Nasjonal sikkerhetsmyndighet (NSM) anferer at
det av pedagogiske grunner ber gjores en henvis-
ning til sikkerhetsloven i forslaget til bestemmel-
sen om informasjonssikkerhet, idet dette vil gi et
signal til bdde dem som utvikler og utsteder infor-
masjon, og til dem som behandler denne. NSM
papeker at dersom informasjonen er skjermever-
dig av hensyn til rikets selvstendighet og sikker-
het, sa skal informasjonen sikres i henhold til sik-
kerhetsloven med tilherende forskrifter. Siden
dette innebarer et annet sikkerhetsregime enn det
man legger opp til i forslaget, er det etter NSMs
oppfatning grunn til 4 nevne dette unntaket spesi-
elt.



2008-2009

Ot.prp. nr. 108 97

Om lov om behandling av opplysninger i politiet og patalemyndigheten (politiregisterloven)

10.1.4 Departementets vurdering

Informasjonssikkerhet dreier seg om tekniske og
organisatoriske tiltak for 4 fremme en tilfredsstil-
lende beskyttelse av opplysninger med hensyn til
konfidensialitet, integritet og tilgjengelighet. Kra-
vet til konfidensialitet skal sikre at informasjonen
ikke blir gjort tilgjengelig for uvedkommende. Kra-
vet til integritet skal sikre at personopplysninger
ikke endres utilsiktet eller av uvedkommende,
mens kravet til tilgjengelighet skal sikre at person-
opplysninger er tilgjengelige for rettmessige bru-
kere nar de har behov for det.

Som pépekt av utvalget er det en malsetting at
lovbestemmelsene om informasjonssikkerhet skal
veere like innenfor de ulike sektorer, og departe-
mentet er enig i at lovforslaget til § 15 ber veere
sammenfallende med den tilsvarende bestemmel-
sen om informasjonssikkerhet i personopplys-
ningsloven.

Departementet har merket seg at Datatilsynet
etterlyser en tydeliggjoring av hvor i politiet
behandlingsansvaret skal plasseres. Som nevnt av
utvalget vil det bli nedvendig med en omfattende
forskriftsregulering med hensyn til informasjons-
sikkerhet, og departementet finner det mest hen-
siktsmessig at plasseringen av behandlingsansva-
ret reguleres der. Datatilsynet synes a legge til
grunn at forskriftskompetansen i utvagets forslag
til § 6 siste ledd, jf. departementets forslag til § 14,
forst og fremst er myntet pa politiets sentrale regis-
tre, slik at behandlingsansvaret for de oversky-
tende behandlinger vil st uten noen formell plas-
sering. Departementet finner grunn til 4 under-
streke at lovforslaget ikke kan forstis pa denne
maten. Lovforslaget til § 14 er ikke bare en for-
skriftskompetanse, men gir utrykk for en plikt til &
gi saerskilte forskrifter for hvert enkelt av de regis-
tre og systemer som er nevnt i bestemmelsen. Den
generelle forskriftskompetansen fremgéar derimot
av lovforslaget til § 69, hvoretter det blant annet
kan gis forskrifter om informasjonssikkerhet.
Dette innebaerer at det for de registrene som er
nevnt i lovforslaget til kapittel 3 og for all annen
behandling som finner sted i registre, vil bli utar-
beidet egne forskrifter i samsvar med anvisningen
i lovforslaget til § 14, mens det for den evrige
behandlingen vil bli gitt generelle forskrifter i med-
hold av lovforslaget til § 69. Siden loven gjelder for
hele politiet og patalemyndigheten vil det med
andre ord bli nedvendig med detaljerte bestem-
melser om hvor behandlingsansvaret skal plasse-
res i de ulike politidistriktene, saerorganene og
innenfor patalemyndigheten. Denne fremgangs-

maéten har man for evrig ogsa valgt i forskriften til
SISJoven. Det kan ogsa nevnes at departementet
tar sikte pé at utarbeidelsen av forskrifter om infor-
masjonssikkerhet og internkontroll vil forega i
neert samarbeid med Datatilsynet.

Departementet finner det heller ikke nedven-
dig a vise sarskilt til sikkerhetsloven i lovforslaget
til § 15, jf. merknadene fra NSM, idet det folger av
lovens system at sikkerhetsloven med tilherende
forskrifter gar foran andre lovers bestemmelser
néar det gjelder behandling av skjermeverdige opp-
lysninger. Departementet vil imidlertid vurdere
om dette for ordens skyld ber nedfelles i forskrif-
ten.

10.2 Internkontroll

10.2.1 Nasjonale og internasjonale rammer
for lovgivningen

Internkontroll er regulert i personopplysningslo-
ven § 14, hvor det i forste ledd heter: «Den behand-
lingsansvarlige skal etablere og holde vedlike plan-
lagte og systematiske tiltak som er nedvendige for
a oppfylle kravene i eller i medhold av denne loven,
herunder sikre personopplysningenes kvalitet».

Reglene er ytterligere spesifisert i personopp-
lysningsforskriften kapittel 3.

Personverndirektivet har visse spredte bestem-
melser som palegger behandlingsansvarlig 4 serge
for at regler overholdes. Slike bestemmelser finnes
blant annet i artikkel 6 nr. 2 om opplysningenes
kvalitet, og artikkel 19 nr. 2, jf. artikkel 21 nr. 3 om
krav til behandlinger som ikke er underlagt melde-
plikt.

Rammebeslutning om personvern i tredje soyle
har ingen egen bestemmelse om internkontroll,
men utformingen av artikkel 22 om informasjons-
sikkerhet forutsetter at det ogsa treffes foranstalt-
ninger som sikrer kontroll med at de palagte sik-
kerhetstiltakene faktisk blir gjennomfert og over-
holdt.

10.2.2 Utvalgets forslag

Utvalget behandler internkontroll i punkt 18.3 i
utredningen.

Utvalgets forslag til § 11 om internkontroll til-
svarer personopplysningsloven § 14, og utvalget
papeker at det er enskelig at lovreguleringen av
internkontroll er identisk innenfor ulike sektorer.
Utvalget anbefaler dernest at kravene til internkon-
troll reguleres naermere i forskriften.
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10.2.3 Hoaringsinstansenes syn

Ingen av heringsinstansene hadde merknader til
forslaget.

10.2.4 Departementets vurdering

Departementet slutter seg til utvalgets forslag,
samt anbefalingen om at det gis utfyllende regler
om internkontroll i forskriften.

Regler om internkontroll er generelt viktige,
idet de sikrer at lovens krav til behandling av opp-
lysninger blir overholdt. Behandlingen av opplys-
ninger innenfor politiet og patalemyndigheten er
meget omfattende, og de opplysninger som
behandles er delvis av svaert sensitiv art. Dette,
kombinert med det store behovet for intern
utveksling av og tilgang til opplysninger, samt det
faktum at mange ensker 4 fi uautorisert tilgang til
politiets opplysninger, gjor det nedvendig a eta-
blere gode sikkerhetstiltak. Det er spesielt viktig at
internkontrollen sikrer at regelverket til enhver tid
gjennomferes og overholdes.

10.3 Krav til sporbarhet

10.3.1 Utvalgets forslag

Utvalget behandler spersmalet i punkt 18.5 i utred-
ningen og uttaler folgende:

«Utvalget har vurdert om det skal palegges at
systemene politiet benytter skal vaere sporbare.
Med dette menes at det i ettertid kan konstate-
res hva som er gjort i et dataanlegg/informa-
sjonssystem, herunder hvem som har fatt til-
gang til opplysningene.

Utvalget anbefaler at politiets informasjons-
systemer, som da omfatter all elektronisk
behandling av opplysninger, skal veaere spor-
bare. Dette vil i prinsippet veere et kontrolle-
rende tiltak i forhold til at reglene i politiregis-
terloven overholdes. I flere straffesaker har det
veert problemer med lekkasjer, trolig fra poli-
tiet, og det har vist seg at kravet til tjenestemes-
sig behov for & innhente opplysninger ikke all-
tid respekteres. Politiregisterloven legger i
utgangspunktet opp til forholdsvis stor frihet
for politiet, og det er nedvendig 4 kunne kon-
trollere at reglene blir overholdt. Det er dette
som ligger i krav til «sporbarhet». Hvorledes
dette skal gjores, vil variere fra behandling til
behandling, og sannsynligvis endre seg i takt
med den teknologiske utviklingen.

Det anbefales at sporbarhet kombineres
med rutiner som raskt avdekker uautorisert
bruk, og at korrigerende tiltak iverksettes.»

10.3.2 Hgringsinstansenes syn

Neerings- og handelsdepartementet uttaler at bruk av
ekstensiv logging av tilgang til systemene som
lagrer sensitive opplysninger ber avveies neye i
forhold til bade de ansattes personvern og mulige
ytelsesmessige problemer en slik logging kan
medfere. Det anferes videre at autentisering ved
for eksempel personlig elektronisk signatur kan
veaere en like god metode for sporing, samtidig som
den utferes med den ansattes vitende, og gir sile-
des storre forutsigharhet og kontroll over egen
arbeidssituasjon.

Datatilsynet uttaler at logging er et viktig ledd i
kontrollen med den registrertes personvern, men
at utstrakt bruk av logging kan representere en
trussel mot polititjenestemenns eget personvern.
Det er derfor av stor viktighet at logger kun benyt-
tes til 4 kontrollere hvorvidt krav i forhold til sik-
kerhet og tilgang overholdes.

Helgeland politidistrikt uttaler at forslaget om
sporbarhet bade har fordeler og ulemper, men er
betenkt over at «trusselen» om sporbarhet vil
kunne hindre en optimal kriminalitetsbekjem-
pelse, og anferer i denne forbindelse:

«Hvis ensket er at alt politioperativt personell
skal bidra i dette arbeidet, ma det ikke legges
for sterke begrensninger — selv om politiman-
nen ikke direkte arbeider med den konkrete
saken. Hvor ofte er det ikke at tjenestemenn péa
nattevakter eller en stille sendag formiddag har
spanet i tilgjengelige registre eller lest en aktu-
ell straffesak, og pa denne maten fatt pa plass
brikken som manglet i puslespillet? Dette ma vi
fortsatt kunne gjore uten a risikere etterfol-
gende etterforskning.»

Helgeland politidistrikt mener at dersom spor-
barhet blir lovfestet, ma dette kun benyttes i de til-
feller hvor det kan veere snakk om at tjeneste-
menns handlinger har skadet etterforskningen
eller lignende ved for eksempel lekkasjer til pres-
sen, og ikke fordi en kunnskapssekende kollega
har lest en straffesak.

Politiets data- og materielltjeneste mener at en
minstetid pa oppbevaring av logger pa tre maneder
i mange tilfeller vil veere for kort. Det anbefales at
minstetid for oppbevaring av logger vedrerende
brukeraktivitet spesifiseres neermere i forskriften,
da det vil vaere varierende behov avhengig av regis-
terets innhold og viktighet.

10.3.3 Departementets vurdering

Sporbarhet er en grunnleggende forutsetning for
at bruk av registrene og systemene kan kartleg-
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ges, og vil derved veere et viktig kontrollerende til-
tak for a sikre at reglene i loven overholdes.

Lovforslaget til § 17 er utformet slik at det klart
fremgéar hva som er formélet med kravet til spor-
barhet og hva opplysningene om bruk av systemet
kan brukes til. Ved at man i lovs form gir anvisning
pa at formalet er 4 forebygge og kontrollere brudd
pa loven, og at opplysningene kan brukes til & kon-
trollere og sanksjonere urettmessig bruk, oppnar
man etter departementets oppfatning en god balan-
segang mellom personvernet til de registrerte pa
den ene siden og personvernet til de ansatte pa den
annen side. Som fremhevet av Datatilsynet er log-
ging et viktig ledd i kontrollen med de registrertes
personvern. Uten logging vil det i praksis naeermest
veere umulig & finne ut hvem som stéar bak en lek-
kasje eller annen urettmessig bruk. Nar det gjelder
personvernet til de ansatte, mener departementet
at bestemmelsen ikke bare skaper forutberegne-
lighet for de ansatte, men at den gjennom sin klare
ordlyd ogsa utelukker at logging brukes til noe
annet enn & kontrollere hvorvidt kravene til sikker-
het og tilgang er overholdt.

Helgeland politidistrikt gir en god beskrivelse
av de situasjoner som for tjenestemennene vil
kunne fortone seg som et dilemma, og antyder at
en for stringent hindhevelse av bestemmelsen vil
kunne skade kriminalitetsbekjempelsen. Departe-
mentet onsker 4 understreke at bestemmelsen om
sporbarhet ikke tar sikte pa & hindre sek i registre
eller straffesaksdokumenter for derved & finne
relevant informasjon. Lovens utgangspunkt er fri
informasjonsflyt innad i politiet sd sant vedkom-
mende tjenestemann har tjenestelig behov. Om til-
gang til opplysninger er rettmessig vil derfor forst
og fremst veere avhengig av om vedkommende har
tjenestemessig behov eller ikke. I praksis vil dette
innebeere at politiet gis noksa store friheter, idet
begrepet tjenestemessig behov ikke kan sies &
veere et snevert avgrensningskriterium. Dersom
politiet for eksempel etterforsker et ran eller kart-
legger et kriminelt miljo i forbindelse med krimina-
letterretning, vil det veere tjenestemessig behov a
seke i andre tilgjengelige opplysninger for eventu-
elt & finne likheter eller et monster eller andre lede-
trader. I denne forbindelse vil politiet fa tilgang til
mange opplysninger, som viser seg ikke & vaere av
interesse, men vilkaret om tjenestemessig behov
vil like fullt vaere oppfylt. Derimot vil bruken vaere
urettmessig dersom sekingen er motivert av ren
nysgjerrighet, som for eksempel sok i straffesaker
med stor medieoppmerksomhet, uten at det ellers
foreligger noen saklig grunn for sekingen.

Hovedformalet er 4 kunne oppklare brudd pa
regelverket, samt & veere i stand til 4 kontrollere og
eventuelt sanksjonere urettmessig bruk av opplys-
ninger. Det er pa denne bakgrunn etter departe-
mentets oppfatning ingen grunn til 4 frykte at spor-
barhet vil hindre en effektiv kriminalitetsbekjem-
pelse.

Politiets data- og materielltjeneste papeker at
utvalgets foreslatte minstetid pa tre maneder for
oppbevaring av logger i mange tilfeller vil veere
for kort. Til dette vil departementet bemerke at
det ikke er noe i veien for 4 utvide denne fristen i
forskriften sé lenge loven kun gir anvisning pa en
minstetid. P4 den annen side kan det fremsta som
mindre heldig dersom man i forskriften utvider
minstefristen 1 betydelig grad, selv om man
mener at dette er nedvendig. Dette forsterkes ved
at utvalget ikke har foreslitt en ytre grense for
oppbevaring av logger. Departementet finner det
i denne sammenheng naturlig 4 sammenligne
utvalgets forslag med den ordning som finnes i
Schengen-informasjonssystem (SIS-lovgivnin-
gen). EUs rad vedtok 29.4.04 forordning (EF) nr.
871/2004, der man blant annet endret artikkel 103
om logging. Feor endringen skulle hver tiende
overforing av personopplysninger i SIS registre-
res (logges), og slik registrering skulle slettes
etter seks maneder. Etter endringen skulle alle
overforinger registreres, og sletting skulle skje
tidligst etter ett ar og senest etter tre ar. Denne
forordningen ble gjennomfert i 2006 ved & endre
SIS-forskriften § 7 — 14 tilsvarende. Bakgrunnen
for endringen var en erkjennelse av at den tidli-
gere absolutte slettefristen pd seks maneder i
flere tilfeller har vist seg & veere for kort. Dersom
misbruk av systemet forst ble oppdaget etter
denne fristen, hadde man ingen mulighet til &
kunne finne ut hvem som har vaert inne pa SIS pa
angjeldende tidspunkt. Norge har sluttet seg til
EUs forslag under forhandlingene om nevnte
rettsakt, og det fremkom pa dette punkt heller
ingen innvendinger under heringen av endrings-
forslagene til SIS-forskriften. P4 denne bakgrunn
og hensett til at det er av verdii seg selv 4 operere
med ensartete regler hva gjelder politiets registre
og systemer, foreslar departementet den samme
ordning for logging i politiregisterloven som i SIS-
forskriften. Man anser det ogsd som en fordel at
loven gir anvisning pé en lengste frist, slik at man
pad denne maten hindrer urimelig lange oppbeva-
ringsfrister.

Mer detaljerte regler om oppbevaringstiden av
logger vil da fortsatt kunne gis i forskriften.
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10.4 Krav til databehandleren

10.4.1 Nasjonale og internasjonale rammer
for lovgivningen

Databehandlerens radighet over personopplysnin-

ger er regulert i personopplysningsloven § 15, som

lyder:

«En databehandler kan ikke behandle person-
opplysninger pa annen mate enn det som er
skriftlig avtalt med den behandlingsansvarlige.
Opplysningene kan heller ikke uten slik avtale
overlates til noen andre for lagring eller bear-
beidelse.

I avtalen med den behandlingsansvarlige
skal det ogsa ga frem at databehandleren plik-
ter 4 gjennomfore slike sikringstiltak som fol-
ger av § 13.»

I rammebeslutning om personvern i tredje
soyle er databehandlerens funksjon omtalt i artik-
kel 22 nr. 3 og 4, som har felgende ordlyd:

«3. Medlemsstatene skal fastsette bestemmel-
ser om at databehandler kan utpekes bare der-
som de kan gi de nedvendige garantier med
hensyn til de tekniske og organisatoriske tiltak
i henhold til nr. 1 og overholder instruksene i
artikkel 21. Den kompetente myndighet skal
kontrollere at databehandleren lever opp til
disse kravene.

4. Databehandleren kan bare behandle per-
sonopplysninger pa grunnlag av en rettsakt
eller en skriftlig kontrakt.»

10.4.2 Utvalgets forslag

Utvalgets forslag til § 13 om databehandlerens
radighet over opplysninger er sammenfallende
med den tilsvarende bestemmelsen i personopp-
lysningsloven. I tillegg foreslés det at databehand-
leren skal palegges den samme taushetsplikt i sam-
svar med utvalgets forslag til § 29, og at et slikt
palegg skal fremga av instruksen for eller avtalen
med den behandlingsansvarlige.

I tillegg foreslar utvalget at det kan kreves
uttemmende politiattest av enhver som er ansatt
hos eller utferer tjeneste for databehandleren, og
at disse ma ha plettfri vandel.

10.4.3 Hoaringsinstansenes syn

Ingen av heringsinstansene hadde merknader til
forslaget.

10.4.4 Departementets vurdering

P lik linje med forslagene om informasjonssikker-
het og internkontroll er departementet enig i at

bestemmelsen om databehandlerens radighet er
sammenfallende med de tilsvarende bestemmel-
sene i den alminnelige personvernlovgivningen.
Det er videre viktig at det for databehandlerne gjel-
der de samme taushetspliktsreglene som for poli-
tiet nar de behandler opplysninger pa vegne av
politiet.

Departementet er videre enig i at det er behov
for vandelskontroll for personer som er tilsatt hos
eller utferer tjeneste for databehandleren. Det
synes imidlertid & veere noe overdrevent nar utval-
get bade apner for adgang til 4 innhente uttem-
mende politiattest og stiller krav om at de angjel-
dende personene ma ha plettfri vandel. Et krav om
plettfri vandel innebaerer i realiteten et yrkesfor-
bud for personer som har en anmerkning i straffe-
registeret. Sammenholdt med at det kreves uttem-
mende politiattest forer et slikt krav etter departe-
mentets oppfatning for langt. I denne sammen-
heng méa det ogsa ses hen til hvilke opplysninger
databehandleren far tilgang til. Dersom databe-
handleren gjennom sitt arbeid far eller kan fa til-
gang til samtlige av politiets registre og systemer,
er departementet enig i at det ma stilles strenge
krav. P4 den annen side kan slik tilgang veere
noksé begrenset. Som eksempel kan nevnes ana-
lyseinstitusjoner som analyserer biologisk materi-
ale etter oppdrag fra politiet. For denne gruppen
kan man ikke se at det skulle veere nedvendig &
oppstille et krav om plettfri vandel. For eksempel
kan det ikke veere noe i veien for at en biolog eller
tekniker foretar DNA-analyser selv om han for 20
ar siden fikk et forelegg for en mindre alvorlig
straffbar handling. Nér det dpnes for at det kan
kreves uttemmende attest vil arbeidsgiveren
kunne vurdere om eventuelle anmerkninger pa
attesten kan veere av betydning for vedkommen-
des egnethet eller pélitelighet. Departementet
mener at dette ma veere tilstrekkelig, og folger
saledes ikke opp utvalgets forslag om krav til plett-
fri vandel. P4 den annen side ser man at det er
behov for 4 gi naermere regler i forskrifts form om
spersmal knyttet til vandelskontroll for personer
som faller inn under denne bestemmelsen. Siden
hjemmelen for & kunne kreve uttemmende politi-
attest er utformet som en «kan-regel», vil det i for-
skriften ogsa vaere adgang til 4 neye seg med krav
om ordineer politiattest. Dette kan for eksempel
veere aktuelt for tilsatte i de nevnte analyseinstitu-
sjonene. Disse spersmalene vil bli undergitt en
narmere vurdering i forbindelse med utarbeidel-
sen av forskriften, som da ogsa vil veere gjenstand
for hering.
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11 Taushetsplikt og utlevering av opplysninger

11.1 Gjeldende rett

Bestemmelser om politiets og patalemyndighetens
taushetsplikt er nedfelt i forskjellige lover, forskrif-
ter og instrukser. Taushetsplikten i straffesak
reguleres av straffeprosessloven §§ 61a-61e. I til-
legg finnes det enkelte spesialbestemmelser, for
eksempel straffeprosessloven § 216i for kommuni-
kasjonskontroll. For politiets evrige virksomhet
gjelder politiloven § 24, forvaltningsloven §§ 13-13f
og strafferegistreringsloven § 8.

Taushetspliktshestemmelsene i straffeprosess-
loven, politiloven og forvaltningsloven tar utgangs-
punkt i hvilket formal opplysningene er innhentet
til, det vil si hva de skal brukes til. Strafferegistre-
ringsloven § 8 tar derimot utgangspunkt i om opp-
lysningene hentes fra de ulike registrene, uavhen-
gig av hva de opprinnelig ble samlet inn for.

Fra taushetsplikten gjores unntak i to katego-
rier: Ytringsrett og opplysningsrett pd den ene
siden og ytringsplikt og opplysningsplikt pad den
andre siden. Det mé derfor sondres mellom taus-
hetsplikt, ytringsrett og ytringsplikt, bade i den
enkelte straffesak og i politiets arbeid for evrig.
Taushetspliktsbhestemmelsene for politiet skiller
dernest mellom saksopplysninger og generelle
opplysninger om politiet og deres virksomhet. For
neermere omtale av gjeldende rett vises til punkt
3.4.4 og 3.5.4 i utredningen.

Departementet kommer tilbake til det neer-
mere innholdet i de ovennevnte taushetspliktsbe-
stemmelsene i forbindelse med omtalen av utval-
gets forslag til taushetspliktsbestemmelsene i poli-
tiregisterloven.

11.2 Taushetspliktsreglene og
personvernreglene

Utvalget foretar i kapittel 10 i utredningen en gjen-
nomgang av henholdsvis taushetspliktsreglene og
personvernreglene med sikte pa & vurdere om det
er mulig 4 forene de to regelverkene til ett. Om
dette spersmal anferer utvalget folgende:

«Det er to parallelle regelsett som regulerer
politiets bruk av opplysninger: Taushetsplikts-

reglene og personvernreglene (...). Ved bruk
av opplysninger, bade i politiet og pa andre
omrader, er det vanlig & ta utgangspunkt i taus-
hetsplikten, for 4 se om opplysningene er taus-
hetsbelagt, og i sa fall om det er unntak som
kommer til anvendelse. Er taushetsplikten ikke
til hinder for utlevering, tas det stilling til om
personvernreglene hindrer utlevering. Denne
regulering synliggjeres blant annet i helsere-

gisterloven § 13.

Hensynene bak bestemmelsene varierer,
og selv om de to regelverkene har mange lik-
hetspunkter, er det normalt & se det slik at de
ivaretar sa forskjellige hensyn at begge regel-
verk er nedvendig. Utvalget har vurdert om det
er ngdvendig for politiet & ha en slik dobbel
regulering, eller om det er mulig & forene de to
regelsettene til ett. Som utgangspunkt for
denne vurderingen har utvalget sett neermere
pa de hensyn som begrunner regelverkene.

— Reglene er bygget opp pa forskjellige méa-
ter. Taushetspliktsreglene, slik de fremstar
i straffeprosessloven §§ 61 flg., politiloven
§ 24 og forvaltningsloven § 13, belegger git-
te opplysninger en taushetsplikt, som det
igjen gjeres unntak fra, enten fordi hensyn
til taushet ikke gjor seg gjeldende eller fordi
det er andre hensyn som ma gé foran den
enkeltes rett pa taushet, se kapittel 14. Ad-
gangen til & utlevere opplysningene er ut-
temmende. Personvernlovgivningen er
bygget opp rundt formalsbetraktninger, se
kapittel 11. Dersom det ut fra formalet er
nedvendig 4 utlevere opplysninger til andre,
er det lov. Personopplysningsloven har sale-
desingen egne regler om utleveringsadgan-
gen (med unntak av til 3. land, som er be-
grunnetiandre hensyn). Bruk av opplysnin-
gene ut over det formalet de er samlet inn
til, begrenses av at opplysningen kun kan
brukes til sekundaerformal som er forenlige
med det opprinnelige formélet. For bruk ut
over forenlige forméal, ma det enten forelig-
ge samtykke fra den registrerte eller det ma
vaere lovhjemmel for sekundeerbruk.

— Forbegge regelverk vil det vaere et moment
i utleveringsadgangen hvem som er motta-
ker av opplysningene. Mottaker vil bli un-
derlagt per-sonopplysningslovens regler for
behandlingen av opplysningene han mottar,
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med mindre det er seerregulering pa omra-
det, jf. personopplysningsloven § 5. Derimot
vil han ikke bli underlagt avgiverorganets
taushetsplikt, med mindre dette pélegges
seerskilt. Mottaker kan selv veere underlagt
en annen taushetsplikt enn politiets, som
han ma forholde seg til.

Taushetsplikten omfatter flere opplysnin-
ger enn personopplysninger, som er per-
sonopplysningslovens  anvendelsesomré-
de, og ivaretar saledes bedrifts- og organisa-
sjonsinteresser, i tillegg til den enkeltes
personlige interesse i taushet og diskre-
sjon. Dette er hensyn som det fremgéar ek-
splisitt av forarbeidene til personopplys-
ningsloven at loven ikke ivaretar.
Taushetsplikten omfatter ogsa opplysnin-
ger som ikke er nedskrevet, mens person-
opplysningsloven kun omfatter skriftlige
opplysninger.

Taushetspliktsreglene skal ivareta politiets
interesser, og politiet kan péalegge taushets-
plikt av hensyn til etterforskingen eller det
forebyggende arbeidet. Personvernlovgiv-
ningen ivaretar den registrertes interesse.
Taushetsplikten har en rekke rettsvirknin-
ger i andre regelverk, som personvernregu-
leringen ikke har. For eksempel er taus-
hetsbelagt materiale unntatt offentlighet, jf.
offentlighetsloven § 5a. Taushetsplikt kan
ogsé ha betydning for vitneplikt.

Brudd pé taushetsplikten er i de fleste tilfel-
ler straffebelagt, mens det kun er brudd pa
enkelte bestemmelser i personopplysnings-
loven som kan veere straffbare for den be-
handlingsansvarlige.

Taushetsplikten er et mer innarbeidet insti-
tutt enn personvernlovgivningen, og ivare-
tar ofte flere interesser enn personvernbe-
stemmelsene.

Pa bakgrunn av denne gjennomgangen
har utvalget gjort et forsek pa & forene de to
regleverkene til ett. Fordi taushetspliktsre-
glene tar opp i seg flere hensyn og har flere
rettsvirkninger, er hensynene bak den
alminnelige personvernreguleringen sokt
ivaretatt gjennom visse endringer i taus-
hetspliktsreglene. Dette far praktisk betyd-
ning ved utlevering av opplysninger, der
utvalget har tilstrebet at politiet ikke méa
foreta en ytterligere vurdering av adgangen
til & utlevere opplysningene etter at det er
konstatert at taushetsplikten ikke er til hin-
der for utlevering.

Utvalget har derfor valgt & gjere et skille
mellom politiets interne bruk av opplysnin-
ger, som behandles i kapittel 11, og politiets
utlevering av opplysninger, som behandles i
kapittel 14. Om opplysningene skal gjores

kjent for andre enn politiet, har vaert et sen-
tralt skille for utvalget. En ting er at politiet
selv benytter opplysningene, men pa grunn
av opplysningenes karakter, ber adgang til &
g4 ut med opplysningene vare begrenset.
En begrenset utleveringsadgang gjor det
ogsa enklere a gi politiet adgang til en vid
innsamling av opplysninger og forholdsvis
fri bruk av opplysningene internt. Et annet
sentralt skille for utvalget har veert om opp-
lysningen utleveres som ledd i politiets poli-
timessige virksomhet, for eksempel som
ledd i etterforskingen av en straffesak, eller
om formalet med utleveringen er at opplys-
ningene skal brukes av mottakerorganet til
dets arbeidsoppgaver. Ogsa her er det let-
tere ut fra et personvernsynspunkt a for-
svare politiets egen bruk enn at opplysnin-
gene skal brukes av andre, noe som har
flere betenkeligheter.»

Departementet slutter seg i utgangspunktet til
utvalgets vurderinger nar det gjelder disse spors-
malene, og det var heller ingen av heringsinstan-
sene som hadde innvendinger mot en slik innfalls-
vinkel. Selv om det normalt ikke er noen automa-
tikk 1 & likestille unntak fra taushetspliktsreglene
med adgangen til & kunne utlevere opplysninger,
vil det for politiets og patalemyndighetens vedkom-
mende kunne representere en hovedregel som er
enkel 4 praktisere. Samtidig vil det i noen tilfeller
ogsa kunne vere aktuelt 4 begrense utleveringsad-
gangen, selv om vilkarene for unntak fra taushets-
plikten i og for seg er oppfylt. Nar dette kan skje og
hvilken betydning utvalgets innfallsvinkel ellers vil
fa for utformingen av bestemmelsene om taushets-
plikt kommer departementet tilbake til i forbin-
delse med omtalen av de enkelte forslagene.

11.3 Taushetspliktsreglenes systema-
tikk og plassering

11.3.1 Utvalgets forslag

Utvalget behandler emnet i punkt 14.2 i utrednin-
gen.

Utvalget viser til at politiet i dag hovedsakelig
har tre sett med taushetspliktsregler a forholde
seg til. Disse er straffeprosessloven § 61a flg., poli-
tiloven § 24 jf. forvaltningsloven § 13a flg. og straf-
feregistreringsloven § 8. Utvalget viser til at
reglene i forvaltningsloven og straffeprosessloven
er tilneermet like, da reglene i straffeprosessloven
hadde forvaltningsloven som modell, og at tilpas-
ningene i politiloven § 24 gjor de to regelsettene
enda likere.
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Utvalget har vurdert om det er grunnlag for a
sla de to regelsettene sammen til ett. At regelset-
tene er tilnaermet like, taler for en sammensléing.
Utvalget tror at bestemmelsene blir enklere & for-
holde seg til for politiet og patalemyndigheten, der-
som det er ett regelsett. Politiet trenger da ikke ta
stilling til om opplysningene kommer fra straffe-
saksbehandlingen eller ikke.

I dag er reglene slik at det er ett regelsett for
straffesaker og et annet regelsett for annet politiar-
beid. Med andre ord tas det utgangspunkt i hvilket
formal opplysningene er innhentet for, og sekun-
deerbruken er regulert deretter. Utvalgets lovfor-
slag er bygget opp pa en annen mate. Her vil det
veere styrende hva opplysningene utleveres til, uav-
hengig av hvor de kommer fra, si lenge de kom-
mer fra annet politimessig arbeid. Reelt blir for-
skjellen ikke sa stor, men oppbyggingen er anner-
ledes. Dette mé ses i sammenheng med utvalgets
forslag om & forene taushetsplikt og personvernre-
gler, jf. omtalen i punkt 11.2. Utvalget har i utred-
ningen punkt 11.4 og 11.5 kommet til at politiet
skal kunne bruke opplysninger som er samlet inn
til ett politimessig formal til et annet politimessig
formal. P4 denne bakgrunn mener utvalget at det
er mer naturlig at taushetspliktsreglene tar
utgangspunkt i hva opplysningene skal brukes til,
med andre ord, hva som er formélet med utleverin-
gen. Dette er det samme som gjelder for intern
bruk i politiet, hvor forméalet med bruken er sty-
rende, og slik blir regelverkene for henholdsvis
intern bruk og utlevering parallelle. Ved & ta
utgangspunkt i formélet med utleveringen, har
utvalget ogsa forsekt 4 ta opp i taushetspliktsre-
glene de personvernhensyn som gjor seg gjel-
dende ved utleveringen.

Som et resultat av dette forslar utvalget at straf-
feprosessloven §§ 61a-61e og det alt vesentlige av
politiloven § 24 oppheves. Bestemmelsenes inn-
hold foreslas imidlertid langt pa vei viderefort i
utvalgets forslag til kapittelet om taushetspliktsbe-
stemmelsene.

I dag reguleres politiets registre av strafferegis-
treringsloven § 8. Utvalget har vurdert om det skal
veere egne regler for politiets registre, men har
kommet til at det ikke er hensiktsmessig. Utvalget
anbefaler at strafferegistreringsloven § 8 opphe-
ves, og at registre folger det alminnelige regelver-
ket. Utvalget foreslar for ovrig ogsa & erstatte de
andre reglene i strafferegistreringsloven, slik at
hele loven oppheves ved en ikrafttredelse av politi-
registerloven.

Utvalget har vurdert i hvilken lov taushets-
pliktsbestemmelsene skal std, og uttaler om dette i
punkt 14.2.2 i utredningen folgende:

«I norsk rett er taushetspliktregler pa flere
omrader, blant annet for politiet, plassert
sammen med saksbehandlingsregler. Strengt
tatt er taushetspliktsbestemmelser ikke saks-
behandlingsregler. Blant annet kan et brudd pa
reglene alene neppe medfere ugyldighet. Deri-
mot er det en sanksjonert plikt som palegges
en person som har fatt tilgang til opplysnin-
gene. Slik sett er det ikke mer naturlig at taus-
hetspliktbestemmelsene star i straffeprosesslo-
ven, enn i politiregisterloven eller politiloven.

At taushetspliktsbestemmelsene gjelder
generelt for politiet, ogsa etter at de har fratradt
sin stilling, og at reglene omfatter opplysninger
som ikke er skrevet ned, taler for at de ber
fremgé av politiloven. P4 den andre siden er
taushetspliktreglene sentrale behandlingsre-
gler for politiets opplysninger, noe som taler for
at bestemmelsene ber sti i politiregisterloven.
Det samme gjor det faktum at reglene om taus-
hetsplikt omfatter bade den heyere patalemyn-
dighet og politiet.

Utvalgets hensikt er at politiregisterloven
skal vaere en helhetlig lov for politiets behand-
ling av opplysninger. En sentral del vil veere
taushetspliktsbestemmelsene, og for den opp-
lysninger gjelder, er taushetsplikten en av de
aller viktigste mekanismene for a beskytte den
personlige integritet. Politiregisterloven vil
kunne bli et naturlig sted for allmennheten 4 se
etter taushetspliktbestemmelser, fordi dette vil
veere loven som primeert regulerer hvordan
opplysningene skal behandles. Utvalget anbe-
faler pa bakgrunn av dette at det lages ett sett
med taushetspliktsbestemmelser, og at disse
finnes i politiregisterloven.»

Utvalget foreslar etter dette et eget kapittel i
politiregisterloven, som skal lyde «Taushetsplikt,
politiets og péatalemyndighetens tilgang til opplys-
ninger og utlevering».

11.3.2 Hoaringsinstansenes syn

De heringsinstanser som uttaler seg om spersma-
let er udelt positive til at taushetspliktsbestemmel-
sene for politiet og patalemyndigheten samles pa
ett sted.

Datatilsynet har heller ingen innvendinger mot
at taushetspliktsbestemmelsene samles pa ett sted,
men finner tilnsermingen til forholdene rundt utle-
vering av personopplysninger problematisk. Det
anferes at loven kan bli sveert vanskelig 4 anvende
idet den mangler en generell utleveringsbestem-
melse. Tilsynet anforer videre at oppbygningen av
utvalgets forslag til lovens kapittel 4 medferer at
det er vanskelig & fa tak pa bestemmelsenes inn-
hold og kapittelets helhetlige budskap. Datatilsy-
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net er av den oppfatning at det i det minste ber
lages en hovedbestemmelse som regulerer utleve-
ring, og at man i tillegg, eventuelt i et eget kapittel,
regulerer unntak fra taushetsplikten.

11.3.3 Departementets vurdering

Departementet er enig i at taushetspliktsbestem-
melsene for politiet og patalemyndigheten ber
samles pa ett sted. En slik lesning gir bedre over-
sikt bade for etaten selv og brukerne. I tillegg unn-
géar man uklarheter som kan oppsta nar taushets-
pliktsbestemmelser for politiet er nedfelt i ulike
lover, men som helt eller delvis har samme virke-
omrade. P4 den annen side er departementet ogsa
enig med Datatilsynet i at spersmaélet om utleve-
ring ber komme Kklarere frem i lovteksten. For den
vanlige brukeren av loven kan det vaere vanskelig
a forsta at det er unntaket fra taushetsplikten som
danner grunnlag for muligheten til 4 utlevere opp-
lysninger. I tillegg gjelder det for enkelte typer opp-
lysninger sarlige utleveringsbegrensninger, som
for eksempel opplysninger som ikke er kvalitetssi-
kret jf. forslaget til § 8, uten at disse serlige
begrensningene gjenspeiler seg i utvalgets forslag
til kapittel 4. Som det fremgéar av punkt 11.4 opere-
res det ogsa i de regelverkene som danner den
internasjonale ramme for lovgivningen med
bestemmelser som gir klare regler om utlevering
av opplysninger. For bedre a synliggjere systema-
tikken i utvalgets tilneerming, foreslar departemen-
tet at det gis et eget kapittel om utlevering og til-
gang og et eget kapittel om taushetsplikt, uten at
man dermed endrer realiteten i utvalgets forslag. I
kapittelet om utlevering og tilgang foreslas det en
bestemmelse, jf. lovforslaget til § 19, der det vises
til at utlevering av opplysninger kan skje dersom
vilkdrene for unntak fra taushetspliktsbestemmel-
sene er oppfylt. I tillegg vises det til de reglene i
politiregisterloven som gir anvisning pa serlige
begrensninger hva gjelder utlevering. P4 denne
maten forklarer man lovens system samtidig som
brukeren gjores oppmerksom pa at det i tillegg til
taushetspliktshestemmelsene finnes andre
bestemmelser som kan vere av betydning for
adgangen til utlevering. Som en konsekvens av
dette flyttes ogsa utvalgets utkast til § 28 om seer-
lige regler for utlevering av ikke-verifiserte opplys-
ninger til kapittelet om utlevering og tilgang.

Itillegg til dette foreslar departementet at utval-
gets utkast til § 15 om tilgang til opplysninger
innad i politiet og utkast til § 27 om utlevering av
opplysninger til utlandet flyttes til kapittelet om
utlevering og tilgang. For narmere begrunnelse
vises til punkt 11.6.4 og 11.13.5.

11.4 Nasjonale og internasjonale
rammer for lovgivningen

11.4.1 Generelt om utlevering av opplys-
ninger

I personopplysningsloven er utgangspunktet at
opplysninger kan utleveres, dersom dette ma gjo-
res som ledd i det formalet opplysningene er inn-
samlet til. Den registrerte gjores kjent med en
eventuell utlevering gjennom informasjonsplikten i
henhold til §§ 19 eller 20 og meldingen til Datatilsy-
net, jf. § 32. Dersom andre bestemmelser, som for
eksempel taushetsplikt, hindrer utlevering, géar de
foran personopplysningsloven. Personopplys-
ningsloven gjelder imidlertid for all privat og
offentlig virksomhet. Saerlig i den private forret-
ningsvirksomhet vil det i liten grad eksistere taus-
hetspliktsregler som verner personlige forhold. I
slike tilfeller blir utleveringsreglene i personopp-
lysningsloven det sentrale vern mot videre spred-
ning. For offentlig myndighetsutevelse vil derimot
taushetspliktsreglene vere vel sa sentrale i denne
sammenheng.

Personverndirektivet er bygget opp pa samme
maéte som personopplysningsloven.

Politirekommandasjonen oppstiller generelle
prinsipper for kommunikasjon av opplysninger:

«5.5.1 Requests for communication

Subject to specific provision contained in
national legislation or in international agre-
ements, requests for communication of data
should provide indications as to the body or
person requesting them as well as the reason
for the request and its objective.

«b.5.ii Conditions for communication

As far as possible, the quality of data should
be verified at the latest at the time of their com-
munication. As far as possible, in all communi-
cations of data, judicial decisions, as well as
decisions not to prosecute, should be indicated
and data based on opinions or personal assess-
ments checked at source before being commu-
nicated and their degree of accurate or reliabi-
lity indicated.

Ifitis discovered that the data are no longer
accurate and up to date, they should not be
communicated. If data which are no longer
accurate or up to date have been communica-
ted, the communicating body should inform as
far as possible all the recipients of the data of
their non-conformity.

5.5.iii Safeguards for communication

The data communicated to other public
bodies, private parties and foreign authorities
should not be used for purposes other than
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those specified in the request for communica-
tion.

Use of data for other purposes should, wit-
hout prejudice to paragraphs 5.2 to 5.4 of this
principle, be made subject to the agreement of
the communicating body.»

I kommentarene star det at utleveringsreglene
ber vare strengere enn reglene for intern flyt, da
opplysningene ogsé kan bli brukt til andre formal
enn politiformal.

Videre vil EMK artikkel 8 stille krav om en til-
gjengelig og forutberegnelig norm som setter
klare grenser for utleveringen. Selve utleveringen
maé vaere nedvendig i et demokratisk samfunn, og
tjene ett av de legitime formélene. Utvalget vil
komme tilbake til dette fortlepende.

I rammebeslutning om personvern i tredje
seyle er utlevering av opplysninger regulert i hen-
holdsvis artikkel 11, 13 og 14. Bestemmelsene gjel-
der etter sin ordlyd bare opplysninger som ble for-
midlet fra et annet medlemsland, men ogsa her er
hensikten at prinsippene skal legges til grunn for
utlevering av landenes nasjonale opplysninger sa
langt det passer. Artikkel 11 omtaler til hvilke for-
mal mottatte opplysninger kan brukes til, og gir
dermed indirekte anvisning pé utlevering av opp-
lysninger. Artikkel 13 omhandler utlevering av
mottatte opplysninger til tredjeland eller interna-
sjonale organisasjoner, mens artikkel 14 omhand-
ler utlevering av mottatte opplysninger til private,
jf. neermere omtale i punkt 11.4.3. Artikkel 13 er av
mindre interesse for utformingen av politiregister-
loven, idet bestemmelsen ved siden av & angi for-
malene for utlevering forst og fremst tar sikte pa &
sikre at mottatte opplysninger ikke utleveres til
tredjeland som ikke har en forneden personvern-
lovgivning.

Artikkel 11 har felgende ordlyd:

«Personopplysninger som mottas fra eller stil-
les til radighet av en annen medlemsstats kom-
petente myndighet, kan i henhold til kravene i
artikkel 3 nr. 2, kun viderebehandles for fol-
gende formal, utover dem de ble overfort eller
stilt til radighet for:

a) for a forebygge, etterforske, avdekke eller
rettsforfelge andre straffbare handlinger el-
ler fullbyrde andre strafferettslige sanksjo-
ner enn dem som opplysningene ble over-
fort eller stilt til radighet for,

b) for andre rettslige og administrative prose-
dyrer som er direkte knyttet til forebygging,
etterforskning, avdekking eller rettsforfelg-
ning av straffbare handlinger eller fullbyr-
delse av strafferettslige sanksjoner,

¢) for a avverge en overhengende og alvorlig
trussel mot offentlig sikkerhet, eller

d) for ethvert annet formal utelukkende med
forutgdende samtykke fra medlemsstaten
som overforer opplysningene eller med den
registrertes samtykke gitt i samsvar med
nasjonal rett.

De kompetente myndigheter kan dessu-
ten viderebehandle overforte personopplys-
ninger for historiske, statistiske eller viten-
skapelige formal, forutsatt at medlemssta-
tene gir de nedvendige garantier, som f.eks.
ved at opplysningene gjores anonyme.»

Bokstav a dpner for at mottatte opplysninger,
som blir formidlet i en bestemt sak, ogséa kan bru-
kes i forbindelse med andre saker si lenge forma-
let er & forebygge, etterforske, irettefore eller &
bruke opplysningene i forbindelse med fullbyr-
delse av strafferettslige sanksjoner. Likeledes kan
opplysningene i henhold til bokstav ¢ brukes for a4
avverge en umiddelbar og alvorlig trussel mot sta-
tens sikkerhet. I henhold til bokstav b kan mottatte
opplysninger ogsa brukes til andre rettslige og
administrative prosedyrer si lenge disse har
direkte sammenheng med de formalene som nevnt
i bokstav a. Hva som er bakgrunnen for denne
bestemmelsen og hvilken betydning bestemmel-
sen har for adgangen til 4 utlevere opplysninger til
andre offentlige organer kommer departementet
tilbake til i punkt 11.4.2. I folge bokstav d kan mot-
tatte opplysninger behandles til ethvert annet for-
maél dersom enten avgivende medlemsland eller
den registrerte selv samtykker i samsvar med
nasjonal rett i avgivende medlemsland. Endelig
fremgér det av artikkel 11 annet ledd at mottatte
opplysninger ogsa kan brukes til historiske, statis-
tiske og vitenskapelige formal forutsatt at motta-
kerlandet gir garantier for at opplysningene
behandles anonyme.

11.4.2 Scerlig om utlevering av opplysninger
til offentlige organer

Nar det gjelder overforing av opplysinger til andre
offentlige organer, heter det i politirekommanda-
sjon:

«b5.2.1. Communication of data to other public
bodies should only be permissible if, in a parti-
cular case:

a) there exists a clear legal obligation or autho-
risation, or with the authorisation of the su-
pervisory authority, or if

b) these data are indispensable to the recipient
to enable him to fulfil his own lawful task
and provided that the aim of the collection
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or processing to be carried out by the reci-
pient is not incompatible with the original
processing, and the legal obligations of the
communicating body are not contrary to
this.

5.2.ii. Furthermore, communication to other
public bodies is exceptionally permissible if, in
a particular case:

a) the communication is undoubtedly in the in-
terest of the data subject and either the data
subject has consented or the circumstances
are such as to allow a clear presumption of
such consent, or if

b) the communication is necessary so as to
prevent a serious and imminent danger.»

Som eksempel pa slike offentlige organer nev-
nes i kommentarene til rekommandasjonen sosial-
og trygdemyndigheter, skatte- og avgiftsmyndig-
heter, utlendingsdirektoratet, tollmyndigheter
med videre. Skal det gis samtykke etter artikkel
5.2.i.ama det overordnede organet vaere et uavhen-
gig kontrollorgan, som for eksempel Datatilsynet.
«Clear legal authorisation» kan ogsa bli gitt av en
domstol.

I artikkel 5.2.i.b apnes det for utveksling av opp-
lysninger med offentlige organer som pa samme
mate som politiet underseker om det er begatt lov-
brudd, som for eksempel de som er nevnt over. Det
forutsetter at opprinnelig formal og nytt formal
ikke er uforenlige, og at noe annet ikke folger av
lovgivning som regulerer politiet.

Artikkel 5.2.ii er forbeholdt de ekstraordinaere
situasjonene. Som eksempel nevnes der en asylse-
ker maé fa verifisert sin rettslige status i landet for &
fa sosialstenad, og dette kun kan gjeres ved opplys-
ninger fra politiets registre. I de tilfellene kan opp-
lysningene utleveres. Utlevering etter 5.2.ii.b forut-
setter bade alvorlig og umiddelbare fare, og hvor
faren ikke er umiddelbar, m& man falle tilbake pa
5.2i.a.

I rammebeslutning om personvern i tredje
seyle er det som nevnt i punkt 11.4.1 ferst og frem
artikkel 11 nr. 1 bokstav b som er av interesse hva
gjelder utlevering av opplysninger fra politiet til
andre offentlige organer. Bakgrunnen for bestem-
melsen er at medlemslandene fant det nedvendig
at politiet matte kunne utlevere opplysninger til
offentlige organer som har kontroll- og tilsynsopp-
gaver, slik at disse kan oppdage og hindre brudd
pa detregelverk de er satt til 4 forvalte. Andre type-
tilfeller er at opplysninger ma kunne utleveres til
offentlige organer i forbindelse med behandling av
for eksempel seknader om vipenkort, statshborger-
skap eller andre forhold der sekerens vandel og

palitelighet er av vesentlig betydning for spersmaé-
let om sgknaden kan innvilges.

11.4.3 Sczerlig om utlevering av opplysninger
til private

I henhold til politireckommandasjon kan felgende

opplysninger utleveres til private:

«5.3.1.

The communication of data to private par-
ties should only be permissible if, in a particu-
lar case, there exist a clear legal obligation or
authorisation, or with the authorisation of the
supervisory authority.

5.3.ii.

Communication to private parties is excep-
tionally permissible if, in a particular case:

a) the communication is undoubtedly in the in-
terest of the data subject and either the data
subject has consented or circumstances are
such as to allow a clear presumption of such
consent, or if

b) the communication is necessary so as to
prevent a serious and imminent danger.»

I kommentarene til rekommandasjonen erkjen-
nes det at politiet i visse tilfeller har et behov for a
gi informasjon videre til private personer, selv om
dette ikke vil veere i samme skala som til offentlige
organer. For eksempel kan det veere aktuelt for
politiet & gjore opplysninger Kkjent for banker, der-
som sjekker har blitt stjalet, eller butikker, dersom
politiet vet at svindlere er pa vei. Ellers er vilkarene
bygget opp pa samme mate som for overforing av
opplysninger til andre offentlige organer. Det
understrekes at denne bestemmelsen apner for &
offentliggjore bilder eller profiltegninger av en
mistenkt person.

I rammebeslutning om personvern i tredje
seyle er utlevering av opplysninger til private regu-
lert i artikkel 14. I folge bestemmelsen kan utleve-
ring til private skje dersom avgivende land samtyk-
ker. Dersom slikt samtykke ikke foreligger kan
utlevering bare skje dersom vilkarene i nr. 1 bok-
stav ¢ er oppfylt. Bestemmelsen har felgende ord-
lyd:

«1. Medlemsstatene skal fastsette bestemmel-
ser om at personopplysninger som mottas
fra eller stilles til radighet av en annen med-
lemsstats kompetente myndighet, kun kan
overfores til private dersom:

a) den kompetente myndighet i den med-
lemsstat der opplysningene er innhen-
tet, har gitt sitt samtykke til overfering i
samsvar med sin nasjonale lovgivning,
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b) den registrertes spesifikke legitime
interesser ikke er til hinder for overfo-
ring, og

¢) overforing av opplysninger i seerlige til-
feller er avgjerende for at den kompe-
tente myndighet som overforer opplys-
ningene til en privatperson, skal kunne:
i. utfere en oppgave den er palagt ved

lov,

ii. forebygge, etterforske, avdekke
eller rettsforfolge straffbare handlin-
ger eller fullbyrde strafferettslige
sanksjoner,

iii. avverge en overhengende og alvor-
lig trussel mot offentlig sikkerhet
eller

iv. forhindre alvorlig krenkelse av
enkeltpersoners rettigheter.

2. Den kompetente myndighet som overforer
opplysninger til en privatperson, skal infor-
mere vedkommende om hvilke formal opp-
lysningene utelukkende kan anvendes for.»

11.5 Opplysninger som omfattes av
taushetsplikten

11.5.1 Gjeldende rett

Taushetsplikten i bade straffeprosessloven § 61a
og politiloven § 24 forste ledd, jf. forvaltningsloven
§ 13 omfatter opplysninger om «noens personlige
forhold» og «tekniske innretninger og fremgangs-
mater samt drifts- eller forretningsforhold som det
vil veere av konkurransemessig betydning 4 hem-
meligholde av hensyn til den som opplysningene
angar».

I forvaltningsloven § 13 andre ledd presiseres
at opplysninger om «fodested, fodselsdato og per-
sonnummer, statsborgerforhold, sivilstand, yrke,
bopel og arbeidssted, med mindre slike opplysnin-
ger roper et klientforhold eller andre forhold som
ma anses personlig» ikke regnes som «noens per-
sonlige forhold». Det fremgéar av forarbeidene til
straffeprosessloven, jf. Ot.prp.nr.49 (1986-1987), at
begrepet «noens personlige forhold» favner videre
i straffeprosessloven enn i forvaltningsloven.
Begrepet omfatter blant annet fodested, fodsels-
dato, personnummer, statsborgerforhold, sivil-
stand, yrke, bopel og arbeidssted. Ogsa opplysnin-
ger om et klientforhold er 4 regne som personlige
forhold.

I tillegg pélegger bade straffeprosessloven
§ 61a andre ledd og politiloven § 24 annet ledd taus-
hetsplikt for opplysninger som kan vere av betyd-
ning for politiets arbeid. Hensynet bak bestemmel-
sene er & beskytte politiets interesser og deres

arbeid mot at informasjon om kriminalitetsbekjem-
pelse, enkeltvis eller generelt, blir kjent for de mil-
joer eller personer som skal bekjempes.

11.5.2 Utvalgets forslag

Utvalget foreslar ingen vesentlige endringer i for-
hold til gjeldende rett, men gar likevel inn for at
begrepet «noens personlige forhold» erstattes med
«personopplysninger». Som begrunnelse for dette
uttaler utvalget i punkt 14.4.1 i utredningen fol-
gende:

«Pé de fleste forvaltningsomrader er det klart
at personopplysningsbegrepet omfatter flere
opplysninger enn de som er underlagt taushets-
plikt, men pé& bakgrunn av ovennevnte uttalel-
ser i forarbeidene til pataleinstruksen er det
usikkert om dette gjelder innenfor strafferetts-
pleien. Utvalget antar at begrepene er tilneer-
met like innenfor de politimessige oppgavene,
altsé bade i og utenfor den enkelte straffesak,
men det kan vaere noen smé forskjeller. Etter
dagens regelverk vil en opplysning om at en bil
er observert pa et bestemt sted til en bestemt
tid neppe anses som «noens personlige for-
hold». Imidlertid vil dette veere en personopp-
lysning om eieren, da politiet kan koble bilen til
eieren via Autosys. Utvalget kan likevel ikke se
at taushetsplikten blir for omfattende ved &
benytte personopplysningsbegrepet.

Det vil vaere lettere for brukere av loven
dersom det kun opereres med ett begrep, nem-
lig personopplysninger. P4 denne bakgrunn
anbefaler utvalget at taushetspliktshestemmel-
sene skal omfatte «personopplysninger».

I den grad begrepet «noens personlige for-
hold» har veert tolket forskjellig i forvaltnings-
loven § 13b nr. 1 jf. politiloven § 24 og straffe-
prosessloven § 61a, bortfaller né forskjellen ved
et felles regelverk med felles begrep for politi-
messig virksomhet. Utvalget kan ikke se noen
grunn til at feerre opplysninger skal veere
underlagt taushetsplikt i forebyggende virk-
somhet enn i straffesak, snarere tvert i mot.
Skillet vil for fremtiden ga mellom politiets og
patalemyndighetens politimessige virksomhet
og ordinar forvaltningsvirksomhet, hvor den
ordinaere forvaltningsvirksomheten folger for-
valtningslovens bestemmelser.»

Utover dette foreslar utvalget & viderefore
bestemmelsene som nevnt i punkt 11.5.1 med det
innhold de har i dag, men mener at bestemmelsene
ber slds sammen, slik at de bade verner om politi-
ets interesser i den enkelte sak, og mer generelt
opplysninger om politiets metoder, organisering
med videre.
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11.5.3 Hoaringsinstansenes syn

Det er flere heringsinstanser som er skeptiske til
utvalgets forslag om & knytte taushetsplikten til
«personopplysninger». 1 tillegg foreslar noen
heringsinstanser realitetsendringer med henblikk
péa hvilke opplysninger som skal omfattes av taus-
hetsplikten.

Finansdepartementet papeker at hovedregelen
om taushetsplikt i politiet i dag er knyttet til
«noens personlige forhold». Finansdepartemen-
tet ser at det er argumenter som taler for 4 benytte
begrepet «personopplysninger» i politiregister-
loven, men anfeorer likevel at det vil vaere en
ulempe nar det av utvalget legges opp til at politi-
ets taushetspliktsregler vil f4 en neer tilknytning
til opplysningsplikter nedfelt i andre forvaltnings-
organers serlover, hvor begrepet «noens person-
lige forhold» er benyttet.

Finansdepartementet viser ogsa til Skattedirek-
toratet, som er enig med utvalget i at det er enklere
for brukerne av loven nar det bare opereres med
ett begrep; «personopplysninger». Men det anfo-
res at det ber gjores Kklart hvilke hensyn som skal
vektlegges ved den narmere avgrensningen av
begrepet.

Finansdepartementet papeker videre at det i
forhold til forvaltningsloven § 13 er antatt at begre-
pet «personlige opplysninger» omfatter opplysnin-
ger om en lennstakers ekonomiske forhold, men
ikke opplysninger knyttet til privat neaeringsvirk-
somhet, uansett om naeringsvirksomheten drives
av en personlig naeringsdrivende eller av et aksje-
selskap. Finansdepartementet papeker at det er
viktig at politiets taushetsplikt, ved en eventuell
omlegging av taushetspliktreglene, i utgangspunk-
tet omfatter opplysninger om en naeringsvirksom-
hets ekonomiske forhold. Finansdepartementet
mener det kunne veert en fordel om lovteksten
brukte uttrykket «noens personlige eller gkono-
miske forhold».

Norsk Presseforbund og Norsk Redaktorforening
mener at et begrepsbytte i taushetspliktregelen,
med avvik fra den generelle regel som de fleste av
vare taushetsregler bygger pa, vil fore til ytterli-
gere forvirring i et allerede komplisert regelverk
om taushetsplikt.

Riksarkivaren stiller seg ogsd skeptisk til
begrepsbyttet. Opplysninger om personlige for-
hold som ikke regnes som taushetsbelagte etter
hovedregelen i forvaltningsloven § 13, kan likevel
veere taushetsbelagte dersom de roper et «klient-
forhold». Riksarkivaren gar ut fra at dette ogséa dek-
ker for eksempel det forhold at en person er eller
har veert under etterforskning av politiet, og pa

denne bakgrunn skulle ikke en utvidelse av taus-
hetsplikten veere nedvendig.

NHO understreker at lovverket mé ta tilstrek-
kelig heyde for sikring av bedriftshemmeligheter.
Bedriftshemmeligheter er omfattet av taushets-
plikten, men NHO er bekymret for at unntaksbe-
stemmelsene i sin utforming er veid mot det almin-
nelige personvernhensynet, uten 4 ta tilstrekkelig
hensyn til at det er andre forhold og hensyn som
gjor seg gjeldende for bedriftshemmeligheter.
Bedriftshemmeligheter skiller seg fra personopp-
lysninger ved at utlevering av bedriftshemmelighe-
ter i ytterste fall vil kunne innebzere undermine-
ring av en skonomisk virksomhet, og ved at det er
vanskeligere for en utenforstiende & vurdere
bedriftshemmelighetens relative betydning.

11.5.4 Departementets vurdering

Departementet har merket seg at flere heringsin-
stanser hadde merknader eller endringsforslag
hva gjelder det materiellrettslige innhold i bestem-
melsen om omfanget av taushetsplikten. Til dette
vil man bemerke at utvalget verken har vurdert
eller foreslatt slike endringer, og departementet
finner det pa denne bakgrunn vanskelig a ta slike
spersmal opp i denne proposisjonen. Som det frem-
garipunkt 11.5.1 er ordlyden i bestemmelsene om
omfanget av taushetsplikten sd 4 si sammenfal-
lende i henholdsvis straffeprosessloven, politilo-
ven og forvaltningsloven. Det synes derfor ikke &
vaere tilradelig & endre innholdet i denne bestem-
melsen i politiregisterloven uten & se dette i sam-
menheng med utformingen av den tilsvarende
bestemmelsen i forvaltningsloven, og uten at end-
ringene har veert gjenstand for utredning og
hering.

Nar det gjelder utvalgets forslag om at taus-
hetsplikten i politiregisterloven skal omfatte per-
sonopplysninger i stedet for «noens personlige
forhold» er departementet enig med utvalget i at
det er gnskelig 4 ha de samme reglene i og uten-
for straffesaksbehandling. Dette vil man imidler-
tid ogsd kunne oppné uten a foreta den endringen
som foreslatt av utvalget. Det er riktig som utval-
get peker pa at forstdelsen av begrepet «noens
personlige forhold» etter straffeprosessloven for-
valtningsloven er noe videre enn etter forvalt-
ningssloven, jf. ogsa redegjorelsen i punkt 11.5.1.
Forskjellen er at begrepet i strafferettspleien ogséa
omfatter blant annet fodested, fedselsdato, per-
sonnummetr, statsborgerforhold, sivilstand, yrke,
bopel og arbeidssted, selv om dette ikke uttrykke-
lig fremgar av straffeprosessloven § 61a. Derimot
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anses slike opplysninger ikke som personlige for-
hold i henhold til forvaltningsloven § 13 annet
ledd, med mindre slike opplysninger reper et kli-
entforhold eller andre forhold som mé anses som
personlige. P4 den annen side vil det som regel
foreligge et slikt klientforhold nar politiet eller
patalemyndigheten behandler opplysninger om
en person, og forskjellen mellom begrepenes
betydning i de nevnte lovene er derfor i realiteten
liten. Under enhver omstendighet vil man kunne
oppna ensartethet innenfor politiets og pétale-
myndighetens politimessige virksomhet ved at
man for denne virksomheten legger den forstael-
sen av begrepet «noens personlige forhold» til
grunn som i dag praktiseres innenfor strafferetts-
pleien. Departementet ser derfor ikke behovet for
& benytte begrepet «personopplysninger» uteluk-
kende for 4 skape ensartethet. Departementet
kan ogsa ellers ikke se noen grunn til i felge
utvalgets forslag pa dette punkt. Personopplys-
ningsbegrepet er svert vidt, og som blant annet
riksarkivaren anferer, kan dette fore til at taus-
hetsplikten dermed far et omfang som gér en god
del lenger uten at dette synes a vaere nedvendig.
Dernest er «noens personlige forhold» et godt
innarbeidet begrep, som ogsd korresponderer
med taushetspliktsbestemmelsene i en rekke
serlover. Departementet foreslar derfor 4 videre-
fore begrepet i politiregisterloven. Det legges
videre til grunn at den naermere forstielsen av
begrepet fastsettes i forskriften.

11.6 Tilgang til opplysningerinnadi
politiet og patalemyndigheten

11.6.1 Gjeldende rett

Den interne informasjonsflyten i politiet og patale-
myndigheten er regulert i henholdsvis politiloven
§ 24 fjerde ledd og straffeprosessloven § 61c nr.3,
og begge gjenspeiler prinsippet om at det ikke fin-
nes begrensninger i adgangen til 4 utveksle opplys-
ninger innad i politiet. Selv om ordlyden i bestem-
melsene ikke er identiske, slar begge bestemmel-
sene fast at taushetsplikten ikke er til hinder for at
opplysninger blir gjort kjent for andre tjeneste-
menn i politiet og patalemyndigheten dersom tje-
nestemessig behov tilsier det. Bestemmelsene
skiller heller ikke mellom politiets ulike oppgaver,
noe som innebarer at opplysninger som er innhen-
tet i forbindelse med politiets kriminalitetsbekjem-
pende virksomhet kan gjores tilgjengelig for politi-
ets forvaltningsvirksomhet.

11.6.2 Utvalgets forslag

Utvalget foretar i kapittel 11 i utredningen en bred
gjennomgang av bruken av opplysninger innad i
politiet og patalemyndigheten, der utvalget konklu-
derer med at politiet og patalemyndigheten kan
behandle opplysninger til det formaélet de er inn-
hentet for og til andre politimessige formal, jf. ogsa
forslag til § 4 om formaélsbestemthet. Som en kon-
sekvens av dette foreslar utvalget i utkast til § 15 at
taushetsplikten ikke er til hinder for at opplysnin-
gene gjores tilgjengelig for andre tjenestemenn i
politiet og patalemyndigheten dersom det forelig-
ger tjenestemessig behov. I sd mate er utvalgets
forslag en viderefering av gjeldende rett. Utvalget
foreslar imidlertid ogsé en vesentlig innskrenk-
ning i forhold til gjeldende rett ved at det i tillegg
foreslas at opplysningene bare kan gjeres tilgjen-
gelig dersom de brukes til formél som omfattes av
politiregisterloven (politimessige formal). Dette
innebeerer at adgangen til tilgang eller fri utleve-
ring av opplysninger ikke gjelder for politiets for-
valtningsvirksomhet eller sivile gjeremal. Formid-
ling av opplysninger til politiets forvaltningsgjere-
mal mv er foreslatt regulertien egen bestemmelse
i utvalgets utkast til § 21. Utlevering etter denne
bestemmelsen kan skje dersom det enten folger av
lov eller med hjemmel i lov eller er strengt nadven-
dig for utferelsen av virksomheten.

I tillegg foreslar utvalget inntatt i lovutkastet at
seerlig sensitive eller ikke-verifiserte opplysninger
ber underlegges sarskilt tilgangsbegrensning.

11.6.3 Hgringsinstansenes syn

Bade Politidirektoratet, Oslo politidistrikt og Ostfold
politidistrikt er skeptiske til utvalgets forslag om a
skille mellom politimessige oppgaver og politiets
forvaltningsvirksomhet hva gjelder intern flyt av
opplysninger. Disse heringsinstansene stiller
sporsmal ved hvor hensiktsmessig det er & forlate
dagens ordning med en vid kommunikasjonsad-
gang innad i politiet med hjemmel i politiloven § 24
fierde ledd nr.1. Politidirektoratet slutter seg til
@stfold politidistrikt, som anferer:

«Man vil ferst og fremst papeke at politiets for-
valtningsmessige gjoremal utgjer et bredt
spekter av oppgaver, hvor mange er tett knyttet
opp mot politiets primeeroppgaver sa som Kkri-
minalitetsforebyggende virksomhet. Det vises
til at arvikenhet og «aktiv» bruk av reglene
vedrerende for eksempel tilbakekall av tillatel-
ser som vapenkort, tilbakekall av forerett m.v
overfor personer som er uegnet til fortsatt a
inneha disse, sett i et videre perspektiv, ogsa vil
kunne virke Kkriminalitetsforebyggende. En



110 Ot.prp. nr. 108

2008-2009

Om lov om behandling av opplysninger i politiet og patalemyndigheten (politiregisterloven)

videreforing av politiloven § 24 fijerde ledd nr. 1
vil gi en Klar og felles hjemmel for a sikre infor-
masjonsflyten innad i politiet. Det papekes ogsa
at utad, overfor publikum, oppfattes politiet
som en enhet, og det antas at overfor publikum
er det akseptert at etaten har en informasjons-
flyt innad nér tjenestemessige behov ligger til
grunn for det.»

Den tidligere Kriminalpolitisentralen (Kripos)
uttaler at det er nedvendig med en omformulering
som tydeligere apner for at personell som ivaretar
kvalitetssikring av registerinformasjon ogsid ma
kunne fa tilgang til sikalt skjermet informasjon.
Det foreslas derfor en tilfeyelse i lovteksten, hvor
det inntas «og kvalitetssikringsbehov». Kripos anfe-
rer at problemet kan illustreres med at man i
dagens situasjon ikke far kvalitetssikret informa-
sjon som skal inn i SSP, da informasjonen er skjer-
met 1 STRASAK og den lokale BL-databasen. Dette
kan i sin ytterste konsekvens fore til at opplysnin-
ger uriktig registreres pa person, og for a ivareta
personvernet ma dette endres.

11.6.4 Departementets vurdering

Departementet har forstielse for at enkelte
heringsinstanser er skeptiske til at den vidtgdende
kommunikasjonsadgangen, som i dag er nedfelt i
politiloven § 24 fierde ledd nr. 1, ikke foreslas vide-
refort. Pa den annen side ville det ikke veaere i sam-
svar med lovens oppbygning for evrig dersom man
i bestemmelser om utlevering av eller tilgang til
opplysninger ikke ville skille mellom formaélene for
bruken av opplysningene. Departementet er der-
for enig med utvalget i at bestemmelsen om infor-
masjonsflyten innad i politiet og patalemyndighe-
ten ma begrenses til politimessige formal. Dette er
imidlertid ikke ensbetydende med at man begren-
ser den informasjonsflyten som foregéar i dag. I
hvilken grad denne informasjonsutvekslingen kan
bibeholdes er et spersmél om hvordan man utfor-
mer bestemmelsen om utlevering av opplysninger
til politiets forvaltningsvirksomhet, noe departe-
mentet vil komme tilbake til i punkt 11.9.

Nar det gjelder Kripos’ forslag om a tilfoye
«kvalitetssikringsbehov», kan departementet ikke
se at dette skulle vaere nedvendig. Kvalitetssikring
er ikke et eget formal, og det folger blant annet av
lovforslaget til § 6 at opplysningene skal vaere kor-
rekte og oppdaterte. P4 denne bakgrunn kreves
det ikke en saerskilt lovhjemmel for tilgang til opp-

lysninger nar formalet er 4 sikre at opplysningene
er korrekte. Departementet antar videre at det vil
vaere mest naturlig & regulere slike spersmal i for-
skriften.

Som det fremgér i punkt 11.3.3 er bestemmel-
sen om tilgang til opplysninger innad i politiet og
patalemyndigheten en av de bestemmelsene som
departementet foreslar flyttet fra kapittelet om
taushetsplikt til et eget kapittel om tilgang og utle-
vering. Ved siden av de pedagogiske hensyn som
tilsier et klarere skille mellom regler om taushets-
plikt pa den ene siden og regler om utlevering og
tilgang pa den andre siden, er det ogsi et selvsten-
dig poeng at direkte tilgang til opplysningene
ikke bare ses i sammenheng med taushetsplikts-
reglene. Med innferingen av moderne teknologi
har begrepet «tilgang» fitt en noe annen betyd-
ning enn hva man tenkte pa da man i eldre lovgiv-
ning likestilte utlevering av opplysninger med til-
gang til opplysninger. Gjennom innfering av elek-
troniske saksbehandlings- og datasystemer er det
lagt opp til at alle ansatte i utgangspunktet har til-
gang til de opplysninger som behandles i den
aktuelle virksomhet, og med «tilgang» menes da
adgang til direkte sek. Det er derfor heller ikke
den enkelte tjenestemann som kan skjerme opp-
lysninger eller pa annen mate sorge for at opplys-
ningene ikke gjores tilgjengelig for en kollega.
Nar saksbehandlingen er innrettet pd denne
maten er det med andre ord ikke lenger regler
som pélegger den enkelte tjenestemann taushets-
plikt som kan sikre at opplysninger ikke spres
unedvendig. Sistnevnte oppnar man i dag i sterre
grad ved 4 begrense tilgangen til visse opplysnin-
ger til ansatte som har fatt seerskilt bemyndigelse.
Nar begrepet tilgang til opplysninger siledes har
fatt et noe annet innhold enn tidligere, ber dette
etter departementets oppfatning gjenspeiles i en
ny lov som regulerer behandling av opplysninger.
Det kan i denne sammenheng ogséa vises til lov
om Schengen informasjonssystem (SIS-loven),
der man i henholdsvis §§ 12 og 13 skiller mellom
tilgang til opplysninger i SIS (adgang til direkte
sek) og utlevering av opplysninger fra SIS, mens
det i § 14 er gitt en generell regel om taushets-
plikt. Departementet foreslar derfor at adgang til
direkte sk fremgéar av lovteksten og at denne til-
gangen ikke knyttes til unntak fra taushetsplikts-
reglene, jf. lovforslaget til § 21. At taushetsplikten
ogsa gjelder innad i politiet og patalemyndigheten
fremgar av forslaget til § 23.
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11.7 Utlevering av opplysninger der
ingen hensyn taler mot

11.7.1 Gjeldende rett

Bade straffeprosessloven § 61b og forvaltningslo-
ven § 13a gjor unntak fra taushetsplikten der ingen
hensyn taler for hemmelighold.

I henhold til straffeprosessloven § 61b nr. 1 er
taushetsplikten ikke til hinder for at «opplysnin-
gene gjores Kjent for andre i den utstrekning de
som har krav pa taushet samtykker». Samme for-
mulering finnes i forvaltningsloven § 13a nr. 1.

I henhold til straffeprosessloven § 61b nr. 2 og
forvaltningsloven § 13a nr. 2 er taushetsplikten
ikke til hinder for «at opplysningene brukes nar
behovet for beskyttelse méa anses varetatt ved at de
gis i statistisk form eller ved at individualiserende
kjennetegn utelates pa annen mate».

I henhold til straffeprosessloven § 61b nr. 3 og
forvaltningsloven § 13a nr. 3 er taushetsplikten
ikke til hinder for «at opplysningene brukes nar
ingen berettiget interesse tilsier at de holdes hem-
melig, f.eks. nar de er alminnelig kjent eller almin-
nelig tilgjengelig andre steder». Bestemmelsen er
seerlig praktisk i to sammenhenger. For det forste
nar den mistenkte selv gar ut i pressen. I sa fall ma
politiet ha en mulighet til & svare. Dernest kan
bestemmelsen komme til anvendelse nar det har
veert apne rettsmeter i en sak. Bestemmelsen
apner imidlertid ikke for at politiet kan g& ut med
informasjon ut over det som i all hovedsak allerede
er kjent.

11.7.2 Utvalgets forslag

Utvalget omtaler emnet i punkt 14.5 i utredningen.

Utvalget fant ingen grunn til & foresla endrin-
ger i det materielle innholdet i straffeprosessloven
§ 61b, og foreslar derfor at bestemmelsen opprett-
holdes, jf. neermere om dette i punkt 14.5.2, 14.5.3
og 14.5.4 i utredningen.

11.7.3 Hgringsinstansenes syn og departe-
mentets vurdering

Ingen av heringsinstansene hadde merknader til

utvalgets utkast til § 16, og departementet slutter

seg til utvalgets forslag.

11.8 Utlevering av opplysninger i poli-
tiets og patalemyndighetens egen
interesse

11.8.1 Innledning

Som nevnt i punkt 11.3.1 tar utvalget utgangspunkt
i hvilket formal opplysninger skal utleveres til.
Som felge av dette skiller utvalget mellom politi-
messige formal (politiets og patalemyndighetenes
egen interesse) og andre formal. Den storste grup-
pen som faller inn under andre formal er utlevering
av opplysninger, der utlevering skjer i mottakerens
interesse, jf. naermere om dette i punkt 11.10.

I dette punkt omhandles de tilfellene der utleve-
ring skjer til politimessige forméal. For 4 oppna
dette formal kan det veere aktuelt at opplysninger
utleveres til bade offentlige organer, private selska-
per eller personer eller til utenlandsk myndighet.
Nar utlevering til offentlige organer og private blir
omtalt i dette punkt ma det med andre ord ikke for-
veksles med utlevering til de samme mottakerne i
deres egen interesse. For & illustrere forskjellen
med et eksempel, kan man tenke seg at politiet
etterforsker en person for tyveri av antikviteter.
Siden den mistenkte leier en hybelleilighet, tar
politiet kontakt med utleieren for & sperre om han
har observert noe mistenkelig, som for eksempel
om den mistenkte i den senere tid har baret
antikke gjenstander inn i leiligheten. I denne situa-
sjonen kan det tenkes at politiet mé utlevere taus-
hetsbelagte opplysninger til utleieren for dermed a
kunne fa opplysninger som er verdifulle med hen-
blikk pé etterforskningen av saken. Formalet med
denne utleveringen er da av politimessig art og
derfor vil politiet ha anledning til 4 gi disse opplys-
ningene. Tenker man seg samme situasjon, men da
slik at utleieren tar kontakt med politiet for a forsi-
kre seg om at han har en palitelig leieboer, vil poli-
tiet ikke kunne gi opplysninger med mindre det fin-
nes en sarskilt hjemmel. I sistnevnte situasjon
dreier det seg om utlevering av opplysninger i
utleierens interesse. Dette viser at selv om det
dreier seg om de samme opplysningene som
utveksles mellom de samme partene, ma spersma-
let om disse opplysningene kan utleveres vurderes
etter ulike hjemler, noe som kan fere til at utfallet
blir forskjellig avhengig av hva som er formalet
med utleveringen.

11.8.2 Gjeldende rett

Etter gjeldende rett sondres det mellom utlevering
av opplysninger i og utenfor den enkelte straffesak.
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Politiets adgang til 4 utlevere opplysninger som
ledd i straffesak er regulert i straffeprosessloven §
61c nr. 2, hvor det fremgér «at opplysningene [kan]
brukes for 4 oppna det formal de er gitt eller inn-
hentet for, bl.a. kan de brukes i forbindelse med
etterforsking, saksforberedelse, avgjorelse, gjen-
nomfering av avgjerelsen, oppfelging og kontroll.»

Adgangen til 4 utlevere opplysninger utenfor
den enkelte straffesak folger i dag av tre regelsett.
For opplysninger fra straffesak apner straffepro-
sessloven § 61c nr. 5 for «at opplysninger gjores
kjent for andre offentlige organer nar formaélet er &
forebygge lovovertredelser eller for 4 hindre at
virksomhet blir utevd pa en uforsvarlig méte» og
straffeprosessloven § 61c nr. 6 for «at opplysnin-
gene gjores Kjent for andre enn offentlige organer
nar det er nedvendig for 4 forebygge lovovertredel-
ser eller for & hindre at virksomhet blir utevd pa en
uforsvarlig mate».

Politiets adgang til & utlevere opplysninger inn-
samlet utenfor den enkelte straffesak er regulert i
politiloven. I henhold til politiloven § 24 fierde ledd
nr. 2 kan opplysningene bli gjort kjent for «andre
offentlige myndigheter og utenlandske samarbei-
dende politi- og sikkerhetsmyndigheter nar forméa-
let er & forebygge eller avverge straffbare handlin-
ger». For utlevering til andre enn offentlige orga-
ner gjelder unntaket i § 24 fijerde ledd nr. 3, hvor
taushetsplikten ikke er til hinder for at opplysnin-
gen gjores kjent for «vitner og kilder nar det er
nedvendig for at politiet skal f4 opplysninger eller
bistand til 4 forebygge eller avverge straffbare
handlinger».

I strafferegistreringsloven § 7, som er den eld-
ste bestemmelsen, har politiet fatt en vid fullmakt
til &4 gi opplysninger til andre offentlige organer og
private parter i gitte situasjoner: «Bestemmelsene
i 88§ 5 og 6 kommer ikke til anvendelse nar politiet
gir opplysninger for & forebygge eller oppklare lov-
overtredelser, eller for & forhindre at en virksom-
het blir utevd pa en uforsvarlig méate». Bestemmel-
sen tar sikte pa tilfeller hvor det ikke er aktuelt & gi
en politiattest, men bare 4 meddele opplysninger
muntlig eller skriftlig i den form som forholdene
tilsier. I Innstilling fra Straffelovradet s. 33 star det
atradet med § 7 andre ledd tenker pa tilfeller <hvor
politiet p4 grunn av en persons opptreden eller
virksomhet gir opplysninger om at han tidligere
har begétt forbrytelser som det er fare for at han vil
gjenta, eller hvor en polititienestemann som vitne
gir opplysninger som bevis i en sak eller for gvrig
for & oppklare saken».

Utlevering av opplysninger for & ivareta andre
politimessige oppgaver enn kriminalitetsbekjem-
pelse er regulert i straffeprosessloven § 61c nr. 7,

hvoretter taushetsplikten i straffesak ikke er til
hinder for at «det til andre offentlige organer blir
gitt (...) opplysninger som det er nedvendig a gi for
4 fremme politiets oppgaver». Bestemmelsen ma
forstas slik at den gjelder bade politiet og patale-
myndigheten. Bestemmelsen har sannsynligvis
sterst praktisk betydning for hjelpe- og bistands-
oppgaven beskrevet i politiloven § 2 nr. 4, idet utle-
vering av opplysninger til offentlige organer som
ledd i den enkelte straffesak folger av § 61c nr. 2 og
i forebyggende virksomhet av § 61c nr. 5. Med
begrepet «nedvendig» gis det uttrykk for at det
skal mer til enn at formidlingen har «naturlig sam-
menheng med» politiets hjelpe- og bistandsoppga-
ver.

11.8.3 Utvalgets forslag

Utvalget omtaler emnet i punkt 14.6 i utredningen.

Utvalget sondrer i lovforslaget mellom de ulike
politimessige formal, og foreslar egne bestemmel-
ser for taushetsplikt ved henholdsvis saksbehand-
lingen i den enkelte straffesak, forebyggende virk-
somhet og politiets andre oppgaver, jf. utvalgets
utkast til §§ 18 til 20. I tillegg foreslar utvalget en
viderefering av straffeprosessloven § 61c nr. 1 om
taushetsplikt i forhold til parter eller den opplys-
ningen gjelder, jf. utvalgets utkast til § 17.

Ved utlevering av opplysninger ved straffesaker
foreslar utvalget 4 viderefore straffeprosessloven §
61c nr. 2. Utvalget uttaler at det generelt bor vere
en vid adgang til 4 utlevere opplysninger som ledd
i straffesak. Utvalget viser til at politiet generelt er
tildelt en rekke fullmakter for & oppklare straffbare
forhold, og at politiet derfor ogsd ma ha utstrakt
mulighet til & kunne ga ut med opplysninger nar
dette er nedvendig.

Nar det gjelder utlevering av opplysninger ved
forebyggende virksomhet anser utvalget det nedven-
dig at politiet ma kunne utlevere opplysninger til
dette formal, og uttaler i punkt 14.6.4.3 felgende:

«For i det hele tatt & drive forebyggende virk-
somhet pa en hensiktsmessig og effektiv mate
ma politiet til en viss grad kunne utlevere opp-
lysningene, bade til offentlige organer eller pri-
vate parter. Dersom kommunikasjonssperrer
innebeerer at politiet ikke blir sa effektivt som
det ellers kunne ha veert, kan det sette bade all-
mennhetens tillit og tienestemennenes arbeids-
moral pa preve. Utvalgets synspunkt er imidler-
tid at utleveringsadgangen ikke kan vare den
samme som i den enkelte straffesak. Dette
skyldes flere arsaker, hvorav noen er nevnt
ovenfor. Opplysninger er knyttet til hendelser
som antas a ville bli begétt i fremtiden, og det er
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en reell mulighet for at politiet tar feil. En slik
feil kan i mange sammenhenger virke inngri-
pende og stigmatiserende for den som ram-
mes. Utvalget legger ogsa vekt pa at en begren-
set utleveringsadgang legitimerer at politiet
kan samle inn opplysninger i et bredere
omfang og bruke disse internt, enn det det
burde veert adgang til dersom utleveringsad-
gangen var vid. Dette har vart et sentralt hen-
syn i utvalgets anbefalinger.»

Utvalget foreslar videre at man i forbindelse
med forebyggende virksomhet skiller mellom unn-
tak fra taushetsplikten for & avverge straffbare
handlinger og unntak fra taushetsplikten for fore-
byggende virksomhet utover den avvergende.

Om adgangen til 4 utlevere opplysninger for &
avverge straffbare handlinger, uttaler utvalget i
punkt 14.6.4.4 i utredningen blant annet folgende:

«Utvalget anbefaler at det skal veere adgang til
4 utlevere opplysningene dersom det er ned-
vendig for & avverge en straffbar handling. For
at det skal veere nedvendig & avverge en straff-
bar handling, méa hendelsesforlepet ha kommet
forholdsvis nzert gjennomferingen, i motset-
ning til den generelle forebygging av straffbare
handlinger, (se punkt 14.6.4.5). Det ma saledes
veere forholdsvis pélitelig kunnskap om at en
straffbar handling er under oppseiling. Dersom
politiet far kjennskap til at noen har planlagt et
ran i en bestemt bankfilial pa et bestemt tids-
punkt, ma det veere mulig for politiet & ga ut
med disse opplysningene til banken (...).

Avvergingen kan for eksempel bestd i &
advare den eller de forbrytelsene er rettet mot,
informere gjerningspersonen om at hans pla-
ner er kjent eller selv ved fysisk makt stanse
gjerningspersonen. At politiet skal ha en tilsva-
rende rett ved alle typer straffbare handlinger,
er naturlig. Dersom politiet ikke skulle ha
adgang til 4 gd ut med opplysningene i disse til-
fellene, ville dette kunne virke sterkt stotende
pa befolkningen, og det ville vaere sveert frus-
trerende for politiet 4 vite at straffbare handlin-
ger vil bli begitt uten 4 ha adgang til & varsle
dem som kan forhindre det.

Ofte vil en avvergingssituasjon vere preget
av at det er kort tid til handlingen antas & bli
begatt. Utvalget har pa denne bakgrunn fore-
slatt en egen hjemmel for disse situasjonene,
som gir en videre adgang til 4 utlevere enn det
som gjelder for annen forebyggende virksom-
het.»

Utvalget anbefaler ogsé at det dpnes for utleve-
ring av opplysninger i forebyggende virksomhet ut
over den avvergende, og uttaler om dette i punkt
14.6.4.5 i utredningen:

«Utvalget har vurdert om det skal veere en
adgang til & utlevere opplysninger ut over de
rent avvergende situasjonene. Det kan lett ten-
kes situasjoner hvor det ikke er en avvergelses-
situasjon, men hvor sterke hensyn taler for at
politiet skal ha lov til & g& ut med opplysnin-
gene. Blir en notorisk vinningskriminell med et
narkotikaproblem ansatt som hjemmehjelp i
kommunen, vil det heyst sannsynlig veere kri-
minalitetsforebyggende for politiet & varsle
kommunen om dette.

Nar det ikke er en avvergelsessituasjon, méa
vilkdrene for 4 g4 ut med opplysningene vare
strengere. Arsaken er at usikkerheten ved om
det i det hele tatt blir begétt et straffbart forhold
er storre enn i avvergelsessituasjonene, se
punkt 14.6.4.3. Utvalget har for sin vurdering
tatt utgangspunkt i det alminnelige prinsippet i
politiloven § 6 (...). Overfort til den aktuelle pro-
blemstilling innebarer dette at politiet méa vur-
dere om utlevering er nedvendig for a fore-
bygge den straffbare handlingen, eller om det
er mulig med séikalt «svakere midler».

I forlengelsen av dette anferer utvalget at opp-
lysningens art og hvem som er mottaker vil vaere
sentrale momenter i vurderingen av om politiet
kan utlevere opplysningene, eller om andre virke-
midler ber vurderes. Herunder mener utvalget at
adgangen til 4 utlevere opplysninger ber veere
snevrere dersom mottaker av opplysningene ikke
er vant til & forholde seg til sensitive eller taushets-
belagte opplysninger. P4 denne bakgrunn har
utvalget valgt a foresla sarskilte regler for utleve-
ring til henholdsvis offentlige organer og private,
jf. utvalgets utkast til § 19 annet ledd nr. 1 og 2, der
det stilles strengere krav for utlevering til private.
For 4 sikre kontroll og notoritet for utlevering i
disse tilfellene, foreslar utvalget at utlevering etter
annet ledd skal besluttes av den behandlingsan-
svarlige, og at det skal nedtegnes hvilke opplysnin-
ger som ble utlevert, til hvem og hva som var grun-
nen, jf. utvalgets utkast til § 19 femte ledd. I tillegg
foreslar utvalget & lovfeste en generell forholds-
messighetsklausul i utkast til § 19 tredje ledd.

I punkt 14.6.4.7 drefter utvalget om det ogsa
ved forebyggende virksomhet bor veere adgang til
a utlevere ikke-verifiserte opplysninger dersom
det er nedvendig for 4 verifisere opplysningene, og
svarer bekreftende pa det, jf. utvalgets utkast til
§ 19 fjerde ledd.

I punkt 14.6.5 vurderer utvalget om det er
behov for utlevering av opplysninger for & ivareta
andre politimessige oppgaver enn Kriminalitetsbe-
kjempelse. Her siktes det til serviceoppgaver, hjel-
peoppgaver, bistand og deler av ordenstjeneste.
Utvalget mener at det er behov for unntak fra taus-
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hetsplikten for opplysninger som er nedvendige
for & lese disse oppgavene, og foreslar derfor &
viderefore straffeprosessloven § 61c nr. 7, jf. utval-
gets utkast til § 20.

Endelig foreslar utvalget 4 viderefore straffe-
prosessloven § 61c nr. 1 og den tilsvarende regelen
i forvaltningsloven § 13b nr. 1 om taushetsplikt i
forhold til parter eller den opplysningen direkte
gjelder. Utvalget understreker imidlertid at man
utenfor den enkelte straffesak mé legge forvalt-
ningslovens partsbegrep til grunn, og uttaler i
punkt 14.6.2 i utredningen folgende:

«Utvalget antar imidlertid at utlevering utenfor
den enkelte straffesak til dem opplysningene
direkte gjelder vil vaere sveert begrenset. Inn-
synsretten er knyttet til partsbegrepet, og ofte
vil det ved forbyggende virksomhet eller ved
service- eller bistandsfunksjonen ofte ikke
veere noen «sak» i forvaltningslovens forstand
der noen har partsrettigheter etter forvalt-
ningsloven.

Det nevnes for ordens skyld at utlevering
som ledd i partsinnsyn ikke alltid er i politiets
interesse, men ofte kan bli 4 anse som en utle-
vering i mottakerorganets interesse. Temaet er
likevel valgt behandlet her.»

11.8.4 Hoaringsinstansenes syn

Heringsinstansene hadde ingen merknader til
utvalgets forslag om taushetsplikt i forhold til par-
ter, ved saksbehandlingen i den enkelte straffesak
og ved politiets andre oppgaver, jf. utvalgets utkast
til §§ 17, 18 og 20. Derimot hadde flere heringsin-
stanser merknader til forslaget om taushetsplikt
ved forebyggende virksomhet, jf. utvalgets utkast
til § 19.

Datatilsynet har innvendinger mot bestemmel-
sens overskrift fordi den er lite konkret og gir liten
pekepinn pa bestemmelsens omfang. Videre pape-
kes det at mottaker av opplysningene ikke er defi-
nert i forste ledd, noe som kan gi bestemmelsen et
utilsiktet vidt virkeomrade. Datatilsynet savner
ogsa en spesifisering av hvem som har myndighet
til & utelevere opplysninger etter forste ledd, og
foreslar at kompetansen legges til politimesteren
(behandlingsansvarlig). Det anferes at «forebyg-
gende virksomhet» er en sveert generell beteg-
nelse, og at en generell hjemmel til & utlevere opp-
lysninger for & drive forebygging i sin alminnelig-
het vanskelig kan oppfylle kravene om nedvendig-
het og relevans. Forste og andre ledd ber derfor i
folge Datatilsynet veere knyttet til det & avverge en
straffbar handling.

I annet ledd anbefaler Datatilsynet at det etable-
res objektive kriterier for utleveringen, som kan
knyttes til utevelsen av en straffbar handling.
Videre har Datatilsynet flere innvendinger mot for-
slagets annet ledd nr. 2. Det anferes at det er uklart
hvilke situasjoner unntaket er beregnet pa, og at
bestemmelsen har liten praktisk betydning ved
siden av vandelskontrollinstituttet, som nettopp
har et forebyggende formal. Det papekes at den
registrerte som hovedregel skal varsles om utleve-
ringen, og at begrepet «skal» ber erstatte begrepet
«ber» i tredje ledd. Til slutt anferes det at nedteg-
ningsplikten i femte ledd ogsé ber gjelde utleve-
ring etter forste ledd, og ikke bare etter andre ledd
slik forslaget lyder i dag.

Pa bakgrunn av dette kan Datatilsynet ikke
anbefale at forslagets § 19 vedtas i sin naveerende
form.

Politidirektoratet og Ostfold politidistrikt ser at
kravet til skriftlighet i forslagets femte ledd kan
bidra til 4 eke den enkeltes rettssikkerhet, men
papeker at kravet i visse situasjoner kan fremsta
som lite hensiktsmessig, selv om bestemmelsen
gir rom for unntak. Dette gjelder spesielt ved utle-
vering til mindre, private akterer.

Oslo Politidistrikt er bekymret for at utvalgets
forslag vil begrense politiets mulighet til 4 bidra
med nedvendig informasjon i deres samarbeid
med private organisasjoner og institusjoner i krimi-
nalitetsforebyggende syemed. Nodvendighetskra-
vet i andre ledd nr 2 vil eksempelvis gjore det van-
skelig for politiet & delta i samordnede lokale tiltak
(SLT) med private organisasjoner og institusjoner.
Oslo politidistrikt ytrer ogsa bekymring for at en
utlevering gir den registrerte rett til varsling og
innsyn.

Den tidligere Kriminalpolitisentralen (Kripos)
papeker at det er viktig med en klar forstdelse av
hvem som er behandlingsansvarlig i slike saker.

Norsk forening for kriminalreform (KROM)
mener det er uakseptabelt at private personer eller
bedrifter skal ha tilgang pa taushetsbelagte person-
opplysninger.

11.8.5 Departementets vurdering

Departementet slutter seg til utvalgets anbefaling
hva gjelder taushetsplikt i forhold til parter, ved
saksbehandlingen i den enkelte straffesak og ved
politiets andre oppgaver, som er en viderefering av
gjeldende rett, jf. lovforslagene til §§ 25, 26 og 28 i
lovutkastet.

Nar det gjelder utvalgets forslag om taushets-
plikt ved forebyggende virksomhet har noen
heringsinstanser gitt uttrykk for betenkeligheter
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hva gjelder kravet om skriftlighet ved utlevering.
Oslo politidistrikt er bekymret for at forslaget vil
kunne begrense politiets mulighet til 4 bidra med
informasjon i ulike Kkriminalitetsforebyggende
samarbeidsfora, mens Datatilsynet har en rekke
innsigelser mot forslaget og finner ikke 4 kunne
anbefale bestemmelsen slik den er foreslitt av
utvalget.

Til Politidirektoratets og Ostfold politidistrikts
merknader vedrerende skriftlighet ved utlevering
av opplysninger, vil departementet bemerke at
utvalgets forslag gar ut pa at opplysningene «for-
trinnsvis» skal utleveres skriftlig. Som disse
heringsinstansene péapeker vil det ikke alltid vaere
hensiktsmessig & utlevere opplysninger skriftlig,
noe ordlyden i lovforslaget etter departementets
oppfatning tar heyde for. Utover dette antar man at
det vil veere naturlig & gi neermere bestemmelser i
forskriften om nar skriftlighet kan unnlates. Néar
det gjelder Oslo politidistrikts bekymring for at for-
slaget, og da serlig nedvendighetskravet, vil
kunne begrense politiets mulighet til & bidra med
informasjon i kriminalitetsbekjempende samar-
beidsfora, ensker departementet & understreke at
forslaget ikke er ment & veere en innskjerping i for-
hold til gjeldende rett og man kan heller ikke se at
den foreslatte bestemmelsen kan tolkes pa den
maten. Det vises her til at ogsa straffeprosessloven
§ 61c nr. 6, som gjelder utlevering til andre enn
offentlige organer i forebyggende syemed, opere-
rer med et nedvendighetskrav og man kan derfor
ikke se at forslaget skulle skape problemer med
henblikk pa den virksomheten Oslo politidistrikt
skisserer.

Som det fremgér i punkt 11.8.4 har Datatilsynet
en rekke innvendinger mot forslaget. Etter hva
man forstir mener Datatilsynet at utlevering av
opplysninger i forebyggende syemed bare ber
kunne finne sted dersom dette er nedvendig for &
avverge en konkret straffbar handling. Som nevnt
tidligere er utvalgets utkast til § 19 forste og annet
ledd en viderefering av gjeldende rett, og departe-
mentet ser pa lik linje med utvalget ingen grunn til
4 endre det materiellrettslige innhold i taushets-
pliktsbestemmelsene slik de i dag er nedfelt i poli-
tiloven § 24 fierde ledd og straffeprosessloven §
61c nr. 5 og 6. Departementet slutter seg ogsa til
utvalgets forslag om & sondre mellom utlevering
for & avverge en straffbar handling og utlevering
for & forebygge straffbare handlinger, noe som
blant annet er begrunnet med at det for utlevering
for & forebygge stilles andre krav hva gjelder
beslutningskompetanse og utleveringsmate enn
hva som gjelder ved utlevering for a4 avverge en
straffbar handling. I situasjoner der det er aktuelt &

avverge en straffbar handling, vil politiet som regel
sitte pa forholdsvis konkret og troverdig informa-
sjon om at en straffbar handling vil bli begatt, og at
utferelsen ma antas & skje forholdsvis neert i tid. I
slike situasjoner vil det ofte veere lite hensiktsmes-
sig & legge beslutningskompetansen pa et bestemt
nivéa eller kreve skriftlighet, slik det er foreslatt for
utlevering for & forebygge kriminalitet. Departe-
mentet foreslar imidlertid en mindre endring i for-
hold til utvalgets forslag, ved at utlevering til fore-
bygging knyttes til «straffbare handlinger» og ikke
bare til «en straffbar handling», mens man for
avverging opprettholder forslaget om & knytte utle-
vering til en straffbar handling. P4 denne maéten
understreker man ytterligere at avverging gjelder
mer konkrete situasjoner enn forebygging. Det
kan ogsa skape tolkingsproblemer nar bade avver-
ging og forebygging knyttes til «en straffbar hand-
ling», idet det da lett kan bli uklart hva som er for-
skjellen mellom de to situasjonene. Det vises her
ogsa til at det i straffeprosessloven §§ 61c nr. 5 og
6 benyttes uttrykket «forebygge lovovertredel-
ser», mens taushetspliktsbestemmelsen for opp-
lysninger innhentet gjennom kommunikasjons-
kontroll tillater utlevering av slike opplysninger for
a4 «avverge en straffbar handling», jf. straffepro-
sessloven § 216i forste ledd bokstav d.
Departementet kan heller ikke slutte seg til
Datatilsynets anfersel om at vandelskontrollinsti-
tuttet vil vaere et egnet og tilstrekkelig virkemiddel
hva gjelder forebygging. For det forste ma van-
delskontroll, herunder utstedelse av politiattest,
vaere searskilt hjemlet og slik kontroll finner nor-
malt bare sted for en person tiltrer en stilling der
det stilles slike krav. Det ma her ogsé minnes om at
vandelskontroll ikke bare er begrunnet i & fore-
bygge kriminalitet, og i tillegg utstedes politiattes-
ter som regel etter anmodning fra arbeidsgiver og
i deres interesse. Utlevering av opplysninger i
andres interesse styres av forslag til §§ 30 og 31,
mens det her dreier seg om utlevering av opplys-
ninger i politiets egen interesse. Alene av den
grunn kan vandelskontroll ikke vaere en erstatning
for politiets adgang til 4 kunne utlevere opplysnin-
ger i kriminalitetsforebyggende syemed.
Avslutningsvis finner departementet ogsé
grunn til 4 peke pé at den foreslatte bestemmelsen
sett under ett gir bedre personvern enn dagens
regler. For det forste kommer det né klart frem hva
som er vurderingskriteriene for utlevering til hen-
holdsvis offentlige organer og private, og i forbin-
delse med forholdsmessighetsvurderingen. I til-
legg gis det anvisning pa at den registrerte ber
varsles dersom det er mulig og hensiktsmessig, og
endelig foreslds det i bestemmelsens siste ledd
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regler som skaper notoritet om utlevering av opp-
lysninger. Samlet sett gir bestemmelsen derfor
bedre forutsigbarhet og sikrer at utlevering av opp-
lysninger vil kunne undergis bedre kontroll enn
hva som er tilfelle i dag. Departementet er imidler-
tid enig i Datatilsynets forslag om at nedtegnings-
plikten ogsa ber gjelde for utlevering av opplysnin-
ger for 4 avverge en straffbar handling, og foreslar
bestemmelsens siste ledd endret i samsvar med
dette.

11.9 Utlevering av opplysninger til
politiets forvaltningsvirksomhet

11.9.1 Gjeldende rett

Den interne informasjonsflyten i politiet er i dag
regulertihenholdsvis straffeprosessloven § 61c nr.
3 og politiloven § 24 fierde ledd nr. 1. Ifelge straffe-
prosessloven § 61c nr. 3 er taushetsplikten ikke til
hinder for «at opplysningene er tilgjengelige for
andre tjenestemenn i politiet og patalemyndighe-
ten i den utstrekning opplysningene vil veere av
betydning for deres arbeid.«Ifelge politiloven § 24
forste ledd annet punktum gjelder for politiets virk-
somhet, utenom behandling av straffesaker, taus-
hetspliktsreglene i strafferegistreringsloven § 8 og
forvaltningsloven §§ 13 — 13f med de tillegg og
begrenseninger som folger av politiloven § 24.
Ifelge politiloven § 24 fijerde ledd nr. 1 er taushets-
plikten ikke til hinder for «at opplysninger blir
gjort kjent for andre tjenestemenn i politiet og pata-
lemyndigheten i den utstrekning tjenestemessig
behov tilsier det.»

Begge bestemmelsene skiller med andre ord
ikke mellom politimessige oppgaver og politiets
forvaltningsvirksomhet og sivile gjoremal.

Ved vedtakelsen av politiloven § 24 var hoved-
hensikten a Kklargjere forholdet til forvaltningslo-
vens taushetspliktsregler (se Ot.prp nr. 22 (1994-
1995) s. 50). Politiloven § 24 skulle ivareta de hen-
syn som er spesielt knyttet til politiets virksomhet
og som ikke er ivaretatt gjennom reglene i forvalt-
ningsloven. I denne sammenheng var sarlig politi-
loven § 24 fjerde ledd nr. 1 en viktig bestemmelse,
da den skulle apne for bedre informasjonsflyt
internt i politiet mellom forvaltningstjenesten og
annet arbeid. I Ot.prp nr. 22 s. 51 heter det saledes:

«Slik forvaltningslovens bestemmelse er for-
mulert, indikerer den at selv innenfor forvalt-
ningsorganet skal adgangen til innsyn vare
begrenset til personer som arbeider med det
avgrensede saksomrade opplysningene direkte
gjelder. Fortolkningen av hvor langt unntaket

rekker, er usikker. Politiets virkeomrade er
stort, og apparatet er organisert i distrikter og
serorganer og med en rekke spesialenheter
innenfor disse igjen. Det ber ikke vaere noen
tvil om adgangen til at politiet internt kan
benytte den informasjon som et ledd i organisa-
sjonen sitter inne med i enhver sammenheng
hvor den kan vare tjenstlig relevant. Formelle
skranker her kan medfere en alvorlig svek-
kelse av muligheten for & forhindre eller
bekjempe ikke minst de mest velorganiserte og
farlige former for kriminalitet. Nr. 1 er satt inn
for & ivareta hensynet til intern informasjons-

flyt».

Ved vedtakelsen av politiloven har lovgiveren
med andre ord truffet et bevisst valg om 4 dpne for
ubegrenset adgang til 4 utveksle opplysninger
innad i politiet og patalemyndigheten, uavhengig
av hva som er formélet med bruken av opplysnin-
gene.

11.9.2 Utvalgets forslag

Utvalget omtaler emnet i punkt 14.9 i utredningen.

Utvalget drefter spersmalet i hvilken grad poli-
tiloven § 24 fjerde ledd nr. 1 skal videreferes. I
denne forbindelse tar utvalget stilling til to spers-
mal. Det forste er hvordan utlevering av opplysnin-
ger fra politiets forvaltningsvirksomhet til politi-
messig virksomhet skal reguleres, og det andre
spersmadlet er hvordan utlevering av opplysninger
fra politimessig virksomhet til politiets forvalt-
ningsvirksomhet skal reguleres.

Om det prinsipielle utgangspunkt uttaler utval-
get innledningsvis i punkt 14.9.1:

«Politiets forvaltningsvirksomhet og sivile opp-
gaver er foreslatt & falle utenfor politiregisterlo-
vens anvendelsesomrade, se punkt 8.6. Dette
innebaerer at de taushetspliktsreglene som
utvalget anbefaler ikke gjelder for politiets for-
valtningsoppgaver, sivile gjoremal og adminis-
trative oppgaver, men at disse i prinsippet fullt
ut skal reguleres av forvaltningslovens taus-
hetspliktsregler. Utvalget er klar over at dette
er en annen lgsning enn den som ble forutsatt
ved utarbeidelsen av politiloven, og har sdledes
sett naermere pa om forvaltningslovens unntak
fra taushetsplikten kan veere tilfredsstillende
for politiet, eller om reglene ma justeres. Utval-
gets hensikt er ikke 4 begrense flyten av opp-
lysninger eller gjore politiets arbeid vanskelig,
men derimot & skape storre Klarhet i lovveket.
Et sentralt moment er at politiets forvaltnings-
virksomhet er underlagt personverndirektivet,
noe som ikke er tilfellet for politiets kriminali-
tetsbekjempelse.
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Det er i praksis forvaltningsoppgaver som
er mest aktuelt, og utvalget har lagt seerlig vekt
pa disse, men situasjonen vil langt pa vei bli den
samme for sivile gjoremal og administrativ virk-
somhet.»

Utvalget vurderer deretter i punkt 14.9.3 i
utredningen om taushetspliktsreglene i forvalt-
ningsloven gir tilstrekkelig god mulighet til samar-
beid og utveksling av opplysninger mellom politi-
ets forvaltningsoppgaver og politimessig arbeid.
Utvalget konkluderer med at det er usikkert om
unntaket fra taushetsplikten i forvaltningsloven
§ 13b nr. 3 setter politiet i stand til & utfere krimina-
litetsbekjempelse pa en effektiv mate, og uttaler
deretter i punkt 14.9.3 i utredningen:

«Politiet ber siledes ha en videre intern kom-
munikasjonsrett enn det som gjelder for andre
offentlige organer. Dersom forvaltningstjenes-
ten mottar opplysninger som er tjenestemessig
relevante for politimessige oppgaver, ma opp-
lysningene kunne utveksles.

Sett fra et personvernperspektiv kan en slik
utlevering av opplysninger fra forvaltningstje-
nesten til politimessige oppgaver bli ansett som
sekundeerbruk, seerlig fordi opplysningene kan
bli brukt til kontrollformél. Utvalgets oppfat-
ning er at befolkningen som sadan har den opp-
fatningen at politiet vet det de vet. Med andre
ord paregnes det at opplysninger som politiet
mottar i en situasjon, ogsa kan benyttes i andre
sammenhenger.

Utvalget anbefaler pa bakgrunn av dette en
egen bestemmelse i politiloven, som fastsetter
et videre unntak fra taushetsplikten enn det for-
valtningsloven § 13b nr. 3 gjor. Bestemmelsen
foreslas tatt inn i politiloven, fordi den ikke
regulerer opplysninger behandlet til politimes-
sige formadl, og faller séledes utenfor politiregis-
terloven.»

Deretter drefter utvalget i punkt 14.9.4 i utred-
ningen om utlevering av opplysninger fra politi-
messig virksomhet til politiets forvaltningsvirk-
somhet skal folge det samme prinsipp som utval-
gets forslag om utlevering til andre offentlige orga-
ner, noe som ville innebzere at opplysninger kun
kan utleveres fra politimessig virksomhet til for-
valtningsvirksomhet nar det felger av lov eller med
hjemmel i lov.

Utvalget foretar deretter i punkt 14.9.4.2 i
utredningen en gjennomgang av politiets mest sen-
trale forvaltningsoppgaver, som utstedelse av pass,
utstedelse av ervervstillatelse for vapen og utlen-
dingsforvaltningen, og anbefaler felgende:

«Utvalgets oppfatning er at hjemmel for utleve-
ring av opplysninger til politiets forvaltnings-

virksomhet ber sté i seerlov, og seerlig slik at det
angis hvilke opplysninger det er relevant for
politiets forvaltningstjeneste 4 legge vekt pa i
den konkrete situasjonen (...). Dette skaper
storst forutberegnlighet for den som skal seke
et gode hvor politiet fatter vedtak. Spersmaélet
er imidlertid om det til politiets forvaltningstje-
neste skal veere en bredere tilgang til opplys-
ninger enn det annen forvaltningsvirksomhet
har, ved at det gis en egen bestemmelse om
utlevering av opplysninger fra politimessig
virksomhet til politiets forvaltningsoppgaver.
De samme hensynene som nevnt i punkt 14.9.3
gjor seg gjeldende her. Allmennheten har ofte
en oppfatning om at de opplysningene politiet
har samlet inn til ett formal, vil de bruke til
andre. Utvalget anbefaler at det i tillegg til
hjemmel i seerlov lages et eget unntak fra taus-
hetsplikten for utlevering av opplysninger til
politiets  forvaltningsvirksomhet.  Utvalget
anbefaler siledes en dobbeltregulering av utle-
veringsretten, men understreker at bestemmel-
sen i politiregisterloven § 22 i seg selv vil veere
tilstrekkelig. Det er utvalgets oppfatning at det
blir mest forutberegnlig for den registrerte
dersom utleveringsadgangen bade folger av
seerlov, og av politiregisterloven, da slik utleve-
ring sKjer i betydelig utstrekning.

Det foreslas at politiregisterlovens bestem-
melse apner for utlevering av opplysninger kun
der det er «strengt nedvendig» ut fra formalet.
Med andre ord er det en snevrere adgang enn
til andre formal. Dersom det er nedvendig med
utlevering ut over dette, ma det folge av sarlov.
Dette vil nok veere nedvendig pa noen omréder,
som for eksempel utlendingsforvaltningen kan
det vaere adgang til utveksling av informasjon
selv om det ikke er «strengt nedvendig».

Utvalget ser at det vil veere et behov for at
rettsgrunnlagene for politiets forvaltningsopp-
gave gjennomgas med tanke pa & skape klare
nok hjemler for at opplysninger kan utleveres
fra politimessig virksomhet til politiets forvalt-
ningsoppgave.»

11.9.3 Hgringsinstansenes syn

Bade Politidirektoratet, Oslo politidistrikt og Dstfold
politidistrikt er skeptiske til utvalgets forslag om &
skille mellom politimessige oppgaver og politiets
forvaltningsvirksomhet hva gjelder intern flyt av
opplysninger. Disse heringsinstansene stiller
spersmal ved hvor hensiktsmessig det er a forlate
dagens ordning med en vid kommunikasjonsad-
gang innad i politiet med hjemmel i politiloven § 24
fierde ledd nr.1. Politidirektoratet slutter seg til
@stfold politidistrikt, som anferer:
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«Man vil ferst og fremst papeke at politiets for-
valtningsmessige gjoremal utgjer et bredt
spekter av oppgaver, hvor mange er tett knyttet
opp mot politiets primaroppgaver sa som Kkri-
minalitetsforebyggende virksomhet. Det vises
til at arvikenhet og «aktiv» bruk av reglene
vedrerende for eksempel tilbakekall av tillatel-
ser som vépenkort, tilbakekall av forerett m.v
overfor personer som er uegnet til fortsatt a
inneha disse, setti et videre perspektiv, ogsa vil
kunne virke kriminalitetsforebyggende. En
videreforing av politiloven § 24 fierde ledd nr. 1
vil gi en Klar og felles hjemmel for & sikre infor-
masjonsflyten innad i politiet. Det papekes ogsa
at utad, overfor publikum, oppfattes politiet
som en enhet, og det antas at overfor publikum
er det akseptert at etaten har en informasjons-
flyt innad nar tjenestemessige behov ligger til
grunn for det.»

Datatilsynet stiller spersmél ved om ikke slik
bruk ber begrenses til det som klart felger av lov
eller har hjemmel i lov. Dersom en tilgang anses
strengt nedvendig, er Datatilsynet av den oppfat-
ning at retten til tilgang burde lovhjemles. Den
registrerte far pa denne méten ekt sin grad av for-
utberegnelighet, og de behandlingsansvarlige vet
nar de kan og ikke kan utlevere informasjon med
hjemmel i denne bestemmelsen.

11.9.4 Departementets vurdering

Som nevnt i punkt 11.6.4 er departementet enig
med utvalget i at det ved utforming av de bestem-
melsene som regulerer informasjonsflyten innad i
politiet ma skilles mellom bruk av opplysninger til
politimessige formal pa den ene siden og til politi-
ets forvaltningsoppgaver pa den andre siden. Som
folge av dette er lovforslaget til § 21 om tilgang til
opplysninger innad i politiet og patalemyndighe-
ten begrenset til politimessige formal. Som depar-
tementet papeker pa samme sted er begrensnin-
gen i lovforslaget til § 21 imidlertid ikke ensbety-
dende med at man  begrenser den
informasjonsflyten som foregar i dag, idet dette er
et spersmal om hvordan man utformer bestem-
melsen om utlevering av opplysninger til politiets
forvaltningsoppgaver.

Som det fremgér i punkt 11.9.1 ble prinsippet
om ubegrenset adgang til 4 utveksle opplysninger
innad i politiet og patalemyndigheten vedtatt i
1995, og de hensyn som 14 til grunn for innholdet i
politiloven § 24 fijerde ledd nr.1 gjor seg fortsatt
gjeldende. Det ma derfor etter departementets
oppfatning sterke grunner til for 4 fravike dette
utgangspunkt. Etter hva departementet kan se,
onsker heller ikke utvalget & begrense flyten av

opplysninger. Utvalgets forslag synes derimot pri-
meert 4 veere motivert av et enske om & skape
storre klarhet i lovverket og dermed bedre forut-
beregnelighet for den registrerte. Dette kan etter
utvalgets oppfatning oppnés ved en «dobbeltregu-
lering» av utleveringsretten. S& vidt man forstar
gar denne dobbeltreguleringen ut pa at utlevering
av opplysninger til politiets forvaltningsvirksom-
het som hovedregel skal hjemles i de aktuelle szer-
lovene, samtidig som det ogsa i politiregisterloven
apnes for utlevering dersom dette er «strengt ned-
vendig». Departementet kan ikke se at en slik
fremgangsmate er egnet til 4 skape et klarere lov-
verk eller bedre forutsigbarhet. Departementet
mener snarere tvert i mot at den foreslatte regule-
ring kan skape mer forvirring enn avklaring. Nar
det forst legges opp til at utlevering skal reguleres
i seerlovgivningen, ber disse hjemlene vere uttom-
mende. I praksis vil det bli sveert vanskelig, om
ikke umulig, & trekke klare grenser mellom opplys-
ninger som er «strengt nedvendig» og opplysnin-
ger som bare er nadvendige. Det er derfor vanske-
lig & se hvordan et slikt system kan skape bedre
forutsigbarhet for den registrerte, og som Datatil-
synet papeker vil den foreslatte dobbeltregulerin-
gen ogsa skape problemer for den behandlingsan-
svarlige med henblikk pa hva som kan utleveres og
hva som ikke kan utleveres. Det er heller ikke til &
komme forbi at tjenestemennene, sarlig i mindre
politidistrikter, har tilgang til alle opplysninger
som er lagret i politiets ulike datasystemer. Det vir-
ker ogsé pa denne bakgrunn noe anstrengt 4 legge
opp til en lovgivning som gir inntrykk av at det
dreier seg om utlevering av opplysninger fra et
organ til et annet. Departementet foreslar etter
dette 4 viderefeore innholdet i politiloven § 24 fijerde
ledd nr. 1, men slik at det na tydeliggjores at opp-
lysningene kan gjeres tilgjengelig til andre formal
enn de politimessige. I tillegg foreslas det en for-
skriftshjemmel, hvoretter det skal gis forskrifter
om gjennomferingen av forslaget til § 29. I forskrif-
ten vil det blant annet kunne gis anvisning pa til
hvilke naermere bestemte formal opplysningene
kan brukes til. P4 denne méten skaper man ogsa
forutsigbarhet for den registrerte, noe utvalget la
stor vekt pa i sitt forslag. Ved at bruken av opplys-
ningene da vil veere samlet pi ett sted, mener
departementet ogsa at oversiktligheten og forutbe-
regneligheten blir bedre enn om hjemlene for utle-
vering hadde veert spredt utover i saerlovgivnin-
gen.

Departementet er imidlertid enig i utvalgets
forslag til politiloven § 24 som regulerer utlevering
av opplysninger fra politiets forvaltningsvirksom-
het til politimessige formal.
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11.10 Utlevering av opplysninger i
mottakerens interesse

11.10.1 Innledning

I punkt 14.8 i utredningen ser utvalget naermere pa
hvilken adgang politiet og patalemyndigheten skal
ha til & utlevere opplysningene til andre, ikke for &
gjennomfere politiets oppgaver, men for at motta-
kerorganet skal kunne gjennomfere sine oppgaver
eller ivareta egne interesser. Dette er en del av den
generelle problemstilling om hvilken rett et annet
offentlig organ skal ha til & bruke opplysninger
som er samlet inn av et annet offentlig organ og til
et annet formal. For politiet og péatalemyndighe-
tens opplysninger gjor likevel enkelte spesielle
hensyn seg gjeldende nar opplysninger er innhen-
tet av politiet og patalemyndigheten i henhold til de
seerlige hjemler, herunder tvangshjemler, som er
gitt disse etater.

Sett fra et personvernrettslig synspunkt er
reguleringen av politiets og patalemyndighetens
adgang til 4 gi informasjon til andre offentlige orga-
ner eller private i deres interesse, en regulering av
situasjoner der opplysningene blir utlevert til et
annet formél enn det de opprinnelig var samlet inn
til.

En annen problemstilling i denne sammenheng
er at det i visse tilfeller kan vaere tvil om opplysnin-
gene utleveres i et generelt kriminalitetsforbyg-
gende syemed, eller om de utleveres i mottakeror-
ganets interesse. Dette gjor seg saerlig gjeldende
ved utlevering til organer med kontrolloppgaver og
seerlig de med egne reaksjonshjemler.

Som for politiets forebyggende oppgaver er det
ogsa ved utlevering av opplysninger i mottakerens
interesse relevant 4 skille mellom offentlige orga-
ner og private parter.

11.10.2 Gjeldende rett

I dagens regelverk er det unntak fra taushetsplik-
ten som apner for utlevering av opplysninger i mot-
takerorganets interesse. Det kan gjores et hoved-
skille mellom der politiet har opplysningsplikt og
der de har opplysningsrett. I de situasjoner hvor
politiet har en opplysningsrett, kan det skilles mel-
lom om mottakeren er de involverte, offentlige
organer eller private. Innenfor hver av disse tre
kategoriene varierer reglene avhengig av om det
er en verserende eller avsluttet straffesak. Frem-
stillingen nedenfor tar utgangspunkt i hvem som
er mottaker av opplysningene, og ser pa bade poli-
tiets informasjonsplikt og informasjonsrett.

Overfor de involverte i saken har politiet en
rekke informasjonsplikter, slik de fremkommer av
straffeprosessloven. Dette er imidlertid som ledd i
saksbehandlingen, og er behandlet i punkt 11.8.
Etter at en straffesak er avsluttet, kan forneermede
uten naermere behov eller begrunnelse kreve
utskrift av rettsbeker og andre dokumenter i straf-
fesak, jf. straffeprosessloven § 28. Den siktede, til-
talte eller demte har ikke en tilsvarende generell
rett, jf. nedenfor.

Det finnes en rekke tilfeller der politiet og pata-
lemyndigheten i spesiallovgivningen er palagt
ytringsplikt for opplysninger som omfattes av taus-
hetsplikt. Denne «konfliktsituasjon» er naermere
regulert i straffeprosessloven § 61c nr. 8 og forvalt-
ningsloven § 13f andre ledd jf. politiloven § 24 for-
ste ledd. De to bestemmelsene har ikke samme
innhold. Mens det for unntak fra taushetsplikt i
henhold til forvaltningsloven kun kan gjeres unn-
tak i lov, apner straffeprosessloven for at unntak
ogsd kan gjores i «generell instruks fastsatt av
Kongen eller av riksadvokaten». Det er siledes en
forskjell i politiets adgang til & utlevere opplysnin-
ger, avhengig av om utleveringen skjer i eller uten-
for straffesak. I den enkelte straffesak er adgangen
videre enn utenfor.

Utenfor den enkelte straffesak far dette betyd-
ning der det oppstar motstrid mellom informa-
sjonsplikt og taushetsplikt, slik at bestemmelsen
av heyest rang gar foran. For taushetsplikt etter
forvaltningsloven er det antatt, slik det star i for-
valtningsloven § 13f andre ledd, at unntak ma
fremga av lov. For den enkelte straffesak stiller
dette seg annerledes. I straffeprosessloven § 61c
nr. 8 apnes det for at det gjennom instruks fastsatt
av Kongen eller riksadvokaten kan gjeres unntak
fra en taushetsplikt som er foreskrevet i lov.

Et eksempel pa unntak i lov, finnes i barnevern-
loven § 6-4 andre ledd, hvor det fremgar: «Offent-
lige myndigheter skal av eget tiltak, uten hinder av
taushetsplikt, gi opplysninger til kommunens bar-
neverntjeneste nar det er grunn til 4 tro at et barn
blir mishandlet i hjemmet eller det foreligger
andre former for alvorlig omsorgssvikt, (...) eller
nar et barn har vist vedvarende alvorlige atferds-
vansker.»

Politiet er ogsa pélagt informasjonsplikt i gene-
rell instruks fastsatt av Kongen, det vil si blant annet
pataleinstruksen og politiinstruksen. Politiet har
for eksempel en alminnelig rapporteringsplikt til
kontrollmyndigheter etter politiinstruksen § 13-3
andre ledd andre punktum: «Ellers har politiet en
alminnelig plikt til 4 gi den szerlige kontrollmyndig-
het melding om mangler og lovstridige forhold
man i tjenesten kommer til kunnskap om ».
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En annen generell meldingsplikt finnes i patale-
instruksen § 5-5, hvor det star: «Blir en person som
driver virksomhet med offentlig tillatelse siktet for
en straffbar handling som kan fa betydning for til-
latelsen, skal politiet straks underrette vedkom-
mende myndighet om dette. (...) I alvorlige tilfeller
skal melding som nevnt gis allerede néar etterfor-
sking iverksettes». Tilsvarende gjelder for perso-
ner som arbeider i kriminalomsorgen, jf. § 5-3, og
offentlige tjenestemenn, jf. § 5-4. Flere rapporte-
ringsplikter er fastsatt i forskrift, og seerlig i patale-
instruksen kapittel 5.

Mange bestemmelser gir bare politiet og pata-
lemyndighet en ytringsrett. Under behandlingen av
straffesaken far fornaeermede, men ogsé andre som
fremmer rettslig krav i saken, innsyn etter patalein-
struksen § 16-4. Ut over dette kan dokumentene i
en verserende straffesak kun lanes ut nar «sarlige
grunner foreligger og det anses ubetenkelig av
hensyn til sakens videre behandling», og skal de
brukes som bevis i sivil sak ma dokumentene
begjeeres utlant av vedkommende domstol, jf. § 16-
5.

I avsluttet straffesak folger det av pataleinstruk-
sen § 4-1 at forneermede og «enhver annen som det
har rettslig interesse for» kan kreve utskrift av
dokumentene i avsluttet straffesak. Videre ber
«[blegjeering fra andre offentlige myndigheter om
utlan av dokumentene (...) som regel etterkommes
nar lan av dokumentene anses nedvendig for a
fremme mottakerorganets oppgaver etter lov,
instruks eller oppnevningsgrunnlag», jf. § 4-2
andre ledd. Begjeering fra andre, som for eksempel
private, «kan bare etterkommes dersom vedkom-
mende har saklig grunn for lan eller gjennomsyn
av dokumentene», jf. § 4-2 tredje ledd. Adgangen til
4 utlevere opplysninger til forsikringsselskapene
er for eksempel naermere regulert i rundskriv G-
31/88. Det folger av rundskrivene at aktuelle saks-
typer hvor utlan er aktuelt er spesielle trafikksaker
(motorvogn med personskade), alvorlige ran/
«overfall»/vold, brannskader, skadeverk av bety-
delig karakter og innbrudds-/tyverisaker med
kjent gjerningsmann. Videre fremgar det at «de
ovenfor gitte retningslinjer skal ogsa legges til
grunn nar advokater, f.eks. i en interesseorganisa-
sjon som Norges Automobilforbund, ber om opp-
lysninger fra/utlan av politidokumenter». Det pre-
siseres at andre enn advokater og forsikringssel-
skaper normalt bare gis adgang til kontrollert gjen-
nomsyn av dokumentene.

Utover dette finnes det i dag i straffeprosesslo-
ven § 61c nr. 7 og forvaltningsloven § 13 b nr. 5 en
generell hjemmel for & gi opplysninger om perso-
ners forbindelse med politiet og avgjerelser politiet

har truffet. Alternativene gir politiet en absolutt
utleveringsrettighet og utleveringen kan skje i
mottakerorganets interesse.

Bestemmelsen var opprinnelig ikke foreslatt i
utkastet til pataleinstruksen, men kom inn under
heringen. Ved utarbeidelsen av taushetspliktsbe-
stemmelsene si davarende utvalg intet behov for
normen, da de mente at utlevering til primaerfor-
malet (etterforsking), kriminalitetsforebygging og
i henhold til saerskilt instruks matte veere tilstrek-
kelig.

Bestemmelsen sier ikke noe om nar opplysnin-
gene kan videreformidles, men det er antatt at for-
midlingen ma veare saklig begrunnet i mottakeror-
ganets behov for den type opplysning som bestem-
melsen omfatter. Opplysninger som kommer fra
Strafferegisteret eller andre registre med hjemmel
i strafferegistreringsloven faller utenfor bestem-
melsen. Bestemmelsen omfatter siledes utleve-
ring av opplysninger under saksbehandlingen. I
praksis kan det veere en vanskelig og uklar grense,
fordi adgangen til & bruke straffeprosessloven
§ 61c forste ledd nr. 7 neppe kan utelukkes alene
fordi opplysningene finnes registrert. Det avgjo-
rende ma vare at den hentes derfra, det vil si at
informasjonen sekes frem fra politiets registre, i
motsetning til at den hentes ut fra eller huskes fra
konkrete straffesaker.

Nar det spesielt gjelder utlevering av opplysnin-
ger til private i deres interesse finnes det for opp-
lysninger som politiet behandler utenfor straffesa-
ker verken i politiloven § 24 eller forvaltningsloven
§§ 13-13b bestemmelser som gir adgang til 4 utle-
vere eller formidle opplysninger til private i deres
interesse.

For opplysninger som er knyttet til straffesaker
er reguleringen annerledes. Etter straffeprosesslo-
ven § 61c forste ledd nr. 8 viker taushetsplikten
bade for regler i lov, forskrift og generell instruks.
Reglene i gjeldende lovgivning er forskjellige i ver-
serende og i avsluttede saker.

For verserende saker finnes de viktigste regler i
dag i pataleinstruksens § 16-4 og § 16-5, som er gitt
med hjemmel i straffeprosessloven § 28 siste ledd
og § 242 siste ledd. Etter § 16-4 kan fornzermede og
andre som har fremmet borgerlige rettskrav gis
kopi av straffesaksdokumentene nar dette er ned-
vendig for at de kan ivareta sine interesser i saken.

For andre enn fornaermede eller personer som
fremmer borgerlige rettskrav, er innsynsadgangen
regulert i pataleinstruksen § 16-5 annet ledd. For
slike private parter kan innsyn i verserende saker
bare gis nar seerlige grunner foreligger og det er
ubetenkelig av hensyn til sakens videre behand-
ling. Det folger av forarbeidene at det med «hensy-
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net til sakens videre behandling» mer tar sikte pa
sikkerheten for at man far originaldokumentene til-
bake i tide, enn mulige skadevirkninger for sakens
videre opplysning. Bestemmelsen brukes blant
annet til & gi forsikringsselskaper innsyn i straffe-
saksdokumenter i verserende saker nar det straff-
bare forhold ogsé har utlest en forsikringssak.

For avsluttede straffesaker er adgangen til 4 utle-
vere opplysninger til private i deres interesse,
vesentlig storre. Gjennom endringer i 1999 og 2001
i straffeprosessloven § 28 annet ledd og patalein-
struksen § 4-1 tredje ledd er dommer og visse kjen-
nelser gjort tilgjengelig for enhver i en periode pa
5 ar. Etter straffeprosessloven § 28 forste ledd og
pataleinstruksen § 4-1 forste ledd har fornaermede
en generell rett til 4 gjore seg kjent med opplysnin-
ger i avsluttede straffesaker. Den samme rett har
alle andre i den grad de har rettslig interesse av
informasjonen. For personopplysninger er det
imidlertid gjort unntak for personaliarapport og
andre dokumenter (psykiatriske rapporter og lig-
nende) som etter pataleinstruksen § 2-2 skal arki-
veres sarskilt.

Med mindre unntaket om fare for misbruk kan
anvendes, innebarer straffeprosessloven § 28 for-
ste ledd og pataleinstruksen § 4-1 forste ledd et
krav pa utlevering. Kravet pa kopi av dokumentene
nar det foreligger rettslig interesse innebarer et
betydelig skar i den fortrolige behandling av per-
sonopplysninger. En slik rettslig interesse vil tred-
jemann for eksempel ha i alle tilfeller hvor informa-
sjonen skal brukes i tilknytning til saksanlegg for
domstolene, klage til klageorganer eller til tilsyns-
organer som Datatilsynet og Sivilombudsmannen
for forvaltningen.

Itillegg til de tilfeller hvor det foreligger rettslig
interesse kan private gis innsyn, eventuelt ogsa
kopi av dokumentene, i en straffesak nar den pri-
vate part anses 4 ha saklig grunn, jf. pataleinstruk-
sen § 4-2 tredje ledd. Slikt innsyn kan ikke gis i opp-
lysninger som er omhandlet i pataleinstruksen § 4-
1 fjerde ledd (ved en forglemmelse ble § 4-2 tredje
ledd ikke endret da § 4-1 fikk et nytt tredje ledd,
men ut fra sammenhengen er det ikke tvilsomt at
henvisningen til § 4-1 tredje ledd skal veere fjerde
ledd). Innsynsadgangen gjelder heller ikke for
opplysninger som er omhandlet i pataleinstruksen
§ 2-2. Utover dette finnes det imidlertid bare fa
begrensninger. Utleveringsadgangen er for
eksempel ikke gjort avhengig av om saken er pro-
vet for retten eller ikke, og den gjelder uavhengig
av hvilket utfall saken har fatt. Selv om saken er
henlagt fordi intet straffbart forhold var bevist, kan
politiet likevel ha adgang til & utlevere opplysnin-
gene. Et mulig eksempel er at politiet utleverer

opplysninger fra en straffesak om smugling av
dopingmidler til Norges Idrettsforbund. Et annet
eksempel kan vaere at politiet utleverer saker til
NHO eller LO om for eksempel arbeidskriminalitet
som er av saklig interesse for dem.

Bestemmelsen brukes ogsi i en viss grad til &
gi massemedia innsyn i avsluttede saker. Seerlig
aktuelt er dette for saker som for en tid tilbake til-
trakk seg en viss oppmerksomhet, og hvor et pres-
seorgan na ensker 4 skrive om saken pa ny. Et
annet eksempel er der hvor media ensker a belyse
mer generelle problemstillinger og i den sammen-
heng vil bruke et utvalg av avsluttede saker som
illustrasjon.

Det er fa rettssikkerhetsgarantier knyttet til
utleveringen. Den skjer uten at den registrerte
kjenner til det, og opplysningene kan utleveres
uten at det har veert noen som helst form for pro-
velse av saken. Innsyn til andre private parter enn
media, forsikringsselskaper og interesseorganisa-
sjoner gis imidlertid forholdsvis sjelden, men i en
viss utstrekning brukes bestemmelsen til 4 gi paro-
rende eller familiemedlemmer innsyn i straffesaks-
dokumenter hvor neerstiende er omkommet.

11.10.3 Nasjonale og internasjonale rammer
for lovgivningen

Personopplysningsloven og personverndirektivet
har som nevnt ingen egne utleveringsregler. Skal
opplysninger kunne utleveres, ma det skje som
ledd i primeerformaélet. Utlevering av opplysninger
slik at mottakerorganet kan benytte disse i sin virk-
sombhet, vil som hovedregel ikke anses a veere ledd
i primaerformalet, men ma anses som sekundeer-
bruk, som i utgangspunktet krever nytt rettslig
grunnlag etter personopplysningsloven § 8 og per-
sonverndirektivet artikkel 7. Er det nye rettslige
grunnlaget ikke forankret i lov, kreves det ofte
samtykke fra den registrerte.

Béade EMK artikkel 8, politirekommandasjonen
og rammebeslutning om personvern i tredje seyle
stiller krav til de nasjonale regler for utlevering av
personopplysninger til nye formal.

EMK artikkel 8 er sentral i vurderingen av
hvilke unntak som kan gjeres fra taushetsplikten.
En utlevering av opplysninger fra politiet ma antas
aveere et inngrep i den enkeltes privatlivi henhold
til EMK artikkel 8, se punkt 4.3.1. For & utlevere
opplysninger i mottakerorganets interesse, er
utgangspunktet at unntaket fra taushetsplikten ma
oppfylle kravene i EMK artikkel 8 nr. 2.

Det stilles krav til lovgrunnlaget, og at det er til-
strekkelig presist og forutberegnlig, noe som ogsa
folger av politireckommandasjonen. Viktig i denne
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sammenheng er at unntak fra taushetsplikten for-
ankret i noe annet hjemmelsgrunnlag enn lov eller
forskrift sjelden vil anses & oppfylle tilgjengelig-
hetskravet i artikkel 8 nr. 2, og derfor ikke vil veere
konvensjonsforenlig.

Videre ma unntaket fra taushetsplikten bidra til
a fremme et av de uttemmende legitime formélene
i artikkel 8, og vaere nedvendig i et demokratisk
samfunn. De legitime formaélene vil veere en
begrensning for lovgiver, og det avgjerende blir
hva opplysningene skal brukes til videre.

Begrepet «ngdvendig i et demokratisk sam-
funn» skal forstas slik at et inngrep ikke ma veere
uunnveerlig, men det ma vare et tvingende sam-
funnsmessig behov for inngrepet og det ma vare
proporsjonalt i forhold til det formalet inngrepet
skal ivareta. Dette er en vurdering som skal gjeres
for hver enkelt utlevering.

Det ma videre vaere forholdsmessighet mellom
utleveringen og det formalet utleveringen skal iva-
reta. Tatt i betraktning maten opplysningene er
samlet inn pa, ma det veere forholdsvis sterke hen-
syn som taler for utlevering. Det er séiledes ikke
enhver situasjon som kan medfere utlevering, selv
om mottakerorganet har en interesse i dette.

Politirekommandasjonen og rammebeslutnin-
gen har detaljerte regler om utlevering av opplys-
ninger, jf. fremstillingen i punkt 11.4.

For utlevering til offentlige organer fremgér
det:

«5.2.i. Communication of data to other public
bodies should only be permissible if, in a parti-
cular case:

a) there exists a clear legal obligation or autho-
risation, or with the authorisation of the su-
pervisory authority, or if

b) these data are indispensable to the recipient
to enable him to fulfil his own lawful task
and provided that the aim of the collection
or processing to be carried out by the reci-
pient is not incompatible with the original
processing, and the legal obligations of the
communicating body are not contrary to
this.»

Adgangen til & utlevere opplysninger til private
parter er snevrere:

«b.3.1.

The communication of data to private par-
ties should only be permissible if, in a particu-
lar case, there exist a clear legal obligation or
authorisation, or with the authorisation of the
supervisory authority.»

Rekommandasjonen fastsetter siledes en
videre adgang til 4 utlevere opplysninger til offent-

lige organer, nettopp fordi det er andre samfunns-
hensyn som mottakerorganet skal ivareta som kan
utfores pd en bedre méate dersom organet har til-
gang til opplysninger fra politiet. Slik sett gir sam-
funnshensynene til en viss grad foran den enkeltes
integritet og interesse i hemmelighold.

I rammebeslutning om personvern i tredje
seyle skilles det ogsa mellom utlevering til offent-
lige organer og private i henholdsvis artikkel 11 og
14. Pa samme maéte som i politirekommandasjonen
er adgangen til & utlevere opplysninger til private
noe snevrere enn til offentlige organer. P4 den
annen side omhandler bestemmelsene om utleve-
ring i rammebeslutningen kun utlevering av opp-
lysninger som er mottatt av et annet medlemsland.
Dette innebarer at det for utlevering av nasjonale
opplysninger kan gis bestemmelser som gar len-
ger enn rammebeslutningen.

11.10.4 Utvalgets forslag

Utvalget foretar en bred gjennomgang av de spors-
maélene som reiser seg i tilknytning til utlevering av
opplysninger i mottakerens interesse, med hensyn
til de rammene EMK og politirekommandasjonen
setter.

Det forste spersmalet utvalget tar opp er gren-
sedragningen mellom utlevering i mottakerens
interesse og utlevering i politiets forebyggende
virksomhet. Om dette anferer utvalget i punkt
14.8.1.2 i utredningen folgende:

«Det finnes flere offentlige organer - og i en viss
grad ogsa private - som driver en virksomhet
som i vid forstand mé sies a vaere kriminalitets-
bekjempende, og gjerne slik at de er tillagt kon-
troll- og tilsynsoppgaver som foregar parallelt
med eller iverksettes etter at politiets behand-
ling av straffesaken er avsluttet, innenfor de
grenser som folger av EMK Tilleggsprotokoll 7
artikkel 4 (1). Far barnevernet beskjed om at en
14-aring har begatt straffbare handlinger, kan
det lede til inngrep som pé lengre sikt kan hin-
dre straffbare handlinger. Det samme gjelder
der Kredittilsynet griper inn overfor en revisor
som er siktet for straffbare handlinger, og star-
ter en tilsynssak mot ham, eller der Helsetilsy-
net apner sak mot en lege som har forgrepet seg
pa en pasient. Ogsa private organisasjoner kan
drive en form for forebyggende virksombhet,
som for eksempel forsikringsselskaper som
onsker 4 motta straffesaksdokumenter for a
avdekke og forebygge forsikringssvindel. Et
annet eksempel er hvis politiet utleverer opplys-
ninger fra dopingsaker til Norges Idrettsfor-
bund. Slik utlevering kan tjene politiets interes-
ser. Dersom Norges Idrettsforbunds innsyn
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gjor at de kan bidra i kampen mot kriminell
doping, vil dette ogsa tjene politiet. Men det er
ikke av hensyn til & forebygge en enkelt hen-
delse som det er konkrete holdepunkter for at
vil bli begatt, men en mer generell understot-
ting av Norges Idrettsforbunds generelle anti-
doping arbeid.

Det som skiller disse situasjonene fra de
hvor politiet utleverer opplysninger i rent fore-
byggende virksomhet i henhold til lovforslaget
§ 19, er at i de foreliggende tilfeller er det ofte
allerede begéitt en straffbar handling, og den
forebyggende virksomhet blir derfor av vesent-
lig mer generell og avledet karakter. I den grad
det er en slik virkning, er den ikke knyttet til at
det er holdepunkter for at det vil bli begéatt en
konkret straffbar handling, men mer en gene-
rell antagelse om at det senere kan bli begatt
flere straffbare handlinger. Den forebyggende
virking i disse tilfeller er siledesi det alt vesent-
lige av samme art som den forebyggende virk-
ning som felger av straffens allmennpreventive
og individualpreventive virkning.

Eksemplene ovenfor viser at utleveringssi-
tuasjonene spenner over en rekke formal.
Utvalget antar at i de fleste tilfeller er det riktig
a si at utleveringene skjer for a oppfylle motta-
kerorganets egne arbeidsoppgaver, palagt gjen-
nom lov, forskrift eller instruks og ikke i fore-
byggende syemed. At mottakerorganets virk-
somhet generelt har en kontrollerende eller
forebyggende virkning, kan ikke veere tilstrek-
kelig.»

Deretter redegjor utvalget i punkt 14.8.4 for de
hensyn som gjor seg gjeldende ved utlevering i
mottakerens interesse.

I folge utvalget er det flere vektige hensyn som
gjor seg gjeldende, bade generelt og konkret, nar
det gjores unntak fra taushetsplikten og apnes for
utlevering i mottakerorganets interesse. De hen-
syn som utvalget saerlig drefter er politiets virk-
somhet og metoder, opplysningens art, hvem som
er mottaker og hva mottakerorganet skal bruke
opplysningene til.

Utvalget anferer saledes at det for det forste er
noen sider ved politiets virksomhet som ma tas med
i vurderingen av om opplysninger skal utleveres i
mottakerorganets interesse. Seerlig under straffe-
sak, men ogsa utenfor, har politiet fatt forholdsvis
vide fullmakter til & kreve opplysninger, og om ned-
vendig innhente dem med tvang dersom dette er
nedvendig. I en del tilfeller skjer dette endog uten
at den opplysningene gjelder blir underrettet.
Utvalget mener at det ikke er gitt at privatpersoner
og andre offentlige organer skal kunne motta opp-
lysninger fra politiet innhentet for eksempel ved
bruk av tvangsmidler, som ransaking og beslag,

dersom dette er opplysninger organet ikke kunne
fremskaffet gjennom egen virksomhet.

Videre anfores at plikten til ensidig & gi infor-
masjon til politiet er videre enn for mange andre
organer. Hos andre offentlige organer vil den som
gir opplysninger regelmessig selv avgjere om han
vil involvere seg med organet for 4 fi en motytelse
eller et gode, som for eksempel trygd eller annen
stotte. Dette gjelder ikke for politiet, hvor for
eksempel vitner kan bli pliktig til &4 forklare seg om
sine egne bevegelser og hva de har foretatt seg
alene av den grunn at naboen har gjort noe galt.

Hvilket stadium saken er péa og hvilken vurde-
ring eller beviskrav som gjelder hos mottakeren,
er ifolge utvalget et annet moment som ma tas med
i vurderingen. Politiets behandling av personopp-
lysninger vil ofte munne ut i at saken enten henleg-
ges eller at den blir prevet for en domstol. Bade
ved en pétalemessig vurdering og ved domstols-
provingen skjer det en naermere vurdering av hold-
barheten til de opplysninger som finnes i saken.
Ganske sarlig gjelder dette nér det fattes en positiv
pataleavgjorelse som resulterer i domstolspreving.
I disse tilfeller skal det vaere bevist ut over enhver
rimelig og fornuftig tvil for en person kan straffes
for en handling. A utlevere opplysninger til bruk
uten at det skal skje en prevelse av holdbarheten,
er saledes ikke uproblematisk. Dette er serlig
betenkelig fordi det er en tendens til at opplysnin-
gene som politiet formidler til andre blir behandlet
som «sannheter» hos mottakeren, ogsa i tilfeller
hvor opplysningene verken er prevet eller verifi-
sert. Dette kan etter utvalgets oppfatning tale for at
opplysninger ikke bor utleveres for saken har vaert
gjenstand for en endelig patalemessig vurdering.
Det vises her serlig til at det er stor forskjell mel-
lom & utlevere opplysninger om at en person er
anmeldt og at en person er tiltalt, fordi erfaring
viser at et ikke ubetydelig antall anmeldelser er fal-
ske eller bare forteller deler av sannheten. Det lig-
ger derfor en viktig rettssikkerhetsgarantii at opp-
lysninger ikke leveres ut for politiet har kontrollert
at det finnes en viss sannhetsgehalt i opplysnin-
gene.

Utvalget anferer at det pa den annen side kan
ha en preventiv effekt at man kjenner til at dersom
man blir siktet eller tiltalt for en bestemt straffbar
handling, vil politiet kunne rapportere dette til et
offentlig organ, slik at det far betydning ut over den
enkelte straffesak. Et typisk eksempel er skjenke-
bevilling, der straffbare handlinger kan fa betyd-
ning for bevillingen. Forutsetningen for at utleve-
ringsadgangen skal ha denne effekten, er selvfol-
gelig at den registrerte vet at en slik utlevering kan
skje.
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Utvalget viser ogsa til at en vid utleveringsad-
gang heller ikke er ubetinget positivt for politiets
og patalemyndighetens arbeid. Det kan skade poli-
tiets tillit i befolkningen, serlig dersom politiet
utleverer opplysninger fra utenrettslige forklarin-
ger som vitner dels er tvunget til & avgi eller har
funnet det riktig 4 avgi til bruk i en straffesak. Det
anferes at politiet er helt avhengig av a ha en slik
tillit for at befolkningen skal bidra med opplysnin-
ger frivillig, selv om pétalemyndigheten ved ret-
tens mellomkomst kan fremtvinge forklaringene.
Det er derfor et viktig hensyn at politiet ikke setter
denne tillit i fare alene fordi det i det enkelte tilfelle
kan vaere hensiktsmessig at en annen offentlig
myndighet fir tilgang til opplysninger til bruk i
sine arbeidsoppgaver.

Deretter omtaler utvalget hvilken betydning
opplysningens art ber ha ved vurderingen av om
opplysninger kan utleveres, og anferer om dette:

«I vurderingen ma det ogsad legges vekt pa
hvilke opplysninger som skal utleveres. Adgan-
gen til & utlevere ikke-verifisert informasjon
ber, som allerede antydet ovenfor, ogsa veere
snevrere ved utlevering i mottakerorganets
interesse. Ved formidling av uriktige opplysnin-
ger vil krenkelsen og konsekvensene kunne bli
sterre enn ved korrekt informasjon. Opplysnin-
genes sensitivitet ma ogsa tillegges vekt. Og i
denne forbindelse er det grunn til 4 vaere opp-
merksom pé at opplysninger fra politiet ofte vil
anses for & veere sensitive i personopplysnings-
lovens forstand, fordi de ikke sjelden vil tilkjen-
negi at en person har veert mistenkt, siktet, til-
talt eller demt for en straffbar handling.»

Endelig mener utvalget at det ber vaere et sen-
tralt moment hvem som er mottaker og hva motta-
kerorganet skal bruke opplysmingene til. Om dette
uttaler utvalget folgende:

«Som det fremgar av rekommandasjonen, se
punkt 14.3, ber adgangen til & utlevere til pri-
vate personer vaere snevrere enn til offentlige
organer. Det dpnes for at opplysninger kan utle-
veres for at andre offentlige myndigheter skal
kunne utferes sine oppgaver. Det kan siledes
veere at den enkeltes interesse i hemmelighold
ma vike for samfunnsinteressen som mottaker-
organet skal ivareta. Dette begrenses imidler-
tid av at arbeidsoppgavene ma falle innenfor de
legitime hensynene som fremgéar i EMK artik-
kel 8 nr. 2. Adgangen til & utlevere opplysninger
til organer som har parallell saksbehandling
med politiet, og driver en form for kontrollvirk-
somhet, ber derfor vare videre enn til andre
formal. For private personer er deres bruk
hovedsakelig tenkt & veere regulert i og med
politiattestreglene.

Det ma ogsa her vaere forskjell p4 om opp-
lysningene utleveres til et offentlig organ eller
en privat. Nar personopplysninger tillates utle-
vert til offentlige organer er gjerne det fordi
opplysningene er nedvendige for at mottaker-
organet skal kunne gjennomfere sine sam-
funnsoppgaver palagt i lov, forskrift eller
instruks. For private parter vil det sjelden veere
slik at de har en oppgave som de av samfunns-
hensyn er palagt av lovgiver. Det er selvfalgelig
private organisasjoner som ivaretar viktige opp-
gaver, som for eksempel arbeidsgiver- og
arbeidstakerorganisasjoner og forsikringssel-
skaper, men forskjellen er at oppgavene ikke er
lovpalagt. Dette taler for at utlevering til private
parter ma vaere mer restriktivt enn til offent-
lige.

Et annet tungtveiende moment er at private
organer sjelden er underlagt taushetsplikt, og
har séledes ikke den samme plikt og erfaring til
4 behandle informasjonen konfidensielt.»

Pa bakgrunn av momentene ovenfor anbefaler
utvalget pa generelt grunnlag at utleveringsadgan-
gen ma fremga i lov eller med hjemmel i lov. Nar
det gjelder utformingen av hjemmelsgrunnlaget
for utlevering i mottakerens interesse skiller utval-
get igjen mellom utlevering til offentlige organer
og private. For utlevering til offentlige organer
anferer utvalget om dette folgende i punkt 14.8.5.1
i utredningen:

«Utvalget anbefaler at det gjores unntak fra
taushetsplikten slik at politiet har adgang til &
utlevere opplysninger til andre offentlige orga-
ner i deres interesse, og pa en slik mate at det
lar seg forene med kravene i EMK artikkel 8,
bade med hensyn til regelverkets utforming og
hvilke formél opplysningene utleveres til. Pa
bakgrunn av dette anbefaler utvalget en
bestemmelse hvor unntak fra taushetsplikten
kun kan gjeres i lov eller i medhold av lov. Pa
denne maten far en gjennom lovgivningspro-
sessen en demokratisk avveining av de motstri-
dende hensynene mellom hemmelighold og
personvern pa den ene side og mottakerorga-
nets interesse pa den andre. Krav om hjemmel
i lov eller i offentlig tilgjengelig forskrift med
materiell hjemmel i lov, vil ogsa innebere at
kravene i EMK artikkel 8 nr. 2 er oppfylt.

Men ogsa ved bruk av lovs form er det visse
skranker for lovgiver, slik som vist i punkt
14.8.3. For det forste mé lovteksten veere til-
strekkelig presis slik at det fremgér at det gjo-
res unntak fra taushetsplikten og til hvilket for-
mal opplysningene skal utleveres. For det
andre ma formalet veere proporsjonalt i forhold
til den personvernkrenkelsen utleveringen
representerer. Med andre ord er det ikke for
ethvert formal politiet kan gis adgang til & utle-
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vere opplysningene. Tankegangen er forholds-
vis parallell til den som gjelder for politiattester,
som jo i realiteten er en seerskilt regulert rett til
a utlevere opplysninger i mottakers interesse,
se punkt 15.7.

For at unntak skal gjeres i forskrifts form,
kreves det en hjemmelsbestemmelse med til-
strekkelig presisjon. Utvalget kan ikke se at
politiets og pétalemyndighetens adgang til a
utlevere opplysninger med hjemmel i annen
lovgivning ber vere videre enn det andre
offentlige organer har i henhold til forvalt-
ningsloven § 13 f. Hensynene bak formulerin-
gen i forvaltningsloven var at lovgiver skulle ta
uttrykkelig standpunkt til om taushetsplikten
kunne uthules gjennom opplysnings- og utleve-
ringsplikt eller adgang i annen lovgivning.
Dette gir en demokratisk kontroll av grunnla-
get. At grunnlaget finnes i lov, gjor det ogsa
mer forutsigbart for den enkelte nér utlevering
kan skje, og utvalget legger ogsa til grunn at
lovgivningsprosessen i stor grad leder til at for-
holdsmessigheten av utleveringsspersmalet
vurderes.»

Om utformingen av hjemmelsgrunnlaget for
utlevering til private i deres interesse uttaler utval-
get i punkt 14.8.6.3 i utredningen:

«Utvalget har dreftet om det for slik utlevering
alltid skal kreves at utleveringsadgangen er
fastsatt direkte i lov. For verserende straffesa-
ker eller fra andre deler av politiets virksomhet
enn straffesaksbehandlingen — for eksempel
den kriminalitetsforebyggende virksomhet — er
det utvalgets oppfatning at adgangen til & utle-
vere til private skal ha hjemmel direkte i lov.
Utleveringen vil i stor grad dreie seg om opp-
lysninger som i personopplysningsloven er
klassifisert som sensitive, og som i en verse-
rende straffesak eller i politiets forebyggende
virksomhet ogsd i betydelig utstrekning vil
veere usikre eller ikke-verifiserte opplysinger. 1
tillegg vil utlevering til private parter i deres
interesse, i vid utstrekning ogsa innebere at
opplysningene havner hos parter som ikke er
bundet av egne taushetspliktsregler. Kontrol-
len med hvordan informasjonen vil bli brukt er
derfor tilsvarende svak. Utvalget er av den opp-
fatning at slike utleveringssituasjoner ber vaere
hjemlet direkte ilov. Det sikrer en demokratisk
og representativ avveining av personvernhen-
synene og de hensyn som taler for utlevering,
og det skaper forutberegnlighet for den som
opplysningene omhandler.»

Utvalget tar ikke konkret stilling til hvilke
offentlige organer eller private det ber vere
adgang 4 utlevere opplysninger til, men neyer seg
med & gi en opplisting av noen av de gjeldende

bestemmelsene som ma endres dersom utvalgets
forslag blir vedtatt, jf. opplistingen i punkt 14.8.5.3
og 14.8.6.3 i utredningen.

Som det fremgar av utvalgets utkast til §§ 22 og
23 foreslar utvalget i tillegg til at utlevering ma
veere hjemlet i lov eller i medhold av lov at den
behandlingsansvarlige har informasjonsplikt og
den registrerte innsynsrett. Dette innebzerer at
den behandlingsansvarlige som hovedregel plikter
4 informere den registrerte om hvilke opplysnin-
ger som ble utlevert og til hvem, med mindre unn-
taksbestemmelsene i utvalgets forslag til § 43
(informasjonsplikt) kommer til anvendelse. Likele-
des vil den registrerte kunne kreve innsyn i de opp-
lysningene som ble utlevert, med mindre unntaks-
bestemmelsene i utvalgets forslag til § 44 (innsyns-
rett) kommer til anvendelse.

Avslutningsvis mé det imidlertid ogsa nevnes
at utvalget i punkt 14.8 i utredningen flere ganger
fant grunn til 4 understreke at hensikten med den
innstramming som folger av de foreslitte regler
ikke er & hindre samarbeid mellom offentlige orga-
ner, men a bidra til at reglene for samarbeidet blir
klarere og mer forutberegnlige. Blant annet slik at
det fremgéar hvilke organer politiet kan utlevere
opplysninger til og hvilke opplysninger som kan
utleveres. Som utvalget papeker er det utvalgets
oppfatning at de internasjonale konvensjonene
Norge er bundet av i stor grad gjor det nedvendig
med en slik mer detaljert regulering av utleve-
ringsadgangen.

11.10.5 Haringsinstansenes syn

Det var flere heringsinstanser som hadde merkna-
der til utvalgets forslag, hvorav de fleste knyttet
seg til forslag til § 22 om utlevering til offentlige
organer.

Finansdepartementet har en rekke kommenta-
rer til utvalgets forslag. Finansdepartementet viser
innledningsvis til utvalgets anfersler om at forsla-
get ikke er begrunnet i et enske om 4 begrense
adgangen til 4 utveksle informasjon, men a etter-
komme internasjonale krav i EMK artikkel 8 og i
Politirekommandasjonen.  Finansdepartementet
antar at ogsd dagens regler om utlevering av taus-
hetsbelagte opplysninger til skatte- og avgiftsmyn-
digheten i deres interesse, fyller de krav EMK
artikkel 8 og Politirekommandasjonen setter.
Finansdepartementet ser imidlertid at det er rom
for forbedringer med hensyn til & gjore lovhjem-
lene Kklarere og mer oversiktlige.

1 tillegg anferer Finansdepartementet folgende:
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«Finansdepartementet er opptatt av at de
muligheter som i dag foreligger for politiet til &
gi opplysninger til andre offentlige myndighe-
ter i deres interesse, ikke blir svekket i et even-
tuelt nytt regelverk. I tillegg kan det veere
behov for en klargjering av adgangen til a
utveksle informasjon bl.a. mellom politiet og
skatte- og avgiftsmyndighetene. Forslaget fra
politiregisterutvalget til § 22 i ny politiregister-
lov, vil i utgangspunktet fore til en slik svek-
kelse av mulighetene for politiet til & gi opplys-
ninger til andre offentlige myndigheter i deres
interesse. Dette vil imidlertid bli avhjulpet ved
at det legges opp til at det generelt eller pa de
enkelte forvaltningsomrader lovfestes en opp-
lysningsplikt for politiet i neermere angitte til-
feller. Finansdepartementet har ikke prinsipi-
elle innvendinger til et slikt system som utval-
get her foreslar, og vi er av den oppfatning at en
slik systematikk kan veere med pa & klargjore
politiets rett og plikt til 4 gi ut denne type infor-
masjon til ulike offentlige myndigheter. En for-
utsetning for var tilslutning til de foreslatte end-
ringene, er at det i den videre prosess legges til
rette for at det ikke oppstar en overgangsperi-
ode hvor det ikke vil vaere hjemmel for politiet
til & gi opplysninger bl.a. til skatte- og avgifts-
myndighetene i deres interesse. En viktig kon-
sekvens av forslaget vil nemlig veere at lovgiv-
ningen om en rekke forvaltningsorganer utsty-
res med hjemler om rett til & Kkreve
opplysninger fra politiet. Det kan bli en relativt
meysommelig lovgivningsprosess.»

Finansdepartementet anforer videre at utleve-
ring av opplysninger til skatte- og avgiftsmyndighe-
tene, enten det er i deres egen eller politiets inter-
esse, ber omfattes av unntaket fra informasjons-
plikten i utvalgets forslag til § 22 tredje ledd. En
plikt for politiet til & varsle den registrerte i disse
tilfellene vil i felge Finansdepartementet virke i
mot selve hensikten med utleveringen av opplys-
ningene, og pa denne bakgrunn ber den praktiske
hovedregel veere at varsling ikke skal skje. Pa den
maten kan man unnga at den registrerte gjemmer
unna eller sdelegger dokumentasjon dersom ved-
kommende varsles om utleveringen. Finansdepar-
tementet stiller ogsa spersmal ved sammenhengen
mellom henvisningen i utvalgets forslag til § 19
tredje ledd siste punktum i § 22 annet ledd og hen-
visningen til § 43 annet ledd i § 22 tredje ledd, etter-
som begge bestemmelser regulerer varsling av
den registrerte. Den samme henvisningen finnes i
utvalgets forslag til § 23.

Sosialdepartementet papeker at informasjon fra
politiet er avgjerende for & oppdage trygdemis-
bruk. Det anferes at ordlyden i utvalgets forslag til
§ 22 kan tyde pa at politiets mulighet til 4 informere

trygdeetaten om mulig trygdemisbruk pé eget ini-
tiativ vil bli begrenset, og dette er uheldig.

Skattedirektoratet viser til at det for straffefor-
folgning av overtredelser av likningsloven gjelder
et tosporet system, ved at forholdet kan medfere
tilleggsskatt etter behandling i skatteetaten, eller
straff etter straffeprosessuell behandling. EMK
forbyr videre forfelgning langs det ene sporet néir
saken er avgjort i det andre sporet. P4 denne bak-
grunn er det viktig med en mest mulig fri informa-
sjonsflyt mellom politiet og skatteetaten. Etter
Skattedirektoratets oppfatning er utvalgets forslag
til § 22 til hinder for en slik nedvendig informa-
sjonsflyt, og dette kan igjen hindre en effektiv og
adekvat etterforskning av saken.

Den tidligere Kriminalpolitisentralen (Kripos)
uttaler at skriftlig utlevering av opplysninger etter
utvalgets forslag til § 22 (utlevering til offentlige
organer) kan virke tungvint, forsinkende og kom-
pliserende, og det tenkes her sarskilt pa tollvese-
nets arbeid. Kripos etterlyser videre en generell
utleveringshjemmel i loven for utlevering til blant
annet fengselsvesenet og tollvesenet.

Kripos gir 1 tillegg uttrykk for en viss usikker-
het i forhold til hvordan informasjonsplikten i
utvalgets forslag til § 23 (utlevering til private) skal
praktiseres. Det forutsettes at dette vil reguleres
forholdsvis detaljert i forskrift, for & unnga «pre-
ving og feiling» pa et omrade som kan vaere av stor
betydning for & forebygge straffbare handlinger,
samtidig som det vil veere sveert integritetskren-
kende for den taushetsplikten er ment & beskytte.

Juss-Buss papeker at fengselsmyndigheten ofte
mottar opplysninger om uavklarte forhold fra poli-
tiet. Med uavklarte forhold menes forhold som er
registrert hos politiet, men som ikke er ferdig
etterforsket eller avsluttet pd annen maéte. Slike
opplysninger har i enkelte tilfeller i folge Juss-Buss
blitt brukt som begrunnelse for avslag, uten at det
presiseres hvilke avslag det dreier seg om. Det
anferes videre at opplysninger om uavklarte for-
hold kan fere til forhdndsdemming av den innsatte,
og Juss-Buss mener derfor at denne typen opplys-
ninger ikke ber tas med nar fengselet fatter avgjo-
relser om straffegjennomferingen. Det anbefales
derfor at utvalgets forslag til § 22 ber gjere unntak
for fengselsmyndigheten, eventuelt innskrenke
fengselets adgang til opplysninger etter bestem-
melsen, slik at fengselet utelukkende kan motta
opplysninger etter utvalgets forslag til § 19.

11.10.6 Departementets vurdering

Departementet har vurdert utvalgets anfersler og
begrunnelse for forslagene til regulering av utleve-
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ring av opplysninger til offentlige organer og pri-
vate i deres interesse, men finner etter grundige
overveielser ikke & kunne tiltre utvalgets anbefa-
ling pé dette punkt. Departementet foreslar i stedet
at adgangen til & kunne utlevere opplysninger til
offentlige organer og private i deres interesse for-
ankres i politiregisterloven. I tillegg foreslas det en
forskriftshjemmel, hvoretter Kongen skal gi neer-
mere bestemmelser om hvem det kan eller skal
utleveres opplysninger til, hvilke kategorier opp-
lysninger som kan utleveres, hva som er Kriteriene
for at utlevering er nedvendig og i hvilken grad den
registrerte skal innformes eller far innsyn i opplys-
ningene.

Departementet finner det viktig & understreke
at man i det alt vesentlige er enig i utvalgets vurde-
ringer slik de fremgar i punkt 11.10.4. Hovedfor-
skjellen mellom utvalgets forslag og departemen-
tets forslag er sdledes forst og fremst plasseringen
av hjemmelsgrunnlaget, eller bedre sagt vor man
regulerer utlevering av opplysninger til offentlige
og private i deres interesse. Utvalget mener at
hjemmelsgrunnlaget ber plasseres i seerlovgivnin-
gen, mens departementet er av den oppfatning at
de beste grunner taler for & forankre hjemlene i
politiregisterloven og tilherende forskrift. Hvilke
vurderinger som ligger til grunn for departemen-
tets holdning vil det bli gjort rede for nedenfor.

Som det fremgér av fremstillingen i de forutga-
ende punktene reiser utlevering av opplysninger i
mottakerens interesse mange og vanskelige spors-
mal. Det ma skilles mellom opplysningsrett og opp-
lysningsplikt og det ma skilles mellom om motta-
ker er et offentlig organ, private eller de involverte.
I tillegg méa det skilles mellom opplysninger som
behandles i og utenfor straffesaker, og opplysnin-
ger som finnes i politiets registre, som i dag er
regulertihenholdsvis straffeprosessloven, politilo-
ven og strafferegistreringsloven. Utover dette ma
det skilles mellom verifiserte opplysninger og
ikke-verifiserte opplysninger, og endelig mellom
opplysninger som er innhentet ved hjelp av tvangs-
midler og de som ikke er det. Alene denne oversik-
ten over de ulike problemstillingene illustrerer
hvor vanskelig det kan bli & ta heyde for alle disse
forskjellene og nyansene i ulike saerlover.

For departementet kommer naermere inn pa de
forhold som begrunner departementets forslag,
finner man det hensiktsmessig forst & omtale noen
av de utgangspunktene som er sentrale for utfor-
mingen av det fremtidige regelverk om utlevering
av opplysninger i mottakerens interesse. Som
redegjort for i punkt 11.10.2 om gjeldende rett fin-
nes det i dag et relativt stort antall hjemler som gir
adgang til eller endog pélegger utlevering i motta-

kerens interesse. I denne sammenheng er det ogsa
viktig 4 minne om at utvalget i utredningen gir
Klart uttrykk for at det ikke er utvalgets hensikt &
hindre samarbeid mellom offentlige organer.
Hovedbegrunnelsen for utvalgets forslag synes a
vaere at de internasjonale konvensjonene Norge er
bundet av, herunder szrlig EMK artikkel 8, gjor
det nedvendig med en mer detaljert regulering av
utleveringsadgangen. Utvalget mener at forslaget
vil bidra til at reglene blir klarere og mer forutsig-
bare ved at det blant annet vil fremga hvilke orga-
ner politiet kan utlevere opplysninger til og hvilke
opplysninger som kan utleveres.

Til dette vil departementet bemerke at det ma
veere et klart utgangspunkt at utlevering av opplys-
ninger skal veere hjemlet i lov eller forskrift med
hjemmel i lov. Man er saledes enig med utvalget i
at utlevering eller dispensasjon fra taushetsplikten
ikke lenger ber kunne gis i form av instruks eller
rundskriv av for eksempel riksadvokaten. Pa den
annen side ma det veere pa det rene at lovkravet i
EMK artikkel 8 ogsa vil vaere oppfylt dersom hjem-
melen for utlevering forankres i politiregisterloven
og tilherende forskrift, jf. sdledes ogsd Finansde-
partementets merknader om at dagens regler om
utlevering av opplysninger til for eksempel skatte-
myndigheter ma antas 4 fylle de krav EMK setter.
Departementet er videre enig med utvalget i at
reglene om utlevering i mottakerens interesse
med fordel kunne veert mer presise enn det som er
tilfelle i dag, men ogsa denne presiseringen vil man
kunne oppna i politiregisterloven med tilherende
forskrift.

Departementet er imidlertid ikke udelt enig i
utvalgets anfersler om at man vil oppné bedre over-
sikt og forutsigharhet gjennom forankring av utle-
veringshjemlene i saerlovgivningen. Likeledes kan
man ikke uten videre slutte seg til utvalgets anfor-
sel om at «utvalget kan ikke se at politiets og pata-
lemyndighetens adgang til 4 utlevere opplysninger
med hjemmel i annen lovgivning ber veere videre
enn det andre offentlige organer har i henhold til
forvaltningsloven § 13f.» Néar det gjelder det siste
har denne utvidede adgangen allerede materiali-
sert seg gjennom vedtakelsen av taushetspliktsbe-
stemmelsene i straffeprosessloven, herunder dens
§ 61cnr. 7, jf. redegjorelsen om innholdet i bestem-
melsen i punkt 11.10.2. Bakgrunnen for at utleve-
ringsbestemmelsene i bade straffeprosessloven og
strafferegistreringsloven er utformet videre enn
tilsvarende bestemmelser for andre forvaltnings-
organer ma antas a vaere begrunnet i det faktum at
politiet i sin virksomhet har en atskillig sterre kon-
taktflate enn de fleste andre offentlige organer.
Politiets opplysninger kan veere av interesse for et
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stort antall offentlige organer og ogséa private insti-
tusjoner for at disse kan drive sin virksomhet pa en
forsvarlig méte. Sett i det perspektivet vil det heller
ikke veere mulig & gi en uttemmende opplisting
over de offentlige organer eller private akterer
som kan f4 utlevert opplysninger i deres interesse.
I forlengelsen av dette mé det kunne legges til
grunn at det ville bli like vanskelig a finne frem til
alle saerlover, der en slik adgang til utlevering i
folge utvalgets forslag skulle forankres. Som
Finansdepartementet helt riktig anferer ville dette
bli en «relativt meysommelig lovgivningsprosess».
Som nevnt innledningsvis i dette avsnitt er departe-
mentet heller ikke overbevist om at den regule-
ringsformen utvalget foreslar alt i alt vil gi bedre
oversikt og forutsigharhet. Tvert i mot er departe-
mentet av den oppfatning at det vil gi bade bedre
oversikt, forutsigbarhet og ikke minst ensartethet
dersom utleveringsadgangen forankres pa ett sted.

Departementet finner i denne sammenheng
ogsa grunn til & bemerke at utvalget ikke har dref-
tet hvilke eventuelle ulemper utvalgets forslag kan
medfere. Den tankegangen som ligger til grunn
for utvalgets forslag er, som utvalget ogsa selv
papeker i punkt 14.8.5.1, er parallell til den som
gjelder for politiattester som i realiteten er en seer-
skilt regulert rett til 4 utlevere opplysninger i mot-
takerens interesse. Tidligere var utstedelse av poli-
tiattest utelukkende hjemlet i strafferegistrerings-
forskriften. Denne praksis ble endret for ca. ti ar
siden, idet man da gikk over til 4 forankre hjemlene
for utstedelse av politiattest i saerlovgivningen.
Begrunnelsen var i sin tid neyaktig den samme
som utvalget ni anferer med henblikk pé utleve-
ring i mottakerens interesse. Utviklingen har imid-
lertid gatt i en noe annen retning enn hva man
hadde tenkt seg. For det forste har det totale antall
hjemler for utstedelse av politiattest okt betydelig i
denne perioden, og man har dermed forlatt den
heller restriktive linjen som ble fulgt da Justisde-
partementet hadde kontroll med hjemmelsgrunn-
lagene for politiattester. I forbindelse med herin-
gen av de ulike forslagene viste det seg ogsa at de
enkelte fagdepartementene gjerne foreslar at poli-
tiattesten skal veere mer omfattende enn hva som
er lagt opp til i de sdkalte «ordinaere» politiattester.
For eksempel foreslas det ofte at det skal utstedes
uttemmende og utvidet politiattest, og det fore-
kommer heller ikke sjelden at det forelds «nyskap-
ninger» ved at det foreslds at ogsd anmeldelser
skal vises pa attesten eller at det skal kunne utste-
des fornyet attest med jevne mellomrom. Justisde-
partementet har som ansvarlig fagdepartement
brukt ikke ubetydelige ressurser, bade i form av
heringsuttalelser og ikke minst gjennom fortle-

pende kontakt med fagdepartementene under
utarbeidelsen av de respektive proposisjonene, for
a sorge for en noenlunde ensartet praksis pa dette
felt. At den lovmessige forankringen i sarlovgiv-
ningen forer til uensartethet illustrerer for sa vidt
ogsé forslaget til barneomsorgsattester. Som det
fremgar i punkt 12.5 om barneomsorgsattester, er
begrunnelsen for forslaget blant annet 4 oppna en
enhetlig praksis nar det gjelder utstedelse av politi-
attester til personer med omsorg for barn. P4 bak-
grunn av den erfaring man har samlet i forbindelse
med den lovmessige forankringen av politiattester
er det ikke noe som tilsier at utviklingen vil bli
annerledes med henblikk pa utlevering av opplys-
ninger i mottakerens interesse, snarere tvertimot.
Etter departementets oppfatning hadde en slik
utvikling veert sveert uheldig. Det som i denne sam-
menheng gir mest grunn til bekymring er at utfor-
mingen av hjemlene i henhold til utvalgets forslag
til §§ 22 og 23 vil bli atskillig mer krevende enn
utformingen av lovgivning som hjemler politiattest.
Som skissert innledningsvis i dette punkt ma det
skilles mellom en rekke ulike typer opplysninger.
Det skillet i utleveringsadgangen som i dag er
hjemlet i henholdsvis strafferegistreringsloven,
politiloven og straffeprosessloven vil etter vedta-
gelsen av politiregisterloven falle bort. Etter dette
tidspunkt vil en opplysning veere en opplysning,
enten den kommer fra straffesaker, politiets krimi-
naletterretningsvirksomhet eller fra politiets reak-
sjonsregistre. Selv om forskjellen mellom disse
opplysningene i det ytre vil veere utvisket, vil det
fortsatt vaere store realitetsforskjeller. Det er for
eksempel noe helt annet 4 utlevere en opplysning
om en ilagt bot enn en opplysning som er ikke-veri-
fisert kriminaletterretningsinformasjon. Det er
med andre ord nedvendig at disse forskjellene, og
de ovrige forskjellene som det ble gjort rede for
ovenfor, kommer frem i de hjemlene som &pner for
utlevering. Departementet tviler pad at dette vil
kunne gjores pa en god mate nar ansvaret for utfor-
mingen av slike bestemmelser pulveriseres til et
relativt stort antall fagdepartementer som ikke er
fortrolige med de szregne og kompliserte spors-
mal utlevering av politiets og patalemyndighetens
opplysninger reiser. Konsekvensen av dette kan bli
at man far en rekke hjemler som i beste fall skaper
tvil om hvor langt utleveringsadgangen rekker.

Et annet, og for sé vidt beslektet, problem med
utvalgets forslag er at det da ikke lenger vil finnes
noen instans som har oversikt over helheten eller
som vil fele et ansvar for at den totale utleveringen
ikke blir for omfattende. Selv om Justisdeparte-
mentet fortsatt vil veere ansvarlig fagdepartement
for den lovgivningen som styrer politiets og patale-



2008-2009

Ot.prp. nr. 108 129

Om lov om behandling av opplysninger i politiet og patalemyndigheten (politiregisterloven)

myndighetens virksomhet, vil man miste herre-
demme over ansvaret for en saerdeles viktig del av
etatens virksomhet. Heller ikke den lovgivende
myndighet vil ha mulighet til & se disse spersmé-
lene samlet, idet de ulike forslagene vil bli fremmet
hver for seg og over en lang tidsperiode.

Det er pa denne bakgrunn departementet har
kommet til & foresld en annen lesning enn den
utvalget gar inn for. Som nevnt innledningsvis
anser man det som en Klar fordel at utleveringsad-
gangen reguleres péa ett sted, der man ogsa vil ta
heyde for alle de problemstillingene utvalget har
skissert, herunder om informasjonsplikt og inn-
synsrett. For & skape et oversiktlig og forutsigbart
regelverk vil det bli nedvendig med relativt omfat-
tende og detaljerte forskrifter, som vil bli gjenstand
for en bred hering. Det mé imidlertid understrekes
at man i denne sammenheng ikke tar sikte pa a
foreta betydelige materiellrettslige endringer i for-
hold til gjeldende rett. Departementet mener at
denne reguleringsformen bade vil tjene personver-
net til de registrerte samtidig som det gir politiet et
verktoy som vil vaere enklere 4 hindtere enn et
stort antall utleveringshjemler som er spredt
utover i seerlovgivningen. I forbindelse med utar-
beidelsen av forskriften vil det ogséa vaere nedven-
dig a foreta en gjennomgang av de hjemlene for
utlevering som allerede finnes i sarlovgivningen
eller tilherende forskrift for 4 sikre at hjemmels-
grunnlagene er tilstrekkelig klare med henblikk pa
hvilke typer opplysninger som kan eller skal utle-
veres.

11.11 Utlevering av opplysninger til
allmennheten i straffesaker

11.11.1 Gjeldende rett

I henhold til straffeprosessloven § 61c forste ledd
nr. 9 er taushetsplikten ikke til hinder for «at stats-
advokaten, politimesteren eller den disse gir full-
makt, gir allmennheten informasjon om straffesa-
ker i samsvar med regler gitt av riksadvokaten».
Riksadvokatens rundskriv er av 12. februar 1981
(Del II — nr. 1/1981) med senere presiseringer gitt
i tilknytning til aktuelle saker. Ved innferingen av
bestemmelsen ble offentlighet i straffesaksbe-
handlingen ansett som en nedvendig forutsetning
for at et av primaerformalene, allmennprevensjon,
skulle oppnas. Offentlighet i straffesaker skal ogsa
bidra til 4 beholde roen i samfunnet, og gi grunnlag
for kontroll med myndighetsutevelsen. Bestem-
melsen er unik i den forstand at den gjer unntak fra
taushetsplikten til fordel for allmennheten.

En annen generell bestemmelse finnes i politi-
instruksen § 5-5, tredje ledd, hvor det star: «Med
de begrensninger som falger av lov, og s langt det
ellers finnes mulig og tjenestemessig forsvarlig,
skal politiet pa foresporsel gi allmennheten og
massemedia opplysninger om etaten og dens
arbeid».

For kommunikasjon til allmennheten anbefaler
politirekommandasjonen at det finnes et Kklart
rettslig grunnlag, jf. politireckommandasjonen
punkt 5.3.1, hvor det star «exist a clear legal obliga-
tion or authorisation». Et annet aktuelt alternativ i
forhold til utlevering til allmennheten kan veere der
utlevering skjer i den registrertes interesse, jf. poli-
tirekommandasjonen punkt 5.3.ii a, for eksempel
for 4 unngé en forveksling. Klart rettslig grunnlag
er i samsvar med de krav som folger av EMK artik-
kel 8. Uskyldspresumpsjonen i EMK artikkel 6 nr.
2 setter grenser for at politiet i sin informasjon
under etterforskning fremkommer med argumen-
tasjon som trekker i retning av siktedes skyld.

Rammebeslutning om personvern i tredje soyle
har ingen sarskilt bestemmelse om utlevering av
opplysninger til allmennheten.

11.11.2 Utvalgets forslag

Utvalget behandler emnet i punkt 14.7 i utrednin-
gen.

Utvalget omtaler innledningsvis i punkt 14.7.3 i
utredningen de hensyn som kan tale for og mot
utlevering av opplysninger til allmennheten i straf-
fesaker. Om de hensyn som taler for utlevering
uttaler utvalget:

«A informere allmennheten vil ha en viss all-
mennpreventiv effekt, som kan pévirke andre
til 4 avsta fra straffbare handlinger. Samtidig
skal informasjon om straffesaker gi allmennhe-
ten grunnlag for kontroll av politiets virksom-
het. Kontroll er viktig si lenge politiet har rett
til & bruke sveert inngripende virkemidler i sitt
arbeid. Viktig er ogsa den beroligende effekt
det har pa allmennheten at enhver ser at politiet
bekjemper kriminalitet. I et dpnet og demokra-
tisk samfunn forventer dessuten allmennheten
4 bli informert om kriminelle handlinger, og a
bli beskyttet av politiet mot at slike handlinger
rammer dem. Det er siledes onskelig & gi all-
mennheten et innsyn som viser hvordan poli-
tiet prioriterer sin innsats pi en mate som
underbygger denne forventningen om beskyt-
telse.

Pi den annen side kan det ikke brukes som
argument at offentliggjering skal pafere den
som er mistenkt, siktet eller demt en ytterli-
gere belastning, slik som gapestokken i sin tid
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gjorde. Stigmatiseringen er en uensket bief-
fekt, og ikke et mal.»

Om de hensyn som taler mot at politiet skal ha
adgang til & utlevere opplysninger til allmennheten
uttaler utvalget:

«P4a et tidlig stadium i etterforskingen vil infor-
masjonen kunne vaere beheftet med stor usik-
kerhet. Det har videre skjedd en endring i
media de siste drene, som har fort til at deknin-
gen av saker i alle fall oppleves som mer belas-
tende enn tidligere. Vi har fatt flere informa-
sjonskanaler, og muligheten for raskt & for-
midle informasjon er betydelig forbedret.
Samtidig har befolkningens interesse i & hore
om kriminelle handlinger som er begatt i alle
fall ikke avtatt. Resultatet er at alle informa-
sjonskanaler presenterer stadig mer stoff av
denne karakter. Press mot politiet for a fa til-
gang til slik informasjon har gkt. Interessen ma
0gsa ses i ssmmenheng med at presentasjonen
stadig skjer naermere den kriminelle handling i
tid. Bade TV og nettaviser presenterer stoff like
etter handlinger er begatt. Dette forer til at den
som rammes ofte opplever pressedekningen
som en like stor eller storre belastning enn
selve straffen. Et argument for utlevering av
opplysninger fra politiet i disse situasjonene, er
likevel at pressen uansett vil dekke begivenhe-
ten, og at det kan veere en mindre belastning for
den som rammes, dersom dekningen er basert
pa korrekt faktum fra politiet, og ikke pressens
spekulasjoner.»

Utvalget nevner ogsé at pressens dekning av
straffesaker har fort til at et utvalg bestadende av
representanter fra Advokatforeningen og Riksad-
vokatembetet har utarbeidet retningslinjer og
diverse anbefalinger vedrerende taushetsplikten i
denne sammenheng, se Rapport av 25. oktober
2001 fra fellesutvalg nedsatt av Advokatforeningen
og riksadvokaten om «Politiet og forsvarernes for-
hold til mediene under etterforsking av straffesa-
ker».

Utvalget foretar i punkt 14.7.4.2 i utredningen
en vurdering av hvilke formal som kan begrunne
utlevering av opplysninger til allmennheten. Utval-
get anbefaler at utlevering til allmennheten kan
skje dersom det er nedvendig for & ivareta straffe-
forfelgningens allmennpreventive virkning, offent-
lig kontroll med myndighetsutevelsen eller for a gi
saklig og nektern informasjon om hendelser av all-
menn interesse. I tillegg foreslar utvalget at det
kan gis opplysninger nar dette kan bidra til & opp-
klare straffbare handlinger.

Utvalget foreslar videre at opplysninger som
hovedregel skal gis uten bruk av navn eller andre

identifiserende opplysninger. Unntak kan gjeres
dersom dette er nedvendig ut fra formalet eller for
4 hindre forveksling, eller dersom opplysningen
allerede er alminnelig kjent. Utover dette foreslas
det at opplysninger som ikke er kontrollert av poli-
tiet normalt ikke skal utleveres. Utvalget forutset-
ter endelig at det skal gis neermere forskrifter.

Utvalget tar i tillegg til dette i punkt 14.7.4.3 i
utredningen stilling til om pressen ber sta i en seer-
stilling hva gjelder utlevering av opplysninger, og
uttaler om dette:

«Tatt 1 betraktning de nylige vedtatte lovendrin-
ger i straffeprosessloven § 28, og med tilsva-
rende forskriftsendring i pataleinstruksen § 4-
1, hvor offentlighet er gjort til en generell rett,
og ikke en sarrett for massemedia, finner
utvalget ikke grunn til & foresla noen avvikende
regulering i politiregisterloven. Utvalget finner
ogsa grunn til & understreke at erfaring har vist
at det ogsa kan vaere behov for politi og patale-
myndighet til 4 gi informasjon til allmennheten
uten mellomkomst av massemedia. Dels kan
det veere aktuelt ved allmeter i lokalsamfunn
hvor det har skjedd opprerende og skrem-
mende kriminelle handlinger, og dels er det
slik at stadig mer informasjon — ogsd om aktu-
elle straffbare handlinger — gis allmennheten
gjennom informasjon pa politidistriktenes
hjemmesider som er tilgjengelig for enhver via
Internett.»

11.11.3 Heringsinstansenes syn

Norsk Presseforbund (NP) og Norsk Redaktorfore-
ning (NR) viser til utvalgets dreftelse av dette
spersmalet i punkt 14.7 og anferer at avveiningene
mellom allmennhetens, myndighetenes og person-
vernets interesser hadde fortjent en bredere og
langt mer grunnleggende drefting enn den utval-
get har levert. NP og NR mener videre at den ende-
lige utformingen av bestemmelsen ber bli mer
detaljert enn utvalgets forslag. Det savnes blant
annet Kklarere retningslinjer for utlevering av opp-
lysninger i forbindelse med henleggelser, patale-
unnlatelse og forelegg. Videre savnes en mer detal-
jert regulering av i hvilke situasjoner utlevering av
navn og andre identifiserende opplysninger kan
skje, for dermed a motvirke tidkrevende diskusjo-
ner mellom politiet/patalemyndigheten og medier
i fremtiden. NP og NR understreker at det i alle til-
felle er medienes ansvar, basert pa medienes
etiske retningslinjer, at navn publiseres offentlig.
Norsk forening for kriminalreform (KROM)
anferer at allmennheten ikke har behov for annet
enn faktaopplysninger om selve lovbruddet og
etterfolgende straffeutmaling for 4 ivareta straffe-
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forfelgingens allmennpreventive virkning. Ikke
under noen omstendighet er det nedvendig med
bruk av personopplysninger og bilder. Det pape-
kes at allmennheten i dag far for mye opplysninger
gjennom mediene. KROM onsker en skjerping pa
dette omradet, for 4 kunne ivareta folks muligheter
til en rettferdig preving av skyldspersmalet i retten
og for & forhindre forhdndsdemming.

Den Norske Advokatforening finner det sveert
positivt at forholdet til utlevering av opplysninger
til allmennheten né finner en avklaring, og anferer
at dette er et skritt i riktig retning. Foreningen er
0gsa enig i at reglene ma utdypes i et mer detaljert
forskriftsverk.

11.11.4 Departementets vurdering

Departementet slutter seg til utvalgets vurderin-
ger og anbefalinger. Som det fremgér av forslaget
ma det gis mer detaljerte regler i forskriften, og det
vil i forbindelse med utformingen av disse veere
naturlig & ga naermere inn pa enkelte av de spors-
mal som har veert reist av heringsinstansene.

11.12 Utlevering av opplysninger til
statistikk og forskning

11.12.1 Gjeldende rett

Utlevering av opplysninger til statistikk mv. er i dag
regulert i straffeprosessloven § 61c nr. 4 hvoretter
opplysninger kan «brukes for statistisk bearbei-
ding, utrednings- og planleggingsoppgaver eller i
forbindelse med revisjon eller annen form for kon-
troll». Dette er i samsvar med bestemmelsen i for-
valtningsloven § 13b nr. 4.

Nar det gjelder utlevering av opplysninger til
forskning er det i dag likelydende unntak fra taus-
hetsplikten for forskning i henholdsvis straffepro-
sessloven § 61e og forvaltningsloven § 13d forste
ledd: Nar det finnes rimelig og ikke medferer ufor-
holdsmessig ulempe for andre interesser, kan riks-
advokaten eller Politidirektoratet bestemme at
henholdsvis underordnet pétalemyndighet eller
politiet kan eller skal gi opplysninger til bruk for
forskning. Neermere bestemmelser om gjennom-
foringen er gitt i pataleinstruksen § 3-5.

Dersom det er spersmaél om 4 fa tilgang til opp-
lysninger i et register, gjelder de alminnelige
reglene i forvaltningsloven, jf. strafferegistrerings-
loven § 8 annet ledd. Det folger av strafferegistre-
ringsforskriften § 6 fjerde ledd at «opplysninger fra
Strafferegistret kan etter preving av det enkelte til-
felle ogsa gis til bruk for forskning. Ved meddelel-

ser av slikt samtykke fastsetter Politidirektoratet
nermere vilkdr som skjennes nedvendig». Det
samme gjelder for beteregisteret, jf. strafferegis-
treringsforskriften § 9 fierde ledd. Bestemmelsene
gjelder bade dokumenter og opplysninger for-
skerne kan f4 muntlig.

11.12.2 Utvalgets forslag

Utvalget anbefaler at bestemmelsen i straffepro-
sessloven § 61c nr. 4 om utlevering til statistikk mv
opprettholdes i sin navaerende form.

Nar det gjelder utlevering av opplysninger til
forskning foreslar utvalget at bestemmelsene som
nevnt i punkt 11.12.1 opprettholdes med sitt navae-
rende innhold, men utvalget anbefaler noen end-
ringer i lovteksten av hensyn til at de to bestem-
melsene sammenfoyes.

Utvalget har ogsd vurdert hvorvidt det skal
vaere et forbud mot 4 forske pa opplysninger av den
karakter som registreres i henhold til lovforslaget
§ 5 nr. 3. Utvalget har kommet til at det ikke skal
veere noen begrensninger, da det méa antas at kon-
trollerende organer, som Radet for forskning og
taushetsplikt og Datatilsynet, vil veere svert til-
bakeholdne med 4 tillate dette, slik at slike opplys-
ninger kun blir benyttet dersom det er et aktverdig
formal og absolutt nedvendig a bruke disse opplys-
ningene. Et aktuelt eksempel kan vaere dersom det
skal forskes pa kriminaletterretning som metode,
og se hvor mange av de personer som registreres i
forebyggende oyemed som faktisk begar nye
straffbare handlinger. I s4 fall vil det ifolge utvalget
veere nedvendig 4 oppgi navn.

Utvalget anbefaler videre at brudd pa taushets-
plikten fra forskernes side blir straffbart i henhold
til straffeloven § 121. Dette var opprinnelig ikke
mulig, da taushetspliktsreglene kun var forankret i
pataleinstruksen, og ikke i lovs form. Dette hensy-
net gjor seg ikke lenger gjeldende ved vedtagelsen
av politiregisterloven.

11.12.3 Hearingsinstansenes syn

Vedrerende forslag til utlevering til statistikk mv
uttaler Datatilsynet at man savner en presisering
vedrerende hvem slikt materiale skal kunne utle-
veres til og hvilken form opplysningene skal ha.
Det anferes at dersom opplysningene utleveres
som personopplysninger, vil mottaker matte ha et
behandlingsgrunnlag etter personopplysningslo-
vens bestemmelser, og det er ikke lagt opp til at
behandlingsansvarlig skal utfere kontroller i for-
hold til dette. Datatilsynet savner videre en prinsi-
piell presisering av hvem som kan gi dispensasjon
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fra taushetsplikten, slik man finner i utvalgets
utkast til § 25 annet ledd om utlevering til fors-
kning.

Datatilsynet anferer videre, sammen med
Norsk forening for kviminalreform (KROM), at
denne typen opplysninger som hovedregel ber
utleveres i anonymisert form.

Nar det gjelder utvalgets forslag om utlevering
av opplysninger til forskning anferer Datatilsynet at
bestemmelsen har fatt en for vid utforming. Data-
tilsynet savner en presisering av i hvilken form
opplysningene skal utleveres, og papeker at utleve-
ring i anonymisert form ber vaere hovedregelen.
Videre papekes at hovedregelen ber vere et krav
om samtykke fra dem det forskes pa. Dette folger
av Datatilsynets praksis og etiske retningslinjer,
herunder Helsinkideklarasjonen. Kun dersom det
er umulig 4 innhente samtykke skal dispensasjon
fra taushetsplikten innvilges. Datatilsynet savner
ogsa feringer pa hvilke krav som skal stilles til mot-
taker og dennes forskningsprosjekt for at utleve-
ring av opplysninger skal veere aktuelt.

Politiets sikkerhetstieneste (PST) viser til utval-
gets forslag til § 25 annet ledd hvor kompetansen
til & beslutte at taushetsplikten skal vike til fordel
for forskning er lagt til Politidirektoratet utenfor
straffesaker. PST antar at beslutningskompetan-
sen i PSTs saker vil folge forvaltningsloven § 13d
og da slik at kompetansen ogsé i fremtiden vil bli
lagt til departementet og ikke til Politidirektoratet.

11.12.4 Departementets vurdering

Departementet viser til at utvalgets forslag er en
videreforing av gjeldende rett, og at det siledes
ikke inneholder noe nytt. Datatilsynet har med
hensyn til forslaget om utlevering til statistikk mv.
etterlyst en presisering av hvem slikt materiale kan
utleveres til og at utlevering ber skje i anonymisert
form. I tillegg etterlyser tilsynet en prinsipiell pre-
sisering av hvem som i slike tilfeller kan gi dispen-
sasjon fra taushetsplikten, og foreslar etter hva
man forstar at denne kompetansen ber legges til de
samme organer som Kkan beslutte utlevering til
forskning. Departementet kan ikke se at det er
mulig eller hensiktsmessig at det i loven gis anvis-
ning pa hvem slikt materiale skal kunne utleveres
til. Utover dette ma det legges til grunn at hovedre-
gelen ogsi etter gjeldende rett er at opplysninger
til de formal som nevnt i lovforslaget til § 32 utleve-
res i anonymisert form, selv om dette ikke uttryk-
kelig er nevnt verken i straffeprosessloven eller
forvaltningsloven. Nar det gjelder hvem som skal
ha kompetanse til 4 dispensere fra taushetsplikten

er det etter departementets oppfatning ikke gitt at
denne myndigheten ma legges til et overordnet
organ, slik bestemmelsen om utlevering til fors-
kning gir anvisning pa. Man kan ikke se at det i
utgangspunktet er noe i veien for at beslutning om
utlevering av anonymiserte opplysninger til statis-
tisk bearbeiding mv. treffes av den behandlingsan-
svarlige. Departementet er pa den annen side enig
med Datatilsynet i at spersmalene knyttet til anony-
misering og beslutningskompetanse ber vere
regulert, men man antar at dette fortrinnsvis ber
skje i forskriften.

Nar det gjelder Datatilsynets merknader til for-
slaget til bestemmelsen om utlevering til fors-
kning, finner departementet ikke & kunne slutte
seg til tilsynets betenkeligheter. For det forste er
ordlyden i samsvar med bestemmelsene i den lov-
givningen som regulerer disse spersmaélene i dag,
og man kan derfor ikke se at bestemmelsen har
fatt en spesielt «vid utforming», og den er i alle fall
ikke videre enn hva som er vanlig i beslektet lov-
givning. Utover dette mé det understrekes at sok-
nader om tilgang til opplysninger i forskningseye-
med undergis strenge kontrollrutiner. Som utval-
get papeker vil de kontrollerende organer som
Réadet for forskning og taushetsplikt og Datatilsy-
net ikke tillate behandling av sensitive opplysnin-
ger i forskningseyemed uten at det finnes et
aktverdig formaél og behandlingen er absolutt ned-
vendig for 4 oppnd formalet. Departementet er
ellers ogsa her enig med Datatilsynet i at utleve-
ring i anonymisert form ber veere det ferende
hovedprinsipp, samt at det som hovedregel ber
innhentes samtykke fra de registrerte dersom slik
anonymisering ikke finner sted. P4 den annen side
er det pa det rene at det finnes forskningsprosjek-
ter, der anonymisering ville umuliggjere formélet
med prosjektet og der det heller ikke er praktisk
mulig 4 innhente samtykke fra de registrerte. I til-
legg til det eksemplet som utvalget har nevnt, se i
punkt 11.12.2, kan det for eksempel nevnes fors-
kning pd sammenhengen mellom rusbruk og tra-
fikkulykker eller forskning pa diskriminering fra
politiets side. Departementet finner pa denne bak-
grunn ikke grunn til 4 endre utvalgets forslag til
angjeldende bestemmelse, men vil vurdere om
enkelte av Datatilsynets innspill kan innarbeides i
forskriften.

Naér det til slutt gjelder PSTs anfersler er tjenes-
tens forutsetning riktig; det vil fortsatt vaere Justis-
departementet som treffer beslutning om utleve-
ring dersom det sekes om & bruke PSTs opplysnin-
ger til forskning, jf. ogsé departementets lovforslag
til § 33.
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11.13 Utlevering av opplysninger til
utlandet

11.13.1 Gjeldende rett

Utlevering av opplysninger i straffesak er regulert
flere steder. Bistand i den enkelte straffesaken er
naermere regulert i pataleinstruksen Kkapittel 6,
samt i enkelte bestemmelser i straffeprosessloven.
Et sentralt poeng er at anmodning om bistand
hovedsakelig skjer fra Kripos, se pataleinstruksen
§ 6-2. @kokrim er ansvarlig for internasjonalt sam-
arbeid innenfor sitt omréade, jf. pataleinstruksen §
35-10. I pataleinstruksen § 6-4 tredje ledd star det:
«Politiet kan etterkomme anmodning fra politi-
myndighet i annet land om & innhente opplysnin-
ger i anledning en straffbar handling nar dette fin-
nes ubetenkelig. Politimesteren avgjer om uten-
landsk polititjenestemann skal fa veere til stede ved
avher og andre etterforskingsskritt i saken. Nar
saerlige grunner foreligger, kan det tillates at uten-
landsk polititjenestemann stiller spersmal til den
som avheres». Videre finnes generelle regler i
domstolloven kapittel 2.

Utlevering av opplysninger utenfor straffesak
er regulert i politiloven § 24, hvor det fremgér at
«[p]olitiets taushetsplikt er ikke til hinder for at
opplysninger blir gjort kjent for (...) andre offent-
lige myndigheter og utenlandske samarbeidende
politi- og sikkerhetsmyndigheter nar formalet er a
forebygge eller avverge straffbare handlinger».
Bestemmelsen ma forstas slik at det gjelder straff-
bare handlinger bade i Norge og i mottakerlandet.
For politiets arbeidsregistre fremgar det av rund-
skriv G-96/95 punkt 7 at: «Overlevering av infor-
masjon til utenlandsk politimyndighet som gjelder
ubekreftet informasjon om personer som kan knyt-
tes til straffbare forhold, kan bare skje etter beslut-
ning av politimesteren eller den han bemyndiger.
Slik informasjon kan kun overleveres utenlandsk
myndighet til bruk for etterforsking, avdekking og
forebygging av kriminalitet. For overlevering skal
dette gjores uttrykkelig Klart».

Ut over dette er det en seerregel i strafferegis-
treringsforskriften § 11 andre ledd for registre,
hvor det star: «Utenlandske myndigheter kan med-
deles opplysninger fra registeret hvor dette frem-
gar av overenskomst eller annen avtale eller som
folger av medlemskap i en internasjonal organisa-
sjon. Opplysninger ma ut over dette ikke meddeles
uten samtykke fra Politidirektoratet».

11.13.2 Nasjonale og internasjonale rammer
for lovgivningen

Personopplysningsloven § 29 har en egen bestem-
melse om utlevering av opplysninger til sikalte
tredjeland, det vil si stater som ikke sikrer en for-
svarlig behandling av opplysningene. Den samme
bestemmelsen finnes i personverndirektivet.
Bestemmelsen skal beskytte mot at opplysninger
blir overfort til et annet land der beskyttelsen er
langt darligere enn i Norge og andre medlemsland
i EU. I tillegg til dette kommer de alminnelige kra-
vene, jf. personopplysningsloven § 8 jf. § 11 forste
ledd bokstav c, hvor opplysninger kun kan utleve-
res som ledd i den primaere virksomhet, med min-
dre det er et rettslig grunnlag for utlevering.

I politirekommandasjonen er utlevering til
utlandet regulert slik:

«b.4
Communication of data to foreign authori-

ties should be restricted to police bodies. It

should only be permissible:

a) if there exist a clear legal provision under
national or international law,

b) in the absence of such provision, if the com-
munication is necessary for the prevention
of a serious and imminent danger or is ne-
cessary for the suppression of a serious cri-
minal offence under ordinary law, and provi-
ded that domestic regulations for the
protection of the person are not prejudi-
ced.»

I henhold til kommentarene til rekommanda-
sjonen apner bestemmelsen for alle former for
samarbeid, herunder gjensidige avtaler, Interpol
og andre avtaler. Ordet «police bodies» skal forstas
slik at det gjelder alle organer som har en funksjon
i forhold til &4 bekjempe og forebygge kriminalitet
og opprettholde ro og orden.

Rammebeslutning om personvern i tredje soyle
har som sitt virkeomréde & regulere utveksling av
opplysninger innenfor EU-landene. P4 samme
maéte som personverndirektivet har ogsa ramme-
beslutningen en saerskilt bestemmelse om utleve-
ring av opplysninger til tredje land i artikkel 13.

Bestemmelsen har felgende ordlyd:

«1. Medlemsstatene skal fastsette bestemmel-
ser om at personopplysninger som mottas
fra eller stilles til radighet av den kompeten-
te myndighet i en annen medlemsstat, kun
kan overfores til tredjestater eller interna-
sjonale organer dersom:

a) det er nadvendig for 4 forebygge, etter-
forske, avdekke eller rettsforfolge straff-
bare handlinger eller fullbyrde straffe-
rettslige sanksjoner,
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b) den myndighet i tredjestaten eller det
internasjonale organ som mottar opplys-
ningene, har ansvaret for & forebygge,
etterforske, avdekke eller rettsforfalge
straffbare handlinger eller fullbyrde
strafferettslige sanksjoner,

¢) den medlemsstat der opplysningene er
innhentet har gitt sitt samtykke til over-
foringen i samsvar med sin nasjonale
lovgivning, og

d) den berorte tredjestat eller internasjo-
nale organ serger for en tilstrekkelig
grad av beskyttelse for den aktuelle
behandling av opplysningene.

2. Overforing uten forutgdende samtykke i
samsvar med nr. 1 bokstav c¢) skal kun tilla-
tes dersom overferingen av opplysningene
er avgjerende for 4 kunne avverge en over-
hengende og alvorlig trussel mot en med-
lemsstats eller en tredjestats offentlige sik-
kerhet eller mot en medlemsstats vesentli-
ge interesser og et forutgiende samtykke
ikke kan innhentes i tide. Den myndighet
som har ansvaret for 4 gi slikt samtykke,
skal underrettes omgéaende.

3. Som unntak fra nr. 1 bokstav d) kan person-
opplysninger overferes dersom:

a) den nasjonale lovgivning i den medlems-
stat som overferer opplysningene, fore-
skriver dette av hensyn til:

i. den registrertes spesifikke legitime
interesser eller

ii. tungtveiende legitime interesser,
seerlig viktige offentlige interesser,
eller

b) tredjestaten eller det internasjonale
organ som mottar opplysningene, gir
sikkerhetsgarantier som den aktuelle
medlemsstat anser som tilstrekkelige i
henhold til sin nasjonale lovgivning.

4. Vurderingen av hvorvidt graden av beskyt-
telse i nr. 1 bokstav d) er tilstrekkelig, skal
skje pa grunnlag av alle forhold knyttet til
én eller flere overforinger av opplysninger.
Det skal spesielt tas hensyn til opplysninge-
nes art, den eller de patenkte behandlinge-
nes formal og varighet, opprinnelsesstaten
og den stat eller det internasjonale organ
som er sluttmottaker for opplysningene,
gjeldende rettsregler, bade generelle regler
og sektorregler, i vedkommende tredjestat
eller internasjonale organ og de yrkesregler
og sikkerhetstiltak som far anvendelse.»

Kommisjonens opprinnelige forslag til denne
bestemmelsen la opp til en noksd begrenset
adgang til & utlevere personopplysninger til tredje-
land som ikke hadde en tilfredsstillende person-
vernlovgivning. At artikkel 13 fikk et annet innhold

enn det opprinnelige forslaget er begrunnet i flere
forhold. For det ferste mente man at man matte
kunne utveksle opplysninger med tredjeland selv
om disse landene ikke kan sikre et forsvarlig sik-
kerhetsniva for behandling av opplysninger, noe
som gjor seg sarlig gjeldende i forbindelse med
bekjempelsen av terrorisme. For det annet var det
viktig 4 sikre at rammebeslutningen pa dette punkt
ikke kunne fa noen virkning pa allerede eksiste-
rende avtaler med tredjeland om utveksling av opp-
lysninger.

11.13.3 Utvalgets forslag

Utvalget drofter emnet i punkt 14.12 i utredningen.

Nar det gjelder regelverkets systematikk har
utvalget vurdert om adgangen til 4 utlevere opplys-
ningene skal nedfelles i de enkelte taushetsplikts-
bestemmelsene, eller om det skal gis en egen
bestemmelse om adgangen til & utlevere opplys-
ninger til utlandet. Utvalget anbefaler at det gis en
egen bestemmelse, da dette fremstir som mer
oversiktlig. Utvalgets utkast til § 27 tar siledes
sikte pa uttemmende & regulere adgangen til 4 utle-
vere opplysninger til utlandet.

Deretter skiller utvalget mellom utlevering av
opplysninger som ledd i og utenfor den enkelte
straffesak. Om utlevering av opplysninger som
ledd i den enkelte straffesak anferer utvalget i
punkt 14.12.5 i utredningen:

«Utvalget har vurdert hvilken adgang politiet
skal ha til &4 utlevere opplysninger som ledd i
den enkelte straffesak. Utvalget ser det som
viktig at politiets arbeid ikke skal hindres av
landegrensene. Dette vil kun medfere at de kri-
minelle utnytter situasjonen, noe som ikke er
ukjent i dag. Utvalget anbefaler pa bakgrunn av
dette at adgangen til & utlevere opplysninger
som ledd i etterforskingen skal vare den
samme i og utenfor Norge. Dette vil si at opp-
lysninger fritt kan utleveres til utlandet som
ledd i den enkelte straffesak.»

Videre folger seerskilt utleveringsadgang av
straffeprosessloven og andre bestemmelser
som beskrevet i punkt 14.12.3. Utvalget foreslar
ingen endringer i disse.»

Om utlevering av opplysninger ut over den
enkelte straffesak uttaler utvalget i punkt 14.12.6 i
utredningen:

«Utenfor den enkelte straffesak, ber det ogsa
vaere adgang til 4 samarbeide av samme hensyn
som i straffesak. Ved vedtakelsen av politiloven
§ 24, ble adgangen til & samarbeide i forebyg-
gende oyemed spesifisert i fierde ledd nr. 2.
Utvalget anbefaler at det gjores samme unntak
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fra taushetsplikten for utenlandske samarbei-
dende politi- og sikkerhetsmyndigheter som
det som gjelder for norske offentlige organer.
Dette er i samsvar med hva som gjelder i dag.
Det er tilfoyd at det gjores unntak fra taushets-
plikten for samarbeid med etterretningstjenes-
ten, i tillegg til politimyndigheter og sikkerhets-
tjenester, da PST i henhold til politiloven § 17¢
nr. 2 skal samarbeide med slike organer.

Dette innebaerer at det ma foretas en almin-
nelig vurdering av om utlevering er forholds-
messig i det enkelte tilfellet.»

Utvalget behandler ogsa sarlig utlevering av
opplysninger til utlandet i henhold til konvensjoner
eller avtaler som er ratifisert eller tiltradt av Norge,
og uttaler om dette i punkt 14.12.7 i utredningen:

«Norge inngar stadig flere avtaler med andre
land om samarbeid, og det gjelder innenfor alle
deler av politiarbeidet. Utvalget anbefaler sile-
des at det gis et eget unntak fra taushetsplikten
der utlevering til utlandet folger av lov, konven-
sjon eller avtale som er ratifisert eller tiltradt av
Norge. Dette mé anses 4 veere i trdd med almin-
nelige regler for avtaler Norge er bundet av.
Utvalget bemerker imidlertid at noe samarbeid
innenfor politisektoren vil veere si omfattende
og inngripende at det vil vaere nedvendig med
egen lov. Et eksempel er Schengen-samarbei-
det. Dette vil imidlertid bero pa en konkret vur-
dering i det enkelte tilfellet.»

11.13.4 Horingsinstansenes syn

Politidirektoratet, Politiets sikkerhetstjeneste og
Kripos hadde til dels omfattende merknader til
utvalgets forslag.

Politidirektoratet har en rekke innvendinger
mot utvalgets forslag. Det anferes at utlevering av
opplysninger er uproblematisk sa lenge det dreier
seg om kriminalitet begatt i Norge, men at bestem-
melsen er for restriktiv nar det dreier seg om a gi
opplysninger til utenlandsk politimyndighet til
bruk i deres etterforskning av straffbare handlin-
ger begatt i utlandet. Utveksling av politiinforma-
sjon over landegrensene er basert pa gjensidighet,
og forslaget er derfor uheldig. Politidirektoratet
papeker ogsa at utformingen av utvalgtes forslag
til § 27 ikke synes & ha tatt heyde for opprettelse av
felles etterforskningsteam mellom to eller flere
nordiske land.

Politidirektoratet understreker videre at for
politiets viktigste politisamarbeid — det nordiske
politisamarbeidet — vil utvalgets forslag fore til at
utlevering av informasjon til de nordiske kolleger
verken vil vaere hjemlet i lov (det er i dag hjemlet i
strafferegistreringsloven med forskrifter som vil

bli opphevet ved ikrafttredelse av den nye loven),
konvensjon eller avtale. Den nordiske politisamar-
beidsavtalen av 2002 krever nasjonal hjemmel for
utlevering og dette finnes ikke. Avtalen kan uansett
ikke veere hjemmel i seg selv, da den er inngatt
mellom de nordiske politimyndigheter, og ikke av
Norge, slik ordlyden i § 27 tilsynelatende krever.

Den samme problemstilling gjor seg i folge
Politidirektoratet gjeldende i forhold til Norges
deltakelse i Schengensamarbeidet. Deler av Nor-
ges Schengensamarbeid er regulert i egen lov, SIS-
loven, men samarbeidet omfatter atskillig mer enn
dette. Det vises blant annet til Schengenkonvensjo-
nen art. 39 og 45, som forutsetter en nasjonal hjem-
mel for utlevering. Slik utvalgets forslag til § 27 er
utformet vil Norge i folge Politidirektoratet ikke
kunne oppfylle de internasjonale forpliktelsene
etter Schengenkonvensjonen. Etter Politidirekto-
ratets syn vil det samme problem ogsa oppsta i for-
hold til Interpolsamarbeidet.

P4 denne bakgrunn foreslar Politidirektoratet
at forslagets § 27 annet ledd endres slik at kravene
for utlevering av opplysninger til Schengenland og
de nordiske land lettes. Videre foreslas det at man
i et nytt tredje ledd i § 27 gir adgang til & utlevere
opplysninger pa grunnlag av avtale inngatt mellom
Politidirektoratet og ett eller flere andre nordiske
lands politimyndigheter. Til sist foreslar Politidi-
rektoratet et nytt fierde ledd som gir politidirekto-
ren kompetanse til 4 beslutte at informasjon kan
utleveres til utenlandsk politimyndighet selv om
vilkdrene i annet og tredje ledd ikke er tilstede, nar
dette er nedvendig for 4 etterforske eller forhindre
serdeles alvorlige straffbare handlinger, eller for
vitnebeskyttelse.

Den tidligere Kriminalpolitisentralen (Kripos)
papeker viktigheten av at bestemmelsen ikke leg-
ger begrensninger pa samarbeidet med utenland-
ske tollmyndigheter, som er sveert viktig. I denne
sammenheng etterlyser Kripos ogsi en narmere
regulering av informasjonsutveksling til utenland-
ske fengselsmyndigheter. Kripos papeker endelig
at Norges avtale med Interpol vanskelig kan bin-
des opp i lov, traktat eller konvensjon, og at Inter-
pol derfor eksplisitt ber nevnes i § 27 siste ledd.

Politiets sikkerhetstjeneste (PST) stotter utval-
gets forslag til § 27 og viser til at bestemmelsen er
en videreforing av gjeldende rett pa omradet, tuftet
pa de prinsipper som er lagt til grunn i Europaré-
dets politirekommandasjon pkt 5.4. PST foreslar
videre at «eierskapsprinsippet» lovfestes enten i
politiloven eller i politiregisterloven. Eierskaps-
prinsippet er et universalt prinsipp for informa-
sjonsutveksling innen sikkerhets- og etterretnings-
tjenester og innebarer at det felger som en klausul
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til de opplysninger som utleveres til utlandet at
opplysningene ikke uten samtykke fra PST skal
kunne benyttes til andre formal enn forutsatt av
PST.

Norsk forening for kriminalreform (KROM) ser
ikke noe behov for at opplysninger skal utleveres
til utenlandske myndigheter eller politimyndighe-
ter.

11.13.5 Departementets vurdering

For departementet kommenterer heringsinstanse-
nes merknader, ensker man forst & knytte noen
merknader til regelverkets systematikk. Departe-
mentet er enig med utvalget i at det gis en egen
bestemmelse som uttemmende regulerer politiets
og patalemyndighetens adgang til 4 utlevere opp-
lysninger til utenlandske myndigheter. Som alle-
rede nevnt i punkt 11.3.3 foreslar departementet &
plassere bestemmelsen om utlevering av opplys-
ninger til utlandet i forslaget til lovens kapittel 5 om
utlevering og tilgang og ikke i kapittel 6 om taus-
hetsplikt. Begrunnelsen for dette er todelt. For det
forste er de bestemmelsene som foreslas plassert i
kapittel 6 inndelt etter ulike formal for utlevering.
Utlevering til utlandet er ikke et eget formal, og
slik bestemmelsen foreslas utformet vil den ta opp
i seg flere av de formél som er angitt i kapittel 6. I
tillegg gir bestemmelsen anvisning pa at utlevering
kan skje i samsvar med inngatte avtaler mv, som
igjen vil kunne inneholde andre formal enn de som
uttrykkelig er nevnt i bestemmelsen. Siden ulike
konvensjoner og avtaler utgjer grunnlaget for en
betydelig del av den samlede informasjonsutveks-
lingen med utlandet, kan det i tillegg fortone seg
som noe kunstig 4 betegne adgangen til 4 kunne
utlevere opplysninger i disse tilfellene som et unn-
tak fra taushetsplikten. Nar Norge forplikter seg til
informasjonsutveksling gjennom slike avtaler, er
det nettopp innholdet i avtalen som danner grunn-
laget for utlevering og ikke taushetspliktsreglene
eller bedre sagt unntak fra disse. Utover dette gjor
ogsa her noen av de betraktninger seg gjeldende
som ble omtalt i punkt 11.6.4 i forbindelse med
utformingen av § 21 om tilgang til opplysninger
innad i politiet.

Utveksling av opplysninger med utlandet kan
ogsa skje pa den maten at Norge utleverer opplys-
ninger, som sa lagres i et internasjonalt register,
som igjen er sekbart for alle land som er tilsluttet
systemet. SIS og Europol er eksempler pa dette.
Her apner man med andre ord for at andre lands
myndigheter gis tilgang til vire opplysninger uten
at dette kan kontrolleres av oss. Sett i dette per-

spektiv minner denne utvekslingen om intern flyt
innad i politiet, noe som tilsier at bestemmelsen
plasseres pa samme sted. Likeledes ber det ogsé i
bestemmelsen om utlevering til utlandet fas frem
at utenlandsk myndighet kan gis direkte tilgang til
opplysninger i norske registre. Utviklingen av
grenseoverskridende politisamarbeid innenfor EU
tyder pa at det i storre og sterre grad kan bli aktu-
elt at politimyndighetene innenfor naermere
angitte rammer kan seke direkte i andre lands
registre. Priim-avtalen, som Norge har sgkt om til-
slutning til, er et eksempel pa dette. En bestem-
melse som foreslatt av utvalget, det vil si at taus-
hetsplikten ikke er til hinder for at opplysninger
utleveres til utlandet, vil i s mate kunne etterlate
tvil om adgang til direkte sek i tilstrekkelig grad er
hjemlet. For 4 mete mulige fremtidige avtaler om
direkte tilgang, ber den nye loven veere utformet
pa en slik mate at den fanger opp slike situasjoner.
Disse forhold gjor det etter departementets oppfat-
ning mest naturlig & plassere lovforslaget til § 22 i
lovens kapittel 5.

Nar det gjelder de betenkeligheter noen av
heringsinstansene har gitt uttrykk for vil departe-
mentet bemerke at det ikke var utvalgets hensikt &
begrense verken eksisterende nordisk politisamar-
beid eller samarbeid i henhold til Schengen-kon-
vensjonen eller andre avtaler Norge har inngétt.
Departementet har derfor foretatt noen endringer
i ordlyden til lovforslaget til § 22, slik at det ikke
kan oppsta noen tvil om at informasjonsutveksling
kan finne sted i samsvar med samtlige avtaler som
er inngatt innenfor dette felt.

11.14 Seerlig om utlevering av ikke-
verifiserte opplysninger mv.

11.14.1 Utvalgets forslag

Utvalget omtaler emnet i punkt 14.11 i utrednin-
gen.

Utvalget vurderer om det bor fastsettes seer-
skilte utleveringsregler for ikke-verifiserte opplys-
ninger, og skiller i denne sammenheng mellom
utlevering av slike opplysninger i og utenfor den
enkelte straffesak.

Hva gjelder utlevering til bruk i den enkelte
straffesak uttaler utvalget i punkt 14.11.2 i utred-
ningen folgende:

«Straffesaker har et eget sett med saksbehand-
lingsregler i straffeprosessloven, som skal iva-
reta den enkeltes rettigheter under sakens
gang. Utvalget kan ikke se at det er behov for
seerskilte regler om utlevering av ikke-verifi-



2008-2009

Ot.prp. nr. 108 137

Om lov om behandling av opplysninger i politiet og patalemyndigheten (politiregisterloven)

serte opplysninger som ledd i den enkelte straf-
fesak.

Derimot vil dokumenter opprinnelig inn-
hentet til straffesak som utleveres til andre for-
mal, som for eksempel forebyggende virksom-
het jf. lovutkastet § 19, veere omfattet av reglene
som gjelder for den enkelte utlevering.»

Deretter behandler utvalget i punkt 14.11.3 i
utredningen det samme spersmal for sa vidt gjel-
der utlevering av ikke-verifiserte opplysninger
utenfor den enkelte straffesak. Utvalget mener at
situasjonen utenfor straffesak er en helt annen enn
i straffesak. Behandlingen munner ikke ut i en
form for rettslig proving, slik tilfellet ofte er i straf-
fesaker, og den registrerte har sjelden kunnskap
om at han er registrert. Utvalget anbefaler derfor
at det i disse tilfellene gis sarlige regler for utleve-
ring av ikke-verifiserte opplysninger, hvor det
blant annet mé vektlegges hvem opplysningene
utleveres til og ikke minst opplysningens art. Det
vises til at gruppen ikke-verifiserte opplysninger
spenner over en rekke forskjellige opplysninger,
fra de mest sensitive kriminaletterretningsopplys-
ningene til mindre inngripende opplysninger.

Utover dette uttaler utvalget:

«I vurderingen av om ikke-verifiserte opplys-
ninger skal utleveres, ma det legges vekt pa
kravet i politirekommandasjonens punkt 5.5.ii,
hvor det oppstilles krav om at opplysninger ber
verifiseres senest ved utlevering. Er det ikke
mulig & verifisere opplysningene, ber utleve-
ringsadgangen vare forbeholdt de situasjoner
der det er tungtveiende hensyn som taler for
utlevering.

Foreligger det en avvergesituasjon, slik
som beskrevet i punkt 14.6.4.4 vil situasjonen
alene veere et slikt tungtveiende hensyn at poli-
tiet ma ha rett til 4 gd ut med ikke-verifiserte
opplysninger.

For annen forebyggende virksomhet, folger
det allerede av lovforslaget § 19 tredje ledd at
det skal tas med i vurderingen «om opplysnin-
gen etter sin art eller kilde er beheftet med
usikkerhet», og hvilke andre vilkar som er rele-
vante i den sammenheng.

Sa lenge opplysningene skal utleveres til
andre offentlige organer eller private, som
igjen skal bruke opplysningene til sine oppga-
ver, ber opplysningene som utleveres normalt
veere korrekte. Ofte vil mottakeren oppfatte
dem som korrekte, og de ber derfor ogsa veere
det. Det kan likevel tenkes situasjoner der det
er sterke hensyn som gjor seg gjeldende, slik at
ogsa ikke-verifiserte opplysninger ber kunne
utleveres. Mest praktisk er nok dette der mot-
takerorganet selv har en kontrollfunksjon, slik

at de ogsa er vant til 4 behandle ikke-verifiserte
opplysninger.»

Utvalget mener videre at det kun ber fastsettes
saksbehandlingsregler for utlevering av ikke-veri-
fiserte opplysninger i en sarskilt bestemmelse,
idet eventuelle materielle krav til utlevering mest
hensiktsmessig ber fastsettes som egne regler i
det enkelte unntak fra taushetsplikten, og som der-
med er tilpasset den konkrete utleveringssitua-
sjon.

Utvalget anbefaler pa denne bakgrunn at opp-
lysninger som utleveres utenfor straffesak skal for-
sekes verifisert for de utleveres, og at mottakeren
skal gjeres oppmerksom pa at de er ikke-verifi-
serte dersom slike opplysninger utleveres likevel.
Dette vil sikre at mottaker kan forholde seg til opp-
lysningene pé en adekvat méate. Hvis opplysningen
utleveres skriftlig, anbefaler utvalget at politiet
palegges en plikt til & opplyse om at opplysningene
er ikke-verifiserte. Opplysninger som er nedtegnet
pa papir fremstar oftere som korrekte, med mindre
noe annet fremgar eksplisitt.

Videre anbefaler utvalget at opplysningene
utleveres skriftlig. Dette er basert pa at mottaker
uansett gjerne ensker d nedtegne opplysningene,
og at det er bedre at politiet gjor neyaktige nedteg-
ninger.

11.14.2 Horingsinstansenes syn

Datatilsynet anferer at hovedregelen ber veere at
det ikke skal kunne utleveres opplysninger uten at
de er verifiserte, ettersom bruk av ikke-verifiserte
opplysninger kan fa store, varige felger for den
registrerte. Datatilsynet papeker at det kan oppstil-
les unntak i konkrete tilfeller eller pa naermere vil-
Kér.

Politidirektoratet, Ustfold Politidistrikt og Kripos
papeker at utvalgets forslag til § 28 fremstar som
meget arbeids- og ressurskrevende for politiet.
Bestemmelsen innebzerer blant annet at politiet til
enhver tid ma ha klart for seg hvem opplysningene
ble utlevert til, slik at vedkommende kan varsles
dersom opplysningen senere viser seg a vaere urik-
tig. En slik oppfelgingsoppgave vil veere tung a
héandtere i praksis. Et slikt krav om etterfelgende
varsling folger heller ikke klart av lovteksten (jf
utvalgets merknad i pkt 14.6.4.8). Det anferes ogsa
at kravet om skriftlighet i mange tilfeller vil veere
sveert vanskelig 4 oppfylle, og at hovedregelen i
praksis vil kunne bli en unntaksregel.

Nasjonal sikkerhetsmyndighet (NSM)og For-
svarsdepartementet onsker 4 understreke viktighe-
ten av at klareringsmyndighetene ogsa gis tilgang
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til opplysninger som ikke er verifiserte. Ikke-verifi-
serte opplysninger kan, sammen med andre opp-
lysninger NSM og klareringsmyndighetene selv
sitter inne med, veere av stor betydning i klare-
ringsmessig sammenheng. NSM og Forsvarsde-
partementet forutsetter derfor at utvalgets forslag
til § 28 ikke er ment 4 innskrenke NSM sin tilgang
til relevante opplysninger i henhold til sikkerhets-
loven § 21 litra a til k, og at rettstilstanden med hen-
syn til personkontroll forblir uendret.

Norsk forening for kriminalreform (KROM)
anforer at ikke-verifiserte opplysninger ikke under
noen omstendighet ber utleveres til noen instan-
ser.

11.14.3 Departementets vurdering

Departementet er enig i at det ber gis en seerskilt
bestemmelse som regulerer saksbehandlingen i
forbindelse med utlevering av ikke-verifiserte opp-
lysninger. Man finner imidlertid & matte foreta
enkelte endringer i utvalgets forslag. For dette
begrunnes naermere, vil departementet forst kom-
mentere heringsinstansenes uttalelser. Hva gjel-
der Datatilsynets merknader ensker man forst &
presisere at utvalgets forslag til § 28, jf. departe-
mentets forslag til § 20, ikke regulerer om det skal
kunne utleveres ikke-verifiserte opplysninger, men
hvordan slike opplysninger skal behandles nar de
utleveres. Bortsett fra dette er departementet pa
generelt grunnlag enig i at det i utgangspunktet
ikke er enskelig at ikke-verifiserte opplysninger
utleveres. Pa den annen side er det pa det rene at
det i enkelte situasjoner finnes et reelt behov for
utlevering av slike opplysninger, noe som ogsa
understrekes i heringsuttalelsen fra Forsvarsde-
partementet og Nasjonal sikkerhetsmyndighet.
Denne erkjennelsen kommer ogsé til uttrykk i de
internasjonale rammene for politiregisterlovgiv-
ningen, idet bade politirekommandasjonen punkt
5.5.i1 og rammebeslutning om personvern artikkel
8 nr. 1 4pner for at ikke-verifiserte opplysninger
kan utleveres. Man mé i denne sammenheng hel-
ler ikke miste ut av syne at det finnes store variasjo-
ner innenfor den gruppen opplysninger som defi-
neres som ikke-verifiserte. Saledes kan det ikke
vaere serlige betenkeligheter knyttet til at norsk
politi for eksempel underretter svensk politi om at
de sitter pa ikke-verifiserte opplysninger som til-
sier at en etterlyst person oppholder seg pa et
bestemt sted i Sverige. Pa den annen side er det
atskillig mer betenkelig a utlevere ikke-verifiserte
opplysninger som knytter en person til en straffbar
handling. P4 denne bakgrunn ma det vare et
alminnelig prinsipp at jo sterre skadevirkningene

for den bererte kan bli jo mer tungtveiende ma de
hensyn vaere som begrunner utlevering av slike
opplysninger.

Politidirektoratet, Kripos og Ostfold politidis-
trikt er skeptiske til hovedregelen om skriftlighet
og viser til at en slik fremgangsmate kan bli bade
svaert ressurskrevende for politiet og delvis van-
skelig & oppfylle. Til dette vil departementet
bemerke at forslaget til bestemmelsen ikke oppstil-
ler et krav om skriftlighet, men gir kun uttrykk for
at utlevering bor skje i skriftlig form. Bestemmel-
sen apner dermed i betydelig grad for skjenn, og
det mé forutsettes at valget av formidlingsméte méa
vurderes fra sak til sak. Ved vurderingen vil det
ogsa her veere av stor betydning hvem opplysnin-
gene utleveres til og hvor inngripende de er. Det
antas for evrig at det vil bli gitt utfyllende bestem-
melser om dette i forskriften.

Som nevnt innledningsvis i dette punkt foreslar
departementet av eget tiltak enkelte endringer i
utvalgets forslag. Den viktigste endringen er at
ikke hele bestemmelsen avgrenses mot utlevering
til bruk i den enkelte straffesak. Utvalgets begrun-
nelse er gjengitt i punkt 11.14.1 og departementet
kan veere enig i at det ikke fremstar som hensikts-
messig a kreve at opplysninger blir verifisert for de
utleveres til bruk i den enkelte straffesak, idet det
nettopp er hovedformalet med etterforskning a
avklare hva som stemmer med de faktiske forhold.
Pi den annen side kan man heller ikke se noen
grunn til at den delen av bestemmelsen, som gir
anvisning pa at mottakeren av opplysningen skal
orienteres om at opplysningen er ikke-verifisert,
ikke skulle gjelde for utlevering til bruk i den
enkelte straffesak. Som eksempel kan man tenke
seg at Kripos sitter pa ikke-verifisert kriminaletter-
retningsinformasjon som viser seg 4 kunne vere
av betydning for en padgdende etterforskning i Oslo
politidistrikt. I en slik situasjon vil det som nevnt
veere meningslest 4 kreve at Kripos prever a verifi-
sere opplysningene for de utleveres, men samtidig
er det ogsa i denne situasjonen viktig at det i forbin-
delse med utleveringen gjores oppmerksom pa at
opplysningen ikke er verifisert. Departementet
foreslar derfor at anvisningen om & opplyse at opp-
lysningen ikke er verifisert ogsa gjelder for utleve-
ring til bruk i den enkelte straffesak, jf. forslaget til
§ 20 annet ledd. I tillegg foreslas et nytt tredje ledd
der det vises til at § 53 om politiets handleplikt
kommer til anvendelse. I sin heringsuttalelse
bemerker Ustfold politidistrikt at de ikke kan se at
bestemmelsen oppstiller et krav om etterfelgende
varsling til mottaker av ikke-verifisert informasjon
som senere viser seg a veere uriktig, slik utvalget
anferer i punkt 14.6.4.8 i utredningen. Uttalelsen
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viser at det kan veaere nyttig & synliggjore i forslag
til § 20 at disse situasjonene reguleres av § 53 der
nettopp denne plikten er nedfelt.

11.15 Palegg om taushetsplikt

11.15.1 Gjeldende rett

Straffeprosessloven § 61c annet og tredje ledd og
forvaltningsloven § 13b annet ledd apner i dag for
at taushetsplikt kan palegges den som gjores kjent
med taushetsbelagte opplysninger. Dette er bade
opplysninger som er taushetsbelagt av hensyn til
den enkelte og av hensyn til politiets arbeid.

Den 1. april 2003 ble det tatt inn et nytt annet
ledd i straffeprosessloven § 6lc, som utvider
adgangen til 4 palegge taushetsplikt for opplysnin-
ger taushetsbelagt av hensyn til politiets arbeid:
«Politiet og patalemyndigheten kan pélegge
enhver som utferer tjeneste eller arbeid for statlig
eller kommunalt organ, taushetsplikt nir organet
far opplysninger med hjemmel i forste ledd, som
ma holdes hemmelig av hensyn til etterforskingen
i saken». Tilsvarende bestemmelse er tatt inn i poli-
tiloven § 24 femte ledd for opplysninger mottatt
utenfor den enkelte straffesak. Politiet kan saledes
palegge taushetsplikt for opplysninger som er taus-
hetsbelagt av hensyn til politiets arbeid, og ikke
den opplysningene gjelder. Det fremgar av forar-
beidene at departementet ikke ensket & gi politiet
adgang til 4 palegge private mottakere taushets-
plikt, jf. Ot.prp nr. 106 (2001-2002) s. 34-35.

Straffeprosessloven § 61 c tredje ledd retter seg
mot dem som ikke er underlagt taushetsplikt i
kraft av forvaltningsloven, noe enhver som utforer
tjeneste eller arbeid for et forvaltningsorgan er i
henhold til forvaltningsloven § 13. Ifelge denne
bestemmelsen kan taushetsplikt pélegges nér
noen far opplysninger undergitt taushetsplikt i for-
bindelse med at de uttaler seg til eller pa annen
mate bistar politiet eller patalemyndigheten. Mest
praktisk er det sannsynligvis 4 palegge vitner taus-
hetsplikt, men det kan ogsa veaere aktuelt 4 palegge
arbeidsgivere, arbeidskollegaer, husverter mv. en
slik plikt. Personer som har innsynsrett, som par-
ter og eventuelt fornaermede, kan ikke palegges
taushetsplikt.

Det folger av straffeprosessloven § 61d og for-
valtningsloven § 13c forste og annet ledd at ved-
kommende myndighet skal serge for at taushets-
plikten blir kjent for dem den gjelder, og kan kreve
skriftlig erkleering om at de kjenner og vil respek-
tere reglene. Videre fremgér det at dokumenter og
annet materiale som inneholder opplysninger

undergitt taushetsplikt, skal oppbevares pa betryg-
gende mate.

11.15.2 Utvalgets forslag

Utvalget omtaler emnet i punkt 14.15 i utrednin-
gen.

Utvalget foreslar at bestemmelsene i straffe-
prosessloven § 61c annet og tredje ledd oppretthol-
des slik de lyder i dag. Utvalget mener at dersom
opplysninger skal kunne utveksles, er det nedven-
dig for politiet & kunne palegge mottaker taushets-
plikt, og viser til at et slikt padlegg ma anses som
«gyldig instruks» etter straffeloven § 121, og sile-
des vaere straffbart, jf. Ot.prp nr. 106 (2001-2002) s.
53 farste spalte.

Utvalget foreslar videre at ogsa bestemmelsen
i straffeprosessloven § 61d og forvaltningsloven §
13c forste og annet ledd opprettholdes.

I punkt 14.15.4 vurderer utvalget om det ber
apnes for palegg av taushetsplikt overfor private
for opplysninger som er taushetsbelagt av hensyn
til politiets arbeid, og uttaler om dette folgende:

«P& bakgrunn av uttalelsene i Ot.prp. nr. 106
(2001-2002) har utvalget vurdert om politiet og
patalemyndigheten skal ha adgang til 4 palegge
private mottakere av informasjon taushetsplikt.
Utvalget har kommet til at det ikke bor vaere en
slik adgang. For det forste vil det veere vanske-
lig & handheve en slik regel, der det vil vere
umulig & ha oppsikt med alle som har fatt til-
gang til opplysninger. For det andre kan det
veere belastende for den enkelte 4 bli palagt en
straffebelagt taushetsplikt for opplysninger
han selv ikke har bedt om 4 motta. Det kan ogsa
skape et darlig klima dersom politiet palegger
taushetsplikt overfor en de ensker 4 fi mer
informasjon av. Utvalget mener det kan ha en
positiv virkning at det ikke er mulig 4 palegge
private taushetsplikt, i den forstand at dette kan
begrense politiets utlevering av denne type
opplysninger. Politiet vil i det lengste forseke a
finne andre losninger, da de vet det er stor
sannsynlighet for at opplysningene vil bli brakt
videre til andre. Utvalget tillegger at selv om
det ikke er adgang til & palegge taushetsplikt,
kan politiet oppfordre til at den enkelte holder
opplysningene for seg selv.»

11.15.3 Hoaringsinstansenes syn

Finansdepartementet papeker at alle forvaltnings-
organer er underlagt egne taushetspliktbestem-
melser, og anferer pa denne bakgrunn at regler om
overfort taushetsplikt synes & vaere relativt overflo-
dig, med unntak av overfering til privatpersoner.
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Datatilsynet etterlyser krav om informasjons-
sikkerhet hos mottaker, og anferer at det ikke er
tilfredsstillende kun & palegge mottaker taushets-
plikt. Det vises til at darlig informasjonssikkerhet
kan forarsake utilsiktet spredning av personopp-
lysninger og annen informasjon.

11.15.4 Departementets vurdering

Departementet slutter seg til utvalgets vurderin-
ger og foreslar at bestemmelsen om palegg om
taushetsplikt utformes i samsvar med utvalgets
anbefaling. Til Finansdepartementets anforsel vil
man bemerke at det i de fleste tilfeller kan fremsta
som overfledig & palegge taushetsplikt nar motta-
keren av opplysningen uansett er underlagt taus-
hetspliktsbestemmelser. 1 de tilfellene der taus-
hetspliktsbestemmelsene etter politiregisterloven
avviker fra de taushetspliktsreglene mottakeren er
underlagt, kan det likevel representere en mer-
verdi 4 kunne pélegge taushetsplikt. Nar det gjel-
der Datatilsynets anfersler, finner departementet
det ikke naturlig at forholdet til mottakerens infor-

masjonssikkerhet reguleres innenfor bestemmel-
sen som gir politiet adgang til 4 palegge mottakere
av opplysninger taushetsplikt. Det er riktig, som
Datatilsynet anferer, at darlig informasjonssikker-
het ogsé kan forarsake utilsiktet spredning av per-
sonopplysninger, men dette er i sa fall et forhold
som ma tas i betraktning fer man utleverer opplys-
ninger. I tillegg ma politiet, som alle andre offent-
lige organer som utleverer opplysninger, kunne
forutsette at mottakerne av opplysninger folger de
regler om informasjonssikkerhet som er nedfelt i
personopplysningsloven. Spersmal knyttet til dar-
lig informasjonssikkerhet hos mottakeren vil deri-
mot kunne veere av storre aktualitet nar det utleve-
res opplysninger til utlandet. Denne problemstillin-
gen er det for evrig ogsa tatt heyde for i
rammebeslutning om personvern i tredje soyle,
som i artikkel 13 nr. 1 bokstav d gir anvisning pa at
man ved videreformidling av opplysninger til tred-
jeland eller internasjonale organisasjoner skal pase
at angjeldende land har et tilstrekkelig beskyttel-
sesniva for behandling av opplysninger.
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12 Politiattest og annen vandelskontroll

12.1 Lovens system

12.1.1 Gjeldende rett

I dette punkt omtales bare politiattester, da disse er
den klart mest praktiske formen for vandelskon-
troll. Skikkethetsvurdering og andre former for
vandelskontroll omtales i punkt 12.11 nedenfor.

Reglene om utstedelse av politiattester finnes i
dag i strafferegistreringsloven og i spesiallovgiv-
ningen, samt i forskrifter og rundskriv.

Strafferegistreringsloven § 5 jf. § 10 nr. 3 jf.
strafferegistreringsforskriften § 12 inneholder en
uttemmende regulering av hvilke formal det kan
utstedes politiattest til. Lovens § 5 er hjemmelen
for at slike attester kan utstedes, mens § 6 gir neer-
mere regler om hvilke opplysninger som skal tas
med pé attesten.

Strafferegistreringsforskriften § 12 gir en over-
sikt over i hvilke situasjoner politiattest kan utste-
des. Av bestemmelsens forste ledd nr. 1 fremkom-
mer den grunnleggende hovedregel om at politiat-
test kan utstedes «nér det ilov eller med Kklar hjem-
mel i lov er fastsatt at en person ma godtgjere at
han har fert en hederlig vandel, er utstraffet e.l.».
Politiattest kan siledes kun utstedes til de formal
som foelger av lov eller i medhold av lov. Slike krav
er inntatt i en rekke lover og forskrifter, for eksem-
pel innenfor skoleverket (oppleeringsloven) og hel-
sevesenet (helsepersonelloven). 1 tillegg har
bestemmelsen i strafferegistreringsforskriften §
12 forste ledd nr. 2 til 4 ogsa selv en opplisting av
en rekke spesielle hjemler for utstedelse av politi-
attest. Endelig fremkommer det en sikkerhetsven-
til i forskriftens § 12 forste ledd nr. 5 om at Politidi-
rektoratet ogsé i andre konkrete tilfelle kan sam-
tykke i at det utferdiges politiattest. Det er med
hjemmel i denne bestemmelsen at det pa enkelte
omrader er gitt hjemmel for utstedelse av politiat-
test i form av rundskriv, for eksempel rundskriv G
63/94 om «Politiattest ved opptak og tilsetting i
Norske Lasesmeder».

Forholdet mellom strafferegistreringsloven
med tilherende strafferegistreringsforskrift, som
det generelle regelverk og spesiallovgivningen,
reiser spersmal om hvor det er mest hensiktsmes-
sig 4 hjemle utstedelse av politiattest. Dersom man

samler alle hjemlene i en lov gir dette bedre over-
sikt over i hvilke tilfeller politiet kan utstede attes-
ter. P4 den annen side er det innenfor hver sektor
eller hvert omrade mer oversiktlig dersom bestem-
melsene om politiattest stir sammen med de
ovrige bestemmelsene som regulerer virksomhe-
ten og vilkarene for denne, som for eksempel i
vaktvirksomhetsloven og universitetsloven.

Etter inkorporeringen av EMK i norsk rett fant
Justisdepartementet at det ville vaere best i sam-
svar med artikkel 8 om grunnlaget for utstedelse
av attester ble hjemlet i spesiallovgivningen. Ulem-
pen med en slik ordning er at man mister en samlet
oversikt over grunnlagene, men departementet
mente at hensynet til artikkel 8 méatte ga foran. For
a gi en oversikt over hjemlene har imidlertid Justis-
departementet gitt ut et rundskriv, G-99/2000,
med en liste over hjemler for utstedelse av politiat-
test, men denne listen er ikke uttemmende og ble
heller ikke ajourfert etter at rundskrivet ble gitt.

P4 bakgrunn av hva som er sagt ovenfor har
Justisdepartementet de senere ar fulgt en fast
praksis om at krav om politiattest i forbindelse med
vandelskontroll skal hjemles i spesiallovgivningen.
Hovedregelen er at det er vedkommende fagdepar-
tement, fagmyndighet eller virksomhet som ma
vurdere om det er behov for 4 fastsette en hjemmel
for & innhente opplysninger fra politiet til bruk for
bestemte formal. I de tilfellene der det ikke finnes
en spesiallov for angjeldende virksomhet, foran-
kres utstedelse av politiattest imidlertid fortsatt i
strafferegistreringsforskriften.

12.1.2 Utvalgets forslag

Utvalget behandler emnet i punkt 15.5, 15.6 og
15.8.1 til 15.8.4 i utredningen. Utvalget foreslar at
politiattest bare kan utstedes dersom det fremgéar
av lov eller forskrift gitt i medhold av lov.

I dag finnes enkelte hjemler for politiattest i
rundskriv som baserer seg pa samtykke fra Politi-
direktoratet (tidligere Justisdepartementet) til &
utstede attest etter strafferegistreringsforskriften
§ 12 forste ledd nr. 5. Utvalgets oppfatning er at
rundskriv normalt ikke oppfyller kravene til tilgjen-
gelighet i EMK artikkel 8, og anbefaler at hjemme-
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len forankres i lov og forskrift. Det vises til at det er
viktig at bestemmelsene om politiattester er over-
siktlige og lett tilgjengelige. Dette er ogsa en ned-
vendig forutsetning dersom de skal ha sin allmenn-
preventive effekt. Utvalget anforer at adgangen til
4 kunne utstede attester har okt kraftig de siste
arene. Dersom alle politiattesthjemler ma gis i lovs
eller forskrifts form, kan det ogsa bidra til &
begrense antall tillatelser til de tilfellene det med
sikkerhet foreligger et reelt behov. Prosessen er
noe lenger og mer omstendelig enn ved rundskriv,
og den mobiliserer myndighetene pa et heyere
niva.

Utvalget anbefaler videre at hjemmelsgrunnla-
get for 4 utstede politiattester ber sta i spesiallov-
givningen, og ikke i en felles lov. Dette vil gi best
oversikt for borgerne ettersom det er naturlig for
den enkelte & ta utgangspunkt i den spesiallovgiv-
ningen som regulerer omriadet vedkommende
befinner seg pa. For eksempel er det naturlig & ta
utgangspunkt i luftfartsloven, og ikke politiregis-
terloven, dersom en person skal seke om flysertifi-
kat. Det er dessuten i spesiallovgivningen man van-
ligvis ogsa vil finne andre krav for ansettelse med
videre, for eksempel krav til alder, utdannelse og
praksis. Etter utvalgets vurdering vil det veaere
naturlig at et eventuelt krav til vandel tas med i
denne oppregningen.

En konsekvens av forslaget er at hjemlene som
i dag finnes i strafferegistreringsforskriften ma
flyttes til spesiallovgivningen. Utvalget har ikke
foreslatt egne lovbestemmelser for hvert enkelt
hjemmelsgrunnlag, da dette ligger utenfor utval-
gets mandat, seerlig med tanke pé at det ma tas stil-
ling til bestemmelsens plassering i den enkelte lov
og at formuleringen ma tilpasses spesialloven.
Utvalget har imidlertid gatt igjennom hjemmels-
grunnlagene i strafferegistreringsforskriften, og
konstatert at det er noen hjemler som vanskelig
passer inn i en egen spesiallov, som for eksempel
hjemmel for & utstede politiattest til dem som tren-
ger det for a gifte seg i utlandet (jf. strafferegistre-
ringsforskriften § 12 forste ledd nr. 3). Utvalget
foreslar at disse tas inn i politiregisterloven med til-
herende forskrift.

Utvalget anbefaler at Justisdepartementet far
en mer sentral rolle ved utarbeidelsen av regler om
politiattester. Hensikten er 4 f4 en mer konform og
ensartet praksis, bade i forhold til nar det skal gis
attest og i forhold til hva slags attest som skal gis.
For a ivareta disse hensyn anbefaler utvalget der-
for at alle hjemler i spesiallovgivningen ogsa tas
inn 1 forskrift til politiregisterloven. Samtidig med
at det skaffes lovhjemmel for utstedelse av politiat-
test, er det ingen uforholdsmessig arbeidsbyrde at

hjemmelsgrunnlaget tilfeyes i en slik forskrift.
Dette vil gi politiet den oversikt over hjemlene for
utstedelse av politiattest som er nedvendig for &
kunne utfere arbeidet pa en hensiktsmessig og lite
kostnadskrevende maéte, samtidig som kravet om
lovhjemmel ivaretas. Det understrekes at man-
glende fastsetting i forskrift naturligvis ikke vil ha
noen betydning for gyldigheten av hjemmels-
grunnlaget i spesiallovgivningen.

12.1.3 Heringsinstansenes syn

Enkelte heringsinstanser hadde merknader av
mer generell karakter til kapittelet om vandelskon-
troll.

Datatilsynet forstar bestemmelsene slik at retts-
kraftig dom er Kkriteriet for at opplysninger skal
kunne utleveres for formalet vandelskontroll. Data-
tilsynet understreker at det ma fremga klart av
politiattestens hjemmelsgrunnlag dersom ogsa
opplysninger fra et tidligere stadium i straffesak-
skjeden anses nedvendig. Videre stiller Datatilsy-
net sporsmal ved termen «andre tiltak» som er
benyttet gjennomgaende i kapittel 5. Datatilsynet
etterlyser en neermere avklaring av begrepets
betydning, herunder hvordan bruken av opplys-
ninger knyttet til slike «andre tiltak» star i forhold
til uskyldspresumpsjonen.

Den Norske Advokatforening er positiv til forsla-
get, og anferer at bestemmelsene innebarer en
Klar bedring av vernet om enkeltindividet.

Norsk forening for kriminalreform (KROM) er
generelt i mot enhver bruk av vandelskontroll i det
norske samfunn og understreker at alle har rett til
a starte med blanke ark.

Kommunal- og regionaldepartementet foreslar
at hjemmel til & utstede politiattest samles i politire-
gisterloven og ikke i spesiallovgivningen, da dette
vil veere mer oversiktlig og forutberegnlig for bor-
gerne.

12.1.4 Departementets vurdering

Departementet er i det vesentlige enig i de vurde-
ringer og anbefalinger utvalget fremsetter. Som
nevnt i punkt 12.1.1 har departementet de senere
ar fulgt en fast praksis om at krav om politiattest i
forbindelse med vandelskontroll skal hjemles i spe-
siallovgivningen, og man kan ikke se at det finnes
tungtveiende grunner for 4 endre denne praksis.
Som det fremgér i punkt 11.10 inntar departemen-
tet en annen holdning vedrerende dette spersmal
med hensyn til regulering av utlevering av opplys-
ninger i mottakerens interesse. Hovedbegrunnel-
sen for dette er at utlevering av opplysninger i hen-
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hold til lovforslaget til §§ 30 og 31 reiser atskillig
mer komplekse og vanskelige spersmal enn utleve-
ring av opplysninger i reaksjonsregisteret i form av
politiattest. Likeledes ensker departementet pa
denne maten 4 unngé at utlevering av opplysninger
utenom vandelskontroll gjennomgar den samme
sterke gkningen enn hva som er tilfelle med antall
hjemler for utstedelse av politiattester.

Departementet er imidlertid ikke enig i utval-
gets forslag om a samle samtlige hjemler for utste-
delse av politiattester i forskriften. For det forste
finner man det ikke hensiktsmessig at en forskrift
inneholder en opplisting av hjemler uten at dette
har noen rettslig betydning, og dernest fremstar
det som unedvendig omstendelig & métte endre
forskriften til politiregisterloven hver gang det ved-
tas en ny hjemmel for utstedelse av politiattest.
Man ser pa den annen side behovet for at det finnes
en samlet oversikt over hjemlene for utstedelse av
politiattest, men det behovet vil ogsa kunne ivare-
tas dersom oversikten nedfelles i et rundskriv eller
lignende. P4 denne maten ivaretar man ogsa delvis
de hensyn Kommunal- og regionaldepartementet
anferer i sin heringsuttalelse.

Nar det gjelder innvendingen fra Datatilsynet
vil departementet bemerke at det ikke skal herske
tvil om hvilke opplysninger som kan anmerkes pa
en politiattest. Det gis derfor en del generelle forin-
ger om denne problemstillingen i tilknytning til
omtalen av de ulike typer attester i punkt 12.5, 12.6,
12.7 og 12.8 nedenfor med tilherende lovbestem-
melser. I tillegg er dette primaert et spersmal om
utforming av det enkelte hjemmelsgrunnlag og det
stilles her store krav til tydelighet og neyaktighet.
Departementet vil pa vanlig mate folge dette opp i
forbindelse med at man far de ulike lovforslagene
pa hering.

Endelig vises det til at med uttrykket «andre til-
tak» som folge av lovbrudd siktes det til personun-
dersokelse og beslutning om judisiell observasjon.
Slike tiltak kan dog kan markeres i de tilfeller hvor
det foreligger rettskraftig avgjerelse som konstate-
rer straffeskyld. Blir en person frikjent i en sak,
skal ikke en judisiell observasjon eller personun-
dersokelse foretatt i sakens anledning anmerkes i
forbindelse med vandelskontroll.

12.2 Vandelskontroll

12.2.1 Innledning

I dette punkt omtales begrepet vandelskontroll og
de forskjellige mater slik kontroll kan foregé pa. I
tillegg gis det en redegjorelse for utvalgets syns-
punkter hva gjelder de hensyn og mer generelle

formal som begrunner at vi har en ordning med
vandelskontroll. Omtalen av disse formélene mé
holdes atskilt fra omtalen i punkt 12.3 nedenfor der
man omtaler de mer konkrete formal og typesitua-
sjoner som kan begrunne og rettferdiggjore at
man innferer et krav om politiattest. Utover dette
gis detipunkt 12.2.6 en redegjorelse for de serlige
problemstillinger som oppstar i forbindelse med
vandelskontroll av utlendinger.

Politiet har i dag adgang til 4 utstede straffattes-
ter inneholdende opplysninger fra strafferegisteret
til bruk i strafferettspleien. Til bruk utenfor straffe-
rettspleien utstedes politiattest etter strafferegis-
treringsloven § 5. Det folger dels av strafferegistre-
ringsforskriften og rundskriv fra Justisdeparte-
mentet, dels av spesiallovgivning, i hvilke tilfeller
og til hvilke formal enkeltpersoner kan, eller m3,
kreve politiattest.

I sin alminnelighet er hensynet bak ordningen
a forhindre at en person far en stilling eller en
offentlig tillatelse eller lignende som han eller hun
ikke er egnet for pa grunn av reaksjoner ilagt som
en folge av straffbare handlinger. Felles for van-
delskontrollene er at de ma karakteriseres som en
seerlig form for unntak fra taushetspliktreglene,
der det gis ut opplysninger om en persons vandel,
som oftest i mottakers interesse.

12.2.2 Nasjonale og internasjonale rammer
for lovgivningen

Siden vandelskontroll innebaerer en utlevering av
opplysninger, er den underlagt de samme interna-
sjonale skrankene som annen utlevering.

De ytre rammene for nar det er adgang til &
utstede politiattest folger av EMK artikkel 8, som
blant annet oppstiller krav om at politiattesten mé
fremme ett av de legitime formalene i bestemmel-
sen og veere negdvendig i et demokratisk samfunn.
For hver hjemmel som apner for vandelskontroll
ma forholdet til EMK artikkel 8 vurderes. Artik-
kel 8 stiller blant annet krav om at inngrep i pri-
vatlivet skal veere «i samsvar med loven». I for-
hold til vandelskontrollen oppfattes det sentrale
innholdet i dette lovskravet gjerne slik at det mé
kreves at lovgivningen klargjer til hvilke formal
politiattest kan utstedes, og at reglene er tilgjen-
gelige for borgerne. Bestemmelsen gjor det ogsa
vanskelig 4 opprettholde ordninger der hjemmel
for a utstede politiattest er nedfelt i rundskrivs
form.

Utover begrensningene som folger av EMK
artikkel 8 oppstilles det fa internasjonale rammer
for lovgivningen om politiattester. Rammebeslut-
ningen om personvern i tredje sgyle inneholder for
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eksempel ingen regler som legger begrensninger
her.

12.2.3 Utvalgets forslag

Utvalget behandler i punkt 15.2 og 15.4 i utrednin-
gen hva som ligger i begrepet vandelskontroll og
hva som er formélet med slik kontroll.

I punkt 15.4 i utredningen foretar utvalget en
bred gjennomgang av de generelle hensyn som
begrunner at vi har en ordning med vandelskon-
troll og politiattester. Samtidig understrekes det at
opplysningene som innhentes i forbindelse med en
vandelskontroll kun vil veere en del av grunnlaget
for 4 vurdere om en person er egnet eller skikket
for en bestemt funksjon. Som regel vil det vaere
nedvendig for mottakeren av attesten a supplere
opplysningene med andre opplysninger.

Utvalget fremhever at vandelskontrollen skal
forebygge kriminalitet ved at fysiske eller juridiske
personer ikke far bestemte stillinger, funksjoner,
tillatelser, oppgaver eller lignende som de ikke er
egnet til. Vandelskontroll skal skape okt sikkerhet
for arbeidsgiver, tjenestemottaker eller andre tred-
jepersoner. Ved 3 stille seerskilte krav til sekeren,
som for eksempel ved ansettelse i politiet, vaktsel-
skaper med videre, skal arbeidsgiver vite at soke-
ren ikke er demt for straffbare handlinger som
viser at han ikke er egnet for stillingen. Utvalget
understreker at en vandelskontroll alene ikke vil gi
en garanti for at en person er egnet, men den kan
gi en indikasjon pa at en person ikke ber fa stillin-
gen. Slik sett ivaretar vandelskontrollen mottaker-
organets og allmennhetens trygghetshensyn.

Ivaretakelsen av dette trygghetshensynet star
imidlertid i folge utvalget i motsetning til, og méa
veies opp mot den demtes behov for personvern og
mulighet til rehabilitering. De sistnevnte hensyn
taler for at opplysninger om tidligere idemte straf-
fer ikke gjores kjent utenfor politiet, da dette utgjor
en belastning for den demte og kan hindre ved-
kommendes resosialisering. En sentral del av
denne resosialiseringen er nettopp 4 fa et fast sted
a bo og en jobb.

Den ekskluderende effekten av kontrollen vil
kunne oke i takt med at man utvider formalene det
kan kreves vandelskontroll for. Samtidig vil den
ekskluderende effekten ogsd avhenge av hvilke
opplysninger som tas med i kontrollen. Jo flere
typer straffbare forhold som tas med og jo lengre
tilbake i tid man gar, jo mer ekskluderende kan
kontrollen bli. Pa den annen side er det ikke gitt at
personen nektes jobben, tillatelsen eller lignende
selv om utfallet av kontrollen er at vedkommende
har anmerkninger péa politiattesten.

Utvalget understreker videre at en vandelskon-
troll, og serlig en politiattest, ikke loser alle proble-
mer. En politiattest kan tvert i mot gi falsk trygghet
i forhold til den personen som ansettes eller gis til-
latelse. Uoppklart kriminalitet den aktuelle perso-
nen har begéatt og merketall i forhold til saker som
aldri anmeldes til politiet, fanges ikke opp av slike
attester. Det er derfor viktig at de alminnelige kon-
trollrutiner, som intervjuer, referansekontroll og
lignende opprettholdes. Utvalget mener derfor at
det er naturlig 4 anta at den sterste effekten av van-
delskontrollen ligger i at den som har noe pa rulle-
bladet ikke soker stillinger eller annet hvor det
oppstilles krav om plettfri vandel. Videre antar
utvalget at et krav om politiattest i noen grad ogsa
kan ha en forebyggende virkning. @nsker en per-
son en bestemt stilling eller offentlig tillatelse, mé
han vokte seg for & bega handlinger som kan hin-
dre ham i dette. For unge mennesker er det viktig
a veere klar over at en anmerkning pa politiattesten
kan fa felger for militeertjeneste, opptak til visse
studier, visum til andre land med videre. I dag er
antakelig mange ukjent med at en anmerkning kan
fa slike konsekvenser, og i felge utvalget er det en
utfordring & gi informasjon om dette til ungdom-
men, slik at den forebyggende effekten kan opp-
nas.

Pa denne bakgrunn foreslar utvalget en egen
bestemmelse om vandelskontroll, jf. utvalgets
utkast til § 30, der det innledningsvis gis anvisning
pa at vandelskontroll bare kan foretas nar det har
hjemmel i lov eller i medhold av lov. I tillegg fore-
slas det lovfestet pa hvilken méate vandelskontroll
kan foretas, jf. neermere om dette nedenfor.

Utvalget definerer begrepet vandelskontroll
som «bruk av opplysninger for & vurdere om en
fysisk eller juridisk person er egnet til en bestemt
stilling, funksjon, tillatelse, oppgave eller lig-
nende.» Selv om det ikke direkte fremgér av defi-
nisjonen, er hensikten at opplysningene skal bru-
kes av den som mottar opplysningene, for selv a
foreta vurderingen av om en person er egnet. Det
er siledes ingen vandelskontroll nér politiet
benytter seg av opplysninger til sitt eget arbeid,
for eksempel etterforsking av en straffesak. Deri-
mot er det vandelskontroll nar politiet utsteder en
politiattest til bruk for arbeidsgiver i forbindelse
med en tilsetting. Slik sett bryter det noe med sys-
tematikken at utstedelse av straffattest, som
benyttes i straffesak, anses som en form for van-
delskontroll. Utvalget har likevel funnet det hen-
siktsmessig og forsvarlig, da attesten brukes
blant annet av domstolene og at man i tillegg der-
med unngér & matte lage egne saksbehandlings-
regler for straffattest.
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Utvalget understreker at utlevering av opplys-
ninger til vandelskontroll er selvstendige unntak
fra taushetspliktsreglene, og at det derfor er viktig
at det er samsvar mellom de to regelsettene. Van-
delskontrollen skiller seg ut ved at den har en
bestemt hensikt, nemlig & kontrollere en persons
vandel. Generell utlevering i mottakerorganets
interesse kan derimot i utgangspunktet omfatte
alle typer opplysninger, ikke bare vandel. Van-
delskontrollen skjer hovedsakelig ved ansettelser
og tildeling av tillatelser, mens annen utlevering av
opplysninger sjelden skjer til disse formaélene.

Utvalget papeker pa den annen side at det kan
finnes tilfeller av utleveringer etter de alminnelige
unntakene fra taushetspliktsreglene som kan
ligne sveert mye pa en vandelskontroll. Typiske
eksempler pa slike situasjoner kan vaere der vilka-
rene for utlevering av opplysninger for & avverge
straffbare handlinger er oppfylt, jf. forslaget til
§ 27 og omtalen i punkt 11.8. Forskjellen er at det
ved utlevering for 4 forebygge kriminalitet ma
foreligge objektive holdepunkter for at det kan bli
begatt straffbare handlinger, mens det ikke gjel-
der slike krav nar det foreligger hjemmel for poli-
tiattest.

I punkt 15.2.2 i utredningen viser utvalget til at
det innenfor det som med en fellesbetegnelse kan
kalles vandelskontroll, finnes flere typer attester
og andre mater utlevering av opplysninger kan
skje pa. Utvalget foreslar at det gis en oversikt over
disse i loven, jf. utvalgets utkast til § 30 forste ledd
nr. 1 til 5.

Den vanligste formen for vandelskontroll med
attest er politiattest og omtales i utvalgets utkast til
§ 30 forste ledd nr. 1. Med politiattest forstas her
«attest til bruk i mottakers interesse med opplys-
ninger om hvorvidt en fysisk eller juridisk person
har veert gjenstand for straff, strafferettslige reak-
sjoner eller andre tiltak i anledning straffbare
handlinger, eller er gjenstand for straffeforfelg-
ning.»

[ utkast til § 30 ferste ledd nr. 5 omtales straffat-
tester. Med dette menes «utstedelse av dokument
til bruk i straffesak med opplysninger om en fysisk
eller juridisk person er ilagt straff, strafferettslige
reaksjoner eller andre tiltak i anledning av straff-
bare handlinger.»

Etter utkast til § 30 forste ledd nr. 2 kan opplys-
ninger fra vandelskontrollen videre utleveres som
skikkethetsvurdering. Med dette menes «utstedelse
av dokument til bruk i mottakers interesse med
opplysninger om hvorvidt en person anses skikket
til 4 inneha en stilling, funksjon, tillatelse, oppgave
eller lignende.» I motsetning til politiattester bestar
en skikkethetsvurdering i at politiet kontrollerer

og vurderer skikkethet ut fra et bredere grunnlag
enn ilagte reaksjoner. Det er ingen Kriterier for
hvilke opplysninger som kan tas med i vurderin-
gen eller hvordan politiet skal utlevere opplysnin-
gene. Det er med andre ord et forholdsvis bredt
skjenn som er lagt til politiet.

Etter utkast til § 30 forste ledd nr. 3 kan opplys-
ninger fra vandelskontrollen videre utleveres som
vandelsvurdering. Begrepet sikter til situasjoner
der det utstedes «dokument til mottaker, som pa
grunn av en lovpalagt plikt personen er underlagt,
har rett til 4 innhente opplysninger om personen er
ilagt straff, strafferettslige reaksjoner eller andre
tiltak i anledning straffbare handlinger.»

Vandelsvurderingen kjennetegnes ved at kon-
trollen foretas uten at den registrerte kjenner til
kontrollen, fordi formalet den skal brukes til folger
direkte av en lovpalagt plikt. Utvalget kjenner kun
til to eksempler pa tillatelser til vandelsvurdering i
dagens regelverk, naermere bestemt til kontroll for
valg og uttaking av meddommere og lagrettemed-
lemmer og til bruk for militeer tjeneste. Utvalget
mener at adgangen til vandelsvurderinger ber
veere begrenset.

I utvalgets utkast til § 30 forste ledd nr. 4 omta-
les utlevering av opplysninger fra vandelskontroll
gjennom akkreditering. Med dette menes «utste-
delse av dokument til bruk i mottakers interesse
nar viktige sikkerhetsmessige hensyn tilsier at det
fores kontroll med person som blir gitt adgang til
bestemte omrader.» Akkreditering bestér i at det
ved statsbesek eller andre arrangementer der vik-
tige sikkerhetsmessige interesser gjor seg gjel-
dende, kan innhentes opplysninger av betydning
om personer som skal ha befatning med objekter
som krever serskilt beskyttelse. Dette er blant
annet praktisk for journalister som dekker konge-
lige begivenheter og for personer som fir ansvar i
forbindelse med avvikling av statsbesek med
videre.

Vilkarene for utlevering av opplysninger til
skikkethetsvurdering, vandelsvurdering, akkredi-
tering og straffattest er foreslatt saerskilt regulert i
egne lovbestemmelser. Det vises til omtalen av
disse spersmalene under punkt 12.11 nedenfor.

12.2.4 Hoaringsinstansenes syn

Datatilsynet understreker at resultatet av en utleve-
ring i forbindelse med vandelskontroll vil veere av
stor betydning for de bererte parter. Det anfores
pa denne bakgrunn at adgangen til & rekvirere van-
delskontroll mé fremgé av en klar lovhjemmel, her-
under nar vandelskontroll kan benyttes, videre
oppbevaring av innhentet informasjon mv.
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12.2.5 Departementets vurdering

Departementet slutter seg til utvalgets forslag om
at vandelskontroll skal kunne skje i form av politi-
attest, vandelsvurdering og straffattest. Derimot
kan man ikke tiltre de vurderinger som gjores i for-
hold til skikkethetsvurdering og akkreditering.
Det foreslds derfor ikke at skikkethetsvurdering
og akkreditering defineres som vandelskontroll.
Begrunnelsen for dette er omtalt i punkt 12.11.4.

Departementet er videre enig i at det er behov
for en egen bestemmelse om vandelskrav, der man
for det forste fastslar det grunnleggende krav at
opplysninger til vandelskontroll kun kan utleveres
dersom dette har hjemmel i lov eller i medhold av
lov, og som i tillegg presiserer pa hvilken mate slik
vandelskontroll kan gjennomfoeres. I likhet med
Datatilsynet mener departementet at dette er en
viktig presisering.

Bestemmelsene om politiattest i lovforslaget til
§ 36 forste ledd nr. 1 svarer stort sett til dagens
regler i strafferegistreringsloven §§ 3 og 5. De neer-
mere vilkarene for vandelsvurdering og straffattest
omtales naermere i punkt 12.11 nedenfor.

Departementet er videre enig i utvalgets mer
generelle betraktninger om vandelskontroll og
hensynene denne kontrollen skal ivareta. Samtidig
ma man erkjenne at utviklingen i praksis nok har
medfert at denne gjennomgangen mister mye av
sin betydning ettersom bruk av vandelskontroll, og
da serlig politiattester, stadig har fatt et sterre
omfang. En prinsipiell dreftelse av vandelskontrol-
lenes berettigelse synes derfor ikke & veere aktuelt
pa det navaerende tidspunkt. Gjennomgangen av
hensynene bak kontrollen er likevel av verdi, etter-
som den gir nyttig veiledning om hvilke formaél
man ensker a oppna med kontrollen, samtidig som
man synliggjer begrensninger ved ordningen.

12.2.6 Scerlig om vandelskontroll av
utenlandske statsborgere

Departementet understreker at nar bestemmel-
sene i lovforslaget omtaler vandelskontroll gjen-
nom politiattest, s& menes norsk politiattest med
opplysninger fra det norske reaksjonsregisteret.
Det er ikke hensikten med bestemmelsene i lovfor-
slaget & oppstille krav til fremleggelse av utenland-
ske politiattester. Hovedregelen er at krav om poli-
tiattest ma likestilles med utskrift fra strafferegiste-
ret i Norge. Begrunnelsen for dette er blant annet
at det i praksis ofte ikke vil veere mulig & gjennom-
fore tilfredsstillende vandelskontroll av utlendin-
ger. Som nevnt nedenfor vil det regelmessig bli
sveert ressurskrevende og tidskrevende 4 innhente

og verifisere politiattester fra utlandet. I enkelte til-
feller vil det dessuten selv etter en slik ressursbruk
fortsatt kunne veere tvil om attestens pélitelighet.

Problemstillingene i forhold til utenlandske
politiattester og vanskeligheten med & kontrollere
vandelen til utlendinger med forholdsvis kort botid
i Norge, er i liten grad berert av utvalget. I praksis
er dette imidlertid stadig mer aktuelle problemstil-
linger, og de gjor seg ogsa gjeldende for norske
borgere som har bodd en lengre periode i utlandet.
Det blir mer og mer vanlig at spesiallovgivningen
oppstiller krav om at sgkere til bestemte stillinger,
tillatelser mv. ma fremlegge politiattest. Dette er
for eksempel vanlig ved tildeling av drosjeloyve,
ansettelser pa flyplasser, i helsesektoren, i barne-
hager og i skolesektoren. Samtidig er det en ikke
ubetydelig andel utenlandske statsborgere som
seker arbeid innen disse sektorene.

I praksis kan det da oppsta vesentlige forskjel-
ler i behandlingen av henholdsvis norske og uten-
landske sekere. I Norge utstedes politiattest for
den periode vedkommende har vert registrert
bosatt i landet. For utlendinger med forholdsvis
kort botid i Norge, vil derfor attesten veere av
begrenset verdi idet den kun dekker vandelen i et
avgrenset tidsrom. Attesten avdekker séledes ikke
potensielt alvorlige straffbare handlinger utlendin-
gen kan ha begétt forut for at vedkommende kom
til Norge. Tilsvarende gir den ikke utlendingen
mulighet til & dokumentere at vedkommende har
plettfri vandel over et lengre tidsrom.

Samtidig er det omfattende problemer forbun-
det med & skulle kreve at det innhentes utenlandsk
politiattest tilsvarende den norske. For det forste
er det ikke alltid like enkelt for den arbeidsse-
kende & innhente attest fra utlandet. Det kan pa
grunn av utlendingens bakgrunn veere uforsvarlig
4 forlange at vedkommende skal forseke & inn-
hente attest fra sitt tidligere lands myndigheter.
Videre kan forholdene i landet veere slik at den
fremlagte attest ikke fremstar med tilstrekkelig
troverdighet. I forlengelsen av dette kan det veere
at det aktuelle landet ikke har noe system for utste-
delse av politiattest, at systemet fremstar som man-
gelfullt eller at det ikke finnes grunnlag for &
anmode om utstedelse av politiattest.

For det andre vil man selv om det foreligger
utenlandsk politiattest, som regel ha store proble-
mer med & klarlegge det reelle innholdet i denne
og konvertere den til norske forhold. Typisk kan
det vaere vanskeligheter forbundet med & Kklar-
legge hva en eventuell attest viser og hva som er
utelatt, hvilket gjerningsinnhold det aktuelle straf-
febudet omfatter i det enkelte land, hva som er kri-
minalisert, hva som er reaksjonen mv. Det antas at
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dette er problemer som oftest kommer pa spissen
ndr politiattesten er utstedt fra land utenfor EQS-
omrédet.

I praksis har man i denne typen saker generelt
inntatt den holdning at man ma neye seg med det
som fremkommer av den norske attesten. Unntak
gjores kun for helt spesielle tilfeller hvor sarlig
tungtveiende sikkerhetshensyn gjor seg gjeldende
og det er sveert viktig med klarert personell. Et
eksempel er ansatte med tilgang til spesielle omréa-
der pa en flyplass. Betenkelighetene med slike
unntak vil nedvendigvis ske dersom de blir utvidet
til nye anvendelsesomrader.

Etter departementets syn fremstar det som
naturlig at man som hovedregel velger a basere
seg pa de opplysninger som fremkommer av den
norske attesten. En annen lgsning vil ha som kon-
sekvens at vandelskravet i praksis blir et yrkesfor-
bud for utlendinger tilsvarende det pabudte tids-
rom. Det er Klare prinsipielle betenkeligheter for-
bundet med at man pa denne maten i praksis ute-
lukker en begrenset del av befolkningen fra et
yrke.

Pa den annen side er det ogsa svakheter ved en
slik hovedregel. Losningen er av begrenset verdi
for arbeidsgiver som vil fele at han ikke far all den
informasjonen han trenger om arbeidssekeren.
Den utenlandske sekeren vil ogséd kunne oppleve
det som frustrerende at han ikke har mulighet til &
dokumentere sin vandel pa lik linje med sekerne
med lengre botid i Norge.

Pa noen omrader har man valgt & avhjelpe ufull-
stendighet ved politiattestene ved & innfere et krav
om at sekere fra tredjeland mé ha et minimum av
botid i Norge. Pa denne maten sikrer man at den
norske attesten som utstedes som et minimum
dekker en viss tidsperiode bakover i tid.

Et eksempel pa dette er personer som segker
om Kjereseddel for drosje, der Politidirektoratet i
Rundskriv 2007/001 har gitt retningslinjer for at
det ber kreves minst fem ars opphold i Norge for
kjoreseddel kan utstedes dersom det ikke kan
fremlegges troverdig politiattest fra tidligere
bostedsland. Hensynet bak regelen er et enske om
a beskytte publikum mot eventuelle drosjesjaforer
som er domfelt for alvorlige forbrytelser i tidligere
bostedsland.

Det er et sentralt spersmal om det er enskelig
at man skal kunne operere med slike tidsgrenser
for botid i Norge dersom troverdig politiattest for
de siste arene ikke kan fremskaffes. Etter departe-
mentets syn taler gode grunner for at det pa

enkelte omrader er et reelt behov for en unntaksre-
gel med krav til minimum botid. Det ber vurderes
a innfere en generell losning som ivaretar hensy-
net til likebehandling og som motvirker at det opp-
star tilfeldige seerordninger pa omrader hvor pro-
blemstillingen er aktuell. Situasjonen i dag opple-
ves som utilfredsstillende ved at det er uklart pa
hvilke omrader det er gitt slike regler og at disse er
gitt pa et forholdsvis «lavt» og utilgjengelig niva,
som for eksempel rundskriv eller utfyllende ret-
ningslinjer. Hensynet til forutberegnelighet og
klarhet tilsier at sapass inngripende regler gis med
hjemmel i lov eller i medhold av lov.

Departementet understreker samtidig at slike
regler vil ha begrenset verdi ettersom man ikke vil
kunne gi dem generell anvendelse overfor EQS-
borgere. I henhold til EQJS-avtalen skal ikke EQS-
borgere diskrimineres pa noen mate, og man ma
derfor godta attester utstedt i deres hjemland. P4
den annen side vet man da ogsa at det innenfor
disse landene finnes forholdsvis palitelige syste-
mer for registrering av strafferettslige reaksjoner.
En regel om krav til minimum botid vil derfor ha
sin primeere funksjon overfor personer som kom-
mer fra land utenfor EQJS-omradet. Det er ogséa
overfor disse behovet er steorst ettersom man har
langt mindre kjennskap til flere av disse landenes
systemer for utstedelse av politiattester.

Departementet foreslar pa denne bakgrunn at
politiregisterlovens bestemmelse om vandelskon-
troll skal innebaere at man med krav om van-
delskontroll gjennom politiattest mener at det skal
utstedes norsk politiattest med opplysninger fra
det norske reaksjonsregisteret. Dette vil bli ytterli-
gere presisert i forskriften. Videre foreslés det gitt
en generell fullmakt til at det i spesiallovgivningen
(lov eller forskrift) kan gis bestemmelser som opp-
stiller et krav til minimum botid. Et slikt krav ber
imidlertid bare stilles dersom sterke samfunns-
messige eller sikkerhetsmessige hensyn tilsier
det. En slik losning tar hensyn til at det ikke ned-
vendigvis ber veere et slikt krav eller lik tidsfrist i
ulike tilfelle. Samtidig er den i trdd med prinsippet
om at bestemmelser om krav om utstedelse av poli-
tiattester hovedsakelig ber sekes nedfelt i den rele-
vante spesiallovgivningen, og ikke i politiregister-
loven. Det vises til forslaget til annet ledd i § 36. Av
hensyn til vare forpliktelser under EQS-avtalen méa
det fremkomme av bestemmelsen at et slikt krav til
botid ikke kan diskriminere E@QS-borgere, og at
attester utstedt i andre E@JS-land derfor ma likestil-
les med norske politiattester.
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12.3 Formal som berettiger hjemmel for
politiattest

12.3.1 Utvalgets forslag

Utvalget drefter i punkt 15.7 i utredningen til
hvilke formal vandelskontroll, herunder politiat-
tester, beor kunne benyttes og om disse formélene
bor lovfestes. Siden stadig flere har et snske om at
det skal utstedes politiattest innenfor deres felt,
har utvalget sett det som en viktig del av utrednin-
gen a gi noen overordnede retningslinjer for hvilke
livsomrader og sektorer som i seerlig grad beretti-
ger bruk av vandelskontroll.

Utvalget viser til at EMK artikkel 8 setter natur-
lige ytre rammer for vurderingen av hvilke formal
som berettiger politiattest. Siledes méa blant annet
et krav om politiattest fremme ett av de legitime
formaélene i EMK artikkel 8 og vaere nedvendig i et
demokratisk samfunn. Innenfor disse ytre ram-
mene kan det vaere hensiktsmessig 4 skille ut noen
typesituasjoner hvor bruk av politiattest er beretti-
get.

Det vises til at adgangen til & kreve politiattest
opprinnelig ble brukt ved ansettelser i stillinger
eller posisjoner hvor det var saerlig viktig 4 ha tillit
til den personen som skulle ansettes. P4 denne
maten fikk mottakeren opplysninger om perso-
nens tidligere vandel og eventuelt forhold til alko-
hol og andre rusmidler, som kunne ha betydning
for om vedkommende var skikket til 4 inneha stil-
lingen eller bevillingen. Et av hovedformalene med
a kreve politiattest synes i folge utvalget 4 ha veert
behovet for & sikre seg mot & ansette personer som
pa grunn av sin fortid kunne representere en risiko
for virksomheten som sadan.

I de senere drene har man etter utvalgets opp-
fatning sett en dreining med hensyn til formélet
med & kreve politiattest, hvor fokus er rettet mot
den mulige skade vedkommende kan gjere mot
personer han vil komme i kontakt med gjennom
sitt virke. Dette gjelder seerlig ved krav om politiat-
test for personer som skal arbeide med barn, og
hvor man vil sikre seg mot 4 ansette personer som
er siktet eller straffet for seksuelle overgrep mot
barn.

I tillegg ser utvalget at det ogsa vil veere behov
for a beskytte det som i sterre grad omtales som
samfunnsinteresser og ekonomiske interesser.
For eksempel nevnes hensynet til rikets sikkerhet
som et eget formal som tilsier at Forsvaret ber ha
forholdsvis vid adgang til & kreve politiattest.

P4 bakgrunn av hensynene ovenfor anbefaler
utvalget at det inntas en egen bestemmelse i loven
som presiserer hvilke formal politiattest ber hjem-

les til. Utvalget anbefaler at det apnes for & gi hjem-
mel for politiattest i folgende fem typetilfeller:

1. For 4 utelukke fysiske og juridiske personer
fra stillinger, funksjoner, tillatelser, oppgaver eller
lignende hvor det kan medfere store samfunns-
messige skader eller veere samfunnsedeleggende
dersom disse innehas av personer som pa grunn av
ilagt straff, strafferettslige reaksjoner eller andre
tiltak i anledning straffbare handlinger er uegnet.
Et eksempel pa dette er kravet om politiattest for
de som skal arbeide i lufthavner.

2. For & utelukke fysiske og juridiske personer
fra stillinger, funksjoner, tillatelser, oppgaver eller
lignende hvor det vil virke stotende eller motvirke
den alminnelige tillit dersom disse innehas av per-
soner som har vert ilagt straff, strafferettslige
reaksjoner eller andre tiltak i anledning straffbare
handlinger. Stillinger i politiet, patalemyndigheten
og domstolene er her egnede eksempler.

3. For & utelukke fysiske og juridiske personer
som har veert ilagt straff, strafferettslige reaksjo-
ner eller andre tiltak i anledning straffbare handlin-
ger som gjor dem uegnet for stillinger, funksjoner,
tillatelser, oppgaver eller lignende som i vesentlig
grad innebeerer et tillits- eller ansvarsforhold over-
for mindrearige eller overfor andre som pa grunn
av alder, sykdom eller funksjonshemming har
reduserte muligheter til 4 ta vare pa seg selv eller
sine interesser. Dette gjelder for eksempel stillin-
ger i skoleverket, hvor ansatte har kontakt med
barn.

4. For & hindre at fysiske og juridiske personer
som er ilagt straff, strafferettslige reaksjoner eller
andre tiltak i anledning straffbare handlinger,
besitter stillinger, funksjoner, tillatelser, oppgaver
eller lignende hvor det er fare for at de pa ny vil
bega straffbare handlinger. Som eksempel kan
nevnes ansettelse i vaktselskap og visse stillinger i
Norges Bank.

5. Nar lovgivningen i andre land krever at det
dokumenteres om en fysisk eller juridisk person
har veert gjenstand for straff, strafferettslige reak-
sjoner eller andre tiltak i anledning straffbare
handlinger. Et eksempel pa dette er der det kreves
politiattest for 4 kunne gifte seg i utlandet.

Utvalget medgir at typetilfellene flyter delvis
over i hverandre og at det siledes ikke er utenkelig
at en konkret situasjon kan passe inn i flere av
disse. Utvalget understreker at en slik lovfesting av
typetilfellene ikke vil utgjere en skranke for lovgi-
ver i senere vurderinger av om det ber gis hjemmel
til & utstede politiattest til et konkret formal. Pa den
annen side vil en slik bestemmelse gi et viktig sig-
nal i forhold til hvilke hjemler det kan veere aktuelt
4 vedta i spesiallovgivningen ettersom bestemmel-
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sen gir et innblikk i hvilke formal lovgiver ved ved-
takelsen av loven stottet at det kan gis politiattest til.

Bestemmelsen tar ogsa hensyn til lovens sys-
tem om at selve hjemmelen for utstedelse av politi-
attest skal std i den spesiallovgivningen som regu-
lerer det konkrete saks- eller fagomrade der attes-
ten skal brukes. Bestemmelsen gir derfor ikke
alene hjemmel for utstedelse av politiattest, men
indikerer til hvilke formal attesthjemler kan utste-
des.

Deretter omtaler utvalget i punkt 15.7.4 i utred-
ningen hvilke hensyn som ber gjere seg gjeldende
ved vurderingen av om det ber gis hjemmel til 4
utstede politiattest.

Utvalget mener at de alminnelige prinsippene
om nedvendighet og relevans ogsa ma komme til
anvendelse nar man befinner seg innenfor disse
typetilfellene og skal foreta den naermere vurderin-
gen av om hjemmel for & utstede politiattest ber gis
eller ikke. Med andre ord skal politiattestene for-
beholdes de situasjoner hvor det er nedvendig
med vandelskontroll. Formalet med attesten vil
ogsa veere styrende for hvilke opplysninger som er
relevante 4 ta med pé attesten. Kravet om nedven-
dighet vil ogsa spille inn i forhold til hvilken type
attest det gis hjemmel til.

I vurderingen av om det er nedvendig med et
nytt hjemmelsgrunnlag for & utstede politiattest,
ma det i folge utvalget ogsé tas hensyn til risikoen
forbundet med at det vil bli begatt nye straffbare
forhold. Risikoen vil bero pa en kombinasjon av
sannsynligheten for at det blir begatt nye straff-
bare handlinger og hvilket omfang skaden av en
straffbar handling vil fi. Som eksempel nevner
utvalget at en som begér vinningskriminalitet eller
okonomisk kriminalitet ofte vil kunne ha proble-
mer med ekonomien, og sannsynligheten for at
han eller hun begar nye lovbrudd er forholdsvis
stor.

Videre mener utvalget at det til en viss grad méa
vaere adgang til & legge vekt pa kost-/nytteverdien
ved bruk av politiattester, herunder saerlig at poli-
tiet paferes merarbeid nar nye krav om politiattest
innferes.

Endelig papeker utvalget at det er viktig at man
erindrer at politiattester lett kan gi en falsk trygg-
het og at man ikke overdriver effekten en politiat-
test kan ha. Det méa derfor alltid vurderes om det
finnes andre virkemidler som er mer hensiktsmes-
sige i den konkrete saken.

12.3.2 Hgringsinstansenes syn

Datatilsynet mener at bestemmelsen er av stor vik-
tighet, og den ber derfor ha en strammere utfor-

ming. Det anferes at slik utlevering ber knyttes til
et absolutt krav, og ikke en «begr»-vurdering.

Den tidligere Kriminalpolitisentralen (Kripos)
mener hva som kontrolleres synes noe snevert, ut
fra erfaringer en har tilegnet seg de senere ar. Van-
delskontroll begrenser seg til & gjelde den enkelte
person som sgker pa en bestemt stilling/funksjon
mv. Man har imidlertid erfart at enkelte kriminelle
grupper eller enkeltpersoner sgker & fi innpass i
organisasjoner eller pa arbeidsplasser, ved a fa til-
satt en person som stér i neer relasjon til den krimi-
nelle. Dette er situasjoner som er vanskelige a
fange opp med dagens lovverk, og Kripos mener
lovgiver ber gé foran for a lese dette, slik at man
unngar at det oppstar lokale «ad-hoc»-lesninger.

12.3.3 Departementets vurdering

Departementet viser til utvalgets gjennomgang av
de ulike formal og typetilfelle politiattest generelt
ber kunne benyttes til, og kan i hovedsak tiltre de
vurderinger som gjeres der.

Departementet er enig i at opplistingen dekker
de fleste praktiske situasjoner og formal der man
kan se at det vil veere behov for 4 utstede en politi-
attest. Formélene som beskrives i bestemmelsen
flyter til en viss grad over i hverandre, og det er
apenbart at en konkret situasjon der det er behov
for politiattest vil kunne falle inn under flere av
punktene. Regelmessig vil ofte situasjoner som
enten kan pafere den enkelte eller samfunnet ska-
der ogsa innebzre en fare for at det begas nye
straffbare handlinger. Tilsvarende vil situasjoner
hvor man innhenter politiattest for & unnga mis-
bruk av tillits- eller avhengighetsforhold ofte ogséa
dekkes av at man skal motvirke resultater som kan
veere stotende.

Nar det gjelder utvalgets forslag til § 31 forste
ledd nr. 3 om formal knyttet til ansvar overfor min-
drearige, foreslar departementet noen endringer
grunnet forslaget om barneomsorgsattester, jf. lov-
forslaget til § 37 forste ledd nr. 4 og 5. Dette er neer-
mere omtalt i punkt 12.5.

Departementet vil understreke at selv om man
befinner seg innenfor disse typetilfellene, innebae-
rer ikke dette automatisk at hjemmel for utstedelse
av politiat