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1 Innledning

Ved Europaparlaments- og radsforordning (EF) nr.
1987/2006 av 20. desember 2006 og Radsbeslut-
ning nr 2007/533 JHA av 12. juni 2007 ble det fast-
satt regler om opprettelse, drift og bruk av annen
generasjon av Schengen informasjonssystem (SIS
II), og ved Europaparlaments- og radsforordning
(EF) nr. 1986/2006 av 20. desember 2006 fastsatt
regler om tilgang til SIS II for de organer som i de
enkelte medlemsstatene har ansvaret for registre-
ring av motorkjereteyer. Sistnevnte forordning
representerer kun en endring av forordning (EF)
nr. 1160/2005 der man dpnet for bilmyndighetenes
adgang til SIS.

Schengen informasjonssystem (SIS) er et data-
basert register til bruk i alle stater som deltar i
Schengen-samarbeidet, opprettet i medhold av
avsnitt IV i Schengen-konvensjonen. Funksjonali-
teten i datasystemet sikrer Schengen-statenes
myndigheter en mulighet for 4 foreta automatisert

sek i innmeldte opplysninger om personer og gjen-
stander, bl.a. ved utevelse av ytre grensekontroll,
for politiets etterforsking i straffesaker, og for a
sikre offentlig ro og sikkerhet. Norge sluttet seg til
SIS den 25. mars 2001, jf. St.prp. nr. 42 (1996-1997)
om samtykke til ratifikasjon av samarbeidsavtale
av 19. desember 1996 mellom partene i Schengen-
avtalen og Schengen-konvensjonen, og Island og
Norge om avskaffelse av personkontroll pa de fel-
les grenser og Ot.prp. nr. 56 (1998-99) om lov om
Schengen informasjonssystem (SIS) og lov om
endringer i utlendingsloven og i enkelte andre
lover som folge av Schengen-samarbeidet.
Reglene om SIS II er vedtatt i to separate retts-
akter fordi disse er hjemlet bade i EF-samarbeidet
om fri bevegelighet for personer (kapittel IV) og i
EUs traktatbestemmelser om politisamarbeid og
rettslig samarbeid i straffesaker (kapittel VI).
Forordningene og beslutningen om endringer i
SIS omfattes av avtale av 18. mai 1999 med EU om
Norge og Islands tilknytning til gjennomferingen,
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anvendelsen og videreutviklingen av Schengen-
regelverket. Norske eksperter har i samsvar med
avtalen deltatt i utformingen av regelverket. I hen-
hold til avtalen om tilknytning til Schengen-regel-
verket artikkel 8 nr. 2 bokstav a skal EUs rad
underrette Norge om vedtak om nye rettsakter
som inneberer en videreutvikling av Schengen-
regelverket. Norge skal pa selvstendig grunnlag
avgjere om innholdet i rettsaktene skal godtas fra
norsk side og innarbeides i norsk rett.

Gjennomfering av rettsaktene om SIS II vil
kreve endringer i lov av 16. juli 1999 nr. 66 om
Schengen informasjonssystem. I samsvar med
Grunnlovens § 26, annet ledd og avtalen om til-
knytning til Schengen-regelverket artikkel 8 nr. 2
bokstav c, er det derfor tatt forbehold om Stortin-
gets samtykke.

Forordningene og beslutningen i uoffisiell
norsk oversettelse folger som trykt vedlegg til pro-
posisjonen.

2 Genereltom SIS

Schengen informasjonssystem ble operativt i 1995
og anses i vare et vesentlig element i Schengen-
samarbeidet. P4 naermere bestemte vilkir kan
medlemsstatene utveksle visse typer informasjon
via registeret. Det dreier seg om opplysninger om
personer som er ettersgkt med sikte pa pagripelse
og utlevering som felge av straffbare handlinger,
personer som er etterlyst for det formal & forkynne
dem offisielle dokumenter, personer fra stater
utenfor Schengen-samarbeidet som er nektet inn-
reise i en Schengen-stat, mindrearige og andre per-
soner som star under andres omsorg, dersom de er
savnet fra sitt daglige oppholdssted samt, gjenstan-
der og dokumenter som skal sikres i forbindelse
med etterforsking av kriminelle forhold. Meldin-
ger om stjilne motorkjeretoyer med et sylindervo-
lum péa over 50 kubikkcentimeter kan dessuten
registreres i SIS.

Bakgrunnen for SIS II var hovedsakelig at det
eksisterende SIS ble ansett for 4 veere teknisk for-
eldet. Man mente at systemet ikke hadde den kapa-
sitet som er nedvendig for & imetekomme fremti-
dige behov for en ytterligere intensivering av det
europeiske politisamarbeid, herunder med de nye
medlemsstatene. I tillegg fant man det hensikts-
messig 4 foreta en gjennomgang av det samlede
regelverk for SIS med henblikk pé eventuelle for-
bedringer eller endringer pd bakgrunn av de erfa-
ringer man har samlet i den perioden systemet har
veert i drift.

SIS I bygger i all hovedsak pa det eksisterende
system og de regler som gjelder for det. SIS Il inne-
holder imidlertid noen endringer, herunder end-
ringer i de tekniske og strukturelle rammer for
SIS, innfering av nye funksjoner og endringer i
enkelte materiellrettslige regler.

3 Narmere om innholdeti
forordningene og beslutningen

3.1 Forordning og beslutning om
opprettelse, drift og bruk av SIS I

Artikkel 4 i forordningen og beslutningen apner
for muligheten til 4 kunne segke direkte i den sen-
trale SIS II-databasen (C.SIS II) i stedet for & eta-
blere et nasjonalt system (N.SIS), som inneholder
de samme opplysningene som den sentrale databa-
sen. Det foreslas at Norge benytter seg av denne
muligheten, idet en slik losning anses som mer
effektivt bade hva gjelder kostnader og administra-
sjon. Norge vil imidlertid fortsatt ha en N.SIS som
ved siden av 8 kommunisere med C.SIS II vil inne-
holde de opplysninger som er lagt inn av norske
myndigheter, slik at man har kontroll over hvilke
meldinger Norge har lagt i SIS.

Ansvaret for den tekniske stottefunksjonen for
systemet, som i dag ivaretas av Frankrike, skal pa
noe lengre sikt ivaretas av en egen forvaltnings-
myndighet. I en overgangsperiode pa maksimalt
fem ar vil Frankrike fortsatt inneha denne oppga-
ven.

Det innferes ogsa enkelte nye funksjoner i SIS.
Det vesentlige i denne sammenheng er at det gis
mulighet til & registrere fotografier og fingerav-
trykk i SIS II, jf. artikkel 20 nr. 2 i forordningen og
artikkel 20 nr. 3 i beslutningen. Disse opplysnin-
gene skal forelepig bare kunne brukes til a
bekrefte identiteten av en person, som man pa
grunnlag av andre opplysninger allerede har fatt
«treff» pa. Pa lengre sikt skal imidlertid fingerav-
trykk ogsa kunne brukes til direkte identifikasjon,
noe som vil gi grunnlag for en mer neoyaktig identi-
fikasjon og forbedre den samlede kvalitet av de
personopplysninger som registreres og brukes i
systemet. Fotografier og fingeravtrykk kan bare
registreres etter en forutgdende kvalitetskontroll,
jf. artikkel 22 i forordningen og beslutningen.

Videre er allerede eksisterende praksis om
minstekrav med henblikk pa hvilke opplysninger
som ma vaere med for at man kan legge meldinger
i SIS II na nedfelt i artikkel 23 i forordningen og
beslutningen. De opplysninger som under enhver
omstendighet ma vare med er den registrertes
navn og kjenn, en henvisning til den avgjerelsen
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som ligger til grunn for meldingen, samt opplys-
ninger om hvilke tiltak som skal treffes som folge
av den innlagte meldingen. Formélet med denne
regelen er 4 sikre at en melding i SIS II inneholder
tilstrekkelige opplysninger for 4 kunne danne
grunnlag for en entydig og sikker identifikasjon av
den registrerte.

I artikkel 20 bokstav m i forordningen og
beslutningen dpnes det videre for muligheten til &
kunne koble forskjellige typer meldinger, slik at
myndighetene kan bli oppmerksomme pa at det
finnes flere meldinger som har tilknytning til
samme sakskompleks. En slik kobling kan imidler-
tid bare skje dersom det finnes et klart operativt
behov, og kobling vil heller ikke utvide de enkelte
myndighetens tilgang til opplysninger i SIS II, jf.
artikkel 37 i forordningen og artikkel 52 i beslut-
ningen. Utover dette dpnes det for a legge inn opp-
lysninger om hvilken myndighet som har lagt inn
meldingen, samt en henvisning til den avgjerelsen
som ligger til grunn for meldingen. Endelig vil det
veere mulig & registrere en kopi av en europeisk
arrestordre i SIS II. De opplysninger som fremgar
av disse arrestordrene ble hittil utvekslet mellom
medlemsstatene pa bilateralt grunnlag.

I artikkel 36 i beslutningen er det gjennomfert
en viss lemping av vilkarene for & kunne registrere
personer og gjenstander med henblikk pa observa-
sjon eller mélrettet kontroll. Siledes er det ikke
lenger et krav om at en person planlegger & bega
eller begir et storre antall og saerdeles alvorlige
straffbare handlinger. Fremtidig vil det veere til-
strekkelig at en person planlegger & bega eller
begér en alvorlig straffbar handling, slik som de
straffbare handlinger som er omfattet av den
sakalte positivlisten i rammebeslutningen om den
europeiske arrestordre.

I artikkel 26 i forordningen er det innfort visse
endringer hva gjelder meldinger om innreise eller
oppholdsnektelse. Disse endringer vil imidlertid
for Norges vedkommende ikke medfere noen end-
ringer i SIS-loven om adgang til & registrere tred-
jestatsborgere med henblikk pé & nekte innreise.

Utgangspunktet om at opplysninger i SIS ikke
ma utleveres til tredjestat eller internasjonale orga-
nisasjoner opprettholdes. Dette utgangspunkt
modifiseres imidlertid noe ved at artikkel 55 i
beslutningen apner for muligheten til at det under
neermere angitte betingelser kan inngas en avtale
mellom EU og Interpol om utlevering av visse opp-
lysninger om stjilne, pd annen mate forsvunne
eller ugyldiggjorte pass som er registrert i SIS II.
En slik avtale skal i henhold til artikkel 55 nr. 2
inneholde bestemmelser om at de nevnte opplys-
ningene kun skal gjores tilgjengelig for medlem-

mer av Interpol fra stater som sikrer et tilstrekkelig
vern av personopplysninger.

Endelig kan det nevnes at etableringen av SIS II
skjer innenfor de personvernmessige rammer som
gjelder for systemet i dag. Pa flere punkter innfe-
res det dog nye og strengere krav som gjelder per-
sonvern og datasikkerhet. For eksempel stilles det
i artikkel 10 i forordningen og beslutningen
strenge krav til datasikkerhet ved at det innferes
plikt til & utarbeide sikkerhetsplaner, plikt til fysisk
4 beskytte opplysninger, plikt til & utarbeide perso-
nalprofiler for personer med tilgang til systemet,
samt plikt til & foreta internkontroll av sikkerhets-
foranstaltningene. Videre stilles det strengere krav
til oppbevaring av registreringer pa nasjonalt og
sentralt plan, krav om oppleering av personal, krav
om opplysningskampanjer, krav om dokumenta-
sjon ved forlenget oppbevaring av opplysninger,
samt krav om en raskere behandling i saker som
gjelder den registreres rett til innsyn og krav om
retting og sletting av ukorrekte eller ulovlig
behandlede opplysninger. I tillegg innferes det nye
regler som skal gjore det mulig & sondre mellom
personer med Kkjennetegn som likner pd hveran-
dre. Saledes kan en person, hvis identitet er blitt
misbrukt, nd samtykke i at myndighetene tilfoyer
ytterligere opplysninger i SIS II for 4 unngé fremti-
dige skadelige folger av feilidentifikasjonen, jf
artikkel 36 i forordningen og artikkel 50 i beslut-
ningen.

3.2 Forordning om bilmyndighetenes
tilgang til SIS 11

Allerede i 2005 ble bilmyndighetene gitt tilgang til
deler av informasjonen i SIS. Dette skjedde gjen-
nom Europaparlamentets- og radsforordning (EF)
1160/2005 om tilgang til Schengen informasjons-
system for tjenester i medlemsstatene som har
ansvaret for utstedelse av registreringsbevis for
motorkjeretayer, jf. St.prp. nr. 47 (2005-2006) og
Ot.prp. nr. 48 (2005-2006).

Denne forordningen hadde sammenheng med
direktiv 1999/37/EF av 29. april 1999 om registre-
ringsdokumenter for kjeretoyer, der man etablerte
et tett samarbeid om informasjonsutveksling mel-
lom medlemsstatene for & lette kontrollen og
bekjempe bedrageri og ulovlig handel med stjalne
kjoretoyer. Formélet med dette samarbeidet er
seerlig & kunne kontrollere at et motorkjeretoy lov-
lig kan registreres pa nytt, seerlig nir kjeretoyet
tidligere har veert registrert i en annen stat. Direk-
tivet er innlemmet i EJS-avtalen ved EJS-komite-
ens beslutning nr. 177 av 17. desember 1999.
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Forordning 1986/2006 erstatter artikkel 102 A
i Schengen-konvensjonen. I artikkel 1 i forordning
1986/2006 er det imidlertid na tilfeyd at bilmyndig-
hetenes kontroll ogsa kan omfatte kjoretoyer som
er etterlyst som bevis i en straffesak. Det er fortsatt
lagt opp til at de nevnte myndighetenes eventuelle
tilgang til SIS skal reguleres av nasjonale regler.

Den nye forordningen om bilmyndighetenes
tilgang til Schengen Informasjonssystemet gir det
rettslige grunnlaget for at tjenester i medlemssta-
tene som har ansvaret for utstedelse av registre-
ringsbevis for motorkjeretoyer ogsid beholder
denne rettighetene nar SIS II overtar for dagens
SIS.

4 Forholdet til norsk rett

Reglene om etablering, drift og bruk av SIS er gitt
ilov av 16. juli 1999 nr. 66, jf. Ot.prp. nr. 56 (1998—
99). Loven bygger pa bestemmelsene om SIS slik
de fremgar av Schengen-konvensjonen. Det er
nedvendig 4 endre denne loven som en folge av
gjennomfering av de nye rettsaktene.

Justisdepartementet vil fremme en egen lov-
proposision med de nedvendige endringer. I
Ot.prp. nr. 38 (2007-2008) Om lov om endringer i
lov 16. juli 1999 nr 66 om Schengen Informasjons-
system (SIS) foreslas lovens §§ 1,2, 6, 8, 12 og 20,
samt & innfere ny § 9a.

Lovens §§ 1 og 2 foreslas endret for & tydelig-
gjore at den norske N.SIS kun inneholder meldin-
ger som ble lagt inn av norske myndigheter og at
det utover dette skal tjene til 8 kommunisere med
det sentrale SIS II. Lovens § 6 forste ledd foreslas
endret ved & utvide listen over de opplysninger
som kan registreres om personer. Sdledes apnes
det for a registrere navn ved fodselen og tidligere
brukte navn, fotografier, fingeravtrykk, myndighe-
ten som har registrert meldingen, en henvisning til
beslutningen som ligger til grunn for meldingen,
hvilke tiltak som skal settes i verk, koblinger til
andre meldinger registrert i SIS og typen straff-
bare forhold. I § 6 annet ledd foreslas at ogsa ugyl-
diggjorte verdipapirer og betalingsmidler kan
registreres.

Som felge av endringen i § 6 forste ledd om & til-
late koblinger til andre meldinger, foreslasny § 9 a
som regulerer vilkirene for slik kobling. For det
forste kan kobling bare opprettes nar det er et klart
operativt behov og dernest skal kobling ikke fore
til utvidete slettefrister eller tilgangsrettigheter,

eller pa annen mate pavirke de tiltak som skal tref-
fes pa grunnlag av hver av de koblede meldingene.

Lovens § 8 forste ledd foreslas endret ved at vil-
karene for a kunne registrere personer og kjoere-
toyer med henblikk pa observasjon og malrettet
kontroll lempes, slik at det né er tilstrekkelig at
vedkommende person planlegger a4 bega eller
begar en alvorlig straffbar handling.

Lovens §12 forste ledd bokstav d foreslas
endret ved at det tilfoyes at myndighet med ansvar
for registrering av motorkjeretoyer ogsa skal fa til-
gang til SIS for 4 kontrollere om kjoretoyet er etter-
lyst som bevis i en straffesak.

Lovens § 20 foreslas endret ved at det tilfoyes at
begrunnelsen for forlenget registrering skal doku-
menteres.

5 @konomiske og administrative og
konsekvenser

Den tekniske gjennomferingen av SIS II har alle-
rede begynt og det er avsatt midler til et eget pro-
sjekt for 4 dekke kostnadene for gjennomferingen
av SIS II.

Det vil ikke veere noen nevneverdige adminis-
trative konsekvenser som folge av SIS II.

6 Konklusjon og tilradning

SISII eri all hovedsak en videreforing av det eksis-
terende europeiske politisamarbeid med noen end-
ringer pa enkelte omrader. Noen av endringene er
egnet til & effektivisere politiets arbeid, som for
eksempel adgang til 4 registrere foto og fingerav-
trykk og sammenkobling av meldinger. Andre end-
ringer medferer strengere krav til informasjonssik-
kerhet og bedre beskyttelse av den registrertes
personvern.

Justisdepartementet tilrdr at Norge godtar
Europaparlaments- og radsforordning (EF) nr.
1987/2006 av 20. desember 2006 og Radsbeslut-
ning av 12. juni 2007 om opprettelse, drift og bruk
av annen generasjon av Schengen informasjons-
system (SIS II) og Europaparlaments- og radsfor-
ordning (EF) nr. 1986/2006 av 20. desember 2006
om tilgang til annen generasjon av Schengen infor-
masjonssystem (SIS II) for tjenester i medlemssta-
tene som har ansvaret for utstedelse av registre-
ringsbevis for motorkjeretoyer. Utenriksdeparte-
mentet slutter seg til dette.
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Utenriksdepartementet
tilrar:

At Deres Majestet godkjenner og skriver under
et framlagt forslag til proposisjon til Stortinget om
samtykke til godtakelse av vedtak om videreutvik-
ling av Schengen-regelverket (to rettsakter om opp-
rettelse, drift og bruk av annen generasjon av Sche-
ngen informasjonssystem (SIS II) og en forordning
om tilgang til SIS II for organer som har ansvaret for
utstedelse av registreringsbevis for motorkjere-
toyer).

Vi HARALD, Norges Konge,
stadfester:

Stortinget blir bedt om & gjore vedtak om samtykke til godtakelse av vedtak om videreutvikling av
Schengen-regelverket (to rettsakter om opprettelse, drift og bruk av annen generasjon av Schengen infor-
masjonssystem (SIS II) og en forordning om tilgang til SIS II for organer som har ansvaret for utstedelse
av registreringsbevis for motorkjeretoyer), i samsvar med et vedlagt forslag.

Forslag

til vedtak om samtykke til godtakelse av vedtak om
videreutvikling av Schengen-regelverket (to rettsakter om
opprettelse, drift og bruk av annen generasjon av Schengen
informasjonssystem (SIS 1l) og en forordning om tilgang til SIS Il
for organer som har ansvaret for utstedelse av
registreringsbevis for motorkjgretgyer)

I
Stortinget samtykker i godtakelse av vedtak om videreutvikling av Schengen-regelverket (to rettsakter
om opprettelse, drift og bruk av annen generasjon av Schengen informasjonssystem (SIS II) og en forord-
ning om tilgang til SIS II for organer som har ansvaret for utstedelse av registreringsbevis for motorkjore-
toyer).
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Vedlegg 1

Europaparlaments- og radsforordning (EF) nr. 1987/2006
av 20. desember 2006 om opprettelse, drift og bruk avannen
generasjon av Schengen informasjonssystem (SIS 1)

EUTL 381 av 28.12.2006, s. 0004-0023

EUROPAPARLAMENTET OG RADET FOR DEN
EUROPEISKE UNION HAR -

under henvisning til traktaten om opprettelse

av Det europeiske fellesskap, serlig artikkel 62 nr.
2 bokstav a), 63 nr. 3 bokstav b) og 66,

under henvisning til forslag fra Kommisjonen,
i samsvar med framgangsmaten fastsatt i artik-

kel 251 i traktaten [1], og

1.

ut fra felgende betraktninger:

Schengen informasjonssystem («SIS»), som er
opprettet i henhold til bestemmelsene i avde-
ling IV i konvensjon av 19. juni 1990 om gjen-
nomfering av Schengen-avtalen av 14. juni 1985
mellom regjeringene i medlemsstatene i Den
okonomisk union Benelux, Forbundsrepublik-
ken Tyskland og Republikken Frankrike om
gradvis avskaffelse av kontrollen pa de felles
grenser [2] («Schengen-konvensjonen»), og vi-
dereutviklingen av dette, SIS 1+, utgjer et ve-
sentlig verktey for anvendelsen av bestemmel-
sene i Schengen-regelverket som en integre-
rende del av Den europeiske union.
Kommisjonen har fatt i oppdrag 4 utvikle annen
generasjon av SIS («SIS II») i henhold til rads-
forordning (EF) nr. 2424/2001 [3] og radsbe-
slutning 2001/886/]IS [4] av 6. desember 2001
om utvikling av annen generasjon av Schengen
informasjonssystem (SIS II). SIS II skal erstatte
det SIS som ble opprettet i henhold til Schen-
gen-konvensjonen.

Denne forordning utgjer det nedvendige retts-
grunnlag for regulering av SIS II med hensyn
til spersmal som omfattes av traktaten om opp-
rettelse av Det europeiske fellesskap («trakta-
ten»). Radsbeslutning 2006/000/JIS av ... om
opprettelse, drift og bruk av annen generasjon
av Schengen informasjonssystem (SIS II) [5]
utgjer det nedvendige rettsgrunnlag for regule-
ring av SIS II med hensyn til spersmil som

omfattes av traktaten om Den europeiske
union.

. Det faktum at det nedvendige rettsgrunnlaget

for regulering av SIS II bestér av atskilte doku-
menter, berorer ikke prinsippet om at SIS II
utgjor ett enkelt informasjonssystem som skal
fungere som sadant. Visse bestemmelser i
disse dokumentene skal derfor vaere ensly-
dende.

. SIS II ber utgjere et kompenserende tiltak som

bidrar til & opprettholde et heyt sikkerhetsniva
pd omradet frihet, sikkerhet og rettferdighet i
Den europeiske union ved a stotte gjennomfo-
ringen av strategier knyttet til bevegelighet for
personer, som er en del av Schengen-regelver-
ket, som integrert i avdeling IV i tredje del av
traktaten.

. Det er nedvendig 4 spesifisere malene for SIS I

og for systemets tekniske struktur og finansier-
ing, fastsette regler for driften og bruken av
systemet samt bestemme ansvarsomrader,
hvilke kategorier opplysninger som skal legges
inn i systemet, formélet med opplysningene
som legges inn, Kkriteriene for innlegging,
hvilke myndigheter som skal ha tilgang til opp-
lysningene, sammenkopling av meldinger og
neermere regler for behandling av opplysnin-
ger og personvern.

. SIS II skal omfatte et sentralt system (sentralt

SIS II) og nasjonale applikasjoner. Utgiftene til
driften av det sentrale SIS II og tilherende kom-
munikasjonsinfrastruktur skal dekkes over
Den europeiske unions alminnelige budsjett.

. Det ma utarbeides en handbok med detaljerte

regler for utveksling av utfyllende informasjon
vedrorende tiltak som skal iverksettes péa
grunnlag av en melding. Nasjonale myndighe-
ter i den enkelte medlemsstat skal sikre utveks-
ling av slik informasjon.
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9.

10.

11.

12.

13.

I en overgangperiode skal Kommisjonen ha
ansvaret for den operative ledelsen av det sen-
trale SIS II og av deler av kommunikasjonsin-
frastrukturen. For 4 sikre en myk overgang til
SIS II kan den imidlertid delegere noen eller
alle disse oppgavene til to nasjonale offentlige
organer. Pa lang sikt, etter at det er gjennom-
fort en konsekvensvurdering med en uavhen-
gig analyse av alternativene fra et skonomisk,
operativt og organisatorisk perspektiv, og etter
forslag fra Kommisjonen, skal det opprettes en
driftsenhet med ansvar for disse oppgavene.
Overgangsperioden ber vare pa heyst fem ar
fra den dato denne forordning trer i kraft.

SIS II skal inneholde meldinger med henblikk
pa nekting av innreise eller opphold. Det ma
ogsa vytterligere vurderes & harmonisere
bestemmelsene om vilkirene for a registrere
meldinger om tredjestatsborgere med hen-
blikk pa nekting av innreise eller opphold og
klargjore anvendelsen av dem innenfor ram-
men av asyl-, innvandrings- og hjemsendings-
politikken. Kommisjonen skal derfor, tre ar
etter den dato denne forordning trer i kraft,
gjennomga bestemmelsene om formélene og
vilkarene for a registrere meldinger med hen-
blikk pa nekting av innreise eller opphold.
Meldinger med henblikk pa nekting av innreise
eller opphold ber ikke oppbevares i SIS II len-
ger enn det som er nedvendig for & oppna for-
malet som ligger til grunn for den enkelte mel-
ding. Som et generelt prinsipp ber meldingene
automatisk slettes fra SIS II etter tre ar. Eventu-
elle beslutninger om 4 beholde meldinger len-
ger, skal treffes etter en omfattende individuell
vurdering. Medlemsstatene ber i lopet av tre-
arsperioden gjennomga meldingene og fore
statistikk over antallet meldinger med forlenget
oppbevaringstid.

SIS II ber tillate behandling av biometriske opp-
lysninger for & bidra til palitelig identifikasjon
av berorte personer. P4 samme mate ber SIS 11
ogsa tillate behandling av opplysninger om per-
soner hvis identitet er misbrukt, for 4 unngé
problemer som folge av feilidentifisering, men
det ber fastsettes saerskilte regler for dette,
seerlig samtykke fra vedkommende selv og en
streng begrensning av for hvilke formal slike
opplysninger rettmessig kan behandles.

Det bor veere mulig for medlemsstatene & kople
sammen meldinger i SIS II. Dersom en med-
lemsstat kopler sammen to eller flere meldin-
ger, skal dette ikke ha innvirkning pa tiltakene
som skal iverksettes, oppbevaringstiden for
meldingene eller tilgangsrettighetene til dem.

14.

15.

16.

17.

18.

19.

Opplysninger som behandles i SIS II i henhold
til denne forordning, skal ikke overfores til
eller gjores tilgjengelig for tredjestater eller
internasjonale organisasjoner.
Europaparlaments- og radsdirektiv 95/46/EF
av 24. oktober 1995 om beskyttelse av fysiske
personer i forbindelse med behandling av per-
sonopplysninger og om fri utveksling av slike
opplysninger [6] skal legges til grunn for
behandlingen av personopplysninger i henhold
til denne forordning. Dette innebarer at det
skal utpekes en kontroller, samt at medlemssta-
tene skal ha anledning til & gi dispensasjon fra
og sette begrensninger pa en del av rettighe-
tene og forpliktelsene i henhold til direktivet,
herunder bererte personers rett til innsyn og
underretning. Prinsippene fastsatt i direktiv
95/46/EC ber suppleres eller klargjores i
denne forordning, der dette er nedvendig.
Europaparlaments- og radsforordning (EF) nr.
45/2001 av 18. desember 2000 om personvern i
forbindelse med behandling av personopplys-
ninger i Fellesskapets institusjoner og organer
og om fri utveksling av slike opplysninger [7],
seerlig bestemmelsene om fortrolig og sikker
behandling, skal fa anvendelse for Fellesska-
pets institusjoners og organers behandling av
personopplysninger nar de utferer sine oppga-
ver som ansvarlige for den operative ledelsen
av SIS II. Prinsippene fastsatt i forordning (EF)
nr. 45/2001 ber suppleres eller klargjores i
denne forordning, der dette er nedvendig.

Hva angér fortrolighet, ber relevante bestem-
melser i vedtektene for De europeiske felles-
skaps tjenestemenn og ansettelsesvilkarene for
andre ansatte i De europeiske fellesskap fa
anvendelse for tjenestemenn og andre ansatte
som arbeider med SIS II.

Nasjonale kontrollorganer ber overvike at
medlemsstatenes behandling av personopplys-
ninger skjer i henhold til gjeldende regler,
mens Det europeiske datatilsynet, utnevnt i
henhold til europaparlaments- og radsbeslut-
ning 2004/55/EF av 22. desember 2003 om
utnevnelse av et uavhengig kontrollorgan i hen-
hold til artikkel 286 i EF-traktaten [3], ber over-
vake Fellesskapets institusjoners og organers
virksomhet i forbindelse med behandlingen av
personopplysninger, i betraktning av de
begrensede oppgaver Fellesskapets institusjo-
ner og organer har med hensyn til selve opplys-
ningene.

Béide medlemsstatene og Kommisjonen ber
utarbeide en sikkerhetsplan for 4 lette gjen-
nomferingen av sikkerhetsforpliktelsene og
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20.

21.

22.

23.

24.

bor samarbeide med hverandre slik at de
behandler sikkerhetssporsmal fra et felles per-
spektiv.

For 4 sikre &penhet ber Kommisjonen eller
driftsenheten, nir denne er opprettet, annet-
hvert ar utarbeide en rapport om det sentrale
SIS IIs og kommunikasjonsinfrastrukturens
tekniske funksjon, herunder dens sikkerhet,
og om utveksling av utfyllende informasjon.
Hvert fierde ar ber Kommisjonen legge fram en
samlet evaluering.

Visse aspekter ved SIS II, som tekniske regler
for innlegging av opplysninger, herunder opp-
lysninger som kreves for 4 legge inn en mel-
ding, oppdatere, slette og seke opplysninger,
regler om forenlighet og prioritering av meldin-
ger, sammenkopling av meldinger og utveks-
ling av utfyllende informasjon, kan pa grunn av
deres tekniske art, detaljnivi og behov for
regelmessig oppdatering ikke dekkes uttem-
mende av bestemmelsene i denne forordning.
Gjennomferingsmyndighet for disse aspektene
ber derfor delegeres til Kommisjonen. De tek-
niske reglene for sok i meldingene ber ta hen-
syn til at de nasjonale applikasjonene skal fun-
gere effektivt. Med forbehold for Kommisjo-
nens konsekvensvurdering ber det avgjores i
hvilken grad ansvaret for gjennomferingstilta-
kene kan overfores til driftsenheten nar denne
er opprettet.

De tiltak som er nedvendige for gjennomferin-
gen av denne forordning, ber vedtas i samsvar
med radsbeslutning 1999/468/EF av 28. juni
1999, som fastsetter framgangsmater for ute-
velse av gjennomferingsmyndigheten tildelt
Kommisjonen [9].

Det er hensiktsmessig 4 fastsette overgangsbe-
stemmelser for meldinger som er registrert i
SIS 1+ som skal overfores til SIS II. Enkelte
bestemmelser i Schengen-regelverket ber fort-
sette 4 gjelde i en begrenset periode til med-
lemsstatene har undersekt om meldingene er
forenlige med det nye regelverket. En underse-
kelse av forenligheten av meldinger som vedre-
rer personer, ber prioriteres. Videre ber det i
forbindelse med alle endringer, tillegg, korrige-
ringer eller oppdateringer av meldinger som
overfores fra SIS 1+ til SIS II, samt alle treff pa
slike meldinger, umiddelbart gjennomferes en
undersgkelse av hvorvidt de er forenlige med
bestemmelsene i denne forordning.

Det er nedvendig 4 fastsette seerlige bestem-
melser om den del av budsjettet som er eremer-
ket for driften av SIS, og som ikke er en del av
Den europeiske unions alminnelige budsjett.

25.

26.

27.

28.

29.

30.

Ettersom formalene for de planlagte tiltakene,
nemlig opprettelse og regulering av et felles
informasjonssystem, ikke kan nés i tilstrekke-
lig grad av medlemsstatene og derfor, pd grunn
av tiltakets omfang og virkninger, lettere kan
oppfylles pa fellesskapsplan, kan Fellesskapet
vedta tiltak i henhold til naerhetsprinsippet,
som fastsatt i artikkel 5 i traktaten. I henhold til
naerhetsprinsippet i nevnte artikkel gar denne
forordning ikke ut over det som er nedvendig
for 4 na dette formal.

Denne forordning respekterer de grunnleg-
gende rettigheter og overholder de prinsipper
som anerkjennes serlig i Den europeiske uni-
ons pakt om grunnleggende rettigheter.

I samsvar med artikkel 1 og 2 i protokollen om
Danmarks holdning vedlagt traktaten om Den
europeiske union og traktaten om opprettelse
av Det europeiske fellesskap, deltar Danmark
ikke i vedtakelsen av denne forordning, og for-
ordningen er derfor ikke bindende for og far
ikke anvendelse i Danmark. Denne forordning
bygger pa Schengen-regelverket i henhold til
bestemmelsene i avdeling IV i tredje del av
traktaten, og Danmark ber derfor i samsvar
med artikkel 5 i ovennevnte protokoll, innen
seks maneder etter at denne forordning er ved-
tatt, treffe en beslutning om gjennomfering av
forordningen i sin nasjonale lovgivning.

Denne forordning utgjer en videreutvikling av
bestemmelser i Schengen-regelverket som Det
forente kongerike ikke deltar i, i samsvar med
radsbeslutning 2000/365/EF av 29. mai 2000
om anmodning fra Det forente kongerike Stor-
britannia og Nord-Irland om & delta i visse
bestemmelser i Schengen-regelverket [10].
Det forente kongerike deltar derfor ikke i ved-
takelsen av denne forordning, og forordningen
er ikke bindene for og far ikke anvendelse i Det
forente kongerike.

Denne forordning utgjer en videreutvikling av
bestemmelser i Schengen-regelverket som
Irland ikke deltar i, i samsvar med radsheslut-
ning 2002/192/EF av 28. februar 2002 om
anmodning fra Irland om & delta i visse bestem-
melser i Schengen-regelverket [3]. Irland del-
tar derfor ikke i vedtakelsen av denne forord-
ning, og forordningen er ikke bindende for og
far ikke anvendelse i Irland.

Denne forordning berorer ikke Det forente
kongerikes og Irlands avtaler om begrenset
deltakelse i Schengen-regelverket i henhold til
radsbeslutning 2000/365/EF og 2002/192/EF
henholdsvis.
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31.

32.

33.

34.

35.

36.

Nar det gjelder Island og Norge utgjor denne
forordning, i samsvar med avtalen inngatt mel-
lom Radet for Den europeiske union og Repu-
blikken Island og Kongeriket Norge om de sist-
nevnte statenes tilknytning til gjennomferin-
gen, anvendelsen og videreutviklingen av
Schengen-regelverket [4], en videreutvikling
av bestemmelser i Schengen-regelverket som
omfattes av det omradet som det henvises til i
artikkel 1 bokstav G i radsbeslutning 1999/
437/EF [5] av 17. mai 1999 om visse gjennom-
foringsbestemmelser til avtalen.

Det ber inngés en avtale som gjor det mulig for
Norges og Islands representanter a slutte seg
til arbeidet i komiteene som bistar Kommisjo-
nen i utevelsen av dens gjennomferingsmyn-
dighet. En slik avtale er vurdert i brevvekslin-
gen mellom Rédet for Den europeiske union og
Republikken Island og Kongeriket Norge ved-
rerende komiteer som bistdr Europakommisjo-
nen i utevelsen av dens utevende myndighet
[1], som er vedlagt ovennevnte avtale.

Nar det gjelder Sveits utgjer denne forordning,
i samsvar med avtalen inngatt mellom Den
europeiske union, Det europeiske fellesskap og
Det sveitsiske edsforbund om denne statens til-
knytning til gjennomferingen, anvendelsen og
videreutviklingen av Schengen-regelverket, en
videreutvikling av bestemmelser i Schengen-
regelverket som omfattes av det omradet som
det henvises til i artikkel 1 bokstav G i beslut-
ning 1999/437/EF sammenholdt med artikkel
4 nr. 1 i radsbeslutning 2004/849/EF [2] og
2004/860/EF [3].

Det bor inngés en avtale som gjor det mulig for
Sveits’ representanter a slutte seg til arbeidet i
komiteene som bistir Kommisjonen i utevel-
sen av dens gjennomferingsmyndighet. En slik
avtale er vurdert i brevvekslingen mellom Fel-
lesskapet og Sveits vedlagt ovennevnte avtale.
Denne forordning utgjer en rettsakt som byg-
ger pa eller pd annen mate har tilknytning til
Schengen-regelverket i henhold til artikkel 3
nr. 2 i tiltredelsesakten av 2003.

Denne forordning kommer til anvendelse for
Det forente kongerike og Irland fra slike datoer
som vil bli bestemt i henhold til framgangsma-
tene fastsatt i de relevante dokumentene om
anvendelse av Schengen-regelverket i disse sta-
tene -

VEDTATT DENNE FORORDNING:

Kapittel |

Generelle bestemmelser

Artikkel 1

Opprettelse av SIS Il og generelt formal

1.

2.

Annen generasjon av Schengen informasjons-
system («SIS II») opprettes herved.

Formalet med SIS II skal i henhold til denne
forordning veere & sikre, ved bruk av informa-
sjon formidlet via dette systemet, et heyt sik-
kerhetsnivd pa omradet frihet, sikkerhet og
rettferdighet i Den europeiske union, herunder
opprettholde offentlig orden og sikkerhet og
ivareta statens sikkerhet pd medlemsstatenes
territorier, og anvende bestemmelsene om fri
bevegelighet for personer i avdeling IV i tredje
del av traktaten, pa statenes territorier.

Artikkel 2
Virkeomrade

1.

Denne forordning fastsetter vilkir og fram-
gangsmater for registrering og behandling i
SIS II av meldinger om tredjestatsborgere og
for utveksling av utfyllende informasjon og til-
leggsopplysninger med henblikk pa nekting av
innreise til eller opphold i en medlemsstat.
Denne forordning fastsetter ogsd bestemmel-
ser om den tekniske struktur for SIS II,
ansvarsomradene til medlemsstatene og drift-
senheten omhandlet i artikkel 15, generelle
regler for behandling av opplysningene, rettig-
hetene til berorte personer samt erstatningsan-
svar.

Artikkel 3
Definisjoner

I denne forordning menes med:

a)

b)

«melding», et sett opplysninger som legges inn
i SIS II og som tillater vedkommende myndig-
heter & identifisere en person med henblikk pa
a iverksette sarlige tiltak,

«utfyllende informasjon», opplysninger som

ikke er lagret i SIS II men som gjelder meldin-

ger i SIS II, og som skal utveksles:

i. for at medlemsstatene skal kunne radfere
seg med eller underrette hverandre i forbin-
delse med at de legger inn en melding,

ii. etter et treff, for & gjore det mulig & iverkset-
te hensiktsmessige tiltak,

iii. nar det nedvendige tiltak ikke kan iverkset-
tes,
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d)

iv. ispersmal vedrerende kvaliteten pa opplys-
ningene i SISII,
v. i spersmdl vedrerende meldingenes foren-
lighet og prioritering,
vi. i spersmaél vedrerende retten til tilgang til
opplysningene,
«tilleggsopplysninger», de opplysninger som er
lagret i SIS II og som gjelder meldinger i SIS 11
som umiddelbart skal gjores tilgjengelig for
vedkommende myndigheter nar en person det
er registrert opplysninger om i SIS II, blir fun-
net som resultat av sek i systemet,
«tredjestatsborger», en fysisk person som ver-
ken:
i. er borger av Den europeiske union i hen-
hold til artikkel 17 nr. 1 i traktaten,
eller
ii. er borger av en tredjestat som i henhold til
avtaler mellom Fellesskapet og dets med-
lemsstater pa den ene side og vedkommen-
de tredjestat pa den annen side har samme
rett til fri bevegelighet som borgere av Den
europeiske union,
«personopplysninger», all informasjon vedre-
rende en identifisert eller identifiserbar fysisk
person («den registrerte»); en identifiserbar
person er en person som kan identifiseres, di-
rekte eller indirekte,
«behandling av personopplysninger» («be-
handling»), enhver operasjon eller rekke opera-
sjoner som med eller uten elektroniske hjelpe-
midler utferes i forbindelse med personopplys-
ninger, for eksempel innsamling, registrering,
systematisering, oppbevaring, tilpasning eller
endring, gjenfinning, seking, bruk, viderefor-
midling ved overfering, spredning eller andre
former for tilgjengeliggjoring, sammenstilling
eller samkjoring, sperring, sletting eller tilintet-

gjoring.

Artikkel 4

1.

Teknisk struktur og drift av SIS Il

SIS II skal besta av:
a) et sentralt system («det sentrale SIS II»)
bestdende av:
— en teknisk stettefunksjon («CS-SIS»)
som inneholder en database, «SIS II-
databasen»,

— et standard nasjonalt grensesnitt («NI-
SIS»),

b) et nasjonalt system («N.SIS II») i hver av
medlemsstatene, bestdende av et nasjonalt
datasystem som kommuniserer med det
sentrale SIS II. Et N.SIS II kan inneholde en
datafil («nasjonal kopi») som inneholder en
kopi av hele eller deler av SIS II-databasen,

¢) en kommunikasjonsinfrastruktur mellom
CS-SIS og NISIS («kommunikasjonsinfra-
strukturen») med et kryptert virtuelt nett-
verk som er dedikert til SIS II-opplysninger
og utveksling av opplysninger mellom
SIRENE-kontorene omhandlet i artikkel 7
or. 2.

SIS Il-opplysninger skal registreres, oppdate-

res, slettes og sekes i via de ulike N.SIS II-sys-

temene. En nasjonal kopi skal vaere tilgjengelig
for bruk til elektroniske sek pa territoriet til
den enkelte medlemsstat. Det skal ikke veere
mulig 4 seke i datafilene i andre medlemssta-

ters N.SIS IL.

CS-SIS, som ivaretar tekniske og administrative

funksjoner, skal ligge i Strasbourg (Frankrike),

og en kopi av CS-SIS, som skal kunne sikre alle

CSSIS’ funksjonaliteter i tilfelle systemsvikt,

skal ligge i Sankt Johann im Pongau (Uster-

rike).

CS-SIS skal levere alle de tjenester som er ned-

vendig for a registrere og behandle opplysnin-

ger i SIS II, herunder sek i SIS II-databasen.

For medlemsstater som bruker en nasjonal

kopi, skal CS-SIS:

a) levere en nettbasert oppdatering av de
nasjonale kopiene,

b) sikre synkronisering av og samsvar mellom
de nasjonale kopiene og SIS II-databasen,

¢) utfere nedvendige operasjoner med hen-
blikk pé initialisering og gjenoppretting av
nasjonale kopier.

Artikkel 5
Kostnader

1.

Kostnadene ved opprettelse, drift og vedlike-
hold av det sentrale SIS II og kommunikasjons-
infrastrukturen skal dekkes over Den europeis-
ke unions alminnelige budsjett.

Kostnadene skal omfatte arbeid i forbindelse
med CS-SIS for & sikre levering av tjenestene
omhandlet i artikkel 4 nr. 4.

Kostnadene ved opprettelse, drift og vedlike-
hold av de enkelte N.SIS II skal beeres av ved-
kommende medlemsstat.
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Kapittel Il

Medlemsstatenes ansvarsomrader
Artikkel 6

Nasjonale systemer

Hver medlemsstat skal ha ansvar for opprettelse,
drift og vedlikehold av sitt eget N.SIS II og for &
knytte dette opp mot NI-SIS.

Artikkel 7
N.SIS lI-kontor og SIRENE-kontor

1.

Hver medlemsstat skal utpeke en myndighet
(«N.SIS II-kontoret») som skal ha det sentrale
ansvaret for N.SIS II. Denne myndigheten skal
ha ansvaret for at N.SIS II fungerer sikkert og
effektivt, sikre vedkommende myndigheter til-
gang til SIS II og iverksette de tiltak som er ned-
vendig for 4 sikre overholdelse av bestemmel-
sene i denne forordning. Hver medlemsstat
skal overfore sine meldinger via det nasjonale
N.SIS II-kontoret.

Hver medlemsstat skal utpeke en myndighet
som skal sikre utveksling av all utfyllende infor-
masjon («SIRENE-kontoret») i samsvar med
bestemmelsene i SIRENE-hiandboken omhand-
leti artikkel 8.

Disse kontorene skal ogsd samordne kvali-
tetskontrollen av opplysningene som legges inn
i SIS II. Med sikte pa dette skal de ha tilgang til
opplysningene som behandles i SIS II.
Medlemsstatene skal underrette driftsenheten
om sitt N.SIS II-kontor og SIRENE-kontor.
Driftsenheten skal offentliggjore en forteg-
nelse over kontorene sammen med fortegnel-
sen omhandlet i artikkel 31 nr. 8.

Artikkel 8
Utveksling av utfyllende informasjon

1.

2.

3.

Utfyllende informasjon skal utveksles i sam-
svar med bestemmelsene i «<SIRENE-handbo-
ken» via kommunikasjonsinfrastrukturen. Der-
som kommunikasjonsinfrastrukturen ikke er
tilgjengelig, kan medlemsstaten bruke annen
tilstrekkelig sikker teknikk til utveksling av ut-
fyllende informasjon.

Utfyllende informasjon skal brukes bare for det
formal den ble gitt.

Anmodninger fra en medlemsstat om utfyl-
lende informasjon skal besvares s snart som
mulig.

4. Detaljerte regler for utveksling av utfyllende

informasjon skal vedtas i henhold til fram-
gangsmaten omhandlet i artikkel 51 nr. 2 i form
av SIRENE-handboken, med forbehold for
bestemmelsene i rettsakten om opprettelse av
driftsenheten.

Artikkel 9
Teknisk samsvar
1. For & sikre rask og effektiv overfering av data

skal hver medlemsstat ved opprettelsen av det
nasjonale N.SIS II overholde protokollene og
de tekniske prosedyrene som er fastsatt for & si-
kre kompatibilitet mellom N.SIS II og CS-SIS.
Disse protokollene og tekniske prosedyrene
skal fastsettes i samsvar med framgangsmaéten
ombhandlet i artikkel 51 nr. 2, med forbehold for
bestemmelsene i rettsakten om opprettelse av
driftsenheten.

. Hvis en medlemsstat bruker en nasjonal kopi,

skal den sikre, ved hjelp av tjenestene som CS-
SIS leverer, at opplysninger lagret i den nasjo-
nale kopien gjennom de automatiske oppdate-
ringene omhandlet i artikkel 4 nr. 4, er iden-
tiske og i samsvar med opplysningene i SIS II-
databasen, og at sek i den nasjonale kopien gir
samme resultater som sek i SIS II-databasen.

Artikkel 10
Sikkerhet - medlemsstatene
1. Hver medlemsstat skal, nir det gjelder sitt eget

N.SIS II-system, vedta nedvendige tiltak, her-

under en sikkerhetsplan, med sikte pa a:

a) fysisk beskytte opplysninger, herunder
utarbeide beredskapsplaner for a beskytte
kritisk infrastruktur,

b) nekte ikke-autoriserte personer adgang til
datainstallasjoner som brukes til behand-
ling av personopplysninger (adgangskon-
troll),

¢) forhindre at datamedier kan leses, kopie-
res, endres eller fjernes av ikke-autoriserte
personer (kontroll av datamedier),

d) forhindre ikke-autorisert registrering av
opplysninger og ikke-autorisert innsyn i,
endring og sletting av personopplysninger
(kontroll av registrering),

e) forhindre at systemer for elektronisk
behandling av opplysninger kan brukes av
ikke-autoriserte personer ved hjelp av data-
overferingsutstyr (kontroll av bruker),
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f) sikre at personer med autorisasjon til &
bruke et elektronisk system for behandling
av opplysninger fér tilgang bare til de opp-
lysninger deres autorisasjon gjelder, ved
bruk utelukkende av personlige og unike
brukeridentiteter og fortrolige tilgangsme-
toder (tilgangskontroll),

g) sikre at alle myndigheter med rett til tilgang
til SIS 1II eller til datainstallasjonene oppret-
ter profiler som beskriver funksjoner og
ansvarsomrader for personer som er autori-
sert til 4 fa tilgang til, registrere, oppdatere,
slette og seke opplysninger og pa anmod-
ning uten opphold gjore disse profilene til-
gjengelig for det nasjonale kontrollorganet
omhandlet i artikkel 44 nr. 1 (personalprofi-
ler),

h) sikre at det er mulig 4 kontrollere og fastsla
hvilke organer personopplysninger kan
overfores til ved bruk av dataoverferingsut-
styr (kommunikasjonskontroll),

i) sikre at det i etterhdnd er mulig & kontrol-
lere og fastsla hvilke personopplysninger
som er registrert i de elektroniske syste-
mene for behandling av opplysninger, samt
nar, av hvem og for hvilket formal de ble
registrert (registreringskontroll),

j) forhindre ikke-autorisert lesing, kopiering,
endring og sletting av personopplysninger
under overfering av personopplysninger
eller transport av datamedier, seerlig ved
hjelp av hensiktsmessige krypteringstek-
nikker (transportkontroll),

k) overvake effektiviteten ved sikkerhetstilta-
kene omhandlet i dette nr. og iverksette de
organisatoriske tiltak som kreves for intern
overvaking med henblikk pa a sikre over-
holdelse av denne forordning (egenrevi-
sjon).

2. For & ivareta sikkerheten ved utveksling av
utfyllende informasjon skal medlemsstatene
iverksette tiltak tilsvarende tiltakene fastsatt i
nr. 1.

Artikkel 11
Fortrolighet - medlemsstatene

Alle medlemsstater skal anvende egne regler for
taushetsplikt eller annen tilsvarende fortrolighets-
plikt for alle personer og organer som skal arbeide
med SIS IT-opplysninger og utfyllende informasjon,
i samsvar med nasjonal lovgivning. Denne plikten
skal ogsé gjelde etter at disse personer har sluttet i

sin stilling, ansettelsesforholdet er opphert eller
organets virksomhet er avsluttet.

Artikkel 12
Oppbevaring av logg pa nasjonalt plan

1. Medlemsstater som ikke bruker en nasjonal
kopi, skal sikre at enhver tilgang til og utveks-
ling av personopplysninger i CS-SIS registreres
i N.SIS II for & kontrollere hvorvidt et sok er
lovlig, for & overvake at behandlingen av opp-
lysninger er lovlig, med sikte pa egenkontroll
samt for & sikre at N.SIS II fungerer tilfredsstil-
lende og at opplysningenes integritet og sikker-
het kan garanteres.

2. Medlemsstater som bruker nasjonale kopier,
skal sikre at enhver tilgang til og utveksling av
opplysninger i SIS II blir registrert for forma-
lene omhandlet i nr. 1. Dette gjelder ikke pro-
sessene omhandlet i artikkel 4 nr. 4.

3. Loggen skal seerlig vise meldingenes historikk,
dato og klokkeslett for overforing av opplysnin-
gene, hvilke opplysninger som er brukt til 4
gjennomfere sk, henvisning til overforte opp-
lysninger samt navn pa vedkommende myndig-
het og pa personen med ansvar for behandling
av opplysningene.

4. Loggen kan bare benyttes for formélene
omhandletinr. 1 og skal slettes tidligst ett ar og
senest tre ar etter opprettelsen. Logger som
inneholder meldingshistorikk skal slettes ett til
tre ar etter at meldingen er slettet.

5. Logger kan oppbevares lenger hvis det er bruk
for dem i forbindelse med overvékingsprosedy-
rer som allerede er igangsatt.

6. Vedkommende nasjonale myndighet med
ansvar for lovlighetskontrollen av sek, for over-
vaking av lovligheten av behandlingen av opp-
lysninger, for egenkontroll samt for & sikre til-
fredsstillende drift av N.SIS II og garantere
opplysningenes integritet og sikkerhet, skal,
innenfor rammen av sine fullmakter og pa
anmodning, ha tilgang til disse loggene for &
kunne utfore sine plikter.

Artikkel 13
Egenkontroll

Medlemsstatene skal sikre at enhver myndighet
som har rett til tilgang til opplysninger i SIS II,
iverksetter de tiltak som er nedvendig for & over-
holde denne forordning, og ved behov samarbei-
der med det nasjonale kontrollorganet.
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Artikkel 14
Opplering av personell

For de far autorisasjon til 4 behandle opplysninger
som er lagret i SIS II, skal ansatte hos de organer
som har tilgang til SIS II, f4 egnet opplering i
reglene for datasikkerhet og personvern og skal

underrettes om relevante straffbare handlinger og
straff.

Kapittel Il

Driftsenhetens ansvarsomrader
Artikkel 15

Operativ ledelse

1. Etter en overgangsperiode skal en driftsenhet
(«driftsenheten»), finansiert over Den euro-
peiske unions alminnelige budsjett, ha ansvaret
for den operative ledelsen av det sentrale SIS II.
Driftsenheten skal i samarbeid med medlems-
statene sikre at den beste tilgjengelige teknolo-
gi i henhold til en kost/nytte-analyse til enhver
tid benyttes ved det sentrale SIS II.

2. Driftsenheten skal ogsa ha ansvar for felgende
oppgaver i forbindelse med kommunikasjons-
infrastrukturen:

a) kontroll,

b) sikkerhet,

¢) samordning av forbindelsene mellom med-
lemsstatene og leveranderen.

3. Kommisjonen skal ha ansvar for alle andre opp-
gaver i forbindelse med kommunikasjonsinfra-
strukturen, seerlig:

a) oppgaver i forbindelse med gjennomferin-
gen av budsjettet,

b) anskaffelse og fornying,

¢) kontraktsmessige forhold.

4. T en overgangsperiode for driftsenheten over-
tar ansvaret, skal Kommisjonen ha ansvar for
den operative ledelsen av det sentrale SIS II.
Kommisjonen kan i henhold til radsforordning
(EF, Euratom) nr. 1605/2002 av 25. juni 2002
om finansreglementet som fir anvendelse pa
De europeiske fellesskaps alminnelige budsjett
[17], delegere denne oppgaven og oppgaver i
forbindelse med gjennomferingen av budsjettet
til nasjonale offentlige organer i to forskjellige
land.

5. Hvert av de nasjonale offentlige organene
omhandlet i nr. 4 skal oppfylle folgende utvel-
gelseskriterier:

a) Det ma kunne dokumentere lang erfaring
med drift av et stort informasjonssystem

med funksjonaliteter som nevnt i artikkel 4
nr. 4,

b) det mé ha betydelig ekspertise innen de tje-
neste- og sikkerhetskrav som gjelder for et
informasjonssystem med funksjonaliteter
tilsvarende dem som er nevnt i artikkel 4 nr.
4,

¢) detma ha en erfaren stab som er tilstrekke-
lig stor og har hensiktsmessig faglig
ekspertise og sprakferdigheter til 4 kunne
samarbeide i et internasjonalt miljo som det
som kreves for SIS II,

d) det ma ha en sikker og skreddersydd infra-
struktur som serlig kan fungere som
reserve og garantere kontinuerlig drift av et
stort I'T-system,

0og

e) organets administrative miljg ma tillate at
det utforer sine oppgaver korrekt, og unnga
interessekonflikter.

. For det foretas noen delegering i henhold til nr.

4 og med jevne mellomrom deretter, skal Kom-
misjonen underrette Europaparlamentet og
Radet om vilkdrene for delegeringen, delege-
ringens neyaktige omfang og hvilke organer
oppgaver er delegert til.

. Dersom Kommisjonen delegerer sitt ansvar i

overgangsperioden i henhold til nr. 4, skal den
sikre at delegeringen ikke overskrider gren-
sene fastsatt i det institusjonelle systemet i hen-
hold til traktaten. Den skal serlig sikre at dele-
geringen ikke far negative konsekvenser for
noen av Domstolens, Revisjonsrettens eller Det
europeiske datatilsynets kontrollmekanismer
fastsatt i Fellesskapets lovgivning.

. Den operative ledelsen av det sentrale SIS II

skal omfatte alle oppgaver som er nedvendig
for & holde det sentrale SIS II i funksjon 24
timer i degnet 7 dager i uken i henhold til
denne forordning, serlig vedlikeholdsarbeid
og tekniske forbedringer som er nedvendig for
at systemet skal fungere effektivt.

Artikkel 16
Sikkerhet
1. Driftsenheten, i forhold til det sentrale SIS II,

og Kommisjonen, i forhold til kommunika-

sjonsinfrastrukturen, skal vedta nedvendige til-

tak, herunder en sikkerhetsplan, med sikte pa

a

a) fysisk beskytte opplysninger, herunder
utarbeide beredskapsplaner for 4 beskytte
kritisk infrastruktur,
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b) nekte ikke-autoriserte personer adgang til
datainstallasjoner som brukes til behand-
ling av personopplysninger (adgangskon-
troll),

¢) forhindre at datamedier kan leses, kopie-
res, endres eller fiernes av ikke-autoriserte
personer (kontroll av datamedier),

d) forhindre ikke-autorisert registrering av
opplysninger og ikke-autorisert innsyn i,
endring og sletting av personopplysninger
(kontroll av registrering),

e) forhindre at systemer for elektronisk
behandling av opplysninger kan brukes av
ikke-autoriserte personer ved hjelp av data-
overforingsutstyr (kontroll av bruker),

f) sikre at personer med autorisasjon til &
bruke et elektronisk system for behandling
av opplysninger fér tilgang bare til de opp-
lysninger deres autorisasjon gjelder, ved
bruk utelukkende av personlige og unike
brukeridentiteter og fortrolige tilgangsme-
toder (tilgangskontroll),

g) opprette profiler som beskriver funksjoner
og ansvarsomrader for personer som er
autorisert til & fi tilgang til opplysningene
eller datainstallasjonene og pa anmodning
uten opphold gjere disse profilene tilgjenge-
lig for Det europeiske datatilsynet omhand-
let i artikkel 45 (personalprofiler),

h) sikre at det er mulig 4 kontrollere og fastsla
hvilke organer personopplysninger kan
overfores til ved bruk av dataoverferingsut-
styr (kommunikasjonskontroll),

i) sikre at det i etterhand er mulig & kontrol-
lere og fastsld hvilke personopplysninger
som er registrert i de elektroniske syste-
mene for behandling av opplysninger, samt
nar og av hvem de ble registrert (registre-
ringskontroll),

j) forhindre ikke-autorisert lesing, kopiering,
endring og sletting av personopplysninger
under overforing av personopplysninger
eller transport av datamedier, serlig ved
hjelp av hensiktsmessige krypteringstek-
nikker (transportkontroll),

k) overvike effektiviteten ved sikkerhetstilta-
kene omhandlet i dette nr. og iverksette de
organisatoriske tiltak som kreves for intern
overvaking med henblikk pa a sikre over-
holdelse av denne forordning (egenrevi-
sjon).

For & ivareta sikkerheten ved utveksling av

utfyllende informasjon via kommunikasjonsin-

frastrukturen skal driftsenheten iverksette til-
tak tilsvarende tiltakene fastsatt i nr. 1.

Artikkel 17
Fortrolighet - driftsenheten

1.

Med forbehold for artikkel 17 i vedtektene for
De europeiske fellesskaps tjenestemenn skal
driftsenheten anvende hensiktsmessige regler
for taushetsplikt eller annen tilsvarende fortro-
lighetsplikt av tilsvarende standard i henhold til
bestemmelsene i artikkel 11 i denne forord-
ning, for alle ansatte som arbeider med SIS II-
opplysninger. Denne plikten skal ogsa gjelde
etter at disse personer har sluttet i sin stilling,
ansettelsesforholdet er opphert eller deres
virksomhet er avsluttet.

Driftsenheten skal ved utveksling av utfyllende
informasjon via kommunikasjonsinfrastruktu-
ren iverksette tiltak med hensyn til fortrolighet
tilsvarende tiltakene fastsattinr. 1.

Artikkel 18
Oppbevaring av logg pa sentralt plan

1.

Driftsenheten skal sikre at enhver tilgang til og
utveksling av personopplysninger i CS-SIS re-
gistreres for forméalene omhandlet i artikkel 12
nr. 1 og 2.

Loggen skal seerlig vise meldingenes historikk,
dato og klokkeslett for overforing av opplysnin-
gene, hvilke opplysninger som er brukt til 4
gjennomfere sk, henvisning til overforte opp-
lysninger samt navn pa vedkommende myndig-
het med ansvar for behandling av opplysnin-
gene.

Loggen kan bare benyttes for formalene
omhandlet i nr. 1 og 2 og skal slettes tidligst ett
ar og senest tre ar etter opprettelsen. Logger
som inneholder meldingshistorikk skal slettes
ett til tre ar etter at meldingen er slettet.
Logger kan oppbevares lenger hvis det er bruk
for dem i forbindelse med overvékingsprosedy-
rer som allerede er igangsatt.

Vedkommende myndigheter med ansvar for
lovlighetskontrollen av sek, for overvéiking av
lovligheten av behandlingen av opplysninger,
for egenkontroll samt for a sikre tilfredsstil-
lende drift av CS-SIS II og garantere opplysnin-
genes integritet og sikkerhet, skal, innenfor
rammen av sine fullmakter og pad anmodning,
ha tilgang til disse loggene for & kunne utfere
sine oppgaver.
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Artikkel 19
Informasjonskampanje

Kommisjonen skal i forbindelse med oppstarten av
SIS I, i samarbeid med det nasjonale kontrollorga-
net og Det europeiske datatilsynet, lansere en
informasjonskampanje som informerer allmennhe-
ten om formalet med systemet, opplysningene som
lagres, hvilke myndigheter som har tilgang til det,
samt enkeltindividets rettigheter. Etter at driftsen-
heten er opprettet, skal den i samarbeid med det
nasjonale kontrollorganet og Det europeiske data-
tilsynet gjennomfere slike kampanjer regelmessig.
Medlemsstatene skal, i samarbeid med det nasjo-
nale kontrollorganet, utarbeide og gjennomfere
nedvendige strategier for & gi sine borgere gene-
rell informasjon om SIS II.

Kapittel IV

Meldinger om tredjestatsborgere med
henblikk pa nekting av innreise og opphold

Artikkel 20
Kategorier opplysninger

1. Med forbehold for artikkel 8 nr. 1 og bestem-
melsene i denne forordning vedrerende lag-
ring av tilleggsopplysninger skal SIS II innehol-
de bare de kategorier opplysninger som mel-
des inn av hver enkelt medlemsstat og som
kreves for formaélene fastsatt i artikkel 24.
2. Opplysninger om personer som det er regis-
trert melding om, skal bare omfatte folgende:
a) etternavn og fornavn, navn ved fedselen og
tidligere brukte navn samt eventuelt seer-
skilt registrerte aliasnavn,

b) searlige objektive fysiske Kkjennetegn av
uforanderlig art,

c) fodested og fedselsdato,

d) Kkjenn,

e) fotografier,

f) fingeravtrykk,

g) statsborgerskap,

h) angivelse av om vedkommende er bevap-
net, voldelig eller har remt,

i) begrunnelse for meldingen,

j) myndigheten som har registrert meldin-
gen,

k) en henvisning til beslutningen som ligger til
grunn for meldingen,

) hvilke tiltak som skal iverksettes,

m) kopling(er) til andre meldinger registrert i
SIS 11 i samsvar med artikkel 37.

3. De tekniske reglene for registrering, oppdate-
ring, sletting og seking av opplysningene
omhandlet i nr. 2, skal fastsettes i samsvar med
framgangsmaéten omhandlet i artikkel 51 nr. 2,
med forbehold for bestemmelsene i rettsakten
om opprettelse av driftsenheten.

4. De tekniske reglene for spking av opplysnin-
gene omhandlet i nr. 2, skal veere enslydende
for sek i CS-SIS, nasjonale kopier og tekniske
kopier, som omhandlet i artikkel 31 nr. 2.

Artikkel 21
Forholdsmessighet

For en melding registreres, skal medlemsstaten
underseke om tilfellet er adekvat, relevant og vik-
tig nok til at meldingen ber legges inn i SIS II.

Artikkel 22
Saerlige regler for fotografier og fingeravtrykk

Bruken av fotografier og fingeravtrykk i henhold
til artikkel 20 nr. 2 bokstav e) og f) skal vaere under-
lagt folgende bestemmelser:

a) Fotografier og fingeravtrykk skal bare legges
inn etter en serlig kvalitetskontroll for & kon-
trollere at opplysningene oppfyller en minste
kvalitetsstandard. Spesifikasjonene for den
seerlige kvalitetskontrollen skal fastsettes i
samsvar med framgangsmaten omhandlet i ar-
tikkel 51 nr. 2, med forbehold for bestemmelse-
ne i rettsakten om opprettelse av driftsenheten.

b) Fotografier og fingeravtrykk skal bare brukes
til 4 bekrefte identiteten til en tredjestatsborger
som er blitt funnet som folge av et alfanumerisk
sek i SIS II.

¢) Sasnart det blir teknisk mulig, kan ogsa finger-
avtrykk brukes til & identifisere en tredjestats-
borger péa grunnlag av vedkommendes biome-
triske kjennetegn. Innen denne funksjonen im-
plementeres i SIS II, skal Kommisjonen legge
fram en rapport om tilgjengeligheten og anven-
delsen av den aktuelle teknologien, som Euro-
paparlamentet skal konsulteres om.

Artikkel 23
Minstekrav til registrering av en melding

1. En melding kan ikke registreres uten at den
inneholder opplysningene omhandlet i artikkel
20 nr. 2 bokstav a), d), k) og]).

2. Alle andre opplysninger nevnt i artikkel 20 nr. 2
skal ogsd registreres dersom de er tilgjenge-
lige.
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Artikkel 25

Vilkar for registrering av meldinger om
tredjestatsborgere som omfattes av retten til
fri bevegelighet innenfor Fellesskapet

Artikkel 24

Vilkar for registrering av meldinger om
innreise- eller oppholdsnekt

1. Opplysninger om tredjestatsborgere som det

straffbar handling, eller nar det foreligger
klare holdepunkter for at vedkommende
har til hensikt 4 bega slike handlinger pa en
medlemsstats territorium.

. En melding kan ogsa registreres nar beslutnin-
gen omhandlet i nr. 1 bygger pa at tredjestats-

er registrert en melding om med henblikk pa 1. En melding om en tredjestatsborger som om-
nekting av innreise eller opphold, skal legges fattes av retten til fri bevegelighet innenfor Fel-
inn pa bakgrunn av en nasjonal melding hjem- lesskapet i henhold til europaparlaments- og
let i en beslutning truffet pa grunnlag av en in- radsdirektiv 2004/38/EF av 29. april 2004 om
dividuell vurdering av vedkommende driftsen- unionsborgeres og deres familiemedlemmers
heter eller domstoler i samsvar med saksbe- rett til fritt & kunne bevege seg og bosette seg
handlingsreglene i nasjonal lovgivning. Slike innenfor medlemsstatenes territorium [18],
beslutninger kan péklages i samsvar med na- skal veere i samsvar med reglene som er vedtatt
sjonal lovgivning. for gjennomfering av direktivet.

. En melding skal registreres nar beslutningen 2. Nar det foreligger treff pd en melding i henhold
omhandlet i nr. 1 bygger pa at vedkommende til artikkel 24 om en tredjestatsborger som
tredjestatsborgers tilstedeveerelse kan utgjere omfattes av retten til fri bevegelighet innenfor
en fare for den offentlige orden eller sikkerhet Fellesskapet, skal medlemsstaten som utferer
eller statens sikkerhet. Dette gjelder seerlig meldingen, gjennom SIRENE-kontoret og i
nar: samsvar med bestemmelsene i SIRENE-héand-
a) en tredjestatsborger i en medlemsstat er boken, umiddelbart radfere seg med den inn-

blitt idemt en frihetsstraff med en varighet meldende medlemsstat for omgéende & treffe
pd minst ett &r pd grunn av en straffbar en beslutning om hvilke tiltak om skal iverkset-
handling, tes.
b) nar det er alvorlig grunn til mistanke om at
en tredjestatsborger har begétt en alvorlig
Artikkel 26

Vilkar for registrering av meldinger om
tredjestatsborgere som omfattes av et
restriktivt tiltak i henhold til artikkel 15 i
traktaten om Den europeiske union

; 1. Med forbehold for artikkel 25 skal meldinger
borgeren har blitt omfattet av et vedtak om om tredjestatshorgere som omfattes av et re-
utvisning, innreisenekt eller utsendelse som striktivt tiltak med henblikk pa nekting av inn-
ikke er blitt opphevet eller gitt oppsettende reise til eller transitt gjennom medlemsstate-
v1r-kn1ng , som omfatter eller ledsages av et inn- nes territorium, som er truffet i henhold til ar-
reiseforbud eller eventuelt et forbud mot opp- tikkel 15 i traktaten om Den europeiske union,
hold som folge av en pvertredelse av Il.aS]Onflle herunder tiltak til gjennomfering av reisefor-
forskrifter om tredjestatsborgeres innreise bud utstedt av FNs Sikkerhetsrad, forutsatt at
eller opphf)ld. . . kravene til datakvalitet er oppfylt, registreres i

. Denne artikkel komrper 1.kke til anvendelse for SIS IT med henblikk pa nekting av innreise eller
personer omhandlet i artikkel 26. opphold.

) Koplmls]oner} s}ial ta anvendelfen av denne 9 Artikkel 23 skal ikke komme til anvendelse pa
artikkel opp til gjennomgang tre ar etter datoen meldinger som er registrert pa grunnlag av nr.
fastsatt i artikkel 55 nr. 2. P4 bakgrunn av 1
denne gjennomgangen skal Kommisjonen 3 pfedlemsstaten som har ansvar for  registrere,

bruke sin initiativrett i henhold til traktaten og
framsette nedvendige forslag til endring av
bestemmelsene i denne artikkel med henblikk
pa 4 sikre bedre samsvar med Kriteriene for a
registrere meldinger.

oppdatere og slette disse meldingene pa vegne
av alle medlemsstater, skal utpekes samtidig
med vedtakelsen av tiltaket som skal treffes i
henhold til artikkel 15 i traktaten om Den euro-
peiske union.
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Artikkel 27
Myndigheter med tilgangsrett til meldinger

1. Tilgang til opplysninger i SIS II og retten til &
seke slike opplysninger direkte i SIS Il ellerien
kopi av SIS II, skal utelukkende vaere forbe-
holdt myndigheter med ansvar for identifise-
ring av tredjestatsborgere med henblikk pa:

a) grensekontroll, i samsvar med europaparla-
ments- og radsforordning (EF) nr. 562/
2006 av 15. mars 2006 om innfering av fel-
lesskapsregler som regulerer bevegelsen
av personer over grensen (Schengen gren-
seregler) [19],

b) andre politi- og tollkontroller som gjennom-
fores innenfor den berorte medlemsstat,
samt utpekte myndigheters samordning av
slike kontroller.

2. Tilgangsretten til opplysninger lagt inn i SIS II
og retten til 4 soke direkte i slike opplysninger
kan imidlertid ogsé uteves i henhold til nasjo-
nal lovgivning av nasjonale judisielle myndighe-
ter, herunder patalemyndigheten og politimyn-
digheten, i utferelsen av deres oppgaver, samt
av deres samordningsmyndigheter.

3. Itillegg kan tilgangsretten til opplysninger i SIS
II og opplysninger som gjelder dokumenter om
personer registrert i henhold til artikkel 38 nr.
2 bokstav d) og e) i beslutning 2006/000/]JIS,
og retten til 4 sgke direkte i slike opplysninger,
uteves av myndighetene med ansvar for visum-
utstedelser og myndighetene med ansvar for a
utstede oppholdstillatelser og for & forvalte lov-
givningen om tredjestatsborgere innenfor ram-
men av anvendelsen av Fellesskapets regelverk
om personers bevegelighet. Disse myndighete-
nes tilgang til opplysninger er underlagt den
enkelte medlemsstats lovgivning.

4. Myndighetene omhandlet i denne artikkel skal
vaere medtatt i fortegnelsen i artikkel 31 nr. 8.

Artikkel 28
Tilgangens omfang

Brukere har tilgang bare til de opplysninger de
trenger for 4 utfere sine oppgaver.

Artikkel 29
Oppbevaringstid for meldinger

1. Meldinger registrertiSIS Il i henhold til denne
forordning skal oppbevares bare si lenge det er
nedvendig for & oppna formaélet som ligger til
grunn for registreringen.

2. En medlemsstat som registrerer en melding
skal, innen tre ar etter at den er lagt inn i SIS II,
undersoke om det er behov for fortsatt oppbe-
varing.

3. Hver enkelt medlemsstat skal, der det er rele-
vant, sette kortere undersokelsesfrister i sam-
svar med nasjonal lovgivning.

4. Innenfor undersokelsesperioden kan en med-
lemsstat som registrerer en melding, etter en
omfattende individuell vurdering, som skal
registreres, beslutte 4 oppbevare meldingen
lenger dersom dette er nedvendig for & oppna
formalet som ligger til grunn for meldingen. I
sa tilfelle kommer nr. 2 til anvendelse ogsé for
den utvidede perioden. Enhver beslutning om a
forlenge oppbevaringstiden for en melding skal
meddeles CS-SIS.

5. Meldinger skal automatisk slettes etter under-
sokelsesperioden omhandlet i nr. 2 med min-
dre den innmeldende medlemsstat har meddelt
CS-SIS at oppbevaringstiden for meldingen
skal forlenges i henhold til nr. 4. CS-SIS skal
automatisk underrette medlemsstatene om
enhver planlagt sletting av opplysninger i syste-
met, med fire maneders varsel.

6. Medlemsstatene skal fore statistikk over antall
meldinger hvis oppbevaringstid er forlenget i
samsvar med nr. 4.

Artikkel 30
Oppnadd statsborgerskap og meldinger

Meldinger om en person som har oppnadd stats-
borgerskap i en stat hvis statsborgere omfattes av
retten til fri bevegelighet innenfor Fellesskapet,
skal slettes s snart den innmeldende medlemsstat
blir Klar over eller underrettes i henhold til artikkel
34 om at vedkommende person har oppnadd slikt
statsborgerskap.

Kapittel V

Generelle regler for behandling av
opplysninger

Artikkel 31
Behandling av opplysningeri SIS I

1. Medlemsstatene kan behandle opplysningene
omhandlet i artikkel 20 med henblikk pa nek-
ting av innreise til eller opphold pé deres terri-
torium.

2. Kopier av opplysningene kan bare lages for tek-
niske formal, og bare dersom dette er nedven-
dig for at myndighetene omhandlet i artikkel
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27 skal kunne foreta direkte sok. Bestemmel-
sene i denne forordning skal ogsé gjelde slike
kopier. Meldinger registrert av én medlemsstat
kan ikke kopieres fra N.SIS II til andre nasjo-
nale datafiler.

. Tekniske kopier laget i henhold til nr. 2 og som
forer til offline databaser, skal ikke oppbevares

direkte i opplysningene i SIS II i henhold til
denne forordning, samt enhver endring i denne
fortegnelsen. Fortegnelsen skal for hver myn-
dighet spesifisere hvilke opplysninger den kan
seke og for hvilke formaél. Driftsenheten skal
pase at fortegnelsen hvert ar offentliggjores i
Den europeiske unions tidende.

i mer enn 48 timer. Dette tidsrommet kan for- 9. Der felleskapslovgivningen ikke fastsetter seer-
lenges i nedsituasjoner, inntil nedsituasjonen lige bestemmelser, skal den enkelte medlems-
oppherer. stats lovgivning komme til anvendelse pa opp-
Uten hensyn til forste ledd skal tekniske lysninger registrert i N.SIS II.
kopier som forer til offline databaser og som
skal brukes av visumutstedende myndigheter,
Artikkel 32

ikke lenger veere tillatt ett ar etter at angjel-
dende myndighet er blitt koplet til kommunika-

Opplysninger i SIS Il og nasjonale filer

sjonsinfrastrukturen for visuminformasjons- 1 Artikkel 31 nr. 2 skal ikke berore en medlems-

systemet som skal opprettes i henhold til en stats rett til 4 oppbevare i sine nasjonale filer

framtidig forordning om 'Vlsumlnformas']ons- SIS Il-opplysninger om tiltak som har blitt truf-

systemet (VIS) og utveksling av opplysnmger fet pa dets territorium. Slike opplysninger skal

mellom medlerpsstatene om turistvisa, med for.- oppbevares i nasjonale filer i hoyst tre &r, med

behgld for kopier som lages for bruk i en nedsi- mindre nasjonal lovgivning inneholder serlige

tuasjon dersom nettverket har veert utilgjenge- bestemmelser om lengre oppbevaringstid.

lig i mer enn 24 timer. 2. Artikkel 31 nr. 2 skal ikke berore en medlems-
Medlemsstatene skal oppbevare en oppda- stats rett til 4 oppbevare i sine nasjonale filer

tert oversikt over slike kopier, gjore denne opplysninger i en bestemt melding som med-

oversikten tilgjengelig for sitt nasjonale kon- lemsstaten har registrert i SIS IL.

trollorgan og pase at bestemmelsene i denne

forordning, serlig i artikkel 10, kommer til

anvendelse pa slike kopier. Artikkel 33

. Tilgang til opplysninger §ka1 bare tilla-tes innen- Informasjon i tilfelle en melding ikke blir
for rammen av de nasjonale myndighetenes gjennomfort

fullmakter omhandlet i artikkel 27, samt for
beherig autorisert personale.

Opplysningene kan ikke brukes for administra-
tive formal. Som et unntak kan opplysninger
lagt inn i henhold til denne forordning brukes i
samsvar med den enkelte medlemsstats nasjo-

Om en anmodning om tiltak ikke kan gjennomfe-
res, skal den anmodede medlemsstaten omgéende
underrette den innmeldende medlemsstat.

S - ) Artikkel 34
nale lovgivning av myndighetene omhandlet i . . . .
artikkel 27 nr. 3 i forbindelse med utforelsen ay ~ Kvaliteten pa opplysningene som behandles i
deres oppgaver. sisii
Opplysninger som er registrert i samsvar med 1. Enmedlemsstat som har registrert en melding,

artikkel 24 i denne forordning og opplysninger
som gjelder dokumenter relatert til personer

skal vaere ansvarlig for at opplysningene er kor-
rekte, oppdatert og lovlig registrert i SIS II.

registrert i henhold til artikkel 38 nr. 2 i beslut- 2. Bare den innmeldende medlemsstat har myn-
ning 2006/000/JIS, kan brukes i samsvar med dighet til & endre, legge til, korrigere, oppda-
den enkelte medlemsstats lovgivning for for- tere og slette opplysninger den har registrert.

malene omhandlet i artikkel 27 nr. 3 i denne for- 3. Dersom en annen medlemsstat enn den som

ordning.

. Enhver bruk av opplysninger som ikke er i
samsvar med nr. 1 til 6, skal anses som misbruk
i henhold til den enkelte medlemsstats nasjo-
nale lovgivning.

. Hver medlemsstat skal sende driftsenheten en

fortegnelse over de nasjonale vedkommende
myndigheter som har tillatelse til & soke

har registrert meldingen, har holdepunkter for
at en opplysning inneholder faktiske feil eller er
urettmessig registrert, skal den, gjennom
utveksling av utfyllende informasjon, under-
rette den innmeldende medlemsstat snarest
mulig og ikke senere enn ti dager etter at den
fikk kjennskap til dette. Medlemsstaten som
har registrert meldingen skal kontrollere opp-
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lysningene og om nedvendig omgéende korri-
gere eller slette den uriktige faktiske opplysnin-
gen.

Dersom medlemsstatene ikke kommer til enig-
het innen to méneder, skal den medlemsstaten
som ikke har registrert meldingen, legge
saken fram for Det europeiske datatilsynet,
som skal fungere som megler sammen med de
bererte nasjonale kontrollorganer.
Medlemsstatene skal utveksle utfyllende infor-
masjon dersom en person hevder a ikke veere
den personen som er etterlyst i en melding.
Dersom resultatet av undersekelsen viser at
det faktisk er to forskjellige personer, skal kla-
geren underrettes om bestemmelsene i artik-
kel 36.

Dersom en medlemsstat legger inn en ny mel-
ding om en person som allerede er gjenstand
for en melding i SIS II, skal den komme til enig-
het med den medlemsstaten som har registrert
den forste meldingen, om opplysningene som
skal tas med. Avtalen skal inngds pa grunnlag
av en utveksling av utfyllende informasjon.

Artikkel 35

Sondring mellom personer med identiske
kjennetegn

Hvis det i forbindelse med registreringen av en ny
melding viser seg at SIS II allerede inneholder opp-
lysninger om en person med samme identitetsbes-
krivelse, skal felgende framgangsmaéte folges:

a)

b)

SIRENE-kontoret skal kontakte den anmoden-
de myndighet for 4 avklare hvorvidt meldingen
gjelder samme person.

Dersom undersegkelsen viser at personen i den
nye meldingen og personen som allerede er re-
gistrert i SIS II virkelig er den samme, skal SI-
RENE-kontoret iverksette framgangsmaéten for
registrering av flere meldinger i henhold til ar-
tikkel 34 nr. 6. Dersom undersekelsen viser at
det faktisk dreier seg om to forskjellige perso-
ner, skal SIRENE-kontoret godkjenne anmod-
ningen om & registrere den andre meldingen
ved & tilfeye de opplysninger som er ngdvendi-
ge for 4 hindre feilidentifisering.

Artikkel 36

Tilleggsopplysninger med henblikk pa
handtering av misbruk av identitet

1.

Dersom det kan oppstd forveksling mellom
personen som faktisk omfattes av en melding
og en person hvis identitet er blitt misbrukt,

skal den innmeldende medlemsstat med ved-
kommendes uttrykkelige samtykke tilfoye opp-
lysninger til meldingen om sistnevnte for 4 unn-
g4 de negative konsekvensene av feilidentifise-
ring.

Opplysninger om en person hvis identitet er

. blitt misbrukt, skal bare brukes for felgende

formal:

a) for 4 gjere det mulig for vedkommende
myndighet & sondre mellom personen hvis
identitet er blitt misbrukt, og den personen
meldingen faktisk gjelder,

b) for 4 gjere det mulig for personen hvis iden-
titet er blitt misbrukt, & bevise sin identitet
og fastsla at hans eller hennes identitet er
blitt misbrukt.

. T henhold til denne artikkel kan bare folgende

personopplysninger registreres og viderebe-

handles i SIS II:

a) etternavn og fornavn, navn ved fodselen og
tidligere brukte navn samt eventuelle saer-
skilt registrerte aliasnavn,

b) serlige objektive fysiske kjennetegn av
uforanderlig art,

¢) fodested og fedselsdato,

d) Kkjenn,

e) fotografier,

f) fingeravtrykk

g) statsborgerskap,

h) nummer pa og utstedelsesdato for identi-
tetsdokumenter.

. De tekniske reglene for registrering og videre-

behandling av opplysningene omhandlet i nr. 3,
skal fastsettes i samsvar med framgangsmaéten
ombhandlet i artikkel 51 nr. 2, med forbehold for
bestemmelsene i rettsakten om opprettelse av
driftsenheten.

Opplysningene omhandlet i nr. 3 skal slettes
samtidig med den tilsvarende meldingen, even-
tuelt tidligere dersom personen anmoder om
det.

. Bare myndigheter som har rett til tilgang til

den tilsvarende meldingen, har tilgang til opp-
lysningene omhandlet i nr. 3, og da uteluk-
kende med henblikk pa a4 unngi feilidentifise-
ring.

Artikkel 37
Koplinger mellom meldinger
1. En medlemsstat kan opprette en kopling mel-

lom meldinger den legger inn i SIS II. Virknin-
gen av en slik kopling skal veere 4 skape en for-
bindelse mellom to eller flere meldinger.
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2. Opprettelsen av en kopling skal ikke pavirke de
seerlige tiltakene som skal treffes pa grunnlag
av hver av de sammenkoplede meldingene,
eller meldingenes oppbevaringstid.

3. Opprettelsen av en kopling skal ikke pavirke til-
gangsrettighetene i henhold til denne forord-
ning. Myndigheter som ikke har tilgang til
visse kategorier meldinger, skal ikke kunne se
koplingen til en melding de ikke har tilgang til.

4. En medlemsstat skal bare opprette en kopling
mellom meldinger nér det er et klart operativt
behov.

5. Koplinger kan opprettes av en medlemsstat i
samsvar med dens nasjonale lovgivning forut-
satt at prinsippene i denne artikkel overholdes.

6. Dersom en medlemsstat finner at en annen
medlemsstats opprettelse av en kopling mel-
lom meldinger er i strid med dens nasjonale
lovgivning eller internasjonale forpliktelser,
kan den treffe de nedvendige tiltak for & sikre
at det ikke gis tilgang til koplingen fra dens
nasjonale territorium eller for dens myndighe-
ter som befinner seg utenfor dens territorium.

7. De tekniske reglene for sammenkopling av
meldinger skal vedtas i samsvar med fram-
gangsmaten fastsatt i artikkel 51 nr. 2, med for-
behold for bestemmelsene i rettsakten om opp-
rettelse av driftsenheten.

Artikkel 38

Formalet med og oppbevaringstid for
utfyllende informasjon

1. For & lette utvekslingen av utfyllende informa-
sjon skal medlemsstatene oppbevare en henvis-
ning til beslutningene som ligger til grunn for
en melding, ved SIRENE-kontoret.

2. Personopplysninger som oppbevares i filer ved
SIRENE-kontoret som et resultat av en utveks-
ling av informasjon, skal oppbevares bare sa
lenge det er nedvendig for & oppnad formalet
som ligger til grunn for utvekslingen. De skal
under alle omstendigheter slettes senest ett ar
etter at den tilherende meldingen er slettet fra
SIS II.

3. Nr. 2 skal ikke berere en medlemsstats rett til
oppbevare opplysninger i sine nasjonale filer
som vedrerer en bestemt melding som med-
lemsstaten har registrert, eller en melding som
har medfert tiltak pa dens territorium. Hvor
lenge slike opplysninger kan oppbevares i
nasjonale filer, er regulert i nasjonal lovgivning.

Artikkel 39

Overfaring av personopplysninger til
tredjemann

Opplysninger som behandles i SIS II i henhold til
denne forordning, skal ikke overfores eller gjores
tilgjengelig for tredjestater eller internasjonale
organisasjoner.

Kapittel VI

Vern av personopplysninger

Artikkel 40

Behandling av sensitive opplysninger

Behandling av de kategoriene opplysninger som er
nevnt i artikkel 8 nr. 1 i direktiv 95/46/EF, skal
veere forbudt.

Artikkel 41

Rett til innsyn, til korrigering av uriktige
faktiske opplysninger og sletting av
urettmessig registrerte opplysninger

1. Enpersons rett til innsyn i opplysninger om seg
selv som er lagt inn i SIS II i henhold til denne
forordning, skal uteves i henhold til lovgivnin-
gen i den medlemsstat hvor innsynsretten pé-
beropes.

2. Dersom nasjonal lovgivning tillater det, skal det
nasjonale Kkontrollorganet avgjore hvorvidt
informasjonen skal legges fram og pé hvilken
mate.

3. En medlemsstat som ikke selv har registrert en
melding, kan bare legge fram informasjon om
slike opplysninger dersom den forst har gitt
medlemsstaten som har registrert meldingen
mulighet til & uttale seg. Dette skal skje gjen-
nom en utveksling av utfyllende informasjon.

4. Den registrerte skal nektes innsyn i opplysnin-
gene dersom dette er negdvendig for utferelsen
av en lovlig oppgave i forbindelse med en mel-
ding eller for & beskytte tredjemanns rettighe-
ter og friheter.

5. Enhver har rett til & fa korrigert uriktige fak-
tiske opplysninger om seg selv og fa slettet opp-
lysninger som er urettmessig registrert.

6. Den berorte person skal underrettes snarest
mulig og ikke under noen omstendighet mer
enn 60 dager etter den dato da seknad om inn-
syn bli inngitt, eventuelt tidligere dersom nasjo-
nal lovgivning tillater det.

7. Personen skal underrettes om oppfelgingen av
sin utevelse av retten til korrigering og sletting
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snarest mulig og ikke under noen omstendig-
het mer enn tre méaneder etter den dato da sek-
nad om korrigering eller sletting ble inngitt,
eventuelt tidligere dersom nasjonal lovgivning
tillater det.

Artikkel 42
Rett til underretning

1.

Tredjestatsborgere som omfattes av en mel-
ding registrert i samsvar med denne forord-
ning, skal underrettes i samsvar med artikkel
10 og 11 i direktiv 95/46/EF. Underretningen
skal gis skriftlig, sammen med en kopi av eller
en henvisning til den nasjonale beslutningen
som ligger til grunn for meldingen, som om-
handlet i artikkel 24 nr. 1.
Slik underretning skal ikke gis:
a) dersom
i. personopplysningene ikke er framskaf-
fet fra vedkommende tredjestatsborger,
0g
ii. deterumulig eller uforholdsmessig van-
skelig 4 underrette vedkommende,
b) dersom vedkommende tredjestatsborger
allerede har opplysningene,
¢) dersom nasjonal lovgivning tillater begren-
set rett til underretning, serlig for &
beskytte statens sikkerhet, forsvaret og den
offentlige sikkerhet og forebygge, etterfor-
ske, avslore og rettsforfolge straffbare
handlinger.

Artikkel 43
Rettsmidler

1.

Enhver skal kunne fa sin sak prevet i en dom-
stol eller av vedkommende myndighet i hen-
hold til lovgivningen i den enkelte medlems-
stat, med sikte pa 4 fi innsyn i, korrigere, slette
eller fa opplysninger eller soke erstatning i for-
bindelse med en melding som bererer ham el-
ler henne.

Med forbehold for bestemmelsene i artikkel 48
forplikter medlemsstatene seg gjensidig til a
fullbyrde endelige beslutninger truffet avdom-
stolene eller myndighetene omhandlet i nr. 1.
Kommisjonen skal evaluere reglene om retts-
midler fastsatt i denne artikkel innen 17. januar
2009.

Artikkel 44
Kontroll med N.SIS I

1.

Mpyndigheten eller myndighetene som er ut-
pekt i hver medlemsstat og som har fullmakte-
ne omhandlet i artikkel 28 i direktiv 95/46/EF
(«det nasjonale kontrollorganet»), skal uavhen-
gig fore kontroll med lovligheten av behandlin-
gen av personopplysningene i SIS II pa dens
territorium og av overferingen av opplysninger
fra dens territorium, samt med utvekslingen og
den videre behandling av utfyllende informa-
sjon.

Det nasjonale kontrollorganet skal sikre at det
minst hvert fjerde ar gjennomfoeres en revisjon
av behandlingen av opplysninger i N.SIS II i
samsvar med internasjonale revisjonsstandar-
der.

Medlemsstatene skal sikre at deres nasjonale
kontrollorgan har tilstrekkelige ressurser til &
utfere de oppgaver det er palagt i henhold til
denne forordning.

Artikkel 45
Kontroll med driftsenheten

1.

Det europeiske datatilsynet skal kontrollere at
driftsenheten behandler personopplysningene
i samsvar med denne forordning. Oppgavene
og fullmaktene fastsatt i artikkel 46 og 47 i for-
ordning (EF) nr. 45/2001 skal gjelde tilsvaren-
de.

Det europeiske datatilsynet skal sikre at det
minst hvert fjerde ar gjennomfoeres en revisjon
av driftsenhetens behandling av personopplys-
ninger i samsvar med internasjonale revisjons-
standarder. Revisjonsrapporten skal sendes til
Europaparlamentet, Rédet, driftsenheten,
Kommisjonen og nasjonale kontrollorganer.
Driftsenheten skal gis anledning til & komme
med kommentarer for rapporten vedtas.

Artikkel 46

Samarbeid mellom nasjonale kontrollorganer
og Det europeiske datatilsynet

1.

Nasjonale kontrollorganer og Det europeiske
datatilsynet, hver innenfor sitt kompetanseom-
rade, skal samarbeide aktivt innenfor rammen
av sine ansvarsomrader og sikre samordnet
kontroll med SIS II.

De skal, hver innenfor sitt kompetanseomrade,
utveksle relevant informasjon, bistd hverandre
i gjennomferingen av revisjoner og inspeksjo-
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ner, utrede vanskeligheter i forbindelse med
fortolkningen eller anvendelsen av denne for-
ordning, undersegke problemer med gjennom-
foringen av uavhengige kontroller eller med
utevelsen av de registrertes rettigheter, utar-
beide harmoniserte forslag til felles losninger
pa eventuelle problemer samt i pAdkommende
tilfeller fremme bevissthet om personvernret-
tigheter.

3. De nasjonale kontrollorganene og Det euro-
peiske datatilsynet skal mates for dette formal
minst to ganger i aret. Utgifter og tjenester i for-
bindelse med disse motene skal dekkes av Det
europeiske datatilsynet. Forretningsordenen
skal vedtas pa det forste meotet. Qvrige arbeids-
metoder skal utvikles i fellesskap etter behov.
En felles virksomhetsrapport skal sendes til
Europaparlamentet, Ridet, Kommisjonen og
driftsenheten annethvert ar.

Artikkel 47

Vern av personopplysninger i
overgangsperioden

Dersom Kommisjonen i overgangsperioden dele-
gerer sitt ansvar til et annet organ eller andre orga-
ner i henhold til artikkel 15 nr. 4, skal den sikre at
Det europeiske datatilsynet har rett til og er i stand
til fullt ut & utfere sine oppgaver, herunder har
mulighet til & utfere kontroll pa stedet og uteve
enhver annen myndighet det er gitt i henhold til
artikkel 47 i forordning (EF) nr. 45/2001.

Kapittel Vil

Erstatningsansvar og sanksjoner
Artikkel 48

Erstatningsansvar

1. Hver medlemsstat skal vaere ansvarlig i hen-
hold til sin nasjonale lovgivning for enhver ska-
de péafert en person gjennom bruken av N.SIS
II. Dette skal ogsa gjelde skader forvoldt av den
innmeldende medlemsstat dersom den har lagt
inn uriktige faktiske opplysninger eller lagret
opplysninger ulovlig.

2. Dersom medlemsstaten det reises sak mot,
ikke er identisk med den innmeldende med-
lemsstat, skal sistnevnte pd anmodning refun-
dere de belop som er utbetalt som erstatning,
med mindre medlemsstaten som krever tilba-
kebetaling har handlet i strid med denne for-
ordning.

3. Dersom en medlemsstat ikke overholder sine
forpliktelser i henhold til denne forordning og
derved paferer SIS II skade, skal vedkom-
mende medlemsstat holdes ansvarlig for ska-
den med mindre og i den utstrekning driftsen-
heten eller en annen medlemsstat som deltar i
SIS II ikke har gjennomfert rimelige tiltak for a
forhindre at skaden inntreffer eller for a
begrense dens omfang.

Artikkel 49
Sanksjoner

Medlemsstatene skal pése at ethvert misbruk av
opplysninger i SIS II og utveksling av utfyllende
informasjon i strid med denne forordning straffes i
samsvar med nasjonal lovgivning. Sanksjonene
skal veere virkningsfulle, sta i forhold til overtredel-
sen og virke avskrekkende.

Kapittel Vil
Sluttbestemmelser
Artikkel 50

Overvaking og statistikk

1. Driftsenheten skal sikre at det utarbeides pro-
sedyrer for & overvéike hvordan SIS II fungerer
i forhold til de mél som er fastsatt for produkti-
vitet, kostnadseffektivitet, sikkerhet og kvalitet
pa tjenesten.

2. Driftsenheten skal ha tilgang til de opplysnin-
ger om behandlingsprosessene i det sentrale
SIS II som er nedvendige for teknisk vedlike-
hold, rapportering og statistikk.

3. Hvert ar skal driftsenheten offentliggjere sta-
tistikk som viser antallet registreringer per
meldingskategori, antall treff per meldingska-
tegori og hvor mange ganger det ble gitt til-
gang til SIS II, samlet sett og for hver medlems-
stat.

4. To ar etter at SIS II er satt i drift og deretter
hvert annet ar, skal driftsenheten legge fram
for Europaparlamentet og Radet en rapport om
det sentrale SIS IIs tekniske funksjon og kom-
munikasjonsinfrastrukturen, herunder dens
sikkerhet, og den bilaterale og multilaterale
utvekslingen av utfyllende informasjon mellom
medlemsstatene.

5. Tre ar etter at SIS II er satt i drift og deretter
hvert fijerde ar, skal Kommisjonen foreta en
samlet evaluering av det sentrale SIS II og den
bilaterale og multilaterale utvekslingen av utfyl-
lende informasjon mellom medlemsstatene.



2007-2008

St.prp. nr. 44 23

Om samtykKke til godtakelse av vedtak om videreutvikling av Schengen-regelverket (to rettsakter om opprettelse, drift og
bruk av annen generasjon av Schengen informasjonssystem (SIS II) og en forordning om tilgang til SIS II for organer som
har ansvaret for utstedelse av registreringsbevis for motorkjeretoyer)

Den samlede evalueringen skal omfatte en
gjennomgang av resultatene som er oppnadd i
forhold til mélene, og en vurdering av hvorvidt
prinsippene som ligger til grunn for systemet
fortsatt er gyldige, av anvendelsen av denne
forordning nér det gjelder det sentrale SIS II,
sikkerheten ved det sentrale SIS II og eventu-
elle implikasjoner for framtidige operasjoner.
Kommisjonen skal sende evalueringen til Euro-
paparlamentet og Réadet.

6. Medlemsstatene skal sende driftsenheten og
Kommisjonen de opplysningene de trenger for
autarbeide rapportene omhandletinr. 3,4 og 5.

7. Driftsenheten skal sende Kommisjonen de opp-
lysningene den trenger for & gjennomfere de
samlede evalueringene omhandlet i nr. 5.

8. I en overgangsperiode for driftsenheten pabe-
gynner sitt arbeid, skal Kommisjonen ha ansvar
for 4 utarbeide og legge fram rapportene
omhandlet i nr. 3 og 4.

Artikkel 51
Komité

1. Kommisjonen skal bistds av en komité.

2. Naér det vises til dette nummer, skal artikkel 5
og 7 i beslutning 1999/468/EF komme til
anvendelse under henvisning til bestemmel-
sene i artikkel 8.

Perioden fastsatt i bestemmelsene i artikkel
5 nr. 6 i beslutning 1999/468/EF skal vere tre
maneder.

3. Komiteen skal uteve sin funksjon fra den dato
denne forordning trer i kraft.

Artikkel 52

Endring av bestemmelsene i Schengen-
regelverket

1. Iforhold som omfattes av traktaten, skal denne
forordning, fra og med datoen fastsatt i artikkel
55 nr. 2, erstatte bestemmelsene i artikkel 92 til
119 i Schengen-konvensjonen, med unntak av
artikkel 102 A.

2. Fra og med datoen fastsatt i artikkel 55 nr. 2,
skal den ogsa erstatte folgende bestemmelser i
Schengen-regelverket om gjennomfering av
disse artikler [1]:

a) Eksekutivkomiteens beslutning av 14.
desember 1993 om finansreglementet ved-
rorende utgiftene til installasjon og drift av
Schengen informasjonssystem (C.SIS)
(SCH/Eks-kom (93) 16),

b) Eksekutivkomiteens beslutning av 7. okto-
ber 1997 om utviklingen av SIS (SCH/Eks-
kom (97) 24),

c¢) Eksekutivkomiteens beslutning av 15.
desember 1997 om endring av finansregle-
mentet for C.SIS (SCH/Eks-kom (97) 35),

d) Eksekutivkomiteens beslutning av 21. april
1998 om C.SIS med 15/18 tilsluttede stater
(SCH/Eks-kom (98) 11),

e) Eksekutivkomiteens beslutning av 28. april
1999 om utgifter til installasjon av C.SIS
(SCH/Eks-kom (99) 4),

f) Eksekutivkomiteens beslutning av 28. april
1999 om oppdatering av SIRENE-handbo-
ken (SCH/Eks-kom (99) 5),

g) Eksekutivkomiteens erklaering av 18. april
1996 om definisjon av begrepet utlending
(SCH/Eks-kom (96) erkl. 5),

h) Eksekutivkomiteens erkleering av 28. april
1999 om SIS’ struktur (SCH/Eks-kom (99)
erkl. 2, rev.),

i) Eksekutivkomiteens beslutning av 7. okto-
ber 1997 om Norges og Islands bidrag til
utgiftene til installasjon og drift av C.SIS
(SCH/Eks-kom (97) 18).

3. I forhold som omfattes av traktaten, skal hen-
visninger til de erstattede artikler i Schengen-
konvensjonen og til relevante bestemmelser i
Schengen-regelverket om gjennomfering av
disse artikler, forstds som henvisninger til
denne forordning.

Artikkel 53

Oppheving

Forordning (EF) nr. 387/2004, forordning (EF) nr.
871/2004, beslutning 2005/451/]1IS, beslutning

2005/728/]1S og beslutning 2006/628/EF opphe-
ves pa datoen fastsatt i artikkel 55 nr. 2.

Artikkel 54
Overgangsperiode og budsjett

1. Meldingene skal overferes fra SIS 1+ til SIS II.
Medlemsstatene skal prioritere meldinger om
personer og sikre at innholdet i meldingene
som overfores fra SIS I+ til SIS II oppfyller be-
stemmelsene i denne forordning snarest mulig
og senest innen tre ar etter datoen fastsatt i ar-
tikkel 55 nr. 2. I denne overgangsperioden kan
medlemsstatene fortsatt folge bestemmelsene i
artikkel 94 og 96 i Schengen-konvensjonen ved-
rerende innholdet i meldingene som overferes
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fra SIS 1+ til SIS II, med forbehold for felgende

regler:

a) Dersom innholdet i en melding som overfo-
res fra SIS 1+ til SIS II endres, suppleres,
korrigeres eller oppdateres, skal medlems-
statene pase at meldingen oppfyller bestem-
melsene i denne forordning fra tidspunktet
for endringen, suppleringen, korrigeringen
eller oppdateringen.

fort med tilfredsstillende resultat, og nar
Radets forberedende organer har godkjent
det framlagte testresultatet og bekreftet at
SIS II har et ytelsesnivad som er minst like
godt som det som ble oppnadd med SIS 1+,

d) Kommisjonen har truffet de nedvendige
tekniske tiltak for & gjere det mulig & kople
det sentrale SIS II til N.SIS II i de berorte
medlemsstater.

b) Ved treff pa en melding som overfores fra 4. Kommisjonen skal underrette Europaparla-
SIS 1+ til SIS 11, skal medlemsstatene umid- mentet om resultatene av testene som er utfort
delbart kontrollere at meldingen er forenlig i samsvar med nr. 3 bokstav c¢).
med bestemmelsene i denne forordning, 5. Enhver beslutning som treffes av Radet i sam-

dog uten & forsinke tiltaket som skal iverk-
settes pa grunnlag av meldingen.

. Den del av budsjettet som er godkjent i hen-
hold til artikkel 55 nr. 2, og som gjenstar pa
datoen fastsatt i henhold til bestemmelsene i
artikkel 119 i Schengen-konvensjonen, skal til-
bakebetales til medlemsstatene. Belgpene som
skal tilbakebetales, skal beregnes pa grunnlag
av bidragene fra medlemsstatene i henhold til
Eksekutivkomiteens beslutning av 14. desem-
ber 1993 om finansreglementet vedrerende
utgiftene til installasjon og drift av Schengen
informasjonssystem.

. I overgangsperioden omhandlet i artikkel 15
nr. 4 skal henvisninger i denne forordning til
driftsenheten forstds som en henvisning til
Kommisjonen.

arbeid med medlemsstatene, er gjennom-

svar med nr. 2, skal kunngjeres i Den euro-
peiske unions tidende.

Denne forordning er bindene i alle deler og kom-
mer direkte til anvendelse i medlemsstatene i hen-
hold til traktaten om opprettelse av Det europeiske
fellesskap.

Utferdiget i Brussel, 20. desember 2006.

For Europaparlamentet
President
J. Borrell Fontelles

For Radet
Formann
J. Korkeaoja

) 1. Europaparlamentets uttalelse av 25. oktober
Artikkel 55 2006 (enna ikke offentliggjort i Den europeiske
Ikrafttredelse, anvendelse og migrering unions tidende) og radsbeslutning av 19. de-
1. Denne forordning trer i kraft den tjuende da- sember 2006 (enna ikke offentliggjorti Den eu-

gen etter at den er kunngjort i Den europeiske ropeiske unions tidende). )

unions tidende. 2. EFT L 239 av 22.9.2000, s. 19. Sist endret ved

. Den far anvendelse for alle medlemsstater som forordning (EF) nr. 1160/2005 (EUT L 191 av

deltar i SIS 1+, fra datoene fastsatt av Radet ved 22.7.2005, 5. 18).

enstemmig beslutning blant de medlemmer 9 EFTL328av13.12.2001,s. 4.

som representerer regjeringene for medlems- 4 EFT L 328 av 13.12.2001, s. 1.

statene som deltar i SIS 1+. 5. EUTL...

. Datoene omhandlet i nr. 2 skal fastsettes nar: 6. EFT L. 281 av 23.11.1995, s. 31.

a) de nodvendige gjennomferingstiltak er ved- /- EFT L8av12.1.2001, s. 1.
tatt, 8. EUTL 12 av 17.1.2004, s. 47.

b) alle medlemsstater som deltar fullt utisis 9 EFTL .184 av 17.7.1999, s. 23. Sist endret ved
1+ har meddelt Kommisjonen at de har beslutning  2006/512/EF (EUT L 200 av
gjennomfoert de tekniske og lovmessige til- 22.7.2006, s. 11).
tak som er nodvendig for 4 kunne behandle ~ 10- EFT L131 av 1.6.2000, s. 43.
opplysninger i SIS II og utveksle utfyllende 11 EFT L 64 av 7.3.2002, s. 20.
informasjon, 12. EFT L 176 av 10.7.1999, s. 36.

¢) Kommisjonen har erklert at en omfattende 13- EFT L 176 av 10.7.1999, s. 31.
test av SIS II, utfert av Kommisjonen i sam- 14. EFT L 176 av 10.7.1999, s. 53.

15. Radsbeslutning 2004/849/EF av 25. oktober

2004 om undertegning, pa Den europeiske uni-
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ons vegne, og om midlertidig anvendelse av
visse bestemmelser i avtalen inngatt mellom
Den europeiske union, Det europeiske felles-
skap og Det sveitsiske edsforbund om denne
statens tilknytning til gjennomferingen, anven-
delsen og videreutviklingen av Schengen-regel-

av visse bestemmelser i avtalen inngatt mellom
Den europeiske union, Det europeiske felles-
skap og Det sveitsiske edsforbund om denne
statens tilknytning til gjennomferingen, anven-
delsen og videreutviklingen av Schengen-regel-
verket (EUT L 386 av 17.12.2004, s. 78).

verket (EUT L 386 av 15.12.2004, s. 26).

16. Radsbeslutning 2004/860/EF av 25. oktober
2004 om undertegning, pa Det europeiske fel-
lesskaps vegne, og om midlertidig anvendelse

17. EFT L 248 av 16.9.2002, s. 1.
18. EUT L 158 av 30.4.2004, s. 77.
19. EUT L 105 av 13.4.2006, s. 1.
20. EFT L 239 av 22.9.2000, s. 439.




26

St.prp.nr. 44

2007-2008

Om samtykke til godtakelse av vedtak om videreutvikling av Schengen-regelverket (to rettsakter om opprettelse, drift og
bruk av annen generasjon av Schengen informasjonssystem (SIS II) og en forordning om tilgang til SIS II for organer som
har ansvaret for utstedelse av registreringsbevis for motorkjeretayer)

Vedlegg 2

Radsbeslutning om opprettelse, drift og bruk avannen
generasjon av Schengen informasjonssystem (SIS 1)

RADET FOR DEN EUROPEISKE UNION HAR -

under henvisning til traktaten om Den euro-

peiske union, sarlig artikkel 30 nr. 1 bokstav a) og
b), 31 nr. 1 bokstav a) og b) og 34 nr. 2 bokstav ¢),

under henvisning til forslag fra Kommisjonen,
under henvisning til uttalelse fra Europaparla-

mentet! og

1.

ut fra felgende betraktninger:

Schengen informasjonssystem («SIS»), som er
opprettet i henhold til bestemmelsene i avde-
ling IV i konvensjon av 19. juni 1990 om gjen-
nomfering av Schengen-avtalen av 14. juni 1985
mellom regjeringene i statene i Den ekonomisk
union Benelux, Forbundsrepublikken Tysk-
land og Republikken Frankrike om gradvis av-
skaffelse av kontrollen pa de felles grenser’
(«Schengen-konvensjonen»), og videreutviklin-
gen av dette, SIS 1+, utgjer et vesentlig verktoy
for anvendelsen av bestemmelsene i Schengen-
regelverket som en integrerende del av Den eu-
ropeiske union.

Kommisjonen har fitt i oppdrag a utvikle annen
generasjon av SIS («SIS II») i henhold til rads-
forordning (EF) nr. 2424/2001° og radsbeslut-
ning 2001/886/J1S* av 6. desember 2001 om
utvikling av annen generasjon av Schengen
informasjonssystem (SIS II). SIS II skal erstatte
det SIS som ble opprettet i henhold til Schen-
gen-konvensjonen.

Denne beslutning utgjer det nedvendige retts-
grunnlag for regulering av SIS II med hensyn
til spersmal som omfattes av traktaten om Den
europeiske union («EU-traktaten»). Europapar-

1 Uttalelse av 25. oktober 2006 (enni ikke offentliggjort i

EUD).

2 EFT L 239 av 22.9.2000, s. 19. Sist endret ved europaparla-

ments- og radsforordning (EF) nr. 1160/2005 (EUT L 191 av
22.7.2005, s. 18).

3 EFTL 328 av 13.12.2001, s. 4.
4 EFTL 328 av 13.12.2001, s. 1.
* EUT: Fyll ut nummer.
**EUT: Forordningens dato.

laments- og radsforordning (EF) nr. .../2006*
av ....** om opprettelse, drift og bruk av annen
generasjon av Schengen informasjonssystem
(SIS II)° utgjer det nedvendige rettsgrunnlag
for regulering av SIS Il med hensyn til spersmaél
som omfattes av traktaten om opprettelse av
Det europeiske fellesskap («EF-traktaten»).

. Det faktum at det nedvendige rettsgrunnlaget

for regulering av SIS II bestar av atskilte doku-
menter, berorer ikke prinsippet om at SIS II
utgjer ett enkelt informasjonssystem som skal
fungere som sadant. Visse bestemmelser i
disse dokumentene skal derfor vare ensly-
dende.

. SIS II ber utgjere et kompenserende tiltak som

bidrar til & opprettholde et hoyt sikkerhetsniva
pd omradet frihet, sikkerhet og rettferdighet i
Den europeiske union ved 4 stette operativt
samarbeid mellom politi- og rettsmyndigheter i
straffesaker.

. Deter nadvendig a spesifisere malene for SIS I

og for systemets tekniske struktur og finansier-
ing, fastsette regler for driften og bruken av
systemet samt bestemme ansvarsomréader,
hvilke kategorier opplysninger som skal legges
inn i systemet, formélet med opplysningene
som legges inn, kriteriene for registrering,
hvilke myndigheter som skal ha tilgang til opp-
lysningene, sammenkopling av meldinger og
nermere regler for behandling av opplysnin-
ger og personvern.

. SIS II skal omfatte et sentralt system (sentralt

SIS II) og nasjonale applikasjoner. Utgiftene til
driften av det sentrale SIS II og tilherende kom-
munikasjonsinfrastruktur skal dekkes over
Den europeiske unions alminnelige budsjett.

. Det ma utarbeides en handbok med detaljerte

regler for utveksling av utfyllende informasjon
vedreorende tiltak som skal iverksettes pa

> EUTL
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10.

11.

12.

13.

grunnlag av en melding. Nasjonale myndighe-
ter i den enkelte medlemsstat skal sikre utveks-
ling av slik informasjon.

I en overgangperiode skal Kommisjonen ha
ansvaret for den operative ledelsen av det sen-
trale SIS II og av deler av kommunikasjonsin-
frastrukturen. For & sikre en myk overgang til
SIS II kan den imidlertid delegere noen eller
alle disse oppgavene til to nasjonale offentlige
organer. Pa lang sikt, etter at det er gjennom-
fort en konsekvensvurdering med en uavhen-
gig analyse av alternativene fra et skonomisk,
operativt og organisatorisk perspektiv, og etter
forslag fra Kommisjonen, skal det opprettes en
driftsenhet med ansvar for disse oppgavene.
Overgangsperioden ber veere pa heoyst fem ar
fra den dato denne beslutning trer i kraft.

SIS II skal inneholde meldinger om personer
som er etterlyst med henblikk pa pagripelse og
overlevering og med henblikk pa pagripelse og
utlevering. I tillegg til meldinger er det hen-
siktsmessig a legge til rette for utveksling av
utfyllende informasjon som Kkreves i forbin-
delse med prosedyrene for overlevering og
utlevering. Seerlig ber opplysninger omhandlet
i artikkel 8 i rddsrammebeslutning 2002/584/
JIS av 13. juni 2002 om den europeiske arrest-
ordre og prosedyrene for overlevering mellom
medlemsstatene® behandles i SIS II.

Det bor veere mulig & legge inn i SIS II en over-
settelse av de tilleggsopplysninger som er
registrert med henblikk pa overlevering i hen-
hold til den europeiske arrestordre og med
henblikk pé utlevering.

SIS II ber inneholde meldinger om personer
som er savnet med henblikk pa 4 bringe dem i
midlertidig forvaring av hensyn til deres egen
sikkerhet eller for a forebygge fare, om perso-
ner som er etterlyst i forbindelse med en retts-
sak, om personer eller gjenstander med hen-
blikk pa observasjon eller mélrettet kontroll og
meldinger om gjenstander som skal beslagleg-
ges eller brukes som bevis i straffesaker.
Meldinger ber ikke oppbevares i SIS II lenger
enn nedvendig for & oppné formalet som ligger
til grunn for meldingen. Som et generelt prin-
sipp ber meldinger om personer automatisk
slettes fra SIS Il etter tre ar. Meldinger om gjen-
stander som legges inn med henblikk p obser-
vasjon eller mélrettet kontroll, ber automatisk
slettes fra SIS II etter fem ar. Meldinger om
gjenstander som skal beslaglegges eller bru-
kes som bevis i straffesaker, ber automatisk

6 EFT L 190 av 18.7.2002, s. 1.

14.

15.

16.

17.

18.

slettes fra SIS II etter ti ar. Beslutninger vedre-
rende oppbevaring av meldinger om personer
ber bygge pa en omfattende individuell vurde-
ring. Medlemsstatene bor gi gjennom meldin-
ger om personer innen en gitt tidsperiode og
fore statistikk over antallet meldinger vedre-
rende personer hvor oppbevaringstiden er for-
lenget.

SIS II ber tillate behandling av biometriske opp-
lysninger for a bidra til palitelig identifikasjon
av berorte personer. P4 samme mate ber SIS II
ogsa tillate behandling av opplysninger om per-
soner hvis identitet er misbrukt, for & unngé
problemer som folge av feilidentifisering, men
det ber fastsettes saerskilte regler for dette,
seerlig samtykke fra vedkommende selv og en
streng begrensning av for hvilke formal slike
opplysninger rettmessig kan behandles.

Det ber vaere mulig for en medlemsstat &
merke, eller flagge, en melding med henblikk
pa & sikre at tiltak som skal treffes pa grunnlag
av meldingen, ikke blir truffet pa dens territo-
rium. Nar meldinger registreres med henblikk
pa pagripelse og overlevering, skal intet i denne
beslutning forstas som et unntak fra eller et hin-
der for anvendelsen av bestemmelsene i ram-
mebeslutning 2002/584/J1S. Beslutningen om
a flagge en melding ber vare basert uteluk-
kende pé nektelsesgrunner i henhold til ram-
mebeslutningen.

Nar en melding blir flagget og tilholdsstedet til
personen som er etterlyst med henblikk pa
pagripelse og overlevering blir kjent, ber til-
holdsstedet alltid meddeles til utstedende judi-
sielle myndighet, som kan beslutte 4 oversende
en europeisk arrestordre til vedkommende
judisielle myndighet i samsvar med bestem-
melsene i rammebeslutning 2002/584/]IS.

Det bor veere mulig for medlemsstatene a kople
sammen meldinger i SIS II. Dersom en med-
lemsstat kopler sammen to eller flere meldin-
ger, skal dette ikke ha innvirkning pa tiltakene
som skal iverksettes, oppbevaringstiden for
meldingene eller tilgangsrettighetene til dem.
Opplysninger som behandles i SIS II i henhold
til denne beslutning, skal ikke overfores til eller
gjores tilgjengelig for tredjestater eller interna-
sjonale organisasjoner. Samarbeidet mellom
Den europeiske union og Interpol ber imidler-
tid styrkes ved & fremme effektiv utveksling av
passopplysninger. Nar personopplysninger
overfores fra SIS 1II til Interpol, ber et tilfreds-
stillende beskyttelsesniva for disse personopp-
lysningene veere sikret ved en avtale som fast-
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19.

20.

21.

22.

setter strenge beskyttelsesmekanismer og vil-
Kar.

Alle medlemsstatene har ratifisert Europara-
dets konvensjon av 28. januar 1981 om person-
vern i forbindelse med elektronisk behandling
av personopplysninger. Konvensjonen tillater
unntak og begrensninger med hensyn til de ret-
tigheter og forpliktelser som er fastsatt i kon-
vensjonen, innen visse grenser. Personopplys-
ninger som behandles innenfor rammen av
gjennomferingen av denne beslutning, ber
beskyttes i samsvar med prinsippene i konven-
sjonen. Prinsippene fastsatt i konvensjonen ber
suppleres eller klargjores i denne beslutning,
der dette er nedvendig.

Prinsippene omhandlet i anbefaling nr. R (87)
15 vedtatt 17. september 1987 av Europaradets
ministerrad om politiets bruk av personopplys-
ninger, bor tas i betraktning nar personopplys-
ninger behandles av politimyndigheter i hen-
hold til denne beslutning.

Kommisjonen har forelagt Radet et forslag til
en rammebeslutning om vern av personopplys-
ninger som behandles innenfor rammen av
politi- og rettssamarbeidet i straffesaker, som
beor godkjennes innen utgangen av 2006 og
komme til anvendelse pd personopplysninger
som behandles innenfor rammen av annen
generasjon av Schengen informasjonssystem
og den tilherende utveksling av utfyllende
informasjon i henhold til denne beslutning.
Europaparlaments- og radsforordning (EF) nr.
45/2001 av 18. desember 2000 om personvern i
forbindelse med behandling av personopplys-
ninger i Fellesskapets institusjoner og organer
og om fri utveksling av slike opplysninger’,
seerlig bestemmelsene om fortrolig og sikker
behandling, skal fa anvendelse for Fellesska-
pets institusjoners og organers behandling av
personopplysninger nar de utferer sine oppga-
ver som ansvarlige for den operative ledelsen
av SIS II, i utevelsen av virksomhet som helt
eller delvis faller inn under Fellesskapets lov-
givning. En del av behandlingen av personopp-
lysninger i SIS II faller inn under Fellesskapets
lovgivning. For & sikre konsekvent og ensartet
anvendelse av reglene for beskyttelse av men-
neskers grunnleggende retter og friheter nér
det gjelder behandling av personopplysninger,
ma det gjores Kklart at nidr Kommisjonen
behandler personopplysninger i henhold til
denne beslutning, kommer forordning (EF) nr.
45/2001 til anvendelse. Prinsippene fastsatt i

" EFTL8av 12.1.2001, s. 1.

23.

24.

25.

26.

27.

forordning (EF) nr. 45/2001 ber suppleres eller
klargjeres i denne beslutning, der dette er ned-
vendig.

Hva angér fortrolighet, ber relevante bestem-
melser i vedtektene for De europeiske felles-
skaps tjenestemenn og ansettelsesvilkarene for
andre ansatte i De europeiske fellesskap fa
anvendelse for tjenestemenn og andre ansatte
som arbeider med SIS II.

Nasjonale kontrollorganer ber overvike at
medlemsstatenes behandling av personopplys-
ninger skjer i henhold til gjeldende regler,
mens Det europeiske datatilsynet, utnevnt i
henhold til europaparlaments- og radsbeslut-
ning 2004/55/EF av 22. desember 2003 om
utnevnelse av et uavhengig kontrollorgan i hen-
hold til artikkel 286 i EF-traktaten®, ber over-
vake Fellesskapets institusjoners og organers
virksomhet i forbindelse med behandlingen av
personopplysninger, i betraktning av de
begrensede oppgaver Fellesskapets institusjo-
ner og organer har med hensyn til selve opplys-
ningene.

Bade medlemsstatene og Kommisjonen ber
utarbeide en sikkerhetsplan for & lette gjen-
nomferingen av sikkerhetsforpliktelsene og
bor samarbeide med hverandre slik at de
behandler sikkerhetssporsmal fra et felles per-
spektiv.

Bestemmelsene i konvensjon av 26. juli 1995
om opprettelse av en europeisk politienhet’
(heretter kalt «Europol-konvensjonen») om
vern av personopplysninger kommer til anven-
delse for Europols behandling av SIS II-opplys-
ninger, herunder fullmaktene til det felles kon-
trollorganet opprettet i henhold til Europol-
konvensjonen, til & overvake Europols virksom-
het og erstatningsansvar ved eventuell ulovlig
behandling av personopplysninger av Europol.
Bestemmelsene i beslutning 2002/187/J1IS av
28. februar 2002 om opprettelse av Eurojust for
4 styrke kampen mot alvorlig kriminalitet'® nar
det gjelder vern av personopplysninger, kom-
mer til anvendelse for Eurojusts behandling av
SIS Il-opplysninger, herunder fullmaktene til
det felles kontrollorganet opprettet i henhold til
samme beslutning, til 4 overvike Eurojusts
virksomhet og erstatningsansvar ved eventuell
ulovlig behandling av personopplysninger av
Eurojust.

8 EUTL 12 av 17.1.2004, s. 47.
9 EFT C 316 av 27.11.1995, s. 2.
WEFT L 63 av 6.3.2002, s. 1.



2007-2008

St.prp. nr. 44 29

Om samtykKke til godtakelse av vedtak om videreutvikling av Schengen-regelverket (to rettsakter om opprettelse, drift og
bruk av annen generasjon av Schengen informasjonssystem (SIS II) og en forordning om tilgang til SIS II for organer som
har ansvaret for utstedelse av registreringsbevis for motorkjeretoyer)

28.

29.

30.

31.

32.

33.

For & sikre apenhet ber Kommisjonen eller
driftsenheten, nar den er opprettet, annethvert
ar utarbeide en rapport om det sentrale SIS IIs
tekniske funksjon og kommunikasjonsinfra-
strukturen, herunder dens sikkerhet, samt om
utvekslingen av utfyllende informasjon. Hvert
fierde ar ber Kommisjonen legge fram en sam-
let evaluering.

Visse aspekter ved SIS II, som tekniske regler
for registrering av opplysninger, herunder opp-
lysninger som kreves for & legge inn en mel-
ding, oppdatere, slette og seke opplysninger,
regler om forenlighet og prioritering av meldin-
ger, flagging og sammenkopling av meldinger
og utveksling av utfyllende informasjon, kan pa
grunn av deres tekniske art, detaljnivd og
behov for regelmessig oppdatering ikke dek-
kes uttemmende av bestemmelsene i denne
beslutning.  Gjennomferingsmyndighet for
disse aspektene ber derfor delegeres til Kom-
misjonen. De tekniske reglene for sek i meldin-
gene bor ta hensyn til at de nasjonale applika-
sjonene skal fungere effektivt. Med forbehold
for Kommisjonens konsekvensvurdering ber
det avgjores i hvilken grad ansvaret for gjen-
nomferingstiltakene kan overfores til driftsen-
heten nar denne er opprettet.

Denne beslutning ber fastsette framgangsma-
ten for vedtakelse av tiltakene som er nedven-
dig for & gjennomfere beslutningen. Fram-
gangsmaten for vedtakelse av gjennomferings-
tiltakene i henhold til denne beslutning og
forordning (EF) nr..../2006* ber veere identisk.
Det er hensiktsmessig & fastsette overgangsbe-
stemmelser for meldinger som er registrert i
SIS 1+ som skal overfores til SIS II. Enkelte
bestemmelser i Schengen-regelverket ber fort-
sette & gjelde i en begrenset periode til med-
lemsstatene har undersekt om meldingene er
forenlige med det nye regelverket. En underse-
kelse av forenligheten av meldinger som vedre-
rer personer, bor prioriteres. Videre ber de i
forbindelse med alle endringer, tillegg, korrige-
ringer eller oppdateringer av meldinger som
overfores fra SIS 1+ til SIS II, samt alle treff pa
slike meldinger, umiddelbart gjennomferes en
undersgkelse av hvorvidt de er forenlige med
bestemmelsene i denne beslutning.

Det er nedvendig & fastsette sezrlige bestem-
melser om den del av budsjettet som er eremer-
ket for driften av SIS, og som ikke er en del av
Den europeiske unions alminnelige budsjett.
Ettersom formalene for de planlagte tiltakene,
nemlig opprettelse og regulering av et felles
informasjonssystem, ikke kan nas i tilstrekke-

34.

35.

36.

37.

38.

39.

lig grad av medlemsstatene og derfor, pa grunn
av tiltakets omfang og virkninger, lettere kan
oppfylles pad EU-plan, kan Radet vedta tiltak i
henhold til neerhetsprinsippet, som fastsatt i
artikkel 5 i EF-traktaten og omhandlet i artik-
kel 2 i EU-traktaten. I henhold til naerhetsprin-
sippet som fastsatt i artikkel 5 i EF-traktaten,
gar denne beslutning ikke ut over det som er
nedvendig for & na dette formal.

Denne beslutning respekterer de grunnleg-
gende rettigheter og overholder de prinsipper
som anerkjennes serlig i Den europeiske uni-
ons pakt om grunnleggende rettigheter.

Det forente kongerike deltar i denne beslut-
ning i samsvar med artikkel 5 i protokollen om
integrasjon av Schengen-regelverket i Den
europeiske union, som felger som vedlegg til
EU-traktaten og EF-traktaten, og artikkel 8 nr.
2 1 beslutning 2000/365/EF av 29. mai 2000 om
anmodning fra Det forente kongerike Storbri-
tannia og Nord-Irland om 4 delta i visse bestem-
melser i Schengen-regelverket!!.

Irland deltar i denne beslutning i samsvar med
artikkel 5 i protokollen om integrasjon av Sche-
ngen-regelverket i Den europeiske union, som
folger som vedlegg til EU-traktaten og EF-trak-
taten, og artikkel 6 nr. 2 i raddsbeslutning 2002/
192/EF av 28. februar 2002 om anmodning fra
Irland om & delta i visse bestemmelser i Schen-
gen-regelverket!?.

Denne beslutning bererer ikke Det forente
kongerikes og Irlands avtaler om begrenset
deltakelse i Schengen-regelverket i henhold til
henholdsvis beslutning 2000/365/EF og
beslutning 2002/192/EF.

Nar det gjelder Island og Norge utgjor denne
beslutning, i samsvar med avtalen inngatt mel-
lom Radet for Den europeiske union og Repu-
blikken Island og Kongeriket Norge om de sist-
nevnte statenes tilknytning til gjennomferin-
gen, anvendelsen og videreutviklingen av
Schengen-regelverket!®, en videreutvikling av
bestemmelser som omfattes av det omradet
som det henvises til i artikkel 1 bokstav G i
radsbeslutning 1999/437/EF" av 17. mai 1999
om visse gjennomferingsbestemmelser til avta-
len.

Det ber inngés en avtale som gjor det mulig for
Norges og Islands representanter a slutte seg
til arbeidet i komiteene som bistar Kommisjo-

UEFT L 131 av 1.6.2000, s. 43.
2EFT L 64 av 7.3.2002, s. 20.
BEFTL 176 av 10.7.1999, s. 36.
Y EFTL 176 av 10.7.1999, s. 31.



30

40.

41.

42.

43.

St.prp.nr. 44 2007-2008

Om samtykke til godtakelse av vedtak om videreutvikling av Schengen-regelverket (to rettsakter om opprettelse, drift og
bruk av annen generasjon av Schengen informasjonssystem (SIS II) og en forordning om tilgang til SIS II for organer som
har ansvaret for utstedelse av registreringsbevis for motorkjeretayer)

nen i utevelsen av dens gjennomferingsmyn-
dighet. En slik avtale er vurdert i brevvekslin-
gen mellom Rédet for Den europeiske union og
Republikken Island og Kongeriket Norge ved-
rerende komiteer som bistar Europakommisjo-
nen i utevelsen av dens utevende myndighet'?,
som felger som vedlegg til ovennevnte avtale.
Nar det gjelder Sveits utgjer denne beslutning,
i samsvar med avtalen inngéitt mellom Den
europeiske union, Det europeiske fellesskap og
Det sveitsiske edsforbund om Det sveitsiske
edsforbunds tilknytning til gjennomferingen,
anvendelsen og videreutviklingen av Schen-
gen-regelverket, en videreutvikling av bestem-
melser i Schengen-regelverket som omfattes av
det omradet som det henvises til i artikkel 1
bokstav G i beslutning 1999/437/EF sammen-
holdt med artikkel 4 nr. 1 i beslutning 2004/
849/EF 16 og 2004/860/EFY.

Det bor inngés en avtale som gjor det mulig for
Sveits’ representanter & slutte seg til arbeidet i
komiteene som bistir Kommisjonen i utevel-
sen av dens gjennomferingsmyndighet. En slik
avtale er vurdert i brevvekslingen mellom Fel-
lesskapet og Sveits vedlagt ovennevnte avtale.
Denne beslutning utgjer en rettsakt som byg-
ger pa eller pa annen mate har tilknytning til
Schengen-regelverket i henhold til artikkel 3
nr. 2 i tiltredelsesakten av 2003 og artikkel 4 nr.
2 i tiltredelsesakten av 20

Denne beslutning kommer til anvendelse for
Det forente kongerike, Irland og Sveits fra slike
datoer som vil bli bestemt i henhold til fram-
gangsmatene fastsatt i de relevante dokumen-
tene om anvendelse av Schengen-regelverket i
disse statene —

TRUFFET DENNE BESLUTNING:

EFT L 176 av 10.7.1999, s. 53.

16110] Radsbeslutning 2004/849/EF av 25. oktober 2004 om
undertegning, pd Den europeiske unions vegne, og om mid-
lertidig anvendelse av visse bestemmelser i avtalen mellom
Den europeiske union, Det europeiske fellesskap og Det
sveitsiske edsforbund om denne statens tilknytning til gjen-
nomferingen, anvendelsen og videreutviklingen av Schen-
gen-regelverket (EUT L 386 av 15.12.2004, s. 26).

17 Radsbeslutning 2004/860/EF av 25. oktober 2004 om under-
tegning, pa Det europeiske fellesskaps vegne, og om midler-
tidig anvendelse av visse bestemmelser i avtalen inngatt
mellom Den europeiske union, Det europeiske fellesskap og
Det sveitsiske edsforbund om denne statens tilknytning til
gjennomferingen, anvendelsen og videreutviklingen av Sche-
ngen-regelverket (EUT L 386 av 17.12.2004, s. 78).

Kapittel |

Generelle bestemmelser

Artikkel 1

Opprettelse av SIS Il og generelt formal

1. Annen generasjon av Schengen informasjons-
system («SIS II») opprettes herved.

2. Formalet med SIS II skal i henhold til denne
beslutning veere a sikre, ved bruk av informa-
sjon formidlet via dette systemet, et heoyt sik-
kerhetsnivd pa omradet frihet, sikkerhet og
rettferdighet i Den europeiske union, herunder
opprettholde offentlig orden og sikkerhet og
ivareta statens sikkerhet pd medlemsstatenes
territorier, og anvende bestemmelsene om fri
bevegelighet for personer i avdeling IV i tredje
del av traktaten, pa statenes territorier.

Artikkel 2
Virkeomrade

1. Denne beslutning fastsetter vilkidr og fram-
gangsmater for registrering og behandling i
SIS II av meldinger om personer og gjenstan-
der og for utveksling av utfyllende informasjon
og tilleggsopplysninger med henblikk pa politi-
og rettssamarbeid i straffesaker.

2. Denne beslutning fastsetter ogsd bestemmel-
ser om den tekniske struktur for SIS II,
ansvarsomradene til medlemsstatene og drift-
senheten omhandlet i artikkel 15, generelle
regler for behandling av opplysningene, rettig-
hetene til berorte personer samt erstatningsan-
svar.

Artikkel 3
Definisjoner

1. Idenne beslutning menes med:

a) «melding», et sett opplysninger som legges
inn i SIS II og som tillater vedkommende
myndigheter & identifisere en person eller
en gjenstand med henblikk pé & iverksette
seerlige tiltak,

b) «utfyllende informasjon», opplysninger som
ikke er lagret i SIS II men som gjelder mel-
dinger i SIS II, og som skal utveksles:

i. for at medlemsstatene skal kunne radfe-
re seg med eller underrette hverandre i
forbindelse med at de legger inn en mel-
ding,

ii. etter et treff, for & gjore det mulig a
iverksette hensiktsmessige tiltak,
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iii. nar det nedvendige tiltak ikke kan iverk-

b) et nasjonalt system («N.SIS II») i hver av

settes, medlemsstatene, bestdende av et nasjonalt
iv. ispersmal vedrerende kvaliteten pa opp- datasystem som kommuniserer med det
lysningene i SIS 11, sentrale SIS II. Et N.SIS II kan inneholde en

v. ispersmal vedrerende meldingenes for-
enlighet og prioritering,

vi. 1 spersmal vedrerende retten til tilgang
til opplysningene,

c) «tilleggsopplysninger», de opplysninger
som er lagret i SIS II og som gjelder meldin-
ger i SIS II som umiddelbart skal gjeres til-
gjengelig for vedkommende myndigheter
nar en person det er registrert opplysninger

som inneholder en database, «SIS II-
databasen»,

— et standard nasjonalt grensesnitt («NI-
SIS»),

datafil («nasjonal kopi») som inneholder en
kopi av hele eller deler av SIS II-databasen,

¢) en kommunikasjonsinfrastruktur mellom
CS-SIS og NI-SIS («kommunikasjonsinfra-
strukturen») med et kryptert virtuelt nett-
verk som er dedikert til SIS II-opplysninger
og utveksling av opplysninger mellom
SIRENE-kontorene omhandlet i artikkel 7
nr. 2.

om i SIS II, blir funnet som resultat av sek i 2. SIS Il-opplysninger skal registreres, oppdate-
systemet, res, slettes og sokes i via de ulike N.SIS II-sys-

d) «personopplysninger», all informasjon ved- temene. En nasjonal kopi skal veere tilgjengelig
rerende en identifisert eller identifiserbar for bruk til elektroniske sek pa territoriet til
fysisk person («den registrerte»); en identi- den enkelte medlemsstat. Det skal ikke veere
fiserbar person er en person som kan iden- mulig 4 seke i datafilene i andre medlemssta-
tifiseres, direkte eller indirekte, ters N.SIS II.

e) «behandling av  personopplysninger» 3. CS<SIS, som ivaretar tekniske og administrative
(«behandling»), enhver operasjon eller funksjoner, skal ligge i Strasbourg (Frankrike),
rekke operasjoner som med eller uten elek- og en reserve for CS-SIS, som skal kunne sikre
troniske hjelpemidler utferes i forbindelse alle CS-SIS funksjonaliteter i tilfelle sys-
med personopplysninger, for eksempel inn- temsvikt, skal ligge i Sankt Johann im Pongau
samling, registrering, systematisering, opp- (Osterrike).
bevaring, tilpasning eller endring, gjenfin- 4. CS-SIS skal levere alle de tjenester som er ned-
ning, seking, bruk, videreformidling ved vendig for a registrere og behandle opplysnin-
overforing, spredning eller andre former ger 1 SIS II, herunder sek i SIS II-databasen.
for tilgjengeliggjoring, sammenstilling eller For medlemsstater som bruker en nasjonal
samKjoring, sperring, sletting eller tilintet- kopi, skal CS-SIS:
gjoring. a) levere en nettbasert oppdatering av de

2. Alle henvisninger i denne beslutning til nasjonale kopiene,

bestemmelser i rammebeslutning 2002/584/ b) sikre synkronisering av og samsvar mellom

JIS skal forstas slik at de ogsa omfatter tilsva- de nasjonale kopiene og SIS Il-databasen,

rende bestemmelser i avtalene som er inngétt ¢) utfere nedvendige operasjoner med hen-

mellom Den europeiske union og tredjestater i blikk pé initialisering og gjenoppretting av
henhold til artikkel 24 og 38 i EU-traktaten med nasjonale Kkopier.

henblikk pa overlevering av personer pa grunn-

lag av en arrestordre som hjemler for oversen- )

ding av slik arrestordre via Schengen informa-  Artikkel 5

sjonssystem. Kostnader

1. Kostnadene ved opprettelse, drift og vedlike-

Artikkel 4 hold av det sentrale SIS II og kommunikasjons-

. . infrastrukturen skal dekkes over Den europeis-
Teknisk struktur og drift av SIS i ke unions alminnelige budsjett.

1. SIS II skal besta av: 2. Kostnadene skal omfatte arbeid i forbindelse

a) et sentralt system («det sentrale SIS II») med CS-SIS for & sikre levering av tjenestene
bestaende av: omhandlet i artikkel 4 nr. 4.

— en teknisk stottefunksjon («CS-SIS») 3. Kostnadene ved opprettelse, drift og vedlike-

hold av de enkelte N.SIS II skal baeres av ved-
kommende medlemsstat.
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4. Detaljerte regler for utveksling av utfyllende

Kapittel Il informasjon skal vedtas i henhold til fram-
Medlemsstatenes ansvarsomrader gangsmaten omhandlet i artikkel 67 i form av
Artikkel 6 SIRENE-hidndboken, med forbehold for

) bestemmelsene i rettsakten om opprettelse av
Nasjonale systemer

driftsenheten.
Hver medlemsstat skal ha ansvar for opprettelse,
drift og vedlikehold av sitt eget N.SIS II og for &
knytte dette opp mot NI-SIS. Artikkel 9
Teknisk samsvar
Artikkel 7 1. For & sikre rask og effektiv overforing av data

N.SIS lI-kontor og SIRENE-kontor

skal hver medlemsstat ved opprettelsen av det
nasjonale N.SIS II overholde protokollene og

1. Hver medlemsstat skal utpeke en myndighet de tekniske prosedyrene som er fastsatt for  si-
(«N.SIS II-kontoret») som skal ha det sentrale kre kompatibilitet mellom N.SIS II og CS-SIS.
ansvaret for N.SIS II. Disse protokollene og tekniske prosedyrene

Denne myndigheten skal ha ansvaret for at skal fastsettes i samsvar med framgangsmaéten
N.SIS II fungerer sikkert og effektivt, sikre ved- omhandlet i artikkel 67, med forbehold for be-
kommende myndigheter tilgang til SIS II og stemmelsene i rettsakten om opprettelse av
iverksette de tiltak som er nedvendig for a sikre driftsenheten.
overholdelse av bestemmelsene i denne beslut- . Hvis en medlemsstat bruker en nasjonal kopi,
ning. skal den sikre, ved hjelp av tjenestene som CS-

Hver medlemsstat skal overfore sine meldin- SIS leverer, at opplysninger lagret i den nasjo-
ger via det nasjonale N.SIS Il-kontoret. nale kopien gjennom de automatiske oppdate-

2. Hver medlemsstat skal utpeke en myndighet ringene omhandlet i artikkel 4 nr. 4, er iden-
som skal sikre utveksling av all utfyllende infor- tiske og i samsvar med opplysningene i SIS II-
masjon («SIRENE-kontoret») i samsvar med databasen, og at sek i den nasjonale kopien gir
bestemmelsene i SIRENE-hdndboken omhand- samme resultater som sek i SIS II-databasen.
let i artikkel 8.

Disse kontorene skal ogsa samordne kvali-
tetskontrollen av opplysningene som leggesinn ~ Artikkel 10
i SIS II. Med sikte pa dette skal de ha tilgang til Sikkerhet - medlemsstatene
opplysningene som behandles i SIS II. 1. Hver medlemsstat skal, nar det gjelder sitt eget

3. Medle:*msstatene skal underrette driftsenheten N.SIS ILsystem, vedta nodvendige tiltak, her-
om sitt N.SIS Ilkontor og SIRENE-kontor. under en sikkerhetsplan, med sikte pa &:
Driftsenheten skal offentliggjore en forteg- a) fysisk beskytte opplysninger, herunder
nelse over konForeI.le sammen med fortegnel- utarbeide beredskapsplaner for 4 beskytte
sen omhandlet i artikkel 46 nr. 8. kritisk infrastruktur,

b) nekte ikke-autoriserte personer adgang til

Artikkel 8 datainstallasjoner som brukes til behand-

Utveksling av utfyllende informasjon

ling av personopplysninger (adgangskon-
troll),

1. Utfyllende informasjon skal utveksles i sam- ¢) forhindre at datamedier kan leses, kopie-
svar med bestemmelsene i «SIRENE-handbo- res, endres eller fiernes av ikke-autoriserte
ken» via kommunikasjonsinfrastrukturen. Der- personer (kontroll av datamedier),
som kommunikasjonsinfrastrukturen ikke er d) forhindre ikke-autorisert registrering av
tilgjengelig, kan medlemsstaten bruke annen opplysninger og ikke-autorisert innsyn i,
tilstrekkelig sikker teknikk til utveksling av ut- endring og sletting av personopplysninger
fyllende informasjon. (kontroll av registrering),

2. Utfyllende informasjon skal brukes bare for det e) forhindre at systemer for -elektronisk
formal den ble gitt. behandling av opplysninger kan brukes av

3. Anmodninger fra andre medlemsstater om ikke-autoriserte personer ved hjelp av data-

utfyllende informasjon skal besvares sa snart
som mulig.

overforingsutstyr (kontroll av bruker),
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f) sikre at personer med autorisasjon til &
bruke et elektronisk system for behandling
av opplysninger fér tilgang bare til de opp-
lysninger deres autorisasjon gjelder, ved
bruk utelukkende av personlige og unike
brukeridentiteter og fortrolige tilgangsme-
toder (tilgangskontroll),

g) sikre at alle myndigheter med rett til tilgang
til SIS II eller til datainstallasjonene oppret-
ter profiler som beskriver funksjoner og
ansvarsomrader for personer som er autori-
sert til 4 fa tilgang til, registrere, oppdatere,
slette og seke opplysninger og pa anmod-
ning uten opphold gjere disse profilene til-
gjengelig for det nasjonale kontrollorganet
omhandlet i artikkel 60 (personalprofiler),

h) sikre at det er mulig & kontrollere og fastsla
hvilke organer personopplysninger kan
overfores til ved bruk av dataoverferingsut-
styr (kommunikasjonskontroll),

i) sikre at det i etterhand er mulig & kontrol-
lere og fastsld hvilke personopplysninger
som er registrert i de elektroniske syste-
mene for behandling av opplysninger, samt
nar, av hvem og for hvilket formal de ble
registrert (registreringskontroll),

j) forhindre ikke-autorisert lesing, kopiering,
endring og sletting av personopplysninger
under overfering av personopplysninger
eller transport av datamedier, sarlig ved
hjelp av hensiktsmessige krypteringstek-
nikker (transportkontroll),

k) overviake effektiviteten ved sikkerhetstilta-
kene omhandlet i dette nr. og iverksette de
organisatoriske tiltak som kreves for intern
overvaking med henblikk pa & sikre over-
holdelse av denne beslutning (egenrevi-
sjon).

2. For & ivareta sikkerheten ved utveksling av
utfyllende informasjon skal medlemsstatene
iverksette tiltak tilsvarende tiltakene fastsatt i
nr. 1.

Artikkel 11
Fortrolighet - medlemsstatene

Alle medlemsstater skal anvende egne regler for
taushetsplikt eller annen tilsvarende fortrolighets-
plikt for alle personer og organer som skal arbeide
med SIS Il-opplysninger og utfyllende informasjon,
i samsvar med nasjonal lovgivning. Denne plikten
skal ogsa gjelde etter at disse personer har sluttet i

sin stilling, ansettelsesforholdet er opphert eller
organets virksomhet er avsluttet.

Artikkel 12
Oppbevaring av logg pa nasjonalt plan

1. Medlemsstater som ikke bruker en nasjonal
kopi, skal sikre at enhver tilgang til og utveks-
ling av personopplysninger i CS-SIS registreres
i N.SIS II for & kontrollere hvorvidt seket er lov-
lig, for &4 overvake at behandlingen av opplys-
ninger er lovlig, med sikte p& egenkontroll
samt for & sikre at N.SIS II fungerer tilfredsstil-
lende og at opplysningenes integritet og sikker-
het kan garanteres.

2. Medlemsstater som bruker nasjonale kopier,
skal sikre at enhver tilgang til og utveksling av
opplysninger i SIS II blir registrert for forméa-
lene omhandlet i nr. 1. Dette gjelder ikke pro-
sessene omhandlet i artikkel 4 nr. 4.

3. Loggen skal seerlig vise meldingenes historikk,
dato og klokkeslett for overfering av opplysnin-
gene, hvilke opplysninger som er brukt til &
gjennomfere sek, henvisning til overforte opp-
lysninger samt navn pa vedkommende myndig-
het og pa personen med ansvar for behandling
av opplysningene.

4. Loggen kan bare benyttes for formélene
omhandlet i nr. 1 og 2 og skal slettes tidligst ett
ar og senest tre ar etter opprettelsen. Logger
som inneholder meldingshistorikk skal slettes
ett til tre ar etter at meldingen er slettet.

5. Logger kan oppbevares lenger hvis det er bruk
for dem i forbindelse med overvékingsprosedy-
rer som allerede er igangsatt.

6. Vedkommende nasjonale myndighet med
ansvar for lovlighetskontrollen av sek, for over-
vaking av lovligheten av behandlingen av opp-
lysninger, for egenkontroll samt for a sikre til-
fredsstillende drift av N.SIS II og garantere
opplysningenes integritet og sikkerhet, skal,
innenfor rammen av sine fullmakter og pa
anmodning, ha tilgang til disse loggene for &
kunne utfere sine plikter.

Artikkel 13
Egenkontroll

Medlemsstatene skal sikre at enhver myndighet
som har rett til tilgang til opplysninger i SIS II,
iverksetter de tiltak som er nedvendig for & over-
holde denne beslutning, og ved behov samarbei-
der med det nasjonale kontrollorganet.
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Artikkel 14
Oppleering av personell

For de far autorisasjon til 4 behandle opplysninger
som er lagret i SIS II, skal ansatte hos de organer
som har tilgang til SIS II, fi egnet oppleering i
reglene for datasikkerhet og personvern og skal
underrettes om relevante straffbare handlinger og
straff.

Kapittel lll

Driftsenhetens ansvarsomrader
Artikkel 15

Operativ ledelse

1. Etter en overgangsperiode skal en driftsenhet
(«driftsenheten»), finansiert over Den euro-
peiske unions alminnelige budsjett, ha ansvaret
for den operative ledelsen av det sentrale SIS II.
Driftsenheten skal i samarbeid med medlems-
statene sikre at den beste tilgjengelige teknolo-
gi i henhold til en kost/nytte-analyse til enhver
tid benyttes ved det sentrale SIS II.

2. Driftsenheten skal ogsa ha ansvar for felgende
oppgaver i forbindelse med kommunikasjons-
infrastrukturen:

a) kontroll,

b) sikkerhet,

¢) samordning av forbindelsene mellom med-
lemsstatene og leveranderen.

3. Kommisjonen skal ha ansvar for alle andre opp-
gaver i forbindelse med kommunikasjonsinfra-
strukturen, seerlig:

a) oppgaver i forbindelse med gjennomferin-
gen av budsjettet,

b) anskaffelse og fornying,

¢) kontraktsmessige forhold.

4. 1 en overgangsperiode for driftsenheten over-
tar ansvaret, skal Kommisjonen ha ansvar for
den operative ledelsen av det sentrale SIS II.
Kommisjonen kan i henhold til radsforordning
(EF, Euratom) nr. 1605/2002 av 25. juni 2002
om finansreglementet som fiar anvendelse pa
De europeiske fellesskaps alminnelige bud-
sjett!® | delegere denne oppgaven og oppgaver
i forbindelse med gjennomferingen av budsjet-
tet til nasjonale offentlige organer i to forskjel-
lige land.

5. Hvert av de nasjonale offentlige organene
omhandlet i nr. 4 skal sarlig oppfylle folgende
utvelgelseskriterier:

IBEFT L 248 av 16.9.2002, s. 1.

a) Det ma kunne dokumentere lang erfaring
med drift av et stort informasjonssystem
med funksjonaliteter som nevnt i artikkel 4
nr. 4,

b) det mé ha betydelig ekspertise innen de tje-
neste- og sikkerhetskrav som gjelder for et
informasjonssystem med funksjonaliteter
tilsvarende dem som er nevnti artikkel 4 nr.
4,

c¢) detma ha en erfaren stab som er tilstrekke-
lig stor og har hensiktsmessig faglig
ekspertise og sprikferdigheter til & kunne
samarbeide i et internasjonalt milje som det
som kreves for SIS II,

d) det mé ha en sikker og skreddersydd infra-
struktur som serlig kan fungere som
reserve og garantere kontinuerlig drift av et
stort IT-system,

e) organets administrative miljg mai tillate at
det utferer sine oppgaver korrekt, og unnga
interessekonflikter.

. For det foretas noen delegering i henhold til nr.

4 og med jevne mellomrom deretter, skal Kom-
misjonen underrette Europaparlamentet og
Radet om vilkarene for delegeringen, delege-
ringens neyaktige omfang og hvilke organer
oppgaver er delegert til.

. Dersom Kommisjonen delegerer sitt ansvar i

overgangsperioden i henhold til nr. 4, skal den
sikre at delegeringen ikke overskrider gren-
sene fastsatt i det institusjonelle systemet i hen-
hold til EF-traktaten. Den skal serlig sikre at
delegeringen ikke far negative konsekvenser
for noen av Domstolens, Revisjonsrettens eller
Det europeiske datatilsynets kontrollmekanis-
mer fastsatt i Den europeiske unions lovgiv-
ning.

. Den operative ledelsen av det sentrale SIS II

skal omfatte alle oppgaver som er nedvendig
for & holde det sentrale SIS II i funksjon 24
timer i degnet 7 dager i uken i henhold til
denne beslutning, serlig vedlikeholdsarbeid
og tekniske forbedringer som er ngdvendig for
at systemet skal fungere effektivt.

Artikkel 16
Sikkerhet
1. Driftsenheten, i forhold til det sentrale SIS II,

og Kommisjonen, i forhold til kommunika-
sjonsinfrastrukturen, skal vedta nedvendige til-
tak, herunder en sikkerhetsplan, med sikte pa
a
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a) fysisk beskytte opplysninger, herunder 2. For & ivareta sikkerheten ved utveksling av
utarbeide beredskapsplaner for a beskytte utfyllende informasjon via kommunikasjonsin-
kritisk infrastruktur, frastrukturen skal driftsenheten iverksette til-

b) nekte ikke-autoriserte personer adgang til tak tilsvarende tiltakene fastsatt i nr. 1.
datainstallasjoner som brukes til behand-
ling av personopplysninger (adgangskon Artikkel 17

troll),
¢) forhindre at datamedier kan leses, kopie-
res, endres eller fijernes av ikke-autoriserte

Fortrolighet - driftsenheten

! 1. Med forbehold for artikkel 17 i vedtektene for
personer (kontroll av datamedier), De europeiske fellesskaps tjenestemenn skal
d) forhindre ikke-autorisert registrering av driftsenheten anvende hensiktsmessige regler
opplysninger og ikke-autorisert innsyn i, for taushetsplikt eller annen tilsvarende fortro-
endring og sletting av personopplysninger lighetsplikt av tilsvarende standard i henhold til
(kontroll av registrering), . bestemmelsene i artikkel 11 i denne forord-
e) forhindre at systemer for elektronisk ning, for alle ansatte som arbeider med SIS II-
Pehandhng av opplysninger kal_l brukes av opplysninger. Denne plikten skal ogsa gjelde
1kke-au¥orlser te personer ved hjelp av data- etter at disse personer har sluttet i sin stilling,
overferingsutstyr (kontroll av bruker), ansettelsesforholdet er opphert eller deres
f) sikre at personer med autorisasjon til a virksomhet er avsluttet.
bruke et el'ektrontsk system for behandling 9 Ror 4 jvareta fortroligheten ved utveksling av
av opplysninger far tilgang bare il de opp- utfyllende informasjon via kommunikasjonsin-
lysninger deres autorisasjon gjelder, ved frastrukturen skal driftsenheten iverksette til-
bruk utelukkende av personlige og unike tak tilsvarende tiltakene fastsatt i nr. 1.
brukeridentiteter og fortrolige tilgangsme-
toder (tilgangskontroll),
g) opprette profiler som beskriver funksjoner  Artikkel 18

og ansvarsomrader for personer som er
autorisert til & fi tilgang til opplysningene

Oppbevaring av logg pa sentralt plan

eller datainstallasjonene og pa anmodning 1. Driftser.lheten skal sikre at eqhver t‘ilgang til og
uten opphold gjere disse profilene tilgjenge- u.tvekslmg av perfonopplysmnger ! CS.'SIS re-
lig for Det europeiske datatilsynet omhand- gistreres for formalene omhandlet i artikkel 12
let i artikkel 61 (personalprofiler), or. 1 og 2. .. . .

h) sikre at det er mulig & kontrollere og fastsla 2. Loggen skal seerlig vise meldlqgenes h1st0r1k.k,
hvilke organer personopplysninger kan dato og k}okkeslett fo.r overforing av opplysr}m-
overfores til ved bruk av dataoverferingsut- gene, hvilke op plysmn.ger' som er brukt til &
styr (kommunikasjonskontroll) gjennomfoere sek, henvisning til overforte opp-

i) sikre at det i etterhand er mulig & kontrol- Ersnmgfir samt navn I?;l\}fledlfﬁ_m mende mlynd}g-
lere og fastsld hvilke personopplysninger et med ansvar for behandling av opplysnin-
som er registrert i de elektroniske syste- gene. \
mene for behandling av opplysninger, samt 3. Loggen ka}n bare benyttes for' formaolene
nér og av hvem de ble regisirert (registre- omhandletinr. 1 og skal slettes tidligst ett ar og
ringskontroll) senest tre ar etter opprettelsen. Logger som

i) forhindre ikk(;-a utorisert lesing, kopiering inneholder meldingshistorikk skal slettes ett til
endring og sletting av personopplysninger tre r etter at meldingen er slettet..
under overforing av personopplysninger 4. Logger 1'<an oppbevares lenger hv1§ det er bruk
eller transport av datamedier, serlig ved for demi forbmdelS(? med overvakingsprosedy-
hjelp av hensiktsmessige krypteringstek- rer som allerede er igangsatt.

1o P 5 P & 5. Vedkommende myndigheter med ansvar for

nikker (transportkontroll),

k) overvake effektiviteten ved sikkerhetstilta-
kene omhandlet i dette nr. og iverksette de
organisatoriske tiltak som kreves for intern
overvaking med henblikk pa & sikre over-
holdelse av denne beslutning (egenrevi-
sjon).

lovlighetskontrollen av sek, for overvéking av
lovligheten av behandlingen av opplysninger,
for egenkontroll samt for a sikre tilfredsstil-
lende drift av CS-SIS II og garantere opplysnin-
genes integritet og sikkerhet, skal, innenfor
rammen av sine fullmakter og pd anmodning,
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ha tilgang til disse loggene for & kunne utfere
sine oppgaver.

Artikkel 19
Informasjonskampanje

Kommisjonen skal i forbindelse med oppstarten av
SIS II, i samarbeid med det nasjonale kontrollorga-
net og Det europeiske datatilsynet, lansere en
informasjonskampanje som informerer allmennhe-
ten om formalet med systemet, opplysningene som
lagres, hvilke myndigheter som har tilgang til det,
samt enkeltindividets rettigheter. Etter at driftsen-
heten er opprettet, skal den i samarbeid med det
nasjonale kontrollorganet og Det europeiske data-
tilsynet gjennomfore slike kampanjer regelmessig.
Medlemsstatene skal, i samarbeid med det nasjo-
nale kontrollorganet, utarbeide og gjennomfere
nedvendige strategier for 4 gi sine borgere gene-
rell informasjon om SIS II.

Kapittel IV

Kategorier opplysninger og flagging
Artikkel 20

Kategorier opplysninger

1. Med forbehold for artikkel 8 nr. 1 og bestem-
melsene i denne beslutning vedrerende lagring
av tilleggsopplysninger skal SIS II inneholde
bare de kategorier opplysninger som meldes
inn av hver enkelt medlemsstat og som kreves
for formalene fastsatt i artikkel 26, 32, 34, 36 og
38.

2. Opplysningene deles inn i folgende kategorier:
a) personer det er registrert melding om,

b) gjenstander omhandlet i artikkel 36 og 38.
3. Opplysninger om personer som det er regis-
trert melding om, skal bare omfatte folgende:
a) etternavn og fornavn, navn ved fodselen og
tidligere brukte navn samt eventuelt saer-
skilt registrerte aliasnavn,

b) serlige objektive fysiske Kkjennetegn av
uforanderlig art,

¢) fodested og fodselsdato,

d) kjenn,

e) fotografier,

f) fingeravtrykk,

g) statsborgerskap,

h) angivelse av om vedkommende er bevap-
net, voldelig eller har remt,

i) begrunnelse for meldingen,

j) myndigheten som har registrert meldin-
gen,

k) en henvisning til beslutningen som ligger til
grunn for meldingen,

) hvilke tiltak som skal iverksettes,

m) kopling (er) til andre meldinger registrert i
SIS II i samsvar med artikkel 52,

n) typen straffbar handling.

4. De tekniske reglene for registrering, oppdate-
ring, sletting og seking av opplysningene
omhandlet i nr. 2 og 3, skal fastsettes i samsvar
med framgangsmaten omhandlet i artikkel 67,
med forbehold for bestemmelsene i rettsakten
om opprettelse av driftsenheten.

5. De tekniske reglene for seking i opplysningene
omhandlet i nr. 3, skal vaere enslydende for sgk
i CS-SIS, nasjonale kopier og tekniske kopier,
som omhandlet i artikkel 46 nr. 2.

Artikkel 21
Forholdsmessighet

For en melding registreres, skal medlemsstaten
underseke om tilfellet er adekvat, relevant og vik-
tig nok til at meldingen ber legges inn i SIS II.

Artikkel 22
Saerlige regler for fotografier og fingeravtrykk

Bruken av fotografier og fingeravtrykk i henhold
til artikkel 20 nr. 3 bokstav e) og f) skal vaere under-
lagt felgende bestemmelser:

a) Fotografier og fingeravtrykk skal bare legges
inn etter en seerlig kvalitetskontroll for 4 kon-
trollere at opplysningene oppfyller en minste
kvalitetsstandard. Spesifikasjonene for den
seerlige kvalitetskontrollen skal fastsettes i
samsvar med framgangsmaten omhandlet i ar-
tikkel 67, med forbehold for bestemmelsene i
rettsakten om opprettelse av driftsenheten.

b) Fotografier og fingeravtrykk skal bare brukes
til & bekrefte identiteten til en person som er
blitt funnet som folge av et alfanumerisk sok i
SIS 1II.

¢) Séasnart det blir teknisk mulig, kan ogsa finger-
avtrykk brukes til 4 identifisere en person péa
grunnlag av vedkommendes biometriske kjen-
netegn. Innen denne funksjonen implemente-
res i SIS II, skal Kommisjonen legge fram en
rapport om tilgjengeligheten og anvendelsen av
den aktuelle teknologien, som Europaparla-
mentet skal konsulteres om.
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Artikkel 23
Minstekrav til registrering av en melding

1. Meldinger om personer kan ikke registreres
uten at den inneholder opplysningene omhand-
leti artikkel 20 nr. 3 bokstav a), d), I) og der det
er relevant, bokstav k).

2. Alle andre opplysninger nevnt i artikkel 20 nr. 3
skal ogsa registreres dersom de er tilgjenge-
lige.

Artikkel 24
Generelle bestemmelser om flagging

1. Dersom en medlemsstat finner at iverksettelse
en melding som er lagt inn i samsvar med artik-
kel 26, 32 eller 36 er i strid med dens nasjonale
lovgivning, internasjonale forpliktelser eller ve-
sentlige nasjonale interesser, kan den i etter-
hind kreve at meldingen flagges slik at tiltak
som skal iverksettes pa grunnlag av meldingen,
ikke blir iverksatt pa dens territorium. Flagget
skal legges til av SIRENE-kontoret i den inn-
meldende medlemsstat.

2. For at medlemsstaten skal kunne kreve at en
melding flagges i samsvar med artikkel 26, skal
alle medlemsstater ved utveksling av utfyllende
informasjon automatisk underrettes om enhver
ny melding i denne kategorien.

3. Dersom en medlemsstat registrerer en mel-
ding i en seerdeles presserende og alvorlig sak,
og begjeerer tiltaket iverksatt, skal den med-
lemsstaten som utferer meldingen undersoke
hvorvidt den kan tillate at flaggingen av meldin-
gen som er gjort pa dens begjering, fijernes.
Dersom medlemsstaten som utferer meldin-
gen kan fjerne flagget, skal den ta de nedven-
dige skritt for & sikre at tiltaket umiddelbart
kan iverksettes.

Artikkel 25

Flagging av meldinger med henblikk pa
pagripelse og overlevering

1. Dersom rammebeslutning 2002/584/]IS kom-
mer til anvendelse, skal et flagg som forhindrer
pagripelse bare legges til en melding med hen-
blikk pa pagripelse og overlevering nar ved-
kommende judisielle myndighet i henhold til
nasjonal lovgivning om gjennomfering av euro-
peiske arrestordrer har nektet & gjennomfere

den med henvisning til manglende gjennomfo-
ringsgrunnlag, og det har vert nedvendig a
flagge meldingen.

2. Pabegjering fra vedkommende judisielle myn-
dighet i henhold til nasjonal lovgivning, enten
pa grunnlag av en generell instruks eller i et
seerskilt tilfelle, kan det likevel bli nedvendig &
flagge en melding med henblikk pé pagripelse
og overlevering hvis det er innlysende at gjen-
nomfering av den europeiske arrestordren ma
avslas.

Kapittel V

Meldinger om personer som er etterlyst med
henblikk pa pagripelse og overlevering eller
utlevering

Artikkel 26
Formal og vilkar for registrering av meldinger

1. Opplysninger om personer som er etterlyst
med henblikk pa pagripelse og utlevering pa
grunnlag av en europeisk arrestordre eller
med henblikk pé pagripelse og utlevering, skal
registreres pa anmodning fra judisiell myndig-
het i den utstedende medlemsstat.

2. Opplysninger om personer som er etterlyst
med henblikk pa pagripelse og overlevering,
skal ogsa registreres pa grunnlag av pagripel-
sesordrer utstedt i henhold til avtaler om over-
levering av personer pa grunnlag av en pagri-
pelsesordre, som er inngétt mellom Den euro-
peiske union og tredjestater med hjemmel i
artikkel 24 og 38 i EU-traktaten, og som tillater
oversendelse av slike pagripelsesordrer via
Schengen informasjonssystem.

Artikkel 27

Tilleggsopplysninger om personer som er
etterlyst med henblikk pa pagripelse og
overlevering

1. Dersom en person er etterlyst med henblikk pa
pagripelse og overlevering pa grunnlag av en
europeisk arrestordre, skal den utstedende
medlemsstat legge en kopi av den originale eu-
ropeiske arrestordren inn i SIS II.

2. Den utstedende medlemsstat kan legge inn en
oversatt utgave av den europeiske arrestordren
pa et eller flere av Den europeiske unions offi-
sielle sprak.
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Artikkel 28

Utfyllende informasjon om personer som er
etterlyst med henblikk pa pagripelse og
overlevering

En medlemsstat som legger en melding inn i SIS II
med henblikk pa pagripelse og overlevering, skal
gi alle medlemsstater opplysningene fastsatt i
artikkel 8 nr. 1 i rammebeslutning 2005/584/]IS,
gjennom utveksling av utfyllende informasjon.

Artikkel 29

Utfyllende informasjon om personer som er
etterlyst med henblikk pa pagripelse og
utlevering

1. Den medlemsstaten som har lagt en melding
om utlevering inn i SIS, skal gi alle medlemssta-
ter folgende opplysninger, gjennom utveksling
av tilleggsinformasjon:

a) myndigheten som har utstedt anmodnin-
gen om pagripelse,

b) om det foreligger en pagripelsesordre eller
et dokument med samme rettsvirkning,
eller en rettskraftig dom,

¢) den straffbare handlingens art samt rele-
vant straffebud,

d) en beskrivelse av omstendighetene rundt
den straffbare handlingen, herunder tid,
sted og grad av deltakelse i den straffbare
handlingen av personen meldingen gjelder,

e) iden grad det er mulig, konsekvensene av
den straffbare handlingen,

f) enhver annen informasjon som kan veere
nyttig eller nedvendig for & gjennomfere
meldingen.

2. Opplysningene nevnt i nr. 1 skal ikke gis der-
som opplysningene nevnt i artikkel 27 eller 28
allerede er lagt fram og betraktes som tilstrek-
kelige for at den berorte medlemsstat kan gjen-
nomfere meldingen.

Artikkel 30

Konvertering av meldinger om personer som
er etterlyst med henblikk pa pagripelse og
overlevering eller utlevering

Dersom en pagripelse ikke kan gjennomferes,
enten fordi en anmodet medlemsstat nekter i sam-
svar med framgangsmatene for flagging fastsatt i
artikkel 24 eller 25, eller fordi etterforskningen i
forbindelse med en melding med henblikk pa
pagripelse og utlevering ikke er fullfert, ma den
anmodede medlemsstaten betrakte meldingen

som en meddelelse om angjeldende persons til-
holdssted.

Artikkel 31

Iverksettelse av tiltak pa grunnlag av en
melding om en person som er etterlyst med
henblikk pa pagripelse og overlevering eller
utlevering

1. Enmelding lagtinn i SIS II i samsvar med artik-
kel 26 sammen med tilleggsopplysningene
nevnt i artikkel 27, skal sidestilles med og ha
samme virkning som en europeisk arrestordre
utstedt i samsvar med rammebeslutning 2002/
584/]1IS der denne rammebeslutning kommer
til anvendelse.

2. Dersom rammebeslutning 2002/584/]IS ikke
kommer til anvendelse, skal en melding lagt
inn i SIS I i samsvar med artikkel 26 og 29, ha
samme rettskraft som en begjaering om midler-
tidig pagripelse i henhold til artikkel 16 i Den
europeiske konvensjon av 13. desember 1957
om utlevering eller artikkel 15 i Benelux-trakta-
ten av 27. juni 1962 om utlevering og gjensidig
hjelp i straffesaker.

Kapittel VI

Meldinger om savnede personer

Artikkel 32

Formal og vilkar for registrering av meldinger

1. Opplysninger om savnede personer som méa
bringes i midlertidig forvaring og/eller hvis til-
holdssted mé stadfestes, skal registreres i SIS
pa anmodning fra vedkommende myndighet i
den innmeldende medlemsstat.

2. Folgende Kkategorier savnede personer kan
registreres:

a) savnede personer som ma bringes i midler-
tidig forvaring
i. av hensyn til egen sikkerhet,
ii. for a forebygge fare,

b) savnede personer som ikke mé bringes i
midlertidig forvaring.

3. Nr. 2 bokstav a) skal komme til anvendelse
bare pa personer som ma interneres etter en
beslutning truffet av vedkommende myndighet

4. Nr. 1, 2 og 3 skal sarlig komme til anvendelse
pa mindrearige.

5. Medlemsstatene skal sikre at opplysningene
som legges inn i SIS II angir hvilken av katego-
riene nevnt i nr. 2 den savnede personen tilhg-
rer.
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Artikkel 33

Iverksettelse av tiltak pa grunnlag av en
melding

1. Dersom en person som omhandlet i artikkel 32
blir funnet, skal vedkommende myndighet,
med forbehold for nr. 2, underrette den innmel-
dende medlemsstat om vedkommendes til-
holdssted. I tilfellene nevnt i artikkel 32 nr. 2
bokstav a) kan personen flyttes til et trygt sted
for & forhindre at han eller hun reiser videre,
dersom dette er hjemlet i nasjonal lovgivning.

2. Kommunikasjon, bortsett fra mellom vedkom-
mende myndigheter, av opplysninger om en
savnet person som er funnet og som er myndig,
skal veere underlagt vedkommendes samtykke.
Vedkommende myndigheter har imidlertid
anledning til & underrette vedkommende som
meldte personen savnet, om at meldingen er
slettet fordi personen er funnet.

Kapittel Vil

Meldinger om personer som er etterlyst for a
bista i en rettssak

Artikkel 34
Formal og vilkar for registrering av meldinger

Med henblikk pa 4 meddele en persons oppholds-

sted eller bopel skal medlemsstatene, pad anmod-

ning fra en vedkommende myndighet, registrere i

SIS II opplysninger om:

a) vitner,

b) personer som er stevnet eller etterlyst med
henblikk péa stevning for retten i forbindelse
med en straffesak for & gjore rede for handlin-
ger som de skal stilles for retten for,

c) personer som skal forkynnes en straffedom
eller andre dokumenter i forbindelse med en
straffesak for a gjore rede for handlinger som
de skal stilles for retten for,

d) personer som skal forkynnes innkalling til so-
ning for 4 sone en straff som innebzaerer frihets-
berovelse.

Artikkel 35

Iverksettelse av tiltak pa grunnlag av en
melding

Anmodede opplysninger skal meddeles til anmo-
dende medlemsstat via utveksling av utfyllende
informasjon.

Kapittel VIl

Meldinger om personer og gjenstander med
henblikk pa observasjon eller malrettet
kontroll

Artikkel 36
Formal og vilkar for registrering av meldinger

1. Opplysninger om personer eller kjoretoyer, bé-
ter, luftfarteyer og containere skal legges inn i
samsvar med nasjonal lovgivning i den innmel-
dende medlemsstat med henblikk pa observa-
sjon eller malrettet kontroll i samsvar med ar-
tikkel 37 nr. 4.

2. En slik melding kan registreres med henblikk
pa & reise straffesak eller med henblikk pa a
forebygge trusler mot offentlig sikkerhet:

a) dersom det foreligger klare holdepunkter
for at en person planlegger 4 begé eller er i
ferd med & begé en alvorlig straffbar hand-
ling, som handlingene omhandlet i artikkel
2 nr. 2 i rammebeslutning 2002/584/J1S,
eller

b) dersom en generell vurdering av en person,
seerlig pa grunnlag av tidligere straffbare
handlinger, gir grunn til & anta at vedkom-
mende ogsa i framtiden vil bega alvorlige
straffbare handlinger, f.eks. handlingene
omhandlet i artikkel 2 nr. 2 i rammebeslut-
ning 2002/584/]IS.

3. I tillegg kan meldinger registreres i samsvar
med nasjonal lovgivning pad anmodning fra
myndighetene med ansvar for statens sikker-
het, der det foreligger konkrete holdepunkter
for at opplysningene omhandlet i artikkel 37 nr.
1 er nedvendige for a forhindre en alvorlig trus-
sel fra vedkommende person eller andre alvor-
lige trusler mot statens indre eller ytre sikker-
het. En medlemsstat som registrerer en mel-
ding i henhold til dette nr., skal underrette de
andre medlemsstatene om dette. Den enkelte
medlemsstat skal bestemme hvilke myndighe-
ter disse opplysningene skal gis til.

4. Meldinger om Kjoretoyer, bater, luftfartoyer og
containere kan registreres dersom det forelig-
ger klare holdepunkter for at de er koplet til de
alvorlige straffbare handlingene omhandlet i
nr. 2 eller de alvorlige truslene omhandlet i nr.
3.



40 St.prp.nr. 44 2007-2008

Om samtykke til godtakelse av vedtak om videreutvikling av Schengen-regelverket (to rettsakter om opprettelse, drift og
bruk av annen generasjon av Schengen informasjonssystem (SIS II) og en forordning om tilgang til SIS II for organer som
har ansvaret for utstedelse av registreringsbevis for motorkjeretayer)

) a) motorkjeretoyer med et slagvolum pé over
Artikkel 37 50 cm?®, bater og luftfarteyer,
Iverksettelse av tiltak pa grunnlag av en b) tilhengere med en egenvekt pa over 750 kg,
melding campingvogner, industriutstyr, utenbords-

1. Med henblikk pa observasjon eller malrettet motorer og containere,

kontroll skal alle eller noen av folgende opplys-

ninger samles inn og meddeles den myndighe-

ten som har registrert meldingen nar grense-
kontroller eller andre politi- eller tollkontroller
gjennomfoeres i en medlemsstat:

a) det faktum at vedkommende person eller
Kkjoretoy, bat, luftfartey eller container som
meldingen gjelder, er funnet,

b) sted, tid og grunn for kontrollen,

c) reiserute og reisemal,

d) personer som ledsager vedkommende per-
soner eller passasjerer i Kjoretoyet, baten
eller luftfarteyet, og som med rimelighet
kan antas 4 ha tilknytning til vedkommende

¢) skytevapen,

d) stjalne eller pa annen mate forsvunnede
blankodokumenter,

e) stjilne, pd annen mate forsvunnede eller
ugyldiggjorte  legitimasjonsdokumenter
(pass, identitetskort, farerkort, oppholdstil-
latelser og reisedokumenter),

f) stjilne, pd annen mate forsvunnede eller
ugyldiggjorte vognkort og nummerskilt,

g) pengesedler (med registrerte nummer),

h) stjilne, pd annen mate forsvunnede eller
ugyldiggjorte verdipapirer og betalingsmid-
ler som sjekker, kredittkort, obligasjoner,
aksjer og andeler.

personer, 3. De tekniske reglene for registrering, oppdate-
e) kjeretoyet, baten, luftfarteyet eller containe- ring, sletting og seking av opplysningene
ren som er brukt, omhandlet i nr. 2, skal fastsettes i samsvar med
f) gjenstander som ble transportert, framgangsméten omhandlet i a}rtikkel 67 med
) omstendighetene som personen eller kjore- forbehold for be§temmelsene i rettsakten om
toyet, baten, luftfartoyet eller containeren opprettelse av driftsenheten.
ble funnet under.
Opplyspingene nevnt i . 1 skal 'meddeles via Artikkel 39
utveksling av utfyllende informasjon. . .
. Nér det gjelder innsamling av informasjonen Iverk?ettelse av tiltak pa grunnlag av en
omhandlet i nr. 1, skal medlemsstatene ta de ~ Melding
nedvendige skritt for 4 sikre at undersekelsene 1. Dersom det ved et sek viser seg a foreligge en
gjennomfoeres pa en diskret méte. melding om en funnet gjenstand, skal den myn-
. Under malrettet kontroll kan personer, kjore- dighet som har fastslatt dette, ta kontakt med
toyer, bater, luftfartey, containere og gjenstan- den innmeldende myndighet slik at de kan bli
der som transporteres, ransakes i samsvar med enige om hvilke tiltak som skal treffes. For det-
nasjonal lovgivning for forméalene omhandlet i te formal kan det ogsa overfores personopplys-
artikkel 36. Dersom malrettet kontroll ikke er ninger i samsvar med denne beslutning.
tillatt i henhold til en medlemsstats lovgivning, 2. Informasjonen omhandlet i nr. 1 skal meddeles
skal malrettet kontroll i den medlemsstaten via utveksling av utfyllende informasjon.
automatisk erstattes av observasjon. 3. Medlemsstaten som fant gjenstanden, skal
treffe tiltak i samsvar med nasjonal lovgivning.
Kapittel IX
Meldinger om gjenstander som etterlyses for Kapittel X
beslag eller som bevis i straffesaker Tilgangsrett til og oppbevaring av meldinger
Artikkel 38 Artikkel 40

Formal og vilkar for registrering av meldinger Myndigheter med tilgangsrett til meldinger

1. Opplysninger om gjenstander som etterlyses
for beslag eller som bevis i straffesaker, skal
legges inn i SIS II.

2. Folgende kategorier lett identifiserbare gjen-
stander skal legges inn:

1. Tilgang til opplysninger som er registrert i SIS
II og retten til & seke i slike opplysninger direk-
te eller i en kopi av opplysningene i SIS II skal
utelukkende veere forbeholdt myndigheter
med ansvar for:
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a) grensekontroll, i samsvar med europaparla-
ments- og radsforordning (EF) nr. 562/
2006 av 15. mars 2006 om innfering av fel-
lesskapsregler som regulerer bevegelsen
av personer over grensen (Schengen gren-
seregler)?;

b) andre politi- og tollkontroller som gjennom-
fores innenfor den berorte medlemsstat,
samordning av slike kontroller av utpekte
myndigheter.

2. Tilgangsretten til opplysninger lagt inn i SIS II
og retten til 4 soke direkte i slike opplysninger
kan imidlertid ogsé uteves i henhold til nasjo-
nal lovgivning av nasjonale judisielle myndighe-
ter, herunder patalemyndigheten og politimyn-
digheten, i utferelsen av deres oppgaver, samt
av deres samordningsmyndigheter.

3. Myndighetene omhandlet i denne artikkel skal
veere medtatt i fortegnelsen i artikkel 46 nr. 8.

Artikkel 41
Tilgang til opplysninger i SIS Il for Europol

1. Den europeiske politienhet (Europol) skal
innenfor sitt mandat ha tilgangsrett til og rett til
a seke direkte i opplysninger registrert i SIS II
i samsvar med artikkel 26, 36 og 38.

2. Nar et sk foretatt av Europol viser at det fore-
ligger en melding i SIS II, skal Europol via
kanalene fastsatt i Europol-konvensjonen
underrette innmeldende medlemsstat om
dette.

3. Bruk av informasjon som er innhentet ved sk
i SIS II, skal veere underlagt den bererte med-
lemsstats samtykke. Dersom medlemsstaten
tillater at informasjonen brukes, skal den hénd-
teres i henhold til Europol-konvensjonen. Euro-
pol kan bare bringe slik informasjon videre til
tredjestater og tredjeorganer etter tillatelse fra
den berorte medlemsstat.

4. Europol kan anmode om ytterligere informa-
sjon fra den bererte medlemsstat i samsvar
med bestemmelsene i Europol-konvensjonen.

5. Europol skal:

a) registrere enhver tilgang og sek som gjeres
av Europol, i samsvar med bestemmelsene
i artikkel 12.

b) med forbehold for nr. 3 og 4, ikke kople
deler av SIS II eller overfere opplysningene
i SIS II som Europol har tilgang til, til noe
datasystem for datainnsamling eller
behandling som gjeres av eller ved Europol,

YEUT L 105 av 13.4.2006, s. 1.

eller laste ned eller pd annen mate kopiere
deler av SIS I,

¢) begrense tilgangen til opplysninger lagt inn
i SIS til seerskilt autorisert personale ved
Europol,

d) vedta og anvende tiltakene fastsatt i artikkel
10 og 11,

e) tillate det felles kontrollorganet opprettet i
henhold til artikkel 24 i Europol-konvensjo-
nen, a foreta en gjennomgang av Europols
virkomhet i utevelsen av dens tilgangsrett
og rett til & seke i opplysninger lagt inn i SIS.

Artikkel 42
Tilgang til opplysninger i SIS Il for Eurojust

1.

6.

De nasjonale medlemmene av Eurojust og de-
res assistenter skal, innenfor sitt mandat, ha til-
gangsrett til og rett til & seke i opplysninger lagt
inn i SIS II i samsvar med artikkel 26, 32, 34 og
38.

Nar et sek foretatt av et nasjonalt medlem av
Eurojust viser at det foreligger en melding i SIS
11, skal vedkommende underrette innmeldende
medlemsstat om dette. Opplysninger som er
innhentet ved slikt sek kan bare bringes videre
til tredjestater og tredjeorganer etter tillatelse
fra den innmeldende medlemsstat.

Ingenting i denne artikkel skal fortolkes slik at
det berorer bestemmelsene i beslutning 2002/
187/JIS om vern av personopplysninger og
erstatningsansvar ved ikke-autorisert eller feil
behandling av slike opplysninger av nasjonale
medlemmer av Eurojust eller deres assistenter,
eller slik at det berorer fullmaktene til det felles
kontrollorganet opprettet i henhold til samme
beslutning.

Enhver tilgang og sek som gjeres av et nasjo-
nalt medlem av Eurojust eller en assistent, skal
registreres 1 samsvar med bestemmelsene i
artikkel 12, og all bruk av de opplysninger de far
tilgang til, skal registreres.

Ingen deler av SIS II skal koples sammen, og
heller ikke skal noen opplysninger i SIS II som
nasjonale medlemmer eller deres assistenter
har tilgang til, overfores til noe datasystem for
datainnsamling eller behandling som gjeres av
eller ved Europol, eller noen deler av SIS I las-
tes ned.

Tilgang til opplysninger som er registrert i SIS
II, skal veere begrenset til nasjonale medlem-
mer og deres assistenter og skal ikke utvides til
a gjelde ansatte i Eurojust.
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7. Tiltak for & ivareta sikkerheten og fortrolighe-
ten i henhold til artikkel 10 og 11 skal vedtas og
komme til anvendelse.

Artikkel 43
Tilgangens omfang

Brukere, herunder Europol, nasjonale medlem-
mer av Eurojust og deres assistenter, har tilgang
bare til de opplysninger de trenger for a utfore sine
oppgaver.

Artikkel 44
Oppbevaringstid for meldinger om personer

1. Meldinger om personer registrert i SISII i hen-
hold til denne beslutning skal oppbevares bare
sa lenge det er nodvendig for 4 oppna formaélet
som ligger til grunn for registreringen.

2. En medlemsstat som registrerer en melding
skal, innen tre ar etter at den er lagt inn i SIS I,
undersoke om det er behov for fortsatt oppbe-
varing. Perioden skal vaere ett ar nar det gjelder
meldinger om personer i henhold til artikkel
36.

3. Hver enkelt medlemsstat skal, der det er rele-
vant, sette kortere underseokelsesfrister i sam-
svar med nasjonal lovgivning.

4. Innenfor undersekelsesperioden kan en med-
lemsstat som registrerer en melding, etter en
omfattende individuell vurdering, som skal
registreres, beslutte 4 oppbevare meldingen
lenger dersom dette er nedvendig for 4 oppna
formalet som ligger til grunn for meldingen. I
sa tilfelle kommer nr. 2 til anvendelse ogsa for
den utvidede perioden. Enhver beslutning om &
forlenge oppbevaringstiden for en melding skal
meddeles CS-SIS.

5. Meldinger skal automatisk slettes etter under-
sokelsesperioden omhandlet i nr. 2 med min-
dre den innmeldende medlemsstat har meddelt
CS-SIS at oppbevaringstiden for meldingen
skal forlenges i henhold til nr. 4. CS-SIS skal
automatisk underrette medlemsstatene om
enhver planlagt sletting av opplysninger i syste-
met, med fire méneders varsel.

6. Medlemsstatene skal fore statistikk over antall
meldinger hvis oppbevaringstid er forlenget i
samsvar med nr. 4.

Artikkel 44

Oppbevaringstid for meldinger om
gjenstander

1. Meldinger om gjenstander registrert i SIS II i
henhold til denne beslutning skal oppbevares
bare sa lenge det er nedvendig for 4 oppna for-
maélet som ligger til grunn for registreringen.

2. Meldinger om gjenstander som legges inn i
samsvar med 36, skal oppbevares i heyst fem
ar.

3. Meldinger om gjenstander som legges inn i
samsvar med 38, skal oppbevares i hoyst ti ar.

4. Oppbevaringstidene omhandlet i nr. 2 og 3 kan
forlenges dersom dette er nedvendig for forma-
let som ligger til grunn for meldingen. I s3 til-
felle skal nr. 2 og 3 ogsa gjelde den utvidede
perioden.

Kapittel X1

Generelle regler for behandling av
opplysninger

Artikkel 46

Behandling av opplysningeri SIS I

1. Medlemsstatene kan behandle opplysningene
omhandlet i artikkel 20, 26, 32, 34, 36 og 38
bare for de formal som er fastsatt for den enkel-
te kategori meldinger omhandlet i nevnte arti-
Kler.

2. Kopier av opplysningene kan bare lages for tek-
niske formal, og bare dersom dette er negdven-
dig for at myndighetene omhandlet i artikkel
40 skal kunne foreta direkte sok. Bestemmel-
sene i denne beslutning skal ogsa gjelde slike
kopier. Meldinger registrert av én medlemsstat
kan ikke kopieres fra N.SIS II til andre nasjo-
nale datafiler.

3. Tekniske kopier laget i henhold til nr. 2 og som
forer til offline databaser, skal ikke oppbevares
i mer enn 48 timer. Dette tidsrommet kan for-
lenges i nedsituasjoner, inntil nedsituasjonen
oppherer.

4. Medlemsstatene skal oppbevare en oppdatert
oversikt over slike kopier, gjore denne oversik-
ten tilgjengelig for sitt nasjonale kontrollorgan
og pase at bestemmelsene i denne beslutning,
seerlig i artikkel 10, kommer til anvendelse pa
slike kopier.

5. Tilgang til opplysninger skal bare tillates innen-
for rammen av de nasjonale myndighetenes
fullmakter omhandlet i artikkel 40, samt for
beherig autorisert personale.
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6. Nar det gjelder meldinger i henhold til artikkel
26, 32, 34, 36 og 38 i denne beslutning, skal all
behandling av opplysningene inntatt i SIS II for
andre formal enn de som 14 til grunn for inn-
meldingen i SIS II, veere koplet til en bestemt
sak og veere begrunnet med nedvendigheten
av 4 forebygge en overhengende fare for den
offentlige orden og sikkerhet, en alvorlig trus-
sel mot statens sikkerhet eller en alvorlig straff-
bar handling. I et slikt tilfelle skal det innhentes
tillatelse fra den innmeldende medlemsstat pa
forhand.

7. Opplysningene kan ikke brukes for administra-
tive formal.

8. Enhver bruk av opplysninger som ikke er i
samsvar med nr. 1 til 6, skal anses som mishruk
i henhold til den enkelte medlemsstats nasjo-
nale lovgivning.

9. Hver medlemsstat skal sende driftsenheten en
fortegnelse over nasjonale vedkommende myn-
digheter som har tillatelse til & seke direkte i
opplysningene i SIS II i henhold til denne
beslutning, samt enhver endring i denne for-
tegnelsen. Fortegnelsen skal for hver myndig-
het spesifisere hvilke opplysninger den kan
seke og for hvilke formal. Driftsenheten skal
pase at fortegnelsen hvert ar offentliggjores i
Den europeiske unions tidende.

10. Der Den europeiske unions lovgivning ikke
fastsetter seerlige bestemmelser, skal den
enkelte medlemsstats lovgivning komme til
anvendelse pa opplysninger registrert i N.SIS
II.

Artikkel 47
Opplysninger i SIS Il og nasjonale filer

1. Artikkel 46 nr. 2 skal ikke berere en medlems-
stats rett til & oppbevare i sine nasjonale filer
SIS Il-opplysninger om tiltak som har blitt truf-
fet pa dens territorium. Slike opplysninger skal
oppbevares i nasjonale filer i hoyst tre ar, med
mindre nasjonal lovgivning inneholder seerlige
bestemmelser om lengre oppbevaringstid.

2. Artikkel 46 nr. 2 skal ikke bergre en medlems-
stats rett til & oppbevare i sine nasjonale filer
opplysninger i en bestemt melding som med-
lemsstaten har registrert i SIS II.

Artikkel 48

Informasjon i tilfelle en melding ikke blir
gjennomfort

Dersom et tiltak det anmodes om, ikke kan gjen-
nomferes, skal den anmodede medlemsstat uten
opphold underrette den innmeldende medlemsstat
om dette.

Artikkel 49

Kvaliteten pa opplysningene som behandles i
SISl

1. Enmedlemsstat som har registrert en melding,
skal vaere ansvarlig for at opplysningene er kor-
rekte, oppdatert og lovlig registrert i SIS II.

2. Bare den innmeldende medlemsstat har myn-
dighet til & endre, legge til, korrigere, oppda-
tere og slette opplysninger den har registrert.

3. Dersom en annen medlemsstat enn den som
har registrert meldingen, har holdepunkter for
at en opplysning inneholder faktiske feil eller er
urettmessig registrert, skal den, gjennom
utveksling av utfyllende informasjon, under-
rette den innmeldende medlemsstat snarest
mulig og ikke senere enn ti dager etter at den
fikk kjennskap til dette. Medlemsstaten som
har registrert meldingen, skal underseke mel-
dingen og om nedvendig omgéiende korrigere
eller slette den uriktige faktiske opplysningen.

4. Dersom medlemsstatene ikke kommer til enig-
het innen to méneder, skal den medlemsstaten
som ikke har registrert meldingen, legge
saken fram for Det europeiske datatilsynet,
som skal fungere som megler sammen med de
bererte nasjonale kontrollorganer.

5. Medlemsstatene skal utveksle utfyllende infor-
masjon dersom en person hevder 4 ikke veere
den personen som er etterlyst i en melding.
Dersom resultatet av undersekelsen viser at
det faktisk er to forskjellige personer, skal kla-
geren underrettes om bestemmelsene i artik-
kel 51.

6. Dersom en medlemsstat legger inn en ny mel-
ding om en person som allerede er gjenstand
for en melding i SIS II, skal den komme til enig-
het med den medlemsstaten som har registrert
den forste meldingen, om opplysningene som
skal tas med. Avtalen skal inngés pa grunnlag
av en utveksling av utfyllende informasjon.
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Artikkel 50

Sondring mellom personer med identiske
kjennetegn

Hvis det i forbindelse med registreringen av en ny
melding viser seg at SIS II allerede inneholder opp-
lysninger om en person med samme identitetsbes-
krivelse, skal folgende framgangsmate folges:

a)

b)

SIRENE-kontoret skal kontakte den anmoden-
de myndighet for 4 avklare hvorvidt meldingen
gjelder samme person.

Dersom undersgkelsen viser at personen i den
nye meldingen og personen som allerede er re-
gistrert i SIS II virkelig er den samme, skal SI-
RENE-kontoret iverksette framgangsmaéten for
registrering av flere meldinger i henhold til ar-
tikkel 49 nr. 6. Dersom undersekelsen viser at
det faktisk dreier seg om to forskjellige perso-
ner, skal SIRENE-kontoret godkjenne anmod-
ningen om 4 registrere den andre meldingen
ved 4 tilfeye de opplysninger som er ngdvendi-
ge for & hindre feilidentifisering.

Artikkel 51

Tilleggsopplysninger med henblikk pa
handtering av misbruk av identitet

1.

Dersom det kan oppstd forveksling mellom
personen som faktisk omfattes av en melding
og en person hvis identitet er blitt misbrukt,
skal den innmeldende medlemsstat med ved-
kommendes uttrykkelige samtykke tilfoye opp-
lysninger til meldingen om sistnevnte for 4 unn-
g4 de negative konsekvensene av feilidentifise-
ring.

Opplysninger om en person hvis identitet er

blitt misbrukt, skal bare brukes for felgende

formal:

a) for 4 gjere det mulig for vedkommende
myndighet & sondre mellom personen hvis
identitet er blitt misbrukt, og den personen
meldingen faktisk gjelder,

b) for a gjere det mulig for personen hvis iden-
titet er blitt misbrukt, & bevise sin identitet
og fastsla at hans eller hennes identitet er
blitt misbrukt.

I henhold til denne artikkel kan bare folgende

personopplysninger registreres og viderebe-

handles i SIS II:

a) etternavn og fornavn, navn ved fodselen og
tidligere brukte navn samt eventuelle saer-
skilt registrerte aliasnavn,

b) serlige objektive fysiske Kkjennetegn av
uforanderlig art,

c) fedested og fodselsdato,

d) kjenn,

e) fotografier,

f) fingeravtrykk,

g) statsborgerskap,

h) nummer pa og utstedelsesdato for identi-
tetsdokumenter.

De tekniske reglene for registrering og videre-

behandling av opplysningene omhandlet i nr. 3,

skal fastsettes i samsvar med framgangsmaten

omhandlet i artikkel 67, med forbehold for

bestemmelsene i rettsakten om opprettelse av

driftsenheten.

Opplysningene omhandlet i nr. 3 skal slettes

samtidig med den tilsvarende meldingen, even-

tuelt tidligere dersom personen anmoder om

det.

Bare myndigheter som har rett til tilgang til

den tilsvarende meldingen, har tilgang til opp-

lysningene omhandlet i nr. 3, og da uteluk-

kende med henblikk pd 4 unngé feilidentifise-

ring.

Artikkel 52
Koplinger mellom meldinger

1.

En medlemsstat kan opprette en kopling mel-
lom meldinger den legger inn i SIS II. Virknin-
gen av en slik kopling skal veere 4 skape en for-
bindelse mellom to eller flere meldinger.
Opprettelsen av en kopling skal ikke pavirke de
seerlige tiltakene som skal treffes pa grunnlag
av hver av de sammenkoplede meldingene,
eller meldingenes oppbevaringstid.
Opprettelsen av en kopling skal ikke pavirke til-
gangsrettighetene i henhold til denne beslut-
ning. Myndigheter som ikke har tilgang til
visse kategorier meldinger, skal ikke kunne se
koplingen til en melding de ikke har tilgang til.
En medlemsstat skal bare opprette en kopling
mellom meldinger nér det er et klart operativt
behov.

Koplinger kan opprettes av en medlemsstat i
samsvar med dens nasjonale lovgivning forut-
satt at prinsippene i denne artikkel overholdes.
Dersom en medlemsstat finner at en annen
medlemsstats opprettelse av en kopling mel-
lom meldinger er i strid med dens nasjonale
lovgivning eller internasjonale forpliktelser,
kan den treffe de nedvendige tiltak for a sikre
at det ikke gis tilgang til koplingen fra dens
nasjonale territorium eller for dens myndighe-
ter som befinner seg utenfor dens territorium.
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7. De tekniske reglene for sammenkopling av
meldinger skal vedtas i samsvar med fram-
gangsmaéten fastsatt i artikkel 67, med forbe-
hold for bestemmelsene i rettsakten om oppret-
telse av driftsenheten.

Artikkel 53

Formalet med og oppbevaringstid for
utfyllende informasjon

1. For & lette utvekslingen av utfyllende informa-
sjon skal medlemsstatene oppbevare en henvis-
ning til beslutningene som ligger til grunn for
en melding, ved SIRENE-kontoret.

2. Personopplysninger som oppbevares i filer ved
SIRENE-kontoret som et resultat av en utveks-
ling av informasjon, skal oppbevares bare si
lenge det er nedvendig for 4 oppné formaélet
som ligger til grunn for utvekslingen. De skal
under alle omstendigheter slettes senest ett ar
etter at den tilherende meldingen er slettet fra
SIS II.

3. Nr. 2 skal ikke bereore en medlemsstats rett til &
oppbevare opplysninger i sine nasjonale filer
som vedrerer en bestemt melding som med-
lemsstaten har registrert, eller en melding som
har medfert tiltak pa dens territorium. Hvor
lenge slike opplysninger kan oppbevares i
nasjonale filer, er regulert i nasjonal lovgivning.

Artikkel 54

Overfgring av personopplysninger til
tredjemann

Opplysninger som behandles i SIS II i henhold til
denne beslutning, skal ikke overfores eller gjores
tilgjengelig for tredjestater eller internasjonale
organisasjoner.

Artikkel 55

Utveksling av opplysninger med Interpol om
pass som er stjalet, pa annen mate forsvunnet
eller ugyldiggjort

1. Som et unntak fra artikkel 54 kan passnummer,
utstedelsesland og dokumenttype for stjilne,
péa annen mate forsvunnede eller ugyldiggjorte
pass som er lagt inn i SISII, utveksles med
medlemmer av Interpol ved at det opprettes en
kopling mellom SIS II- og Interpol-databasen
over stjalne og savnede reisedokumenter, for-
utsatt at det inngés en avtale mellom Interpol
og Den europeiske union. Avtalen skal fastsette
at opplysninger som er lagt inn av en medlems-

stat, bare kan overfores med denne medlems-
statens samtykke.

2. Avtalen omhandlet i nr. 2 skal forutsette at opp-
lysninger som utveksles, bare skal veere tilgjen-
gelig for medlemmer av Interpol fra land som
sikrer et tilstrekkelig vern av personopplysnin-
ger. For avtalen inngas, skal Ridet anmode
Kommisjonen om & uttale seg om hvorvidt ver-
net av personopplysninger og respekten for
grunnleggende rettigheter og friheter nar det
gjelder elektronisk behandling av personopp-
lysninger fra Interpols side og av land som har
delegert medlemmer til Interpol, er av tilstrek-
kelig hoyt niva.

3. Avtalen omhandletinr. 1 kan dessuten fastsette
at medlemsstatene skal ha tilgang via SIS II til
opplysninger fra Interpols database over stjalne
eller savnede reisedokumenter, i samsvar med
bestemmelsene i denne beslutning om meldin-
ger om stjilne, pd annen maéte forsvunnede og
ugyldiggjorte pass som er lagt inn i SIS II.

Kapittel Xl

Vern av personopplysninger

Artikkel 56

Behandling av sensitive opplysninger

Behandling av de kategoriene opplysninger som er
nevnt i artikkel 6 forste punktum i Europaridets
konvensjon av 28. januar 1981 om personvern i for-
bindelse med elektronisk behandling av person-
opplysninger, skal veere forbudt.

Artikkel 57

Anvendelse av Europaradets konvensjon om
personvern

Personopplysninger som behandles i henhold til
denne beslutning, skal beskyttes i samsvar med
Europaradets konvensjon av 28. januar 1981 om
personvern i forbindelse med elektronisk behand-
ling av personopplysninger, med endringer.

Artikkel 58

Rett til innsyn, til korrigering av uriktige
faktiske opplysninger og sletting av
urettmessig registrerte opplysninger

1. Enpersons rett til innsyn i opplysninger om seg
selv som er lagt inn i SIS II i henhold til denne
beslutning, skal uteves i henhold til lovgivnin-
gen i den medlemsstat hvor innsynsretten pa-
beropes.
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2.

Dersom nasjonal lovgivning tillater det, skal det
nasjonale kontrollorganet avgjere hvorvidt
informasjonen skal legges fram og pé hvilken
mate.

En medlemsstat som ikke selv har registrert en
melding, kan bare legge fram informasjon om
slike opplysninger dersom den ferst har gitt
medlemsstaten som har registrert meldingen
mulighet til 4 uttale seg. Dette skal skje gjen-
nom en utveksling av utfyllende informasjon.
Den registrerte skal nektes innsyn i opplysnin-
gene dersom dette er nedvendig for utferelsen
av en lovlig oppgave i forbindelse med en mel-
ding eller for & beskytte tredjemanns rettighe-
ter og friheter.

Enhver har rett til & f4 korrigert uriktige fak-
tiske opplysninger om seg selv og fa slettet opp-
lysninger som er urettmessig registrert.

Den bererte person skal underrettes snarest
mulig og ikke under noen omstendighet mer
enn 60 dager etter den dato da seknad om inn-
syn ble inngitt, eventuelt tidligere dersom
nasjonal lovgivning tillater det.

Personen skal underrettes om oppfelgingen av
sin utevelse av retten til korrigering og sletting
snarest mulig og ikke under noen omstendig-
het mer enn tre maneder etter den dato da sek-
nad om Kkorrigering eller sletting ble inngitt,
eventuelt tidligere dersom nasjonal lovgivning
tillater det.

Artikkel 59
Rettsmidler

1.

Enhver skal kunne fé sin sak prevet i en dom-
stol eller av vedkommende myndighet i hen-
hold til lovgivningen i den enkelte medlems-
stat, med sikte pa 4 fi innsyn i, korrigere, slette
eller fa opplysninger eller sgke erstatning i for-
bindelse med en melding som bererer ham el-
ler henne.

Med forbehold for bestemmelsene i artikkel 64
forplikter medlemsstatene seg gjensidig til a
fullbyrde endelige beslutninger truffet avdom-
stolene eller myndighetene omhandlet i nr. 1.
Kommisjonen skal evaluere reglene om retts-
midler fastsatt i denne artikkel innen....2%*. .

20*EUT: To 4r etter at denne beslutning trer i kraft.

Artikkel 60
Kontroll med N.SIS I

1.

Hver medlemsstat skal sikre at en uavhengig
myndighet («det nasjonale kontrollorganet»)
uavhengig forer kontroll med lovligheten av be-
handlingen av personopplysningene i SIS II pa
dens territorium og av overforingen av opplys-
ninger fra dens territorium, samt med utveks-
lingen og den videre behandling av utfyllende
informasjon.

Det nasjonale kontrollorganet skal sikre at det
minst hvert fijerde ar gjennomferes en revisjon
av behandlingen av opplysninger i N.SIS II i
samsvar med internasjonale revisjonsstandar-
der.

Medlemsstatene skal sikre at deres nasjonale
kontrollorgan har tilstrekkelige ressurser til a
utfere de oppgaver det er palagt i henhold til
denne beslutning.

Artikkel 61
Kontroll med driftsenheten

1.

Det europeiske datatilsynet skal kontrollere at
driftsenheten behandler personopplysningene
i samsvar med denne beslutning. Oppgavene
og fullmaktene fastsatt i artikkel 46 og 47 i for-
ordning (EF) nr. 45/2001 skal gjelde tilsvaren-
de.

Det europeiske datatilsynet skal sikre at det
minst hvert fijerde ar gjennomferes en revisjon
av driftsenhetens behandling av personopplys-
ninger i samsvar med internasjonale revisjons-
standarder. Revisjonsrapporten skal sendes til
Europaparlamentet, R&adet, driftsenheten,
Kommisjonen og nasjonale kontrollorganer.
Driftsenheten skal gis anledning til & komme
med kommentarer for rapporten vedtas.

Artikkel 62

Samarbeid mellom nasjonale kontrollorganer
og Det europeiske datatilsynet

1.

Nasjonale kontrollorganer og Det europeiske
datatilsynet, hver innenfor sitt kompetanseom-
rade, skal samarbeide aktivt innenfor rammen
av sine ansvarsomrader og sikre samordnet
kontroll med SIS II.

De skal, hver innenfor sitt kompetanseomrade,
utveksle relevant informasjon, bistd hverandre
i gjennomferingen av revisjoner og inspeksjo-
ner, utrede vanskeligheter i forbindelse med
fortolkningen eller anvendelsen av denne
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beslutning, undersgke problemer med gjen-
nomferingen av uavhengige kontroller eller
med utevelsen av de registrertes rettigheter,
utarbeide harmoniserte forslag til felles lgsnin-
ger pa eventuelle problemer samt i pakom-
mende tilfeller fremme bevissthet om person-
vernrettigheter.

3. De nasjonale kontrollorganene og Det euro-
peiske datatilsynet skal metes for dette formal
minst to ganger i aret. Utgifter og tjenester i for-
bindelse med disse meotene skal dekkes av Det
europeiske datatilsynet. Forretningsordenen
skal vedtas pa det forste motet. Qvrige arbeids-
metoder skal utvikles i fellesskap etter behov.
En felles virksomhetsrapport skal sendes til
Europaparlamentet, Radet, Kommisjonen og
driftsenheten annethvert ar.

Artikkel 63

Vern av personopplysninger i
overgangsperioden

Dersom Kommisjonen i overgangsperioden dele-
gerer sitt ansvar til et annet organ eller andre orga-
ner i henhold til artikkel 15 nr. 4, skal den sikre at
Det europeiske datatilsynet har rett til og er i stand
til fullt ut & utfere sine oppgaver, herunder har
mulighet til & utfere kontroll pa stedet og uteve
enhver annen myndighet det er gitt i henhold til
artikkel 47 i forordning (EF) nr. 45/2001.

Kapittel XllI

Erstatningsansvar og sanksjoner
Artikkel 64

Erstatningsansvar

1. Hver medlemsstat skal vaere ansvarlig i hen-
hold til sin nasjonale lovgivning for enhver ska-
de péafert en person gjennom bruken av N.SIS
II. Dette skal ogséa gjelde skader forvoldt av den
innmeldende medlemsstat dersom den har lagt
inn uriktige faktiske opplysninger eller lagret
opplysninger ulovlig.

2. Dersom medlemsstaten det reises sak mot,
ikke er identisk med den innmeldende med-
lemsstat, skal sistnevnte pd anmodning refun-
dere de belop som er utbetalt som erstatning,
med mindre medlemsstaten som krever tilba-
kebetaling har handlet i strid med denne
beslutning.

3. Dersom en medlemsstat ikke overholder sine
forpliktelser i henhold til denne beslutning og
derved paferer SIS II skade, skal vedkom-

mende medlemsstat holdes ansvarlig for ska-
den med mindre og i den utstrekning driftsen-
heten eller en annen medlemsstat som deltar i
SIS II ikke har gjennomfert rimelige tiltak for a
forhindre at skaden inntreffer eller for a
begrense dens omfang.

Artikkel 65
Sanksjoner

Medlemsstatene skal pase at ethvert misbruk av
opplysninger i SIS II og utveksling av utfyllende
informasjon i strid med denne beslutning straffes i
samsvar med nasjonal lovgivning. Sanksjonene
skal vaere virkningsfulle, st i forhold til overtredel-
sen og virke avskrekkende.

Kapittel XIV
Sluttbestemmelser
Artikkel 66

Overvaking og statistikk

1. Driftsenheten skal sikre at det utarbeides pro-
sedyrer for & overvéike hvordan SIS II fungerer
i forhold til de mal som er fastsatt for produkti-
vitet, kostnadseffektivitet, sikkerhet og kvalitet
pa tjenesten.

2. Driftsenheten skal ha tilgang til de opplysnin-
ger om behandlingsprosessene i det sentrale
SIS II som er nedvendige for teknisk vedlike-
hold, rapportering og statistikk.

3. Hvert ar skal driftsenheten offentliggjore sta-
tistikk som viser antallet registreringer per
meldingskategori, antall treff per meldingska-
tegori og hvor mange ganger det ble gitt til-
gang til SIS II, samlet sett og for hver medlems-
stat.

4. To ar etter at SIS II er satt i drift og deretter
hvert annet ar, skal driftsenheten legge fram
for Europaparlamentet og Radet en rapport om
det sentrale SIS IIs tekniske funksjon og kom-
munikasjonsinfrastrukturen, herunder dens
sikkerhet, og den bilaterale og multilaterale
utvekslingen av utfyllende informasjon mellom
medlemsstatene.

5. Tre ar etter at SIS II er satt i drift og deretter
hvert fierde ar, skal Kommisjonen foreta en
samlet evaluering av det sentrale SIS II og den
bilaterale og multilaterale utvekslingen av utfyl-
lende informasjon mellom medlemsstatene.
Den samlede evalueringen skal omfatte en
gjennomgang av resultatene som er oppnadd i
forhold til méalene, og en vurdering av hvorvidt
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prinsippene som ligger til grunn for systemet skal Kommisjonen vedta forslaget til gjennom-
fortsatt er gyldige, av anvendelsen av denne foringsakt.

beslutning nar det gjelder det sentrale SIS II, 5. Komiteen omhandlet i nr. 1 skal uteve sin funk-
sikkerheten ved det sentrale SIS II og eventu- sjon fra .2,

elle implikasjoner for framtidige operasjoner.
Kommisjonen skal sende evalueringen til Euro- )
paparlamentet og Radet. Artikkel 68
6. Medlemsstatene skal sende driftsenheten og Endring av bestemmelsene i Schengen-
Kommisjonen de opplysningene de trenger for regelverket
a utarbeide rapportene omhandletinr.3,4025. 1 [ forhold som omfattes av EU-traktaten, skal
7. Driftsenheten skal sende Kommisjonen de opp- denne beslutning, fra og med datoen fastsatt i
lysningene den trenger for & gjennomfore de artikkel 71 nr. 2, erstatte bestemmelsene i ar-
samlede evalueringene omhandlet i nr. 5. tikkel 64 og 92 til 119 i Schengen-konvensjo-
nen, med unntak av artikkel 102 A.
2. 1 forhold som omfattes av EU-traktaten, skal

Artikkel 67

. L denne beslutning, fra og med datoen fastsatt i
Forskriftskomité artikkel 71 nr. 2, erstatte folgende bestemmel-
1. Nar det henvises til denne artikkel, skal Kom- ser i Schengen-regelverket som gjennomferer

misjonen bistds av en forskriftskomité sam-
mensatt av representantene for medlemsstate-
ne og ledet av Kommisjonens representant.
Kommisjonens representant skal framlegge for
komiteen et utkast til tiltak som skal treffes. Ko-
miteen skal uttale seg om utkastet innen en frist
som lederen kan fastsette etter hvor mye saken
haster. Uttalelsen skal avgis med det flertall
som er fastsatt i artikkel 205 nr. 2 i EF-traktaten
for beslutninger som Radet skal treffe etter for-
slag fra Kommisjonen. Ved avstemning i komi-
teen skal stemmer avgitt av medlemsstatenes
representanter ha vekt som fastsatt i nevnte ar-
tikkel. Lederen skal ikke avgi stemme.

. Komiteen skal vedta sin forretningsorden etter
forslag fra lederen pa grunnlag av en standard
forretningsorden som er offentliggjort i Den
europeiske unions tidende.

. Kommisjonen skal vedta de planlagte tiltakene
dersom de er i samsvar med komiteens utta-
lelse. Dersom de planlagte tiltakene ikke er i
samsvar med komiteens uttalelse eller ingen
uttalelse er avgitt, skal Kommisjonen omgé-
ende framlegge for Radet et forslag til tiltak
som skal treffes.

. Radet skal treffe sin beslutning med kvalifisert
flertall innen to maneder etter at forslaget ble
framlagt. Dersom Radet ved fristens utlep ved
kvalifisert flertall motsetter seg forslaget, skal
Kommisjonen gjennomgé forslaget pa nytt.
Den kan framlegge et endret forslag for Radet,
framlegge forslaget pa nytt eller framlegge et
lovforslag. Dersom Rédet ved utlepet av denne
fristen verken har vedtatt den foreslatte gjen-
nomferingsakten eller gitt uttrykk for sin mot-
stand mot forslaget til gjennomferingstiltak,

nevnte artikler?’:

a) Eksekutivkomiteens beslutning av 14.
desember om finansreglementet vedro-
rende utgiftene til installasjon og drift av
Schengen informasjonssystem (C.SIS)
(SCH/Eks-kom (93) 16),

b) Eksekutivkomiteens beslutning av 7. okto-
ber 1997 om utviklingen av SIS (SCH/Eks-
kom (97) 24),

c¢) Eksekutivkomiteens beslutning av 15.
desember 1997 om endring av finansregle-
mentet for C.SIS (SCH/Eks-kom (97) 35),

d) Eksekutivkomiteens beslutning av 21. april
1998 om C.SIS med 15/18 tilsluttede stater
(SCH/Eks-kom (98) 11),

e) Eksekutivkomiteens beslutning av 25. april
1997 om tildeling av kontrakten for forun-
dersokelsen til SIS II (SCH/Eks-kom (97) 2
rev. 2),

f) Eksekutivkomiteens beslutning av 28. april
1999 om utgifter til installasjon av C.SIS
(SCH/Eks-kom (99) 4),

g) Eksekutivkomiteens beslutning av 28. april
1999 om oppdatering av SIRENE-handbo-
ken (SCH/Eks-kom (99) 5),

h) Eksekutivkomiteens erklaering av 18. april
1996 om definisjon av begrepet utledning
(SCH/Eks-kom (96) erkl. 5);

i) Eksekutivkomiteens erklaering av 28. april
1999 om SIS’ struktur (SCH/Eks-kom (99)
erkl. 2, rev),

j) Eksekutivkomiteens beslutning av 7. okto-
ber 1997 om Norges og Islands bidrag til

ZL«EUT: Denne beslutnings ikrafttredelsesdato
ZEFT L 239 av 22.9.2000, s. 439.
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utgiftene til installasjon og drift av
C.SIS (SCH/Eks-kom (97) 18).

3. I forhold som omfattes av EU-traktaten, skal
henvisninger til de erstattede artikler i Schen-
gen-konvensjonen og til relevante bestemmel-
ser i Schengen-regelverket om gjennomfering 3.
av disse artikler, forstds som henvisninger til
denne beslutning.

Artikkel 69
Oppheving

av bidragene fra medlemsstatene i henhold til
Eksekutivkomiteens beslutning av 14. desem-
ber 1993 om finansreglementet vedrerende
utgiftene til installasjon og drift av Schengen
informasjonssystem.

I overgangsperioden omhandlet i artikkel 15
nr. 4 skal henvisninger i denne beslutning til
driftsenheten forstds som en henvisning til
Kommisjonen.

Artikkel 71

Beslutning 2004/201/J1S, beslutning 2005/211/  lkrafttredelse, anvendelse og migrering

JIS, beslutning 2005/719/]IS, beslutning 2005/ 1.
727/]1S, beslutning 2006/228/]1IS, beslutning
2006/229/]1S og beslutning 2006/631/]JIS opphe-
ves pa datoen fastsatt i artikkel 71 nr. 2. 2.

Artikkel 70
Overgangsperiode og budsjett

1. Meldingene skal overfores fra SIS 1+ til SIS II. 3.
Medlemsstatene skal prioritere meldinger om
personer og sikre at innholdet i meldingene
som overfares fra SIS I+ til SIS II oppfyller be-
stemmelsene i denne beslutning snarest mulig
og senest innen tre ar etter datoen fastsatt i ar-
tikkel 71 nr. 2. I denne overgangsperioden kan
medlemsstatene fortsatt folge bestemmelsene i
artikkel 94, 95 og 97 til 100 i Schengen-konven-
sjonen vedrerende innholdet i meldingene som
overfores fra SIS 1+ til SIS II, med forbehold for
folgende regler:

a) Dersom innholdet i en melding som overfo-
res fra SIS 1+ til SIS II endres, suppleres,
korrigeres eller oppdateres, skal medlems-
statene pase at meldingen oppfyller bestem-
melsene i denne beslutning fra tidspunktet
for endringen, suppleringen, korrigeringen
eller oppdateringen.

b) Ved treff pa en melding som overfores fra
SIS 1+ til SIS II, skal medlemsstatene umid-

Denne beslutning trer i kraft den tjuende dagen
etter at den er kunngjort i Den europeiske uni-
ons tidende.

Den far anvendelse for alle medlemsstater som

deltar i SIS 1+, fra datoene fastsatt av Radet ved

enstemmig beslutning blant de medlemmer
som representerer regjeringene i medlemssta-
tene som deltar i SIS 1+.

Datoene omhandlet i nr. 2 skal fastsettes nar:

a) de nedvendige gjennomferingstiltak er ved-
tatt,

b) alle medlemsstater som deltar fullt ut i SIS
1+ har meddelt Kommisjonen at de har
gjennomfoert de tekniske og lovmessige til-
tak som er nedvendig for 4 kunne behandle
opplysninger i SIS II og utveksle utfyllende
informasjon,

¢) Kommisjonen har erkleert at en omfattende
test av SIS II, utfert av Kommisjonen i sam-
arbeid med medlemsstatene, er gjennom-
fort med tilfredsstillende resultat, og nar
Rédets forberedende organer har godkjent
det framlagte testresultatet og bekreftet at
SIS II har et ytelsesnivad som er minst like
godt som det som ble oppnadd med SIS 1+,

d) Kommisjonen har truffet de nedvendige
tekniske tiltak for 4 gjere det mulig & kople
det sentrale SIS II til N.SIS II i de berorte
medlemsstater.

delbart kontrollere at meldingen er forenlig ~ 4 Kommisjonen skal underrette Europaparla-
med bestemmelsene i denne beslutning, mentet om resultatene av testene som er utfort
dog uten & forsinke tiltaket som skal iverk- i samsvar med nr. 3 bokstav c). L
settes pa grunnlag av meldingen. 5. Enhver beslutning som treffes av Radet i sam-
2. Den del av budsjettet som er godkjent i hen- svar med nr. 2, skal kunngjeres i Den euro-
hold til artikkel 71 nr. 2, og som gjenstar pa peiske unions tidende.
datoen fastsatt i henhold til bestemmelsene i L
artikkel 119 i Schengen-konvensjonen, skal til- Utferdlge‘f i Brussel,
bakebetales til medlemsstatene. Belopene som For Radet
Formann

skal tilbakebetales, skal beregnes pa grunnlag
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Vedlegg 3

Europaparlaments- og radsforordning (EF) nr. 1986/2006 av
20. desember 2006 om tilgang til annen generasjon av
Schengen informasjonssystem (SIS II) for tjenester i
medlemsstatene som har ansvaret for utstedelse av
registreringsbevis for motorkjoretayer

EUTL 381 av 28.12.2006, s. 0001 -0003

EUROPAPARLAMENTET OG RADET FOR DEN
EUROPEISKE UNION HAR -

under henvisning til traktaten om opprettelse

av Det europeiske felleskap, seerlig artikkel 71,

under henvisning til forslag fra Kommisjonen,
under henvisning til uttalelse fra Den ekono-

miske og sosiale komité [1],

etter horing av Regionskomiteen,
etter framgangsmaten fastsatt i traktatens

artikkel 251 [2] og

1.

ut fra felgende betraktninger:

Radsdirektiv 1999/37/EF av 29. april 1999 om
registreringsdokumenter for motorkjeretoyer
[3] fastsetter at medlemsstatene skal bista
hverandre med gjennomferingen av direktivet
og kan utveksle opplysninger bilateralt eller
multilateralt, saerlig for & kontrollere et kjore-
tays rettslige stilling, for det registreres i med-
lemsstaten der det tidligere var registrert. En
slik kontroll kan saerlig innebaere bruk av elek-
tronisk nettverk.

Europaparlaments- og raddsforordning (EF) nr.
1987/2006 av 20. desember 2006 og radsbeslut-
ning 2006/000/]JIS av... om opprettelse, drift
og bruk av annen generasjon av Schengen
informasjonssystem (SIS II) [4] [5] utgjoer retts-
grunnlaget for SIS II, som er en felles database
for medlemsstatene, som blant annet innehol-
der opplysninger om motorkjeretoyer med et
slagvolum pa over 50 cm®, opplysninger om til-
hengere med en egenvekt pa over 750 kg og
campingvogner samt opplysninger om kjore-
toyers registreringsbevis samt nummerskilt
som er stjalet eller pd annen mate er forsvunnet
eller ugyldiggjort.

3.

Forordning (EF) nr. 1987/2006 og beslutning
2006/000/]IS erstatter artikkel 92 til 119 i kon-
vensjon av 19. juni 1990 om gjennomfering av
Schengen-avtalen av 14. juni 1985 mellom
regjeringene i statene i Den skonomiske union
Benelux, Forbundsrepublikken Tyskland og
Republikken Frankrike om gradvis avskaffelse
av kontrollen pé de felles grenser [6] («Schen-
gen-konvensjonen»), med unntak av artikkel
102a. Denne artikkelen gjelder tilgang til Sche-
ngen informasjonssystem for myndigheter og
tjenester i medlemsstatene som har ansvaret
for utstedelse av registreringsbevis for motor-
kjoretoyer.

Det er nd nedvendig 4 vedta et tredje dokument
basert pa avdeling V i traktaten, som skal sup-
plere forordning (EF) nr. 1987/2006 og beslut-
ning 2006/000/]IS for & sikre tilgang til SIS II
for tjenester i medlemsstatene som har ansva-
ret for utstedelse av registreringsbevis for mot-
orkjereteyer, og erstatte Schengen-konvensjo-
nens artikkel 102a.

I henhold til beslutning 2006/000/]1S skal mel-
dinger om gjenstander, herunder motorkjere-
toyer, legges inn i SIS II med henblikk pa
beslag eller bruk som bevis i straffesaker.

I henhold til beslutning 2006/000/]IS er tilgang
til meldinger om gjenstander som er lagt inn i
SIS II, utelukkende forbeholdt myndigheter
med ansvar for grensekontroll og annen politi-
og tollkontroll samt judisielle myndigheter og
Europol.

Statlige og ikke-statlige tjenester som er Klart
identifisert for dette formal og som har ansvar i
medlemsstatene for & utstede registreringsbe-
vis for motorkjeretoyer, skal ha tilgang til opp-
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10.

11.

12.

lysninger som er registrert i SIS II om motor-
kjoretoyer med et slagvolum pa over 50 cm?, til-
hengere med en egenvekt pad over 750 kg,
campingvogner og kjereteyers registrerings-
bevis og nummerskilt som er stjalet eller pa
annen mate er forsvunnet eller ugyldiggjort,
slik at de har mulighet til & kontrollere om kjo-
retoyer som enskes registrert, er stjilet eller pa
annen mate forsvunnet.

Det er derfor nedvendig at disse tjenestene far
tilgang til opplysningene og mulighet til &
benytte opplysningene for administrative for-
mal med henblikk pa korrekt utstedelse av
registreringsbevis for motorkjeretoyer.
Dersom tjenestene i medlemsstatene som har
ansvaret for utstedelse av registreringsbevis
for motorkjeretoyer ikke er statlige organer,
bor slik tilgang gis indirekte, det vil si gjennom
en myndighet som har tilgang i henhold til
beslutning 2006/000/]IS, og som har ansvaret
for & sikre samsvar med medlemsstatenes
regler om sikkerhet og fortrolighet i henhold
til nevnte beslutning.

Beslutning 2006/000/]IS fastsetter hvilke tiltak
som skal iverksettes dersom seket i SIS II viser
at en gjenstand er innmeldt i SIS II.
Europaparlaments- og radsdirektiv 95/46/EF
av 24. oktober 1995 om beskyttelse av fysiske
personer i forbindelse med behandling av per-
sonopplysninger og om fri utveksling av slike
opplysninger [7] skal legges til grunn for
behandlingen av personopplysninger av de tje-
nester i medlemsstatene som har ansvaret for
utstedelse av registreringsbevis for motorkjo-
retoyer. De serlige bestemmelsene om beskyt-
telse av personopplysninger vedrerende sik-
kerhet, fortrolighet og registrering i loggfiler
som er fastsatt i beslutning 2006/000/J1S, sup-
plerer og avklarer prinsippene fastsatt i direkti-
vet nar tjenestene behandler personopplysnin-
ger innenfor rammen av SIS II.

Ettersom formalet for tiltaket, nemlig 4 gi til-
gang til SIS II for tjenester i medlemsstatene
som har ansvaret for utstedelse av registre-
ringsbevis for motorkjeretoyer, si de lettere
kan utfere de oppgavene de er pélagt i henhold
til direktiv 1999/37/EF, ikke kan ns i tilstrek-
kelig grad av medlemsstatene og derfor, nett-
opp fordi SIS II er et felles informasjonssystem,
bare kan gjennomferes pa fellesskapsplan, kan
Fellesskapet vedta tiltak i henhold til neerhets-
prinsippet, som fastsatt i traktatens artikkel 5. I
henhold til forholdsmessighetsprinsippet i
samme artikkel, gar denne forordning ikke ut

13.

14.

15.

16.

over det som er nedvendig for & né dette for-
mal.

Denne forordning overholder de grunnleg-
gende rettigheter og prinsippene som aner-
kjennes searlig i Den europeiske unions pakt
om grunnleggende rettigheter.

Med hensyn til Island og Norge utgjer denne
forordning, i samsvar med avtalen inngatt mel-
lom Rédet for Den europeiske union og Repu-
blikken Island og Kongeriket Norge om de sist-
nevnte statenes tilknytning til gjennomferin-
gen, anvendelsen og videreutviklingen av
Schengen-regelverket [8], en videreutvikling
av bestemmelser i Schengen-regelverket som
kommer inn under omradet nevnt i artikkel 1
bokstav G i radsbeslutning 1999/437/EF [9] av
17. mai 1999 om visse gjennomferingsbestem-
melser til avtalen.

Nar det gjelder Sveits utgjer denne forordning,
i samsvar med avtalen inngétt mellom Den
europeiske union, Det europeiske fellesskap og
Det sveitsiske edsforbund om denne statens til-
knytning til gjennomferingen, anvendelsen og
videreutviklingen av Schengen-regelverket, en
videreutvikling av bestemmelser i Schengen-
regelverket som kommer inn under omradet
nevnt i artikkel 1 bokstav G i beslutning 1999/
437/EF sammenholdt med artikkel 4 nr. 1 i
radsbeslutning 2004/849/EF [10] og 2004/
860/EF [11].

Denne forordning utgjer en rettsakt som byg-
ger pa eller pa annen mate har tilknytning til
Schengen-regelverket i henhold til artikkel 3
nr. 2 i tiltredelsesakten av 2003 —

VEDTATT DENNE FORORDNING:

Artikkel 1

1.

Uten hensyn til artikkel 38, 40 og 46 nr. 1 i be-
slutning 2006/000/]JIS skal tjenester i med-
lemsstatene som har ansvaret for utstedelse av
registreringsbevis for motorkjereteyer i hen-
hold til direktiv 1997/37/EF, ha tilgang til fol-
gende opplysninger lagt inn i SIS II i samsvar
med beslutningens artikkel 38 nr. 2 bokstav a),
b) og f) utelukkende med henblikk pa & kon-
trollere om kjoreteyer som enskes registrert,
er stjilet eller pa annen mate er forsvunnet eller
er etterlyst som bevis i straffesaker:
a) opplysninger om motorkjeretoyer med et
slagvolum pa over 50 cm?,
b) opplysninger om tilhengere med en egen-
vekt pa over 750 kg og campingvogner, og
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¢) opplysninger om Kjoretoyers registrerings-
bevis og nummerskilt som er stjélet eller pa
annen mate er forsvunnet eller ugyldig-
gjort.

Med forbehold for nr. 2 er tilgangen til
nevnte opplysninger for tjenestene i med-
lemsstaten underlagt den enkelte medlems-
stats lovgivning.

2. Tjenester omhandlet i nr. 1 som er statlige tje-
nester, skal ha rett til 4 seke direkte i opplysnin-
gene lagt inn i SIS I1.

3. Tjenester omhandlet i nr. 1 som ikke er statlige
tjenester, skal bare ha tilgang til opplysninger
lagt inn i SIS II via en av myndighetene
omhandlet i artikkel 40 i beslutningen nevnt i
nr. 1. Vedkommende myndighet skal ha rett til
a soke direkte i opplysningene og gi opplysnin-
gene videre til den berorte tjenesten. Medlems-
staten skal sikre at den aktuelle tjenesten og
dens ansatte er forpliktet til 4 overholde enhver
begrensning i bruken av opplysningene som
myndighetene har formidlet til dem.

4. Artikkel 39 i beslutningen skal ikke gjelde til-
gang gitt i samsvar med denne artikkel. For-
midling til politi- eller rettsmyndigheter fra tje-
nester omhandletinr. 1 av opplysninger som er
framkommet ved sek i SIS II og som forer til
mistanke om straffbar handling, er underlagt
nasjonal lovgivning.

Artikkel 2

Denne forordning erstatter artikkel 102a i Schen-
gen-konvensjonen.

Artikkel 3

Denne forordning trer i kraft den tjuende dagen
etter at den er kunngjort i Den europeiske unions
tidende.

Den far anvendelse fra datoen fastsatt i artikkel
71 nr. 2 i beslutning 2006/000/]JIS.

Denne forordning er bindende i alle deler og
kommer direkte til anvendelse i alle medlemssta-
ter.

Utferdiget i Brussel, 20. desember 2006.

For Europaparlamentet
President
J. Borrell Fontelles

For Radet
Formann
J. Korkeaoja
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