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Innledning og bakgrunn 

Rådet for den europeiske union vedtok 27. novem­
ber 2008 rammebeslutning 2008/977/JIS om per­
sonvern i tredje søyle, som er en rammebeslutning 
om personvern i forbindelse med politi- og straffe­
rettssamarbeid. Rettsakten innebærer en videreut­
vikling av Schengen-regelverket. 

Rammebeslutningen regulerer behandling av 
personopplysninger innenfor rammene av politi­
samarbeid og annet rettslig samarbeid i straffesa­
ker. Det er iverksatt ulike tiltak for å lette informa­
sjonsflyten innad i EU-området, og denne rettsak­
ten kommer som en følge av denne utviklingen. 

Det følger av fortalens punkt 45 at rettsakten 
omfattes av avtale av 18. mai 1999 om Norge og 
Islands tilknytning til gjennomføringen, anvendel­
sen og videreutviklingen av Schengen-regelverket. 
Norske eksperter har i samsvar med avtalen deltatt 
i utformingen av regelverket. I henhold til Schen­
gen-avtalen artikkel 8 nr. 2 bokstav a skal EUs råd 
underrette Norge om vedtak om nye rettsakter 
som innebærer en videreutvikling av Schengen­
regelverket. Norge skal på selvstendig grunnlag 
avgjøre om innholdet i rettsaktene skal godtas fra 
norsk side og innarbeides i norsk rett. 

Gjennomføring av rammebeslutningen krever 
lovendring og bevilgningsvedtak, i tillegg til at den 
anses å være en sak av særlig viktighet. Stortingets 
samtykke til godtakelse av rammebeslutningen er 
derfor nødvendig i medhold av Grunnloven § 26, 
annet ledd. 

Rammebeslutningen i uoffisiell norsk overset­
telse følger som trykt vedlegg til proposisjonen. 

2 Generelt om rammebeslutningen 

Rammebeslutningen er hjemlet i EU-traktaten 
artikkel 30 om politisamarbeid, og artikkel 31 om 
rettslig samarbeid i straffesaker. Videre følger det 
av artikkel 34 nr. 2 bokstav b, at Rådet, for å bidra 
til oppfyllelse av EUs målsetninger, på initiativ fra 
en medlemsstat eller Kommisjonen, kan vedta 
rammebeslutninger om harmonisering av med­
lemsstatenes lover og forskrifter. 

Rammebeslutningen kommer til anvendelse på 
opplysninger som utveksles mellom medlemssta­
tene eller mellom en medlemsstat og myndigheter 
som er opprettet ved rettsakter vedtatt av Rådet i 
medhold av EU-traktaten avsnitt VI, med det for­
mål å forebygge, etterforske, oppdage og forfølge 
straffbare handlinger. Rammebeslutningen gjelder 
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når opplysninger viderebehandles i mottakersta­
ten, ved automatisk behandling av personopplys­
ninger og ved øvrig behandling av opplysninger i 
registre. Nasjonale sikkerhetsmyndigheters 
behandling av personopplysninger ligger utenfor 
rammebeslutningens anvendelsesområde. 

Rammebeslutningen regulerer innsamling, 
bruk og sekundærbruk av opplysninger, og inne­
holder blant annet regler om lovligheten av 
behandling av opplysninger. Sentralt står prinsip­
pene om at opplysninger bare må behandles for 
nærmere angitte formål, samt at opplysningene må 
være nødvendige, relevante, korrekte og tilstrek­
kelige. Instrumentet inneholder sentrale rettighe­
ter for den opplysningen gjelder, herunder rett til 
innsyn og rett til å kreve opplysninger rettet, slettet 
eller sperret. Videre er det nedfelt regler om taus­
hetsplikt, erstatning, tilsyn, informasjonssikkerhet 
og konfidensialitet. 

Selv om rammebeslutningen i utgangspunktet 
ikke kommer til anvendelse på intern behandling 
av opplysninger, oppfordres medlemsstatene poli­
tisk i fortalen til også å benytte reglene nasjonalt. 
Enkelte av rammebeslutningens grunnleggende 
regler skal imidlertid gjelde også for nasjonal 
behandling, eksempelvis regelen om at behandlin­
gen må være lovlig, proporsjonal og formåls­
bestemt. Formålet med å gi disse reglene nasjonal 
anvendelse, er å sikre at informasjon som senere 
kan bli utlevert til en annen medlemsstat eller en 
myndighet opprettet ved en rettsakt vedtatt av 
Rådet i medhold av EU-traktaten avsnitt VI, har 
blitt behandlet i tråd med grunnleggende person­
vernprinsipper. 

Nærmere om innholdet 

i rammebeslutningen


I det følgende gjennomgås enkelte av rammebe­
slutningens sentrale bestemmelser: 

Artikkel 3 inneholder grunnleggende bestem­
melser om rettsmessighet, forholdsmessighet og 
formålsbestemthet ved behandling av opplysnin­
ger, herunder at opplysningene må være relevante 
og tilstrekkelige. 

Artikkel 4 inneholder regler om retting, sletting 
og sperring. Det følger av nr. 1 at uriktige opplys­
ninger skal rettes, suppleres eller oppdateres. 
Etter nr. 2 skal personopplysninger slettes eller 
anonymiseres når de ikke lenger er nødvendige for 
det formålet de ble innhentet for eller videre 
anvendt. Det fremgår uttrykkelig at bestemmelsen 
ikke er til hinder for at et sett av opplysningene 

arkiveres i samsvar med nasjonal lovgivning. For 
det tilfelle at sletting kan ramme den registrertes 
legitime interesser, foreskriver nr. 3 at opplysnin­
gene heller skal sperres. Sperrede data skal 
behandles til det formål som forhindret sletting. 
Nr. 4 inneholder en særregel for så vidt gjelder 
personopplysninger i en rettsavgjørelse eller en 
mappe knyttet til en rettsavgjørelse. Bestemmel­
sen foreskriver at retting, sletting og sperring her 
skal skje i tråd med nasjonale rettergangsregler. 
Tilsvarende gir artikkel 18 den registrerte rett til å 
kreve slik retting og sletting. 

Artikkel 5 gir anvisning på at det skal fastsettes 
passende frister for sletting eller regelmessig kon­
troll av behovet for fortsatt lagring, samt at det eta­
bleres rutiner som sikrer at fristene blir overholdt. 

Artikkel 7 pålegger de ansvarlige myndigheter 
å treffe nødvendige tiltak for å unngå at det videre­
formidles opplysninger som er uriktige, ufullsten­
dige eller ikke lenger aktuelle. Dersom det er knyt­
tet usikkerhet til opplysningenes kvalitet, skal mot­
takeren informeres om dette. Videre fremgår det 
av nr. 2 at mottakeren straks skal varsles dersom 
det viser seg at tidligere tilsendte opplysninger er 
uriktige mv. 

Artikkel 10 gir anvisning på at enhver viderefor­
midling av personopplysninger må protokolleres 
eller på annen måte kunne dokumenteres. 

Artikkel 11 regulerer til hvilke formål person­
opplysninger, som ble mottatt av en annen med­
lemsstat, kan behandles, mens artikkel 13 og 14 gir 
nærmere bestemmelser om til hvilke formål eller 
under hvilke omstendigheter slike opplysninger 
kan videreformidles til tredjeland eller til private. 

Artikkel 16 i rammebeslutningen krever at 
medlemsstatene skal sikre at den registrerte infor­
meres om at det samles inn eller behandles opplys­
ninger om ham. Når opplysningene overføres mel­
lom medlemsstater, kan en stat – i tråd med nasjo­
nal rett – anmode den andre om ikke å informere 
den registrerte. I slike tilfeller skal ikke sistnevnte 
stat informere den registrerte uten den andre sta­
tens samtykke. 

Artikkel 17 regulerer retten til innsyn. Av nr. 1 
fremgår det at rettssubjektet har krav på enten, 
etter forespørsel, å motta bekreftelse fra den 
behandlingsansvarlige om hvorvidt opplysninger 
om vedkommende har blitt utlevert eller gjort til­
gjengelige og informasjon om mottaker og hvilke 
opplysninger som blir behandlet («direkte inn­
syn»), eller bekreftelse fra nasjonal tilsynsmyndig­
het om at de nødvendige kontroller har funnet sted 
(«indirekte innsyn»). Nr 2 åpner for mulighet til å 
gjøre unntak fra retten til direkte innsyn, når dette 
er et nødvendig og proporsjonalt tiltak for å ivareta 
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visse hensyn, herunder hensynet til etterforsknin­
gen, nasjonal sikkerhet og rettighetene til tredje­
mann. 

Artikkel 21 inneholder regler om taushetsplikt. 
Bestemmelsens nr. 1 foreskriver at bare kom­
petent myndighet (jf. definisjonen i artikkel 2 bok­
stav i) kan behandle opplysninger som faller inn 
under rammebeslutningens anvendelsesområde, 
med mindre andre myndigheter er rettslig forplik­
tet til det. Med kompetent myndighet siktes det til 
myndighet opprettet ved en rettsakt vedtatt av 
Rådet i medhold av EU-traktaten avsnitt VI og 
politi, toll, judisiell eller annen kompetent myndig­
het i medlemsstatene som er autorisert etter nasjo­
nal rett til å behandle personopplysninger innenfor 
rammebeslutningens anvendelsesområde. Av nr. 2 
følger det at personer som jobber for kompetent 
myndighet skal være bundet av de personvernre­
gler som gjelder for den relevante kompetente 
myndighet. Dette gjelder ikke bare ansatte, men 
også personer som tar oppdrag eller utfører tjenes­
ter for vedkommende myndighet. 

Artikkel 22 gir anvisning på detaljerte bestem­
melser om informasjonssikkerhet, herunder at 
medlemslandene treffer egnede tekniske og orga­
nisatoriske tiltak for å sikre uautorisert tilgang til 
og bruk av lagrede opplysninger, samt at det 
senere kan kontrolleres hvem som fikk tilgang og 
hvilke opplysninger som ble endret eller formidlet. 

Artikkel 25 pålegger medlemslandene å sikre at 
uavhengige tilsynsorganer fører tilsyn med 
behandlingen av personopplysninger, og i nr. 2 gis 
det en opplisting av hvilke beføyninger tilsyns­
myndigheten skal ha. Videre fremgår det av nr. 3 at 
enhver person (den registrerte) skal kunne 
anmode tilsynsmyndigheten om kontroll av om 
behandlingen av opplysninger om vedkommende 
er rettmessig. 

Artikkel 27 er en evalueringsklausul. Medlems­
statene skal senest 3 år etter gjennomføringen av 
rettsakten informere Kommisjonen om hvilke til­
tak som er satt i verk for å sikre at informasjonsut­
vekslingen er i overensstemmelse med rammebe­
slutningen. Hvis evalueringen viser at rammebe­
slutningens anvendelsesområde bør utvides for å 
beskytte den registrerte og fremme det rettslige 
og politimessige samarbeidet, har Kommisjonen 
mulighet til å fremme forslag om dette. 

Artikkel 29 pålegger medlemsstatene å treffe 
de nødvendige tiltak for at bestemmelsene i ram­
mebeslutningen gjennomføres innen 27. novem­
ber 2010, og at medlemslandene tilsender Rådets 
generalsekretariat og Kommisjonen sitt nasjonale 

regelverk der bestemmelsene i rammebeslutnin­
gen er gjennomført. 

4 	 Gjennomføring av ramme­
beslutningen i norsk rett 

Etter gjeldende rett har politiets og påtalemyn­
dighetens behandling av personopplysninger, her-
under i registre, grunnlag i flere forskjellige lover, 
forskrifter og andre bestemmelser. Strafferegistre­
ringsloven er den alminnelige loven for politiets og 
påtalemyndighetens registre, og hjemmelsgrunn­
lag for en rekke politiregistre. Strafferegistrerings­
loven er en fullmaktslov, og forskriftene er sentrale 
og omfattende. I tillegg finnes det bestemmelser i 
politiloven, politiinstruksen, straffeprosessloven, 
påtaleinstruksen og spesiallovgivningen. 

Personopplysningsloven kommer i utgangs­
punktet til anvendelse på all elektronisk behand­
ling av personopplysninger, jf. lovens § 3 første 
ledd bokstav a. Det følger likevel av § 5 at bestem­
melsene viker for spesialbestemmelser i annen lov­
givning. Det antas at personopplysningsloven kom­
mer til anvendelse hvor strafferegistreringsloven 
ikke gir særskilte regler. Personopplysningsloven 
gjelder likevel ikke for saker som behandles eller 
avgjøres i medhold av straffeprosessloven, jf. per­
sonopplysningsforskriften § 1-3 første ledd. 

28. august 2000 ble det nedsatt et utvalg av Jus­
tisdepartementet for å gjennomgå strafferegistre­
ringsloven og utarbeide forslag til ny lov om politi­
registre. Politiregisterutvalget avla sin utredning 
28. august 2003, jf. NOU 2003: 21 Kriminalitetsbe­
kjempelse og personvern. Lovforslaget regulerer 
politiets, herunder Politiets sikkerhetstjenestes og 
påtalemyndighetens, behandling av opplysninger. 

Da Kommisjonen fremla forslaget til rammebe­
slutningen, valgte Justisdepartementet å stille 
arbeidet med proposisjonen til ny politiregisterlov 
i bero i påvente av vedtakelsen av rammebeslutnin­
gen. Begrunnelsen for dette var ønsket om å gjen­
nomføre bestemmelsene i rammebeslutningen i 
den nye loven. Justisdepartementet fremmer 
Ot.prp. nr. 108 (2008-2009) Om lov om behandling 
av opplysninger i politiet og påtalemyndigheten 
(politiregisterloven), der forholdet til rammebe­
slutningen, sammen med de øvrige nasjonale og 
internasjonale rammer for lovforslaget, er omtalt. 
De bestemmelsene som omhandler mer detaljerte 
regler om utveksling av personopplysninger vil bli 
gitt i forskrifts form. 
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Administrative og økonomiske 
konsekvenser 

De fleste av politiets datasystemer tilfredsstiller 
ikke de tekniske kravene som følger av ramme­
beslutningen, og må derfor erstattes med nye sys­
temer. Som eksempel kan nevnes artikkel 5 om 
sletting (som forutsetter automatisert søk etter 
opplysninger som skal slettes), artikkel 10 om 
registrering og dokumentasjon (som forutsetter at 
man til enhver tid har oversikt over hvilke opplys­
ninger som har blitt utlevert og til hvem) og ikke 
minst artikkel 22 om informasjonssikkerhet (som 
forutsetter en rekke kontrollfunksjoner). 

Både gjennomføringen av rammebeslutningen 
og iverksetting av den nye straffeloven medfører at 
de fleste av politiets systemer må tilpasses eller 
erstattes. Kostnadene for å erstatte det nasjonale 
straffe- og politiopplysningsregisteret (SSP) og 
STRASAK er anslått til 130 mill. kroner. 

I tillegg til dette kommer kostnadene for tilpas­
ning eller erstatning av de øvrige systemene som 
følge av gjennomføringen av rammebeslutningen, 
herunder kriminaletterretningsregistrene. Disse 
kostnadene er beregnet til om lag 115 mill. kroner 
over tre år, fordelt med 23 mill. kroner i 2010, 58 
mill. kroner i 2011 og 34 mill. kroner i 2012. De 
totale kostnadene for gjennomføringen av ramme­
beslutningen beløper seg således til om lag 245 
mill. kroner. 

6 Konklusjon og tilrådning


Schengen-avtalen forutsetter at partene anvender 
samme regelverk. Det forutsetter at Norge godtar 
og innarbeider i nasjonal rett innholdet i EUs ved­
tak som er en videreutvikling av Schengen-regel­
verket. Norge bør fortsatt være en fullverdig part­
ner i dette samarbeidet og basere samarbeidet 
med de øvrige Schengen-land på felles regler om 
personvern, som også er et viktig område for nor­
ske myndigheter. 

Justisdepartementet tilrår godtakelse av ram­
mebeslutning 2008/977/JIS om personvern i for­
bindelse med politi- og strafferettslig samarbeid. 
Utenriksdepartementet slutter seg til dette. 

Utenriksdepartementet 

t i l r å r :  

At Deres Majestet godkjenner og skriver under 
et framlagt forslag til proposisjon til Stortinget om 
samtykke til godtakelse av rammebeslutning 
2008/977/JIS om personvern i forbindelse med 
politi- og strafferettssamarbeid (videreutvikling av 
Schengen-regelverket). 

Vi HARALD, Norges Konge,


s t a d f e s t e r : 


Stortinget blir bedt om å gjøre vedtak om samtykke til godtakelse av rammebeslutning 2008/977/JIS 
om personvern i forbindelse med politi- og straf ferettssamarbeid (videreutvikling av Schengen­
regelverket), i samsvar med et vedlagt forslag. 
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Forslag 


til vedtak om samtykke til godtakelse av rammebeslutning 

2008/977/JIS om personvern i forbindelse med politi- og straffe­


rettssamarbeid (videreutvikling av Schengen-regelverket)


I 

Stortinget samtykker i godtakelse av rammebeslutning 2008/977/JIS om personvern i forbindelse med 
politi- og strafferettssamarbeid (videreutvikling av Schengen-regelverket). 
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Vedlegg 1 

Rådets rammebeslutning 2008/977/JIS av 27. november 2008 
om vern av personopplysninger i forbindelse med 

politisamarbeid og rettslig samarbeid i straffesaker 

RÅDET FOR DEN EUROPEISKE UNION HAR — ring av Haagprogrammet om økt frihet, sikker­
under henvisning til traktaten om Den euro- het og rettferdighet i Den europeiske union [2]. 

peiske union, særlig artikkel 30, 31 og 34 nr. 2 bok- 5. Utveksling av personopplysninger i forbindelse 
stav b), med politisamarbeid og rettslig samarbeid i 

under henvisning til forslag fra Kommisjonen, straffesaker, og særlig i henhold til prinsippet 
under henvisning til uttalelse fra Europaparla- om opplysningenes tilgjengelighet fastsatt i 

mentet [1], og Haagprogrammet, bør bygge på klare regler 
ut fra følgende betraktninger: som styrker den gjensidige tilliten mellom de 

1.	 Den europeiske union har som mål å bevare og kompetente myndigheter og sikrer at relevante 
utvikle et område med frihet, sikkerhet og rett- opplysninger beskyttes på en måte som uteluk­
ferdighet der medlemsstatene gjennom felles ker all diskriminering ved slikt samarbeid mel­
handling innen politisamarbeid og rettslig sam- lom medlemsstatene, samtidig som enkeltper­
arbeid i straffesaker skal sørge for et høyt sik- soners grunnleggende rettigheter respekteres 
kerhetsnivå. fullt ut. De eksisterende instrumenter på euro­

2.	 Felles handling innen politisamarbeid i hen- peisk plan er ikke tilstrekkelige. Europaparla­
hold til artikkel 30 nr. 1 bokstav b) i traktaten ments- og rådsdirektiv 95/46/EF av 24. okto­
om Den europeiske union og felles handling ber 1995 om beskyttelse av fysiske personer i 
innen rettslig samarbeid i straffesaker i hen- forbindelse med behandling av personopplys­
hold til artikkel 31 nr. 1 bokstav a) i traktaten ninger og om fri utveksling av slike opplysnin­
om Den europeiske union innebærer at det er ger [3] får ikke anvendelse på behandling av 
nødvendig å behandle relevante opplysninger, personopplysninger i forbindelse med virksom­
noe som bør være gjenstand for egnede het som faller utenfor fellesskapsrettens anven­
bestemmelser om vern av personopplysninger. delsesområde, som f.eks. virksomhet som 

3.	 Lovbestemmelser som omfattes av avdeling VI omfattes av avdeling VI i traktaten om Den 
i traktaten om Den europeiske union bør europeiske union, og under ingen omstendig­
fremme politisamarbeid og rettslig samarbeid i heter på behandling som berører offentlig sik­
straffesaker med hensyn til effektivitet og legi- kerhet, forsvaret, statens sikkerhet og statens 
timitet samt respekt for grunnleggende rettig- virksomhet på det strafferettslige område. 
heter, særlig retten til privatlivets fred og vern 6. Denne rammebeslutning får kun anvendelse på 
av personopplysninger. Felles standarder for opplysninger som er innsamlet eller behandlet 
behandling og vern av personopplysninger for av kompetente myndigheter med det formål å 
å forebygge og bekjempe kriminalitet kan bidra forebygge, etterforske, avdekke eller rettsfor­
til å nå begge disse målene. følge straffbare handlinger eller fullbyrde straf­

4.	 Haagprogrammet for økt frihet, sikkerhet og ferettslige sanksjoner. Rammebeslutningen 
rettferdighet i Den europeiske union, som Det bør overlate til medlemsstatene å fastsette mer 
europeiske råd vedtok 4. november 2004, detaljerte bestemmelser på nasjonalt plan om 
understreket behovet for en ny framgangsmåte hvilke andre formål som skal anses uforenlige 
for å utveksle informasjon på tvers av grensene med det formålet opplysningene opprinnelig er 
om bekjempelse av kriminalitet, der en rekke innsamlet for. Generelt bør videre behandling 
grunnleggende krav om datavern strengt må for historiske, statistiske eller vitenskapelige 
overholdes, og oppfordret Kommisjonen til å formål ikke betraktes som uforenelig med det 
fremsette forslag på dette området senest innen opprinnelige formålet med behandlingen. 
utgangen av 2005. Dette avspeiles i Rådets og 7. Denne rammebeslutningens anvendelsesom-
Kommisjonens handlingsplan for gjennomfø- råde er begrenset til behandling av personopp­
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lysninger som overføres eller stilles til rådighet 
mellom medlemsstatene. Det bør ikke trekkes 
noen konklusjon ut fra denne begrensningen 
om EUs myndighet til å vedta rettsakter om 
innsamling og behandling av personopplysnin­
ger på nasjonalt plan eller om hvorvidt det er 
hensiktsmessig at EU gjør dette i fremtiden. 

8.	 For å fremme utveksling av opplysninger i EU, 
vil medlemsstatene sikre at den standarden for 
datavern som anvendes ved behandling av opp­
lysninger nasjonalt, tilsvarer standarden fast­
satt i denne rammebeslutning. Når det gjelder 
databehandling nasjonalt, er denne rammebe­
slutning ikke til hinder for at medlemsstatene 
fastsetter høyere garantier for vern av person­
opplysninger enn det som er fastsatt i denne 
rammebeslutning. 

9.	 Denne rammebeslutning bør ikke få anven­
delse på personopplysninger som en medlems­
stat har innhentet innenfor rammen av denne 
rammebeslutning, og som stammer fra denne 
medlemsstaten. 

10. En tilnærming av medlemsstatenes lovgivnin­
ger bør ikke føre til en forringelse av det data­
vernet disse gir, men bør tvert imot ha til formål 
å sikre et høyt beskyttelsesnivå i EU. 

11. Det er nødvendig å presisere målsetningene for 
datavern i forbindelse med politiets og rettsve­
senets virksomhet og å fastsette regler for lov­
lig behandling av personopplysninger for å 
sikre at alle opplysninger som utveksles, 
behandles på lovlig vis og i samsvar med grunn­
leggende prinsipper om datakvalitet. Samtidig 
bør politiets, tollvesenets, rettsvesenets eller 
andre kompetente myndigheters legitime virk­
somhet på ingen måte rammes. 

12. Prinsippet om opplysningenes riktighet skal 
anvendes på en slik måte at det tas hensyn til 
den aktuelle behandlingens art og formål. For 
eksempel er opplysninger særlig i rettssaker 
basert på enkeltpersoners subjektive oppfat­
ning og er i visse tilfelle helt umulige å etter­
prøve. Kravet om riktighet kan følgelig ikke 
gjelde en uttalelses riktighet, men kun det fak­
tum at en bestemt uttalelse er gjort. 

13. Arkivering av opplysninger i en særskilt sam­
ling av data bør tillates bare dersom opplysnin­
gene ikke lenger er nødvendige eller anvendes 
til forebygging, etterforskning, avdekking eller 
rettsforfølgning av straffbare handlinger eller 
fullbyrdelse av strafferettslige sanksjoner. Det 
bør dessuten være tillatt å arkivere opplysnin­
ger i en særskilt samling hvis de arkiverte opp­
lysningene lagres i en database med andre 
opplysninger på en slik måte at de ikke lenger 

kan anvendes til forebygging, etterforskning, 
avdekking eller rettsforfølgning av straffbare 
handlinger eller fullbyrdelse av strafferettslige 
sanksjoner. Hvor lenge det er hensiktsmessig å 
arkivere opplysningene bør avhenge av formå­
lene med arkiveringen og de registrerte perso­
nenes legitime interesser. Ved arkivering for 
historiske formål kan en meget lang arkive­
ringsperiode vurderes. 

14. Opplysninger kan også slettes ved at datame­
diet tilintetgjøres. 

15. Når det gjelder uriktige, ufullstendige eller 
ikke-oppdaterte opplysninger som er overført 
eller stilt til rådighet for en annen medlemsstat 
og viderebehandlet av kvasirettslige myndighe­
ter, dvs. myndigheter som har fullmakt til å 
treffe rettslig bindende avgjørelser, bør disse 
korrigeres, slettes eller sperres i samsvar med 
nasjonal rett. 

16. For å sikre et høyt beskyttelsesnivå for enkelt­
personers personopplysninger kreves det felles 
bestemmelser for å kunne fastslå om opplysnin­
ger som behandles av de kompetente myndig­
heter i andre medlemsstater, oppfyller kravet 
om lovlighet og kvalitet. 

17. Det er hensiktsmessig å fastsette på europeisk 
plan de vilkårene som kompetente myndighe­
ter i medlemsstatene må oppfylle for at person­
opplysninger som de har mottatt fra andre med­
lemsstater, skal kunne videreformidles og stil­
les til rådighet for myndigheter og private i 
medlemsstatene. I mange tilfeller er viderefor­
midling av personopplysninger fra rettsvese­
net, politiet eller tollvesenet til private nødven­
dig for å kunne rettsforfølge straffbare handlin­
ger eller avverge en overhengende og alvorlig 
trussel mot offentlig sikkerhet og forebygge 
alvorlige krenkelser av enkeltpersoners rettig­
heter, f.eks. ved å varsle banker og kredittin­
stitusjoner om forfalskninger av verdipapirer 
eller, når det gjelder kriminalitet knyttet til kjø­
retøyer, ved å videreformidle personopplys­
ninger til forsikringsselskaper for å forebygge 
ulovlig handel med stjålne motorkjøretøyer 
eller for å gjøre det lettere å finne stjålne motor­
kjøretøyer i utlandet. Dette innebærer ikke at 
politiets og rettsvesenets oppgaver overføres til 
private. 

18. Reglene i denne rammebeslutning om formid­
ling av personopplysninger fra rettsvesenet, 
politiet eller tollvesenet til private gjelder ikke 
formidling av opplysninger til private (som 
f.eks. forsvarsadvokater og ofre) i forbindelse 
med straffesaker. 
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19. Viderebehandling av personopplysninger som 
er mottatt fra eller stilt til rådighet av den kom­
petente myndighet i en annen medlemsstat, 
særlig det å videreformidle slike opplysninger 
eller stille dem til rådighet på nytt, bør være 
gjenstand for felles regler på europeisk plan. 

20. Dersom	 personopplysninger kan viderebe­
handles etter at medlemsstaten som opplysnin­
gene er mottatt fra, har gitt sitt samtykke, bør 
hver medlemsstat ha mulighet til å fastsette de 
nærmere betingelser for et slikt samtykke, her-
under f.eks. ved å gi et allment samtykke for 
kategorier av opplysninger og kategorier av 
viderebehandling. 

21. Dersom	 personopplysninger kan videre­
behandles for administrative formål, omfatter 
dette også aktivitet som utføres av regulerings­
eller tilsynsmyndigheter. 

22. Politiets, tollvesenets, rettsvesenets og andre 
kompetente myndigheters legitime virksomhet 
kan gjøre det nødvendig å formidle opplysnin­
ger til myndigheter i tredjestater eller interna­
sjonale organer som har forpliktelser når det 
gjelder forebygging, etterforsking, avdekking 
eller rettsforfølgning av straffbare handlinger 
eller fullbyrdelse av strafferettslige sanksjoner. 

23. Dersom personopplysninger overføres fra en 
medlemsstat til tredjestater eller internasjonale 
organer, bør disse opplysningene av prinsipp 
beskyttes i tilstrekkelig grad. 

24. Dersom personopplysninger overføres fra en 
medlemsstat til tredjestater eller internasjonale 
organer, bør en slik overføring i prinsippet først 
skje etter at den medlemsstat der opplysnin­
gene er innhentet, har gitt sitt samtykke til slik 
overføring. Hver medlemsstat bør ha mulighet 
til å fastsette nærmere betingelser for slikt sam­
tykke, herunder f.eks. ved å gi et allment sam­
tykke for kategorier av opplysninger eller 
bestemte tredjestater. 

25. Et effektivt samarbeid for å bekjempe straffbare 
handlinger krever at dersom en trussel mot en 
medlemsstats eller en tredjestats offentlige sik­
kerhet er så overhengende at det er umulig å 
innhente forutgående samtykke i tide, bør den 
kompetente myndighet kunne videreformidle 
de relevante personopplysninger til den aktu­
elle tredjestat uten et slikt samtykke på for­
hånd. Det samme kan være tilfellet dersom 
andre vesentlige interesser, av samme betyd­
ning, i en medlemsstat står på spill, f.eks. der­
som kritisk infrastruktur i en medlemsstat 
skulle bli gjenstand for en overhengende og 
alvorlig trussel, eller dersom en medlemsstats 

finanssystem skulle bli rammet av alvorlige for­
styrrelser. 

26. Det kan 	være nødvendig å underrette den 
registrerte personen om behandling av opplys­
ninger om vedkommende, spesielt ved særde­
les alvorlig krenkelse av vedkommendes rettig­
heter som følge av hemmelig innsamling av 
opplysninger, for å sikre registrerte personer 
effektiv rettssikkerhet. 

27. Medlemsstatene bør påse at den registrerte 
person underrettes om at personopplysninger 
kan bli eller blir innsamlet, behandlet eller 
overført til en annen medlemsstat med hen­
blikk på å forebygge, etterforske, avdekke eller 
rettsforfølge straffbare handlinger eller full­
byrde strafferettslige sanksjoner. Nærmere 
bestemmelser om den registrertes personens 
rett til å bli underrettet og unntak fra denne ret-
ten bør fastsettes i den nasjonale lovgivningen. 
Dette kan skje i en generell form, f.eks. ved lov 
eller ved offentliggjøring av en liste over 
behandlingsmåter. 

28. For å sikre vern av personopplysninger uten å 
sette målet med strafferettslig etterforskning i 
fare, er det nødvendig å definere den registrer­
tes personens rettigheter. 

29. Noen medlemsstater har fastsatt bestemmelser 
som gir en registrert person i straffesaker rett 
til tilgang gjennom en ordning der den nasjo­
nale tilsynsmyndigheten, i den registrertes per­
sonens sted, har ubegrenset tilgang til alle per­
sonopplysninger om vedkommende og like­
ledes kan korrigere, slette eller oppdatere 
uriktige opplysninger. I slike tilfeller med indi­
rekte tilgang kan det i disse medlemsstatenes 
nasjonale lovgivning fastsettes at den nasjonale 
tilsynsmyndigheten bare skal informere den 
registrerte personen om at alle nødvendige 
kontroller er foretatt. Disse medlemsstatene 
skal imidlertid også gi den registrerte personen 
muligheten til å få direkte tilgang i særlige tilfel­
ler, f.eks. tilgang til strafferegistret for å få kopi 
av egne strafferegisteropplysninger eller doku­
menter som gjelder egne politiavhør. 

30. Det bør fastsettes felles regler om fortrolig og 
sikker behandling, om erstatningsansvar og 
sanksjoner ved ulovlig bruk av opplysningene 
fra de kompetente myndigheters side samt om 
de rettsmidler den registrerte personen har til 
rådighet. Det er imidlertid opp til den enkelte 
medlemsstat å utforme sine regler om skadeer­
statningsansvar og fastsette hvilke straffereak­
sjoner som skal anvendes ved overtredelser av 
de nasjonale datavernbestemmelsene. 
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31. Denne rammebeslutning tillater at det tas hen­
syn til prinsippet om allmennhetens innsyn i 
offentlige dokumenter ved gjennomføringen av 
prinsippene i denne rammebeslutning. 

32. Når det er nødvendig å beskytte personopplys­
ninger i forbindelse med en behandling som, 
på grunn av dens omfang eller type, innebærer 
særlig fare for den registrertes personens 
grunnleggende rettigheter og friheter, f.eks. 
behandling ved hjelp av ny teknologi, nye 
mekanismer eller framgangsmåter, bør en 
sørge for at de kompetente nasjonale tilsyns­
myndigheter konsulteres før det opprettes 
registre for behandling av disse opplysnin­
gene. 

33. Opprettelse av uavhengige tilsynsmyndigheter 
i medlemsstatene er en meget viktig del av ver­
net av personopplysninger som behandles 
innenfor rammen av politisamarbeid og rettslig 
samarbeid mellom medlemsstatene. 

34. De tilsynsmyndighetene som allerede er opp­
rettet i medlemsstatene i henhold til direktiv 
95/46/EF, bør også kunne påta seg ansvaret 
for oppgavene som skal utføres av de nasjonale 
tilsynsmyndighetene som skal opprettes i sam­
svar med denne rammebeslutning. 

35. Disse tilsynsmyndighetene bør ha de nødven­
dige midler til å kunne utføre sine oppgaver, 
herunder myndighet til å foreta undersøkelser 
og gripe inn, særlig når det gjelder klager fra 
enkeltpersoner, eller myndighet til å innlede 
rettslige skritt. Disse tilsynsmyndighetene bør 
bidra til å sikre innsyn i behandlingen av opp­
lysninger som utføres i medlemsstatene de 
hører under. Deres myndighet bør imidlertid 
ikke gripe inn i spesifikke regler fastsatt for 
straffeforfølgning eller i justismyndighetenes 
uavhengighet. 

36. I henhold til artikkel 47 i traktaten om Den 
europeiske union skal intet i denne traktaten 
berøre traktatene om opprettelse av De euro­
peiske fellesskap eller de senere traktater og 
akter som endrer og utfyller dem. Denne ram­
mebeslutning berører følgelig ikke vern av per­
sonopplysninger i henhold til fellesskapsretten, 
særlig vern fastsatt i direktiv 95/46/EF, euro­
paparlaments- og rådsforordning (EF) nr. 45/ 
2001 av 18. desember 2000 om personvern i for­
bindelse med behandling av personopplysnin­
ger i Fellesskapets institusjoner og organer og 
om fri utveksling av slike opplysninger [4] og 
europaparlaments- og rådsdirektiv 2002/58/ 
EF av 12. juli 2002 om behandling av person­
opplysninger og beskyttelse av privatlivets fred 
i sektoren for elektronisk kommunikasjon 

(direktiv om privatlivets fred og elektronisk 
kommunikasjon) [5]. 

37. Denne rammebeslutning berører ikke bestem­
melsene om ulovlig tilgang til opplysninger i 
Rådets rammebeslutning 2005/222/JIS av 24. 
februar 2005 om angrep på informasjonssyste­
mer [6]. 

38. Denne rammebeslutning	 berører ikke gjel­
dende forpliktelser som medlemsstatene eller 
EU har i henhold til bilaterale og/eller multila­
terale avtaler som er inngått med tredjestater. 
Fremtidige avtaler bør være i overensstem­
melse med reglene om utveksling med tredje­
stater. 

39. Flere rettsakter vedtatt på grunnlag av avdeling 
VI i traktaten om Den europeiske union inne­
holder særlige bestemmelser om vern av per­
sonopplysninger som utveksles eller på annen 
måte behandles i henhold til disse rettsaktene. 
I noen tilfeller utgjør disse bestemmelsene et 
komplett og enhetlig sett med regler som 
omfatter alle relevante aspekter ved datavern 
(prinsipper om datakvalitet, regler om datasik­
kerhet, regulering av de registrerte personenes 
rettigheter og vern, samt organisering av tilsyn 
og ansvar), og de regulerer disse forhold mer 
detaljert enn denne rammebeslutning. De rele­
vante datavernbestemmelser i disse rettsak­
tene, særlig bestemmelsene om Europols, 
Eurojusts, Schengeninformasjonssystemets 
(SIS) og tollinformasjonssystemets (CIS) virke­
måte samt de bestemmelser som gir medlems­
statenes myndigheter direkte tilgang til visse 
datasystemer i andre medlemsstater, bør ikke 
berøres av denne rammebeslutning. Det 
samme gjelder de datavernbestemmelser som 
regulerer elektronisk overføring mellom med­
lemsstatene av DNA-profiler, fingeravtrykks­
opplysninger og nasjonale registreringsdata for 
motorkjøretøyer i henhold til rådsbeslutning 
2008/615/JIS av 23. juni 2008 om intensivering 
av det grenseoverskridende samarbeidet, sær­
lig med henblikk på bekjempelse av terrorisme 
og grenseoverskridende kriminalitet [7]. 

40. I andre tilfeller har datavernbestemmelsene i 
rettsakter vedtatt på grunnlag av avdeling VI i 
traktaten om Den europeiske union en mer 
begrenset rekkevidde. I disse rettsaktene stil­
les det ofte særskilte krav til den medlemsstat 
som mottar personopplysninger fra andre med­
lemsstater med hensyn til de formål de aktuelle 
opplysningene kan brukes til, mens det for 
andre aspekter ved datavernet henvises til 
Europarådets konvensjon av 28. januar 1981 om 
personvern i forbindelse med elektronisk 
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behandling av personopplysninger eller til 
nasjonal lovgivning. I den grad bestemmelsene 
i de rettsaktene som stiller krav til mottaker­
medlemsstater med hensyn til bruk eller vide­
reformidling av personopplysninger, er mer 
restriktive enn tilsvarende bestemmelser i 
denne rammebeslutning, bør de førstnevnte 
bestemmelser forbli uberørt. For alle andre 
aspekter bør imidlertid reglene i denne ramme­
beslutning gjelde. 

41. Denne rammebeslutning berører ikke Europa­
rådets konvensjon om personvern i forbindelse 
med elektronisk behandling av personopplys­
ninger, tilleggsprotokollen til denne konven­
sjon av 8. november 2001 eller Europarådets 
konvensjoner om rettslig samarbeid i straffesa­
ker. 

42. Ettersom målet med denne rammebeslutning, 
nemlig å fastsette felles regler for vern av per­
sonopplysninger i forbindelse med politisamar­
beid og rettslig samarbeid i straffesaker, ikke i 
tilstrekkelig grad kan oppfylles av medlemssta­
tene og derfor på grunn av handlingens omfang 
og virkninger bedre kan oppfylles på unions-
plan, kan EU treffe tiltak i samsvar med nær­
hetsprinsippet som er nedfelt i artikkel 5 i trak­
taten om opprettelse av Det europeiske felles­
skap og som det vises til i artikkel 2 i traktaten 
om Den europeiske union. I samsvar med for­
holdsmessighetsprinsippet nedfelt i artikkel 5 i 
traktaten om opprettelse av Det europeiske fel­
lesskap, går denne rammebeslutning ikke len­
ger enn det som er nødvendig for å nå dette 
mål. 

43. Det forente kongerike deltar i denne rammebe­
slutning i samsvar med artikkel 5 i protokollen 
om integrering av Schengen-regelverket i Den 
europeiske union som følger som vedlegg til 
traktaten om Den europeiske union og trakta­
ten om opprettelse av Det europeiske felles­
skap, og artikkel 8 nr. 2 i rådsbeslutning 2000/ 
365/EF av 29. mai 2000 om anmodningen fra 
Det forente kongerike Storbritannia og Nord-
Irland om å delta i visse bestemmelser i Schen­
gen-regelverket [8]. 

44. Irland deltar i denne rammebeslutning i sam­
svar med artikkel 5 i protokollen om integre­
ring av Schengen-regelverket i Den europeiske 
union som følger som vedlegg til traktaten om 
Den europeiske union og traktaten om oppret­
telse av Det europeiske fellesskap, og artikkel 6 
nr. 2 i rådsbeslutning 2002/192/EF av 28. 
februar 2002 om anmodningen fra Irland om å 

delta i visse bestemmelser i Schengen-regelver­
ket [9]. 

45. Med hensyn til Island og Norge utgjør denne 
rammebeslutning en videreutvikling av 
bestemmelsene i Schengen-regelverket i hen-
hold til avtalen som Rådet for Den europeiske 
union har inngått med Republikken Island og 
Kongeriket Norge om de sistnevnte statenes til­
knytning til gjennomføringen, anvendelsen og 
videreutviklingen av Schengen-regelverket 
[10] som faller inn under området omhandlet i 
artikkel 1 bokstav H og I, i rådsbeslutning 
1999/437/EF om visse gjennomføringsbestem­
melser til nevnte avtale [11]. 

46. Med hensyn til Sveits utgjør denne rammebe­
slutning en videreutvikling av bestemmelsene i 
Schengen-regelverket i henhold til avtalen inn­
gått mellom Den europeiske union, Det euro­
peiske fellesskap og Det sveitsiske edsforbund 
om denne statens tilknytning til gjennomførin­
gen, anvendelsen og videreutviklingen av Sche­
ngen-regelverket [12] som faller inn under 
området omhandlet i artikkel 1 bokstav H og I i 
beslutning 1999/437/EF sammenholdt med 
artikkel 3 i rådsbeslutning 2008/149/JIS [13] 
om inngåelse av nevnte avtale på Den euro­
peiske unions og Det europeiske fellesskaps 
vegne. 

47. Med hensyn til Liechtenstein utgjør denne ram­
mebeslutning en videreutvikling av bestemmel­
sene i Schengen-regelverket i henhold til proto­
kollen inngått mellom Den europeiske union, 
Det europeiske fellesskap, Det sveitsiske eds­
forbund og Fyrstedømmet Liechtenstein om 
Fyrstedømmet Liechtensteins tiltredelse av 
avtalen mellom Den europeiske union, Det 
europeiske fellesskap og Det sveitsiske edsfor­
bund om Det sveitsiske edsforbunds tilknyt­
ning til gjennomføringen, anvendelsen og vide­
reutviklingen av Schengen-regelverket som fal­
ler inn under området omhandlet i artikkel 1 
bokstav H og I i beslutning 1999/437/EF sam­
menholdt med artikkel 3 i rådsbeslutning 
2008/262/EF [14] om undertegning av nevnte 
protokoll på Den europeiske unions vegne. 

48. Denne rammebeslutning er i overensstem­
melse med de grunnleggende rettigheter og 
prinsipper som særlig anerkjennes i Den euro­
peiske unions charter om grunnleggende ret­
tigheter [15]. Denne rammebeslutning har 
som mål å sikre full respekt for retten til privat­
livets fred og vern av personopplysninger ned­
felt i artikkel 7 og 8 i charteret — 
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VEDTATT FØLGENDE RAMMEBESLUTNING: 

Artikkel 1 

Formål og anvendelsesområde 

1.	 Denne rammebeslutning har til formål å sikre 
et høyt beskyttelsesnivå av fysiske personers 
grunnleggende rettigheter og friheter, og sær­
lig deres rett til privatlivets fred, ved behand­
ling av personopplysninger innenfor rammen 
av politisamarbeid og rettslig samarbeid i straf­
fesaker nedfelt i avdeling VI i traktaten om Den 
europeiske union, og samtidig sikre offentlig 
sikkerhet på høyt nivå. 

2. Medlemsstatene skal i samsvar med denne 
rammebeslutning beskytte fysiske personers 
grunnleggende rettigheter og friheter og sær­
lig deres rett til privatlivets fred, når personopp­
lysninger, med henblikk på å forebygge, etter­
forske, avdekke eller rettsforfølge straffbare 
handlinger eller fullbyrde strafferettslige sank­
sjoner: 
a) overføres, er overført, stilles til rådighet 

eller er stilt til rådighet mellom medlems­
stater, 

b) overføres, er overført, stilles til rådighet 
eller er stilt til rådighet av medlemsstater 
for myndigheter eller informasjonssyste­
mer opprettet i henhold til avdeling VI i 
traktaten om Den europeiske union, eller 

c) overføres, 	er overført, stilles til rådighet 
eller er stilt til rådighet for de kompetente 
myndigheter i medlemsstatene av myndig­
heter eller informasjonssystemer opprettet i 
henhold til traktaten om Den europeiske 
union eller traktaten om opprettelse av Det 
europeiske fellesskap. 

3.	 Denne rammebeslutningens bestemmelser får 
anvendelse på behandling av personopplysnin­
ger som helt eller delvis utføres med elektro­
niske hjelpemidler, og på ikke-elektronisk 
behandling av personopplysninger som inngår 
eller vil inngå i et register. 

4.	 Denne rammebeslutning berører ikke vesent­
lige nasjonale sikkerhetsinteresser og særskilt 
etterretningsvirksomhet som gjelder nasjonal 
sikkerhet. 

5.	 Denne rammebeslutning er ikke til hinder for 
at medlemsstatene kan fastsette strengere 
garantier enn dem som er fastsatt i denne ram­
mebeslutning når det gjelder vern av person­
opplysninger som innsamles eller behandles 
nasjonalt. 

Artikkel 2 

Definisjoner 

I denne rammebeslutning betyr: 
a)	 «personopplysning»: enhver opplysning om en 

identifisert eller identifiserbar person («den re­
gistrerte»); en identifiserbar person er en som 
direkte eller indirekte kan identifiseres, særlig 
ved hjelp av et identifikasjonsnummer eller ett 
eller flere elementer som er særegne for perso­
nens fysiske, fysiologiske, psykiske, økonomis­
ke, kulturelle eller sosiale identitet, 

b) «behandling av personopplysninger» («be­
handling»): «:enhver operasjon eller rekke av 
operasjoner som med eller uten elektroniske 
hjelpemidler utføres i forbindelse med person­
opplysninger, for eksempel innsamling, regis­
trering, systematisering, oppbevaring, tilpas­
ning eller endring, gjenfinning, søking, bruk, 
videreformidling og overføring, spredning eller 
andre former for tilgjengeliggjøring, sammen­
stilling eller samkjøring, sperring, sletting eller 
tilintetgjøring, 

c)	 «sperring»: merking av lagrede personopplys­
ninger med henblikk på å begrense fremtidig 
behandling av disse opplysningene, 

d) «personregister» og «register»: enhver struktu­
rert samling av personopplysninger som er til­
gjengelig etter særlige kriterier, enten samlin­
gen er plassert sentralt, er desentralisert eller 
spredt på grunnlag av funksjonelle eller geogra­
fiske forhold, 

e) «databehandler»: ethvert organ som behandler 
personopplysninger på den behandlingsansvar­
liges vegne, 

f)	 «mottaker»: ethvert organ som opplysningene 
formidles til, 

g) «den registrertes samtykke»: enhver frivillig, 
spesifikk og informert viljesytring der den re­
gistrerte gir sitt samtykke til at personopplys­
ninger om vedkommende blir behandlet, 

h) «kompetente myndigheter»: institusjoner eller 
organer opprettet ved rettsakter vedtatt av Rå­
det i henhold til avdeling VI i traktaten om Den 
europeiske union, samt politi, tollvesen, rettsli­
ge myndigheter og andre kompetente myndig­
heter i medlemsstatene som i henhold til nasjo­
nal lov har myndighet til å behandle personopp­
lysninger innenfor denne rammebeslutningens 
anvendelsesområde, 

i)	 «behandlingsansvarlig»: den fysiske eller juri­
diske person, offentlige myndighet, institusjon 
eller ethvert annet organ som alene eller 
sammen med andre bestemmer formålet med 
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behandlingen av personopplysninger og hvilke 
midler som skal benyttes, 

j)	 «merking»: merking av lagrede personopplys­
ninger uten at det er hensikten å begrense 
fremtidig behandling av disse opplysninger, 

k) «anonymisere»: å endre personopplysninger på 
en slik måte at detaljer om personlige eller kon­
krete forhold ikke lenger eller kun med en ufor­
holdsmessig stor innsats av tid, kostnader og 
arbeid kan knyttes til en identifisert eller identi­
fiserbar fysisk person. 

Artikkel 3 

Prinsippet om lovlighet, forholdsmessighet og 
formål 

1.	 Personopplysninger kan samles inn av de kom­
petente myndigheter kun for bestemte, uttryk­
kelig angitte og legitime formål innenfor ram-
men av deres oppgaver, og kan kun behandles 
for det formålet de er innsamlet for. Behandlin­
gen av opplysningene skal være lovlig og ade­
kvat, relevant og stå i rimelig forhold til de for­
målene opplysningene er innsamlet for. 

2.	 Videre behandling for et annet formål er tillatt 
dersom: 
a) denne behandlingen ikke er uforenelig med 

de formål opplysningene er innsamlet for, 
b) de kompetente myndigheter i henhold til 

gjeldende lovbestemmelser har rett til å 
behandle disse opplysningene for et slikt 
annet formål, og 

c) denne behandling er nødvendig og står i 
rimelig forhold til dette andre formålet. 

De kompetente myndigheter kan dessuten videre­
behandle overførte personopplysninger for histo­
riske, statistiske eller vitenskapelige formål, forut­
satt at medlemsstatene gir de nødvendige garan­
tier, som f.eks. ved at opplysningene gjøres 
anonyme. 

Artikkel 4 

Korrigering, sletting og sperring 

1.	 Personopplysninger skal korrigeres dersom de 
er uriktige og, dersom det er mulig og nødven­
dig, suppleres eller oppdateres. 

2.	 Personopplysninger skal slettes eller gjøres 
anonyme når de ikke lenger er nødvendige for 
de formål de er innsamlet for, eller viderebe­
handles på lovlig vis. Denne bestemmelsen 
berører ikke arkivering av opplysninger i en 
særskilt samling av data i et hensiktsmessig 
tidsrom i henhold til nasjonal lovgivning. 

3.	 Personopplysninger skal ikke slettes, men 
sperres dersom det er rimelig grunn til å tro at 
sletting vil kunne skade den registrertes legi­
time interesser. Sperrede opplysninger kan 
bare behandles for det formål som forhindret at 
de ble slettet. 

4.	 Når en rettsavgjørelse eller et register knyttet 
til utferdigelsen av en rettsavgjørelse innehol­
der personopplysninger, skal korrigering, slet­
ting eller sperring skje i samsvar med nasjonale 
rettslige prosedyrer. 

Artikkel 5 

Fastsettelse av tidsfrister for sletting og 
kontroll 

Det skal fastsettes egnede frister for sletting av per­
sonopplysninger eller for regelmessig kontroll av 
behovet for lagringen av opplysningene. For­
skriftsmessige prosedyrer skal sikre at disse tids­
fristene overholdes. 

Artikkel 6 

Behandling av særlige kategorier opplys­
ninger 

Behandling av personopplysninger om rasemessig 
eller etnisk opprinnelse, politiske oppfatninger, 
religiøs eller filosofisk overbevisning og fagfore­
ningsmedlemskap samt behandling av opplysnin­
ger om helse eller seksualliv er kun tillatt dersom 
det er strengt nødvendig og når den nasjonale lov­
givningen gir tilstrekkelige beskyttelsesgarantier. 

Artikkel 7 

Edb-baserte individuelle beslutninger 

En beslutning som har negative rettslige virknin­
ger for den registrerte eller påvirker vedkom­
mende i vesentlig grad, og som utelukkende er 
truffet på grunnlag av elektronisk behandling av 
opplysninger med sikte på å vurdere visse person­
lige forhold, er kun tillatt dersom dette er fastsatt 
ved lov som også inneholder bestemmelser som 
sikrer vern av den registrertes legitime interesser. 

Artikkel 8 

Kontroll av kvaliteten på opplysningene som 
overføres eller stilles til rådighet 

1.	 De kompetente myndigheter skal treffe alle 
rimelige tiltak for å sikre at personopplysninger 
som er uriktige, ufullstendige eller ikke oppda­
terte, ikke overføres eller stilles til rådighet. 
For dette formålet skal de kompetente myndig­
heter så vidt mulig kontrollere kvaliteten på 
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personopplysningene før de overføres eller stil­
les til rådighet. I forbindelse med all overføring 
av opplysninger skal tilgjengelig informasjon så 
vidt mulig vedlegges opplysningene slik at mot-
taker-medlemsstaten kan bedømme graden av 
riktighet, fullstendighet, aktualitet og pålitelig­
het. Dersom personopplysningene er blitt over­
ført uoppfordret, skal den mottakende myndig­
het straks kontrollere om opplysningene er 
nødvendige for formålet de ble overført for. 

2.	 Dersom det konstateres at uriktige opplysnin­
ger er blitt overført, eller at opplysningene er 
overført ulovlig, skal mottakeren straks under­
rettes om dette. Opplysningene må korrigeres, 
slettes eller sperres omgående i samsvar med 
artikkel 4. 

Artikkel 9 

Tidsfrister 

1.	 Myndigheten som overfører opplysninger, kan 
på det tidspunkt opplysningene overføres eller 
stilles til rådighet, i henhold til nasjonal lovgiv­
ning og i samsvar med artikkel 4 og 5, oppgi 
fristene for oppbevaring av opplysningene; et­
ter disse fristenes utløp har mottakeren plikt til 
å slette eller sperre opplysningene eller kon­
trollere om det fortsatt er behov for dem. Den-
ne plikten skal ikke anvendes dersom opplys­
ningene ved fristenes utløp er nødvendige for 
en pågående etterforskning, rettslig forfølg­
ning av straffbare handlinger eller fullbyrdelse 
av strafferettslige sanksjoner. 

2.	 Dersom myndigheten som overfører opplys­
ningene ikke har angitt en tidsfrist i samsvar 
med nr. 1, skal tidsfristene omhandlet i artikkel 
4 og 5 for oppbevaring av opplysninger i sam­
svar med den mottakende medlemsstatens 
nasjonale lovgivning anvendes. 

Artikkel 10 

Registrering og dokumentasjon 

1.	 Hver overføring av personopplysninger skal re­
gistreres eller dokumenteres for å kunne kon­
trollere om databehandlingen er lovlig, utføre 
egenkontroll og sikre opplysningenes integri­
tet og sikkerhet. 

2.	 Registreringer eller dokumentasjon i henhold 
til nr. 1 skal etter anmodning overføres til den 
kompetente tilsynsmyndighet for datavernkon­
troll. Den kompetente tilsynsmyndighet skal 
kun anvende disse opplysningene for kontroll 
med hensyn til datavern, korrekt behandling 
og opplysningenes integritet og sikkerhet. 

Artikkel 11 

Behandling av personopplysninger som 
mottas fra eller stilles til rådighet av en annen 
medlemsstat 

Personopplysninger som mottas fra eller stilles til 
rådighet av en annen medlemsstats kompetente 
myndighet, kan i henhold til kravene i artikkel 3 nr. 
2, kun viderebehandles for følgende formål, utover 
dem de ble overført eller stilt til rådighet for: 
a) for å forebygge, etterforske, avdekke eller 

rettsforfølge andre straffbare handlinger eller 
fullbyrde andre strafferettslige sanksjoner enn 
de som opplysningene ble overført eller stilt til 
rådighet for, 

b) for andre rettslige og administrative prosedyrer 
som er direkte knyttet til forebygging, etter­
forskning, avdekking eller rettsforfølgning av 
straffbare handlinger eller fullbyrdelse av straf­
ferettslige sanksjoner, 

c)	 for å avverge en overhengende og alvorlig trus­
sel mot offentlig sikkerhet, eller 

d) for ethvert annet formål utelukkende med for­
utgående samtykke fra medlemsstaten som 
overfører opplysningene eller med den regis­
trertes samtykke gitt i samsvar med nasjonal 
rett. 

De kompetente myndigheter kan dessuten videre­
behandle overførte personopplysninger for histo­
riske, statistiske eller vitenskapelige formål, forut­
satt at medlemsstatene gir de nødvendige garan­
tier, som f.eks. ved at opplysningene gjøres 
anonyme. 

Artikkel 12 

Overholdelse av nasjonale restriksjoner for 
behandling av opplysninger 

1.	 Dersom lovgivningen i medlemsstaten som 
overfører opplysninger, under bestemte om­
stendigheter, setter særlige begrensninger for 
utveksling av opplysninger mellom kompeten­
te myndigheter innenfor denne medlemsstat, 
skal myndigheten som overfører opplysninger 
gjøre mottakeren oppmerksom på disse be­
grensningene. Mottakeren skal påse at disse 
begrensningene overholdes. 

2.	 Ved anvendelse av nr. 1 skal medlemsstatene 
ikke anvende andre restriksjoner for overføring 
av opplysninger til andre medlemsstater eller 
institusjoner eller organer opprettet i henhold 
til avdeling VI i traktaten om Den europeiske 
union, enn de som gjelder for tilsvarende nasjo­
nale overføringer av opplysninger. 
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Artikkel 13 

Overføring til kompetente myndigheter i 
tredjestater eller til internasjonale organer 

1. Medlemsstatene skal fastsette bestemmelser 
om at personopplysninger som mottas fra eller 
stilles til rådighet av den kompetente myndig­
het i en annen medlemsstat, kun kan overføres 
til tredjestater eller internasjonale organer der­
som: 
a) det er nødvendig for å forebygge, etterfor­

ske, avdekke eller rettsforfølge straffbare 
handlinger eller fullbyrde strafferettslige 
sanksjoner, 

b) den myndighet i tredjestaten eller det inter­
nasjonale organ som mottar opplysningene, 
har ansvaret for å forebygge, etterforske, 
avdekke eller rettsforfølge straffbare hand-
linger eller fullbyrde strafferettslige sank­
sjoner, 

c) den medlemsstat der opplysningene er inn­
hentet har gitt sitt samtykke til overførin­
gen i samsvar med sin nasjonale lovgivning, 
og 

d) den berørte tredjestat eller internasjonale 
organ sørger for en tilstrekkelig grad av 
beskyttelse for den aktuelle behandling av 
opplysningene. 

2.	 Overføring uten forutgående samtykke i sam­
svar med nr. 1 bokstav c) skal kun tillates der­
som overføringen av opplysningene er avgjø­
rende for å kunne avverge en overhengende og 
alvorlig trussel mot en medlemsstats eller en 
tredjestats offentlige sikkerhet eller mot en 
medlemsstats vesentlige interesser og et forut­
gående samtykke ikke kan innhentes i tide. 
Den myndighet som har ansvaret for å gi slikt 
samtykke, skal underrettes omgående. 

3.	 Som unntak fra nr. 1 bokstav d) kan personopp­
lysninger overføres dersom: 
a) den nasjonale lovgivning i den medlemsstat 

som overfører opplysningene, foreskriver 
dette av hensyn til: 
i.	 den registrertes spesifikke legitime in­

teresser eller 
ii.	 tungtveiende legitime interesser, særlig 

viktige offentlige interesser, eller 
b) tredjestaten eller det internasjonale organ 

som mottar opplysningene, gir sikkerhets­
garantier som den aktuelle medlemsstat 
anser som tilstrekkelige i henhold til sin 
nasjonale lovgivning. 

4.	 Vurderingen av hvorvidt graden av beskyttelse 
i nr. 1 bokstav d) er tilstrekkelig, skal skje på 
grunnlag av alle forhold knyttet til én eller flere 

overføringer av opplysninger. Det skal spesielt 
tas hensyn til opplysningenes art, den eller de 
påtenkte behandlingenes formål og varighet, 
opprinnelsesstaten og den stat eller det interna­
sjonale organ som er sluttmottaker for opplys­
ningene, gjeldende rettsregler, både generelle 
regler og sektorregler, i vedkommende tred­
jestat eller internasjonale organ og de yrkesre­
gler og sikkerhetstiltak som får anvendelse. 

Artikkel 14 

Overføring av opplysninger til private 
i medlemsstatene 

1.	 Medlemsstatene skal fastsette bestemmelser 
om at personopplysninger som mottas fra eller 
stilles til rådighet av en annen medlemsstats 
kompetente myndighet, kun kan overføres til 
private dersom: 
a) den kompetente myndighet i den medlems­

stat der opplysningene er innhentet, har gitt 
sitt samtykke til overføring i samsvar med 
sin nasjonale lovgivning, 

b) den registrertes spesifikke legitime interes­
ser ikke er til hinder for overføring, og 

c) overføring av opplysninger i særlige tilfeller 
er avgjørende for at den kompetente myn­
dighet som overfører opplysningene til en 
privatperson, skal kunne: 
i.	 utføre en oppgave den er pålagt ved lov, 
ii.	 forebygge, etterforske, avdekke eller 

rettsforfølge straffbare handlinger eller 
fullbyrde strafferettslige sanksjoner, 

iii.	 avverge en overhengende og alvorlig 
trussel mot offentlig sikkerhet eller 

iv. forhindre alvorlig krenkelse av enkelt­
personers rettigheter. 

2.	 Den kompetente myndighet som overfører 
opplysninger til en privatperson, skal informere 
vedkommende om hvilke formål opplysnin­
gene utelukkende kan anvendes for. 

Artikkel 15 

Informasjon etter anmodning fra den 
kompetente myndighet 

Mottakeren skal på anmodning informere den 
kompetente myndighet som har overført eller stilt 
personopplysningene til rådighet, om sin behand­
ling av disse. 

Artikkel 16 

Opplysningsplikt overfor den registrerte 

1.	 Medlemsstatene skal påse at den registrerte 
blir underrettet om deres kompetente myndig­
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hetenes innsamling og behandling av person­
opplysninger, i samsvar med nasjonal lovgiv­
ning. 

2.	 Når personopplysninger er blitt overført eller 
stilt til rådighet mellom medlemsstater, kan 
hver medlemsstat i samsvar med bestemmel­
sene i sin nasjonale lovgivning omhandlet i nr. 
1, anmode den andre medlemsstaten om ikke å 
underrette den registrerte. I slike tilfeller skal 
den sistnevnte medlemsstaten ikke underrette 
den registrerte uten at den andre medlemssta­
ten på forhånd har gitt sitt samtykke. 

Artikkel 17 

Innsynsrett 

1. Hver registrerte person har, på anmodning 
fremsatt med rimelige mellomrom, rett til å 
motta, uten hinder og uten større ventetid eller 
utgifter, minst følgende informasjon: 
a) en bekreftelse fra den behandlingsansvar­

lige eller den nasjonale tilsynsmyndighet på 
om opplysninger om ham/henne er blitt 
overført eller stilt til rådighet, samt informa­
sjon om hvilke mottakere eller kategorier 
mottakere opplysningene er formidlet til og 
informasjon om hvilke opplysninger som er 
gjenstand for behandling, eller 

b) en bekreftelse fra den nasjonale tilsynsmyn­
dighet på at alle nødvendige kontroller er 
blitt utført. 

2. Medlemsstatene kan vedta lovbestemmelser 
som begrenser retten til innsyn i henhold til nr. 
1 bokstav a), dersom en slik begrensning, 
under tilbørlig hensyn til vedkommendes legi­
time interesser, er et nødvendig og rimelig til­
tak for å: 
a) unngå at det legges hindringer i veien for 

offisielle eller rettslige undersøkelser, etter­
forskning eller prosedyrer, 

b) unngå at forebygging, avdekking, etterfors­
kning og rettsforfølgning av straffbare 
handlinger skades, eller av hensyn til full­
byrdelsen av strafferettslige sanksjoner, 

c) beskytte offentlig sikkerhet, 
d) beskytte nasjonal sikkerhet, 
e) beskytte den registrerte eller andres rettig­

heter og friheter. 
3.	 Dersom innsyn avslås eller begrenses, skal den 

registrerte underrettes skriftlig om dette. De 
faktiske eller rettslige grunnene som beslutnin­
gen bygger på, skal samtidig meddeles ved­
kommende. Sistnevnte meddelelse kan unnla­
tes dersom dette kan begrunnes i henhold til 
nr. 2 bokstav a) til e). I alle disse tilfellene skal 

den registrerte gjøres oppmerksom på at han/ 
hun kan inngi klage til den kompetente nasjo­
nale tilsynsmyndighet, en rettslig myndighet 
eller en domstol. 

Artikkel 18 

Rett til korrigering, sletting eller sperring 

1.	 Den registrerte har rett til å forvente at den be­
handlingsansvarlige oppfyller sin plikt i hen-
hold til artikkel 4, 8 og 9 til å korrigere, slette el­
ler sperre personopplysninger som er regis­
trert innenfor rammen av denne 
rammebeslutning. Medlemsstatene skal fast­
sette bestemmelse om hvorvidt den registrerte 
kan gjøre denne rettighet gjeldende direkte 
overfor den behandlingsansvarlige eller gjen­
nom den kompetente nasjonale tilsynsmyndig­
het. Dersom den behandlingsansvarlige avslår 
å korrigere, slette eller sperre, må avslaget 
meddeles skriftlig, og den registrerte må infor­
meres om mulighetene som finnes etter den na­
sjonale lovgivning for å inngi en klage eller 
bringe saken inn for en rettsinstans. Etter at 
klagen eller saken er behandlet, skal den regis­
trerte informeres om hvorvidt den behand­
lingsansvarlige har handlet korrekt eller ikke. 
Medlemsstatene kan også fastsette at den re­
gistrerte skal underrettes av den kompetente 
nasjonale tilsynsmyndighet om at det er foretatt 
en kontroll. 

2.	 Dersom den registrerte bestrider riktigheten 
ved en personopplysning og det ikke kan fast­
slås om opplysningen er riktig eller ikke, kan 
opplysningen merkes med en anførsel. 

Artikkel 19 

Rett til erstatning 

1.	 Enhver som har lidt skade som følge av en ulov­
lig behandling av personopplysninger eller an­
nen handling som er uforenlig med de nasjona­
le bestemmelser vedtatt i henhold til denne 
rammebeslutning, skal ha rett til erstatning for 
den skade han/hun har lidt fra den behand­
lingsansvarlige eller annen kompetent myndig­
het i henhold til nasjonal lovgivning. 

2.	 Dersom en kompetent myndighet i en med­
lemsstat har overført personopplysninger, kan 
mottakeren ikke påberope seg at de overførte 
opplysningene var uriktige for å unngå det 
ansvaret denne har overfor den skadelidte i 
henhold til nasjonal lovgivning. Dersom motta­
keren utbetaler erstatning for skade påført som 
følge av bruk av feilaktig overførte opplysnin­
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ger, skal den kompetente myndighet som har 
overført opplysningene refundere erstatnings­
beløpet til mottakeren, idet eventuelle feil 
begått av mottakeren tas med i beregning. 

Artikkel 20 

Rettsmidler 

Uten at det berører en eventuell administrativ kla­
geadgang som kan benyttes før en sak bringes inn 
for en rettsinstans, skal den registrerte ha rett til å 
innbringe for en domstol enhver krenkelse av de 
rettigheter som han/hun er garantert gjennom 
den nasjonale lovgivning som får anvendelse. 

Artikkel 21 

Fortrolighet i forbindelse med behandlingen 

1.	 Personer som har tilgang til personopplysnin­
ger som faller inn under denne rammebeslut­
ningens anvendelsesområde, kan bare behand­
le disse opplysningene dersom vedkommende 
er ansatt ved eller handler etter instruks fra den 
kompetente myndighet, med mindre vedkom­
mende er pålagt dette ved lov. 

2.	 Personer som arbeider for en kompetent myn­
dighet i en medlemsstat, skal være bundet av 
alle datavernbestemmelser som gjelder for den 
aktuelle kompetente myndighet. 

Artikkel 22 

Sikkerhet i forbindelse med behandlingen 

1.	 Medlemsstatene skal sørge for at de kompeten­
te myndigheter iverksetter hensiktsmessige 
tekniske og organisatoriske tiltak for å beskytte 
personopplysninger mot utilsiktet eller ulovlig 
tilintetgjørelse, mot utilsiktet tap, mot endrin­
ger, mot ikke-autorisert formidling eller til-
gang, særlig hvis behandlingen innebærer 
overføring av opplysninger over nett eller at 
opplysningene stilles til rådighet ved å gi direk­
te elektronisk tilgang, samt mot enhver annen 
form for ulovlig behandling; det bør i denne 
sammenheng tas særlig hensyn til risiko som 
behandlingen innebærer, og typen opplysnin­
ger som skal beskyttes. Disse tiltakene skal 
sørge for et tilstrekkelig sikkerhetsnivå i for-
hold til den risiko behandlingen innebærer og 
typen opplysninger som skal beskyttes, idet det 
tas hensyn til ny teknologi og kostnadene for­
bundet med iverksettelsen av tiltakene. 

2.	 Når det gjelder elektronisk databehandling, 
skal hver medlemsstat treffe egnede tiltak for å: 

a) hindre at ikke-autoriserte personer får til-
gang til anleggene som benyttes ved 
behandling av personopplysninger (kon­
troll med fysisk tilgang til anleggene), 

b) hindre at datamedier kan leses, kopieres, 
endres eller fjernes av ikke-autoriserte per­
soner (kontroll med datamedier), 

c) hindre ikke-autorisert registrering av opp­
lysninger og ikke-autorisert lesing, endring 
eller sletting av registrerte personopplys­
ninger (kontroll med lagring), 

d) hindre at edb-systemene kan benyttes av 
ikke-autoriserte personer ved hjelp av data­
kommunikasjonsutstyr (brukerkontroll), 

e) sikre at personer som er autorisert til å 
bruke et edb-system kun har tilgang til de 
opplysningene som omfattes av vedkom­
mendes tilgangstillatelse (kontroll med 
datatilgang), 

f)	 sikre at det er mulig å kontrollere og fastslå 
hvilke organer personopplysninger er blitt 
eller kan ha blitt overført til eller stilt til 
rådighet for ved hjelp av datakommunika­
sjonsutstyr (kontroll med kommunikasjons­
utstyr), 

g) sikre at det er mulig i etterkant å kontrollere 
og fastslå hvilke personopplysninger som 
er blitt lagt inn i edb-systemene, når og av 
hvem (kontroll med innlegging), 

h) hindre ikke-autorisert lesing, kopiering, 
endring eller sletting av personopplysnin­
ger under overføring av slike data eller 
under transport av datamedier (kontroll 
med transport), 

i)	 sikre at de installerte systemene kan gjen­
opprettes i tilfelle tekniske forstyrrelser inn­
treffer (gjenoppretting), 

j)	 sikre at systemet fungerer, at det meldes fra 
om driftsfeil (pålitelighet), og at lagrede 
opplysninger ikke kan bli forfalsket som 
følge av feilfunksjon i systemet (dataintegri­
tet). 

3.	 Medlemsstatene skal fastsette bestemmelser 
om at databehandler kan utpekes bare dersom 
de kan gi de nødvendige garantier med hensyn 
til de tekniske og organisatoriske tiltak i hen-
hold til nr. 1 og overholder instruksene i artik­
kel 21. Den kompetente myndighet skal kon­
trollere at databehandleren lever opp til disse 
kravene. 

4.	 Databehandleren kan bare behandle person­
opplysninger på grunnlag av en rettsakt eller en 
skriftlig kontrakt. 
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Artikkel 23 

Forutgående samråd 

Medlemsstatene skal sikre at de kompetente nasjo­
nale tilsynsmyndigheter blir konsultert før 
behandling av personopplysninger som vil inngå i 
et nytt register som skal opprettes, dersom: 
a) spesielle kategorier opplysninger omhandlet i 

artikkel 6 skal behandles, eller 
b) typen behandling, spesielt anvendelse av nye 

teknologier, mekanismer eller framgangsmå­
ter, innebærer spesiell risiko for den registrer­
tes grunnleggende rettigheter og friheter og 
særlig dennes rett til privatlivets fred. 

Artikkel 24 

Sanksjoner 

Medlemsstatene skal treffe de nødvendige tiltak 
for å sikre at denne rammebeslutningens bestem­
melser gjennomføres fullt ut, og de skal særlig fast­
sette sanksjoner som får anvendelse ved overtre­
delse av bestemmelser som vedtas i henhold til 
denne rammebeslutning; sanksjonene skal være 
effektive, stå i rimelig forhold til overtredelsen og 
ha avskrekkende virkning. 

Artikkel 25 

Nasjonale tilsynsmyndigheter 

1.	 Hver medlemsstat skal sørge for at én eller fle­
re offentlige myndigheter har til oppgave å vei­
lede og overvåke anvendelsen, innenfor dens 
territorium, av de bestemmelser medlemssta­
ten vedtar for å gjennomføre denne rammebe­
slutning. Disse myndighetene skal utøve de 
funksjoner de er tillagt i full uavhengighet. 

2.	 Hver tilsynsmyndighet skal særlig ha: 
a) myndighet til å foreta undersøkelser, f.eks. 

få tilgang til opplysninger som er gjenstand 
for behandling og innhente alle opplysnin­
ger som er nødvendige for å ivareta sine til­
synsoppgaver, 

b) faktisk myndighet til å gripe inn ved f.eks. å 
kunne avgi uttalelser før behandling finner 
sted og sikre en hensiktsmessig offentlig­
gjøring av slike uttalelser, beordre sperring, 
sletting eller tilintetgjøring av opplysninger, 
forby en behandling midlertidig eller defini­
tivt, gi den behandlingsansvarlige en advar­
sel eller irettesettelse, eller forelegge saken 
for nasjonale parlamenter eller andre poli­
tiske institusjoner, 

c) myndighet til å innlede rettslige skritt ved 
overtredelse av nasjonale bestemmelser 
vedtatt i henhold til denne rammebeslut­

ning eller gjøre rettslige myndigheter opp­
merksom på slike overtredelser. Beslutnin­
ger truffet av tilsynsmyndigheten som er 
gjenstand for klage, kan bringes inn for en 
domstol. 

3.	 Enhver person kan fremsette en begjæring til 
en tilsynsmyndighet om beskyttelse av sine ret­
tigheter og friheter i forbindelse med behand­
ling av personopplysninger. Den registrerte 
skal underrettes om utfallet av begjæringen. 

4.	 Medlemsstatene skal fastsette bestemmelser 
om at tilsynsmyndighetenes medlemmer og 
ansatte er bundet av datavernsbestemmelsene 
som gjelder for den berørte kompetente myn­
dighet, og at de er underlagt taushetsplikt, også 
etter sin fratredelse, med hensyn til fortrolige 
opplysninger de har tilgang til. 

Artikkel 26 

Forholdet til avtaler med tredjestater 

Denne rammebeslutning berører ikke forpliktelser 
som medlemsstatene eller EU har i henhold til bila­
terale og/eller multilaterale avtaler inngått med 
tredjestater som er gjeldende på det tidspunkt 
denne rammebeslutningen vedtas. 

Ved anvendelse av disse avtalene skal overfø­
ring til en tredjestat av personopplysninger innhen­
tet fra en annen medlemsstat skje i overensstem­
melse med artikkel 13 nr. 1 bokstav c) eller eventu­
elt artikkel 13 nr. 2. 

Artikkel 27 

Evaluering 

1.	 Medlemsstatene skal senest 27. november 
2013 avlegge rapport til Kommisjonen om de 
nasjonale tiltak de har truffet for å sikre at den-
ne rammebeslutning etterleves fullt ut, og sær­
lig med hensyn til de bestemmelser som må 
være oppfylt allerede når opplysningene sam­
les inn. Kommisjonen skal særlig vurdere hvil­
ke konsekvenser disse bestemmelsene har for 
denne rammebeslutningens anvendelsesområ­
de i henhold til artikkel 1 nr. 2. 

2.	 Kommisjonen skal innen ett år avlegge rapport 
til Europaparlamentet og Rådet om resultatet 
av evalueringen omhandlet i nr. 1 og skal 
sammen med rapporten fremsette egnede for-
slag til endringer i denne rammebeslutning. 

Artikkel 28 

Forholdet til tidligere vedtatte EU-rettsakter 

Dersom rettsakter som er vedtatt i henhold til 
avdeling VI i traktaten om Den europeiske union 
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før den dag denne rammebeslutningen trer i kraft, 
og som regulerer utveksling av personopplysnin­
ger mellom medlemsstatene eller medlemsstate­
nes utpekte myndigheters tilgang til informasjons­
systemer etablert i henhold til traktaten om oppret­
telse av Det europeiske fellesskap, inneholder 
særlige vilkår for mottaker-medlemsstatens anven­
delse av slike opplysninger, skal disse vilkårene ha 
forrang i forhold til bestemmelsene i denne ram­
mebeslutning når det gjelder anvendelse av opplys­
ninger mottatt fra eller stilt til rådighet av en annen 
medlemsstat. 

Artikkel 29 

Gjennomføring 

1.	 Medlemsstatene skal treffe de nødvendige til­
tak for å etterkomme denne rammebeslutnin­
gens bestemmelser innen 27. november 2010. 

2.	 Senest innen denne dato skal medlemsstatene 
meddele Rådssekretariatet og Kommisjonen 
teksten til de bestemmelser som innarbeider i 
deres nasjonale lovgivning de forpliktelser de 
har i henhold til denne rammebeslutning, samt 
informasjon om tilsynsmyndighetene omhand­
let i artikkel 25. På bakgrunn av disse opplys­
ningene og en skriftlig rapport utarbeidet av 
Kommisjonen, skal Rådet innen 27. november 
2011 vurdere i hvilken utstrekning medlems­

statene har etterkommet bestemmelsene i 
denne rammebeslutning. 

Artikkel 30 

Ikrafttredelse 

Denne rammebeslutning trer i kraft på den tjuende 
dagen etter at den er kunngjort i Den europeiske 
unions tidende. 

Utferdiget i Brussel, 27. november 2008. 
For Rådet 
M. Alliot-Marie 
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