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Høring – forslag til strategi for bruk av eID og e-signatur i offentlig sektor 

Feide er felles identitetsforvaltning for utdanning, og som sektorløsning er det svært viktig at samspillet med 
en sentral eID er på plass.  Vi merker oss at arbeidet med krav til og integrasjon av sektorløsninger ikke er 
dekket i rapporten.  Sett fra Feides side er det viktig å ivareta: 

Standardisering av grensesnitt bør være sterk nok til at tjenesteleverandører kan gjøre en felles 
integrasjon mot både eIDs samtrafikknav, sektorløsninger og andre løsninger i markedet. Det bør 
etableres klare grensesnitt for samtrafikk med sektorinterne løsninger som Feide, basert på Liberty 
Alliance's rammeverk for føderasjoner. Private tjenester innen utdanning og forskning bør ha tilgang 
til samtrafikknavet på samme vilkår som offentlige tjenester, slik at det sikres likebehandling. 

En åpen prosess knyttet til samtrafikknavet.  MinSide har lagt godt til rette for åpenhet, både 
teknologisk og samarbeidsmessig, og vi ønsker oss en videreføring av arbeidsstilen.  
Utdanningssektoren trenger forutsigbare faste kostnader for samtrafikk med offentlig eID og Feide, 
og for bruk av eID som ikke går via samtrafikknavet. 

Løsninger som er utviklet for utdanningssektoren, og som er tilpasset utdanning og forskning 
internasjonalt, må kunne ha samtrafikk via samtrafikknavet samtidig som internasjonal samtrafikk 
ivaretas. 

Samspill og samtrafikk med eID på nivå 3 og 4, slik at gjenbruk sikres for den eID-løsning som 
velges.  Konkret bør foresatte kunne logge inn med offentlig eID, uten at hver enkelt skole må 
vedlikeholde brukerinformasjon. 

En viktig forutsetning for samspill er ikke bare knyttet til autentisering, men også til støttetjenester 
som for eksempel oppslag i folkeregister.  Feide har bruk for å kunne slå opp hvilke barn en foresatt 
har, på et format som sikrer personvern og gjør det enkelt å knytte en foresatt til riktig skole og 
riktig(e) elever. 

Gode løsninger for personvern, blant annet med bruk av fødererte identiteter.  Når hver tjeneste 
enkelt kan få sin egen unike identifikator, er det lettere å unngå samkjøring av informasjon på tvers.  
Dagens løsning for MinID bør utvides noe med støtte for fødererte identiteter.  Et samtrafikknav bør 
ha en anonymiseringsfunksjon som lar en person være anonym overfor den offentlige tjenesten som 
han prøver å bruke.  Et samtrafikknav bør også ha en verifiseringstjeneste for uthenting av 
fødselsnummer som lar tjenester med behov for fødselsnummer gjør en sjekk av dette. 

Fornuftige autentiseringsnivå.  Her vil det være bruk for en gjennomgang av krav for elever og 
studenter. Både aldersaspektet og at studenter sjeldnere oppholder seg på folkeregistrert adresse 
gjør at tildeling av passord/sertifikat må vurderes spesielt for gruppen. De enkelte 
vertsorganisasjoner i Feide har varierende prosedyrer for tildeling, og ligger på nivå 1 og 2.  Nivå 3 
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krever tofaktor-innlogging og er i dag ikke i bruk i Feide.  For nivå 2 er utleveringskravet som regel 
utlevering over skranke eller til ansatt der legitimasjon er sjekket, ikke utlevering med utsending til 
folkeregistert adresse da mange studenter ikke bor på sin folkeregisterte adresse.  Det er 
utfordringer knyttet til kravene om utlevering og tilknytning for yngre brukere, da for eksempel 
mobiltelefoner ofte er registrert på foresatte eller foreldre.  Vi regner med at det i dialog med FAD er 
mulig å få til praktiske ordninger som tar hensyn til spesielle forhold i utdanningssektoren. 

Når det gjelder høring om eID på borgerkort, savner vi informasjon om lesere og brukerstøtte for eID ved 
bruk på PCer.  Utdanningssektoren har svært varierende brukerutstyr, både eid av sektoren og i privat eie, 
og erfaringsmessig er den største utfordringen knyttet til brukerstøtte og integrasjon. eID må kunne brukes 
på alle plattformer og av alle personer. Vi gjør oppmerksom på at elever og studenter i den alder som 
dekkes av forslaget alle har mobiltelefon.  Elever under 13 år dekkes ikke av forslaget, men skal omfattes av 
Feide. 

Dersom forslaget om at fødselsnummer skal ligge i sertifikat (SEID-profilen) brukes, bør det etableres en 
anonymiseringstjeneste som lar brukeren være anonym og gjenkjennbar.  Feide har fått en rekke 
tilbakemeldinger fra både enkeltpersoner og våre vertsorganisasjoner på at fødselsnummer ikke bør flyte 
fritt, da slik fri flyt oppleves som usikkert.  Vår erfaring er at det er enkle håndgrep som sikrer at 
fødselsnummer er tilgjengelig der disse må brukes (f.eks. oppmelding til eksamen, lønnssystem) men ikke er 
i bruk for websteder som ikke trenger informasjonen (Nasjonalbiblioteket, utdeling av parkeringsoblater, 
portaler). 

 

Vennlig hilsen 

Ingrid Melve 
Teknisk direktør 
UNINETT 

 
 


